Copyright Notice

PUBLISHED BY

Microsoft Corporation

One Microsoft Way

Redmond, Washington 98052-6399
Copyright © 1995 by Microsoft Corporation

All rights reserved. This document is provided for informational purposes only, and Microsoft
Corporation makes no warranties, either express or implied, in this document. The entire risk of the use
or the results of the use of this document remains with the user. Companies, names, and data used in
examples herein are fictitious unless otherwise noted. No part of this document may be reproduced or
transmitted in any form or by any means, electronic or mechanical, for any purpose, without the
express written permission of Microsoft Corporation.

Microsoft, DoubleSpace, Microsoft Press, MS, MS-DOS, Win32, and Windows are registered
trademarks, and DriveSpace, Microsoft At Work, Natural Keyboard, SQL Server, and Windows NT are
trademarks of Microsoft Corporation in the USA and other countries. 3+Open, 3+Share, 3Com,
EtherLink, and EtherLink Il are registered trademarks, and EtherCard is a trademark of 3Com
Corporation. Adaptec is a trademark of Adaptec, Inc. Adobe, Adobe Type Manager, Aldus, ATM,
PageMaker, and PostScript are trademarks of Adobe Systems, Inc. AddStor is a registered trademark
and SuperStor is a trademark of AddStor, Inc. AT&T is a registered trademark and Easylink is a service
mark of American Telephone and Telegraph Company. Apple, AppleShare, AppleTalk, Macintosh, and
TrueType are registered trademarks, and System 7 is a trademark of Apple Computer, Inc. Artisoft and
LANtastic are registered trademarks of Artisoft, Inc. AST is a registered trademark of AST Research,
Inc. Attachmate is a registered trademark of Attachmate Corporation. Banyan and VINES are
registered trademarks, and StreetTalk is a trademark of Banyan Systems, Inc. Bitstream is a registered
trademark and Facelift is a trademark of Bitstream, Inc. Canon is a registered trademark of Canon
USA, Inc. cc:Mail is a trademark of cc:Mail, Inc., a wholly owned subsidiary of Lotus Development
Corporation. PC Tools is a trademark of Central Point Software, Inc. Centronics is a registered
trademark of Centronics Data Computer Corp. Cheyenne is a registered trademark of Cheyenne
Software, Inc. COMPAQ and Qvision are registered trademarks of Compaq Computer Corporation.
CompuServe is a registered trademark and WinCIM is a service mark of CompuServe, Inc. Infonet is a
registered trademark of Computer Sciences Corporation. Arcada is a registered trademark of Conner
Peripherals, Inc. Sound Blaster is a trademark of Creative Technology, Ltd. Data General is a
registered trademark of Data General Corporation. ArcNet is a registered trademark of Datapoint
Corporation. Da Vinci Systems is a trademark of Da Vinci Systems Corporation. Dell is a registered
trademark of Dell Computer Corporation. WinFax is a trademark of Delrina Technology, Inc. Crosstalk
and DCA are trademarks of Digital Communications Associates, Inc. All-In-1, Alpha AXP, DEC,
DECnet, Etherworks, PATHWORKS, Ultrix, VAX, VMS, and VT100 are trademarks of Digital Equipment
Corporation. Truespeech is a trademark of DSP Group, Inc. Kodak is a registered trademark of
Eastman Kodak Company. Fujitsu is a registered trademark of Fujitsu Limited. Future Domain is a
registered trademark of Future Domain Corporation. GEnie is a trademark of General Electric
Corporation. Hayes is a registered trademark of Hayes Microcomputer Products, Inc. DeskJet, Hewlett-
Packard, HP, HP-GL, HP-UX, JetDirect, LaserJet, and PCL are registered trademarks of Hewlett-
Packard Company. Olivetti is a registered trademark of Ing. C. Olivetti. Intel and SatisFAXtion are
registered trademarks, and EtherExpress, LANDesk, and Pentium are trademarks of Intel Corporation.
AlX, AS/400, IBM, Micro Channel, NetView, OfficeVision, OS/2, PC/AT, PS/2, PROFS, ThinkPad, and
XGA are registered trademarks, and OfficeVision/400, OfficeVision/MVS, PowerPC, and System/36 are
trademarks of International Business Machines Corporation. lomega is a registered trademark and
Bernoulli Box is a trademark of lomega Corporation. Toshiba is a registered trademark of Kabushiki
Kaisha Toshiba. Logitech is a trademark of Logitech, Inc. Lotus and Lotus Notes are registered
trademarks of Lotus Development Corporation. Panasonic is a registered trademark of Matsushita
Electric Co., Ltd. MCI MAIL is a registered service mark of MCI Communications Corp. Media Vision is
a trademark of Media Vision, Inc. Microcom is a registered trademark of Microcom Systems, Inc. MIPS
is a registered trademark and R4000 is a trademark of MIPS Computer Systems, Inc. NCR is a
registered trademark of NCR Corporation. NEC is a registered trademark of NEC Corporation. Btrieve,
DR DOS, LAN Workplace, NetWare, and Novell are registered trademarks, and Novell DOS is a
trademark of Novell, Inc. UNIX is a registered trademark of Novell, Inc. in the United States and other
countries, licensed exclusively through X/Open, Ltd. Norton Utilities is a registered trademark of Peter



Norton Computing. Prodigy is a trademark of Prodigy Services Company. 386MAX is a registered
trademark and BlueMAX is a trademark of Qualitas, Inc. America Online is a registered trademark of
America Online, Inc. Retix is a registered trademark of Retix. SCSI is a registered trademark of
Security Control Systems, Inc. Epson is a registered trademark of Seiko Epson Corporation, Inc. Shiva
is a registered trademark of Shiva Microsystems Corporation. Silicon Graphics is a registered
trademark of Silicon Graphics, Inc. WYSIfonts! is a registered trademark of SoftCraft, Inc. Soft-Switch
is a trademark of Soft-Switch, Inc. SONY is a registered trademark of Sony Corporation. Stacker is a
registered trademark of STAC Electronics. SMC is a registered trademark of Standard Microsystems
Corporation. SpeedStor is a registered trademark of Storage Dimensions. PC-NFS, Sun, and Sun
Microsystems are registered trademarks, and SunSoft is a trademark of Sun Microsystems,
Incorporated. Tandy is a registered trademark of Tandy Corporation. Arial and Times New Roman are
registered trademarks of The Monotype Corporation. Unisys is a registered trademark of Unisys
Corporation. Rumba is a registered trademark and Wall Data is a trademark of Wall Data Incorporated.
WANG is a registered trademark of Wang Laboratories. Western Digital is a trademark of Western
Digital Corporation.

Eastman Kodak is the supplier of the default color matching method, known as Image Color Matching
(ICM), in Windows 95. (For more information about Eastman Kodak products, see Appendix J,
“Windows 95 Resource Directory.”)

Jointly developed by Microsoft and Systems Compatibility Corporation (SCC), Quick Viewers for
popular file formats are included in Windows 95. (SCC offers additional viewers and features in its
Outside In for Windows product.)

U.S. Patent No. 4955066



Welcome to Wind(_)ws 95
Introduction

The Microsofte Windowse 95 operating system is the newest version of the Microsoft Windows
operating system. It is the successor to MS-DOSe, Windows version 3.1, and Windows for Workgroups
version 3.X.

Windows 95 was designed to provide network administrators and systems-support professionals with a
variety of powerful tools and capabilities to better manage personal computers and reduce company
support costs. In addition, Windows 95 offers new features and an improved user interface to help
users be more productive.

This Windows 95 Resource Kit, written for administrators and MIS professionals, provides the
information required for rolling out, supporting, and understanding Windows 95. This Resource Kit is a
technical resource that supplements the documentation included with the Windows 95 product. For
information about how to use Windows 95 features and utilities, see the product documentation and
online Help information supplied with Windows 95.



Welcome to Windows 95
How to Use the Windows 95 Resource Kit

This chapter describes the contents of the Resource Kit and lists conventions used throughout the
document. The Guided Tour for Administrators, which follows, explores the benefits of implementing
Windows 95 on corporate networks including cost reduction, system management, and user
productivity. The remainder of the kit describes major topics related to installing and implementing
Windows 95:

Part 1, Deployment Planning Guide.

Provides an overview for MIS managers and technical support personnel of the process for testing and
deploying Windows 95 on the corporate network, plus details about how to make decisions and how to
plan, test, and prepare for a major rollout of Windows 95.

Note Be sure to read Deployment Planning Basics and Deployment Strategy and Details before
attempting to deploy Windows 95 in your organization. These chapters provide essential

information for developing, testing, and carrying out a deployment plan that will result in a
successful company-wide installation of Windows 95.

Part 2, Installation.

Presents technical details for installing Windows 95 on multiple computers, including information about
creating custom installations and installing Windows 95 from setup scripts. This part also presents
technical details about internal processes for Windows 95 Setup and operating system startup.

Part 3, Networking.

Describes how to install and configure Windows 95 on different kinds of networks (such as Windows
NT™ and Novelle NetWare®) plus information about installing Windows 95 to run with a real-mode
network client from other network vendors. This part also presents technical details about configuring
peer resource sharing services with Windows 95, plus details about configuring network adapters and
protocols.

Part 4, System Management.

Describes the system-management features provided with Windows 95, including system policies,
management tools, and remote administration capabilities. This part also describes how to take
advantage of user profiles, and how to install and use various agent software provided for backup and
other system-management tasks. Finally, this part also discusses how to monitor and change
parameters affecting Windows 95 performance.

Part 5, System Configuration.
Describes how to install and troubleshoot devices, configure and run applications, and set up and
manage printers.

Part 6, Communications.

Provides details about the built-in communications features in Windows 95, including configuring and

using modems and related software, and setting up and using Microsoft Exchange and Microsoft Fax.
This part also includes information about Dial-Up Networking (also known as remote network access),
The Microsoft Network online service, and Internet access.

Part 7, Windows 95 Reference.

Provides technical details about the Windows 95 architecture and the Registry (which stores system
configuration, networking, and software settings). This part also summarizes the Windows 95 features
that make it easy to use among multiple languages and locales. Finally, this part provides a summary
of how to troubleshoot problems in Windows 95 and how you can use the built-in tools to solve
problems.

Part 8, Appendixes.

Provides a summary of commands that can be used at the command prompt or in batch files. In
addition, separate appendixes provide supporting details for creating custom setup scripts, configuring
the network, using shortcuts and accessibility features, and finding more information about Microsoft
resources supporting Windows 95 users and software developers.

Each part begins with a brief table of contents that summarizes the chapters contained in that part. In



general, the first chapter is an introduction, providing background information related to the part topic
and identifying the specific Windows 95 features or capabilities discussed in the remaining chapters.
Each of the remaining chapters discusses benefits of a particular feature or functionality, covers

implementation issues, and provides specific procedures that will help administrators take advantage of
that feature or functionality.



Welcome to Windows 95
Windows 95 Resource Kit Utilities

In addition to the printed book, the Windows 95 Resource Kit provides disks containing utilities for use
with Windows 95. For a list of the available tools and information about how to use them, see the online
Help and README files provided.

Microsoft also provides Windows 95 utilities in these other ways:

¢ Microsoft Plus! for Windows 95. This product contains advanced utilities for drive compression and
maintenance, in addition to new font features, animated cursors, and a dial-up networking server.

¢ The Microsoft Network and other online services. For information about what'’s available from
Microsoft using online sources, see The Microsoft Network and Windows 95 Resource Directory.
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Conventions

The following conventional terms, text formats, and symbols are used throughout the printed
documentation for Windows 95.

Convention Meaning

[brackets] In syntax statements, indicates an optional item. For
example, [password] indicates that you can choose to type
a password with the command. Type only the information
within the brackets, not the brackets themselves.

... (ellipsis) In syntax statements, indicates that you can repeat the
previous items. For example, /route:devicename],...]
indicates that you can specify more than one device,
separating each device with a comma.

Stands for “or” and separates items within braces or
brackets. For example, {/hold | /release | /delete}
indicates that you must type /hold or /release or /delete.

%...% Used at the beginning and at the end of an item to indicate
that it is a string identifier.

Bold Indicates the actual commands, words, or characters that
you type in a dialog box or at the command prompt.

Italic Indicates a placeholder for information or parameters that

you must provide. For example, if the procedure asks you
to type filename, you must type the actual name of a file.

ALL Indicates a directory, filename, or acronym. You can use

UPPERCASE lowercase letters when you type directory names or
filenames in a dialog box or at the command prompt,
unless otherwise indicated for a specific application or

utility.
Monospace Represents examples of screen text or entries that you
might type at the command line or in initialization files.
right-click Refers to clicking the secondary mouse button, which is
usually the right mouse button.
Windows NT Refers to operating system and networking functionality
that is available in the Windows NT operating system.
Windows Refers to the Windows 95 system directory tree. This can
directory be C:\WINDOWS or whatever other directory name you
specified when installing Windows 95.
x86 Refers to computers based on 32-bit, x86-based

microprocessors (such as Intele 80386 or higher) or based
on Intel Pentium™ microprocessors.

The following are standard abbreviations or acronyms used throughout this Resource Kit, with their
meanings.

Acronym Meaning

API Application programming interface
BIOS Basic input/output system

CPU Central processing unit

DLL Dynamic-link library

DMA Direct memory access

FAT File allocation table



GB Gigabyte or gigabytes

HPFS The file system provided with OS/2
I/O Input/output

IHV Independent hardware vendor
IRQ Interrupt request lines

ISV Independent software vendor

K Kilobyte or kilobytes

LAN Local area network

MB Megabyte or megabytes

MIS Management information system
OEM Original equipment manufacturer
SMB Server message block

TSR Terminate-and-stay-resident
UNC Universal naming convention
VM Virtual machine

WAN Wide area network



Deployment Planning Guide

This part of the Windows 95 Resource Kit provides network administrators and systems-support
professionals with a comprehensive guide to installing and deploying (or rolling out) Microsoft Windows
95 in corporations. In this guide, based on interviews with administrators of corporate networks about
their testing and rollout plans for Windows 95, you can find important information about how to develop
and implement a plan for company-wide deployment of Windows 95.

Chapter 1 Deployment Planning Basics
Provides an overview of major deployment steps and a timeline for the deployment process.

Chapter 2 Deployment Strategy and Details
Provides detailed explanations of steps in the deployment process and the key decisions or actions
related to performing them.

A Microsoft Project (.MPP) file is available with the Windows 95 Resource Kit utilities to use as a
template for the overview and details of deployment planning described in Deployment Planning Basics

and Deployment Strategy and Details.

Notice that these chapters serve as a guide for creating and carrying out a rollout plan in an
organization. Your company’s specific rollout plan may be different, due to existing policies and
processes.



Deployment Planrling Basics
Introduction

This chapter is for administrators who are responsible for corporate implementation of Windows 95. It
provides an overview of the major steps in the deployment process. Deployment Strategy and Details,
contains the details about how to make decisions and perform actions listed in the overview.

Notice that some tasks may not be necessary for your organization.

For step-by-step instructions on conducting the installation, see Introduction to Windows 95 Setup and
Custom, Automated, and Push Installations, in the Windows 95 Resource Kit.

1 Overview of the Deployment Process

o Reviewing Windows 95 Features: An Overview

= Preparing the Teams: An Overview

| Deciding on the Preferred Client Configuration: An Overview
| Performing the Lab Test: An Overview

= Planning the Pilot Rollout: An Overview

= Conducting the Pilot Rollout: An Overview

= Finalizing the Rollout Plan: An Overview

1 Rolling Out Windows 95: An Overview




Deployment _F’Ianning Basics
Overview of the Deployment Process

The deployment process for Windows 95 consists of several distinct phases, including the following:

¢ Reviewing Windows 95

¢ Preparing the Planning and Support teams

¢ Identifying the preferred network-client configuration
¢ Performing lab tests of the client configuration

¢ Planning the pilot rollout

e Conducting the pilot rollout

¢ Finalizing the rollout plan

¢ Rolling out Windows 95

For each phase, this chapter contains a section outlining in checklist form the required tasks for that
deployment phase. Deployment Strategy and Details provides details for performing each task
according to the deployment phase.

The Windows 95 Resource Kit utilities include document templates containing the deployment checklist
plus a Microsoft Project file for planning the deployment process at your site.

The following sample shows how to read a deployment checklist for any phase.
Description of the Deployment Phase

Task Team Start week Duration
1: Who will perform When does the How long will it take
Summary this task? team begin this to complete?
of the task. task?

The following teams, made up of employees from your organization, are responsible for performing the
tasks described in deployment checklists:

e The Executive team includes the deployment project manager (usually the head of the Information
Systems department) and members of the executive committee of the corporation. This team must
include one or more individuals with decision-making authority over company policies and
procedures.

¢ The Planning team includes the deployment project manager, key Installation team members, and a
representative from the Support and Training teams.

¢ The Installation team includes technicians and individuals who will be conducting the installation.
This team must include a specialist in 32-bit applications who can evaluate the proposed Windows
95 configuration for compatibility.

¢ The Support team includes staff of the help desk or Support department, and select individuals from
the Planning team. This team develops a plan for supporting Windows 95 during and after
deployment, integrating new methods and processes as needed into the existing support scheme.

¢ The Training team includes individuals responsible for user training.

At certain phases, you may choose to vary the makeup of the teams by adding or omitting individuals.



Deployme_gnt Plgnning quics .
Reviewing Windows 95 Features: An Overview

When implemented, Windows 95 can yield significant benefits to your organization in terms of reduced
costs and increased system control. Because many decisions — starting with the decision to acquire
Windows 95 — depend on these and other anticipated benefits, becoming familiar with the features
and benefits of Windows 95 is the first step in deployment planning.

The following checklist lists sources of information on Windows 95 features and benefits.
Reviewing Windows 95 Features

Task Team Start week Duration
1: Read Introducing Microsoft Executive, Week 1 7 days
Windows 95, available from Planning

Microsoft Press (ISBN 1-55615-
860-2) or the Windows 95
Reviewer’s Guide (available from
WinNews forums on the Internet
and other online services).

2: Review total cost of Executive, Week 1 14 days
ownership, migration, and Planning
productivity studies published by
analysts such as Gartner Group,
Inc. if appropriate. Use these
studies to assess the impact of
Windows 95 on your business’s
bottom line.

3: Acquire additional copies of Planning Week 2 1 day
the Windows 95 Resource Kit for
review during the deployment
process.



Deployment Planning Basics

Preparing the Teams: An Overview

After the review of Windows 95 features and benefits, the next step is to prepare the Planning,

Installation, and Support teams for the deployment process. If you did not fully staff the Planning team

for the review phase, assemble the people you need for both the Planning and Installation teams at this
time. Then gather the equipment and tools to be used in planning the Windows 95 implementation and
arrange for Support team training. The following checklist outlines the processes of assembling the

Task Team

1:

9:

Assign the project manager, if Planning
appropriate (usually this is the
head of the Information Systems

department).
Select key Planning and Planning,
Installation team members, if Installation

appropriate. Make sure to
include an applications
specialist, for evaluating 32-bit
applications.

Acquire Windows 95 (the Planning
compact disc version is preferred
because it contains system
administration tools).

Identify your client and server  Planning
hardware and software
configurations on the network.

Set up a testing lab. Planning

Acquire test computers for use Planning
as the network server and
clients. Choose computer
models that are typical of those
used in your organization.

Install the applications Planning
software and line-of-business
tools in the lab to simulate the
network environment. Also
identify the mission-critical and
noncritical business and other
applications typically used in
your organization. Create a
checklist for evaluating the
compatibility and performance of
these applications during testing.

Review detailed discussions of Planning,

product features in the “Guided  Installation

Tour for Administrators” in the
Windows 95 Resource Kit; study
Installation, of the Resource Kit
to prepare for configuration
planning.
Study the entire Windows 95  Support

Planning and Installation teams and its resources and coordinating Support team training.
Preparing the Teams

Start week Duration

Week 2

Week 2

Week 2

Week 3

Week 2
Week 2

Week 3

Week 3

Week 3

5 days

1 day

5 days

1 day
5 days

3 days

3 days

10 days



Resource Kit. As an option,
obtain Windows 95 TrainCast
instructional videotapes from
Microsoft. As another option,
arrange for the team and other
individuals, as appropriate, to
attend training at a Microsoft
Authorized Technical Education
Center and participate in the
Microsoft Certified Professional
program to prepare for
supporting Windows 95.

10: As an option, read Inside Planning, Week 2 10 days
Windows 95 from Microsoft Installation,
Press, for technical details on the Support
internal operation of Windows
95.
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Deciding on the Preferred Client Configuration: An Overview

With the Planning and Installation teams assembled and educated about Windows 95 capabilities, the
next task for these teams is to determine the preferred configuration for client computers on the
network. (For the purposes of this discussion, “client computer” refers to any computer running
Windows 95, including computers that act as peer servers by running File and Printer Sharing
services.) The teams will use this configuration for evaluation and testing, prior to full implementation of
Windows 95 in your organization.

The tables in this section summarize options to consider in planning your preferred configuration. Using
the information in these tables, evaluate the available features and the related alternatives before
making a decision. Microsoft recommends that you begin your evaluation with the “ideal” configuration,
that is, a configuration that uses all of the most powerful features of Windows 95. Then gradually
modify this configuration, adding or removing features, until you achieve a configuration that more
closely fits your company’s needs. When you have identified the preferred configuration, document the
configuration layout and the selected features to make sure you install and test the correct
configuration.

To learn more about product features as they relate to your system configuration, see Deployment
Strategy and Details, or the related chapters of the Resource Kit.

The following table presents an overview of configuration layout decisions and feature options for the
ideal network client. An additional table lists features which Microsoft recommends for implementation
by all organizations; these features define how Windows 95 will be installed and administered in your
organization. The final table shows optional features that may be useful in some organizations.

Configuration Layout Decisions

Configuration option Decisions and issues
Location of Windows files Depends on your need to maximize central
To maximize security and administration versus performance

performance, security, or ©n the client computer. Also depends on the
hard disk space on the hardware platform of the client computer.

client computer Options:

¢ Run Windows 95 on the client computer for
best performance and reduced network
traffic.

* Run Windows 95 from the server to save hard
disk space on client computers and make it
easier to upgrade components or drivers
later, especially for multiple computers.

* Run completely from the server for the highest
degree of security or for diskless
workstations.

For information, see Server-Based Setup for

Windows 95.
Key Features of the Ideal Network Client
Preferred feature Decisions and issues
Use 32-bit, protected- Depends on the compatibility of your required
mode network client applications. Options vary based on your
software network. For example, for Novelle NetWaree
To provide the best networks:
network performance and ¢ Protected-mode Client for NetWare Networks
functionality is the preferred client, because of the

performance and increased functionality, and
because it's easy to install and configure.



Use 32-bit, protected-
mode protocols

To provide the best
network performance and
functionality

Use the latest network
adapter drivers

To provide improved
performance and the
ability to both load and
unload the network and
notify the rest of the
system, use NDIS 3.1
drivers, which support
Plug and Play

Use the new Windows 95
user interface

To provide ease of use
and maximum
functionality in accessing
Windows 95 features

Recommended Windows
Windows 95 feature

Use system policies
To enable centralized

¢ Real-mode Novell NETX or VLM clients may
offer slightly better compatibility with some
network utilities.

¢ A real-mode network client for another network
can also be used with Client for NetWare
Networks.

For information, see Networking.

Depends on compatibility with your choice of
client. Options depend on your choice of protocol.
For example, for IPX/SPX:

¢ Microsoft IPX/SPX-compatible protocol is
preferred (with or without IPX over NetBIOS).

e Keep real-mode IPXODI for use with a real-
mode Novell-supplied client.

¢ Both the real-mode and Microsoft protected-
mode implementations can be used if some
of your applications (such as TSRs) require
the real-mode protocol.

For information, see Network Technical
Discussion.

Depends on the availability and compatibility of
the new driver. The 32-bit, protected mode drivers
offer vastly improved performance and reliability
over older versions. For PCMCIA cards, the 32-bit
drivers are extremely easy to manage.
Options:
¢ Always use the newest drivers available;
implemented by default.
¢ Manually choose to keep using an older driver,
including ODI drivers, if new drivers are not
available.
For information, see Network Technical
Discussion.
Depends on timing or preference rather than
functionality because the new user interface is
significantly more functional and efficient. But, if a
rapid migration is required, and training is not
immediately available, the Windows 3.1 user
interface can be used temporarily.
Options:
¢ Use the new user interface; this is preferred
and installed by default.
¢ Install the Windows 3.x File Manager and
Program Manager.

For information, see Application Support.

95 Features for Client Configurations
Decisions and issues

Choose this feature to enable centralized
administration or add control.



administration capabilities
of Windows 95 or add
control of the user’s
desktop

Use user profiles

To allow multiple users to
use a single computer
with their own settings or,
conversely, to allow
personalized settings per
user on multiple
computers

Enable remote
administration

To allow an administrator
to remotely manage the
file system, network
sharing, or Registry of the
individual computers

Use setup scripts (batch
files) for installation

To allow automated
installation on client
computers

Set up for push
installation

To allow the administrator
to push the installation
from the server without
touching the client
computer

Use peer resource

Options:

¢ Use System Policy Editor to define policies at
any time.

¢ For computers running a shared copy of
Windows 95 from a server, configure the
shared installation directory with a limited set
of components for Windows 95. This is not a
recommended choice.

For information, see User Profiles and System
Policies.

Choose this feature to maintain consistent
desktop and environment settings on a user-
specific basis. Enabling user profiles causes a
slight delay during logon.

Options:
¢ Users can control changes to their user
profiles and update them as they want.

¢ Administrators can predefine a mandatory
profile for specific users, that can only be
changed by the administrator.

For information, see User Profiles and System
Policies.

Install this service to allow remote administration.
To use it, you must use a 32-bit network client
and also enable user-level access.

For information, see Remote Administration.

Choose this feature if you must install Windows
95 on more than five computers.

Server-based Setup offers an easy to use,
graphical tool for creating setup scripts. You can
also manually create a script with additional
options by creating a text file with the appropriate
entries.

For information, see Custom, Automated, and
Push Installations, and MSBATCH.INF
Parameters.

Choose to use a push installation, based on the
location and number of computers you must
upgrade.

Options:
¢ Edit the login script to run a setup script.

¢ Use a tool such as the Microsoft Systems
Management Server to facilitate the setup.
For information, see Custom, Automated, and
Push Installations, and Microsoft Systems
Management Server.
Choose this feature based on your site’s security




sharing services needs. If users are allowed to share local
To allow a client computer esources on their computers, then peer resource

to share files and sharing can save network traffic and hard disk
resources such as space on the server. For central control or to
printers and CD-ROM prevent users from turning on this feature, use
drives with other system policies.

computers This feature can only be installed on computers

that use a 32-bit, protected-mode network client.

For information, see Logon, Browsing, and
Resource Sharing.
Use user-level security Choose this feature to enable users to specify the
To implement control for a Users and groups who have access to local
variety of services beyond Shared resources (including the Registry).
network resource access, Validation by a Windows NT Server or a NetWare
including File and Printer ~Server can also be required before access to any

Sharing, Remote resources is possible under Windows 95.
Registry, backup agents, Options:

and other network and  Users can specify access rights for individuals
system management and groups to shared resources.

functions

e User access is validated based on user
accounts on a Windows NT domain or a
Novell NetWare bindery.

e User-level security is required for remote
administration of the Registry and for
network access to full user profiles.

¢ Optionally, share-level security can be used to
protect files on Windows NT networks or
Windows 95 peer networks.

For information, see Security.

Other Optional Windows 95 Features

Windows 95 feature Decisions and issues
Use Microsoft Exchange  Depends on whether you have an existing mail
Mail system and whether you want the added

To have a unified inbox  integration of messaging services offered by

for messages, faxes, and Microsoft Exchange.
so on Options:

¢ Install all or part of Microsoft Exchange during
the installation.

¢ Run your existing mail client as usual.
For information, see Electronic Mail and Microsoft

Exchange.
Use Windows 95 mobile  Depends on the particular hardware and the
computing features working needs of mobile-computing users. Some
To enable Windows 95 of these features are not installed by default but
features that support can be specified during Setup or installed later:
mobile computing or ¢ Dial-Up Networking client software for dial-up
switching between connection to popular servers
portable and docking- * Windows 95 Briefcase for synchronizing files

station configurations between computers, and Direct Cable



Use other Windows 95
value-added features

To enable other Windows
95 ease-of-use
innovations and
capabilities such as The
Microsoft Network and
Microsoft Fax

Connection for directly linking two
computers, plus other built-in
communications applications

¢ Remote mail and deferred printing, for working
away from the main office

¢ Automatic configuration for PCMCIA cards,
and for all components with Plug and Play-
compliant hardware

e User profiles to provide a custom desktop for
each user, no matter where users log on to
the network

For information, see Devices, and Dial-Up
Networking and Mobile Computing.

Depends on your existing services and needs. In
general, if client computers have the hard disk
space and use a utility or an application with the
same capabilities from another vendor, you
should install the new features and test their
value.

These features are not installed by default but
can be specified during Setup or installed later:

¢ Microsoft Fax for fax receipt and transmission
¢ The Microsoft Network for online services

For information, see Electronic Mail and Microsoft
Exchange, Microsoft Fax, and The Microsoft
Network.
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Performing the Lab Test: An Overview

Using the preferred client configuration specified in the previous phase, proceed with installing the
configuration in the lab for testing and evaluation. Because only the client-computer configuration is
being installed (server installation is described in the following section), this test only determines
whether the preferred configuration performs as expected, and whether it is compatible with your
current applications and processes.

Depending on how the test installation proceeds, it may be necessary to modify the configuration, by
either adding or removing selected features. If more than one configuration is being considered, side-
by-side evaluations of different configurations can be performed to help determine which one works
best.

The following checklist outlines the tasks in performing the lab test of the client configuration. These
tasks apply for each computer used to install a client configuration. For step-by-step instructions on
installing and selecting features, see Introduction to Windows 95 Setup.

Performing the Lab Test
Task Team Start week Duration

1: Make sure that the computer Installation Week 4 0.1 day
meets your company’s standards
and the Windows 95 minimum
standards for operation — at
least a 4-MB 386DX or better. If
not, perform the hardware
upgrades now.

2: Defragment the hard disk and Installation Week 4 0.1 day
scan it for viruses.

3: Back up and verify key data Installation Week 4 0.1 day
and configuration files, such as
INI, AUTOEXEC.BAT, and
CONFIG.SYS files. Also back up
the Windows and DOS
directories, and all files in the
root directory. Make a system
startup disk containing
COMMAND.COM, SYS.COM,
and FDISK.EXE.

4: Make sure that the current Installation Week 4 1 day
network client software is
functioning properly and,
referring to the checklist of
inventoried applications, make
sure that all important
applications operate correctly.

5: Install Windows 95 on the test Planning, Week 4 1 day
computer in the lab, using the Installation
preferred client configuration
identified in the previous phase.
6: Test the installation: Planning, Week 4 2 days

e Can you connect to and Installation
browse the network?

e Can you print both locally
and across the network?



e Can you perform the core
operations of each  application
locally and on the network
(including opening, closing, and
printing)?

e Can you shut down
successfully?

7: Optionally, if you have several Installation, Week 5 2 days
test computers, compare your Planning
old client configuration under
Windows 3.x and your new
preferred configuration. How do
the two compare in terms of the
following:

e Functionality for
administering the computer?

e Performance for local disk
and network actions?

e Ease of use for performing
common tasks?

e Stability of the computer
under stress?

e Compatibility with
applications and hardware?

8: If the specified client Planning, Week 5 As
configuration did not work as Installation required
expected, modify and document
the differences until a working
preferred client configuration is
installed.

9: Perform a complete restoration Installation Week 5 1 day
of operating system files and
system capabilities for your old
client configuration on the
computer running Windows 95.

10: Evaluate the restoration Installation,  Week 5 0.5 day
process for problems. Document Planning
the process and the
modifications made.

11: Have all team members Installation, = Week 5 3 days
participate in installing the Planning
preferred configuration on a
variety of hardware.
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Planning the Pilot Rollout: An Overview

In this phase, appointed teams determine the best methods for automatically installing the specified
configuration for a pilot or trial rollout. Planning for this pilot program involves creating the automated
installation process, determining the logistics of testing, and preparing a training plan for users. The
following checklist outlines the tasks in planning the pilot rollout.

Planning the Pilot Rollout
Task Team Start week Duration

1: Use Server-based Setup to Planning, Week 6 1 day
install Windows 95 source files  Installation
on a server. Make setup choices
based on your client
configuration, including whether
you will run a shared copy of
Windows 95 from the server, or
run Windows 95 locally on the
client computer. Perform the
following steps:

e Set up the distribution server

e Set up the client from the
network

See Server-Based Setup for
Windows 95, for step-by-step

instructions. Document any
changes to this process.

2: Create and test an automated Planning, Week 6 2 days
installation by creating a setup Installation
script to predefine settings for
Setup. Document the key parts
of the setup script that vary by
installation.

3: Determine and test how you Planning, Week 6 3 days
will push the installation from the Installation
server without having to touch
the client computers. (See
Custom, Automated, and Push
Installations) Options:

e Modify login scripts on the
server.

e Use management software
such as Microsoft Systems
Management Server.

e Send a setup script (batch

file) that runs Windows 95
Setup as an embedded link in

an electronic mail message.

Document the process for the
rest of the Installation team.

Planning the Pilot Rollout (continued)
Task Team Start week Duration

4: Evaluate the Windows 95 Planning, Week 7 2 days



9:

installation process for Executive
opportunities to upgrade or

improve your organization’s

existing technology

infrastructure. For example, a

system management software

tool can help you administer

computers on the network more

easily, and it can help with the

push installation process.

Document in checklist form the Installation, Week 7
logistics of the pilot installation,  Planning
such as the total time for
installation, the new software or
tools to be purchased, the group
selected as the pilot users, and
the scheduling of specific
installations. Use this prior to the
rollout to make sure you are
completely prepared.

Also, document goals for the
pilot rollout to be used as
evaluation criteria for rating the
success of the rollout.

Send a memo to your users to  Planning Week 7
clearly explain how the
installation process will affect
their daily work schedule and
describe the differences they will
see after the installation is

completed.
Develop a user training course Planning, Week 6
(or hire a training vendor to Support,

prepare one). Use the Windows  Training
95 Help and Infroducing

Microsoft Windows 95 (supplied

with the Windows 95 distribution

disks) to “jump start” your

training efforts.

Establish a support plan for Planning, Week 7
the pilot user group. This Support
includes the names and phone
numbers of persons to contact
for assistance, a short list of the
top questions and answers, and
troubleshooting tips.

Set up the lab or classroom Training Week 7
with computers for training.

10: Edit the Windows 95 Help file  Planning, Week 8

(if appropriate) to include any Support
company-specific information.

Repeat this after the pilot rollout

is completed.

3 days

1 day

5 days

5 days

2 days

4 days
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Conducting the Pilot Rollout: An Overview

The goal of the pilot program is to test your automated installation in everyday use among a limited
group of users (for example, between 15 and 50). This process helps to identify problems that may

impede or delay the deployment process, and helps to determine what resources you'll require for the

final, company-wide rollout. It's important to make the pilot rollout as successful as possible because it
sets the tone for the rest of the deployment process. If pilot users are satisfied, their enthusiasm can

influence others to cooperate, which in turn helps the rest of the process to move smoothly.

The following checklist outlines the tasks in conducting the pilot rollout. Use the same pilot user group
and follow the same tasks when rolling out 32-bit applications.

Conducting the Pilot Rollout

Task

1:

N

Select a pilot user group that
is willing and able (particularly in
terms of their workload) to
handle the installation process.

Train the users.

Back up the Windows and
DOS directories and the files on
the root directory of the test
computers.

Following the logistics
checklist prepared in the
previous phase, perform the
installation in the same manner
that you expect to install
Windows 95 throughout the
company. Compare your
results against goals and
evaluation criteria (developed in
the previous task) for this
process.

Have your technicians on-site
for the initial installations to
document the process and
problems and to support the
users. Have other technicians
monitor time and all measurable
factors in the installation
process. Record these
measurements for later
evaluation.

Make sure that all computers
are “up and running” as
expected. Make note of possible
improvements to the installation,
training, or support, where
appropriate.

Survey members of the pilot
user group about their
satisfaction with the installation
process and take feedback on

Team
Planning

Training
Installation

Installation

Support

Planning,
Installation,
Support

Planning

Start week
Week 8

Week 8
Week 9

Week 9

Week 9

Week 11

Week 12

Duration
2 days

5 days
5 days

10 days

15 days

3 days

3 days



what could have been done
better.

8: Continue to monitor the pilot  Support, Week 11 5 days
installation for a week to make Planning
sure that everything continues to
run smoothly.

9: Prepare a checklist of issues  Support, Week 11 5 days
to resolve for the final rollout. Planning
Include in this checklist the areas
identified in step 6 as needing
improvement, comments from
the user survey, and the results
of comparing your rollout goals
and evaluation criteria against
actual performance.

10: If the pilot program did not run  Planning, Week 12 See

smoothly or user feedback was Installation “Planning
poor, conduct additional pilot the Pilot
installations until the process Rollout: An

works well. Overview”
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Finalizing the Rollout Plan: An Overview

The results of the pilot installation provide the basis for developing a final plan for rollout. Using the
actual time and resource requirements from the smaller-scale pilot rollout, teams make projections for
time and resources, corresponding to the company-wide scope of the final rollout. If additional
resources are required, identify these and acquire them at this time. In addition, update company
policies and standards regarding computer and network use to accommodate the Windows 95
implementation.

Finalize the Rollout Plan

Task Team Start week Duration
1: Determine your rollout goals Planning, Week 12 5 days
— specifically the number of Executive

computers on which you will
install Windows 95 and the time
expected for completion. During
preparation for final rollout, check
off items on this list as they are
resolved.

2: Budget the resources, in terms Planning Week 12 3 days
of personnel and tools, required
to meet your goals.

3: If necessary, present the Executive, Week 13 2 days
budget and obtain approval for Planning
the resources and the rollout
process.

4: Hire and train the extended Training, Week 13 10 days
Installation team and purchase Installation
the additional software or tools
needed.

5: Update the company’s Planning Week 13 2 days
hardware and software
standards lists.

6: Update the company’s policies Planning Week 13 2 days
and practices manuals or
guidelines for use of computers
and the network.

7: Notify your users that Planning Week 13 1 day
company standards and policies
for computer use will be enforced
prior to the installation and that
they must bring their computers
into compliance.

8: If appropriate, edit the Planning, Week 14 3 days
Windows 95 Help file to add Support
company-specific Help for line-
of-business applications.
9: For each computer, create a Installation Week 13 2 days
template as a database for
documenting and tracking any
system problems or deficiencies
that require further attention.

10: Post the updated template to a Installation Week 13 2 days



central network location.
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Rolling Out Windows 95: An Overview

After the extensive research, planning, testing, and analysis performed in the previous phases, the
deployment teams arrive at the final phase — rolling out the Windows 95 installation to the entire
company. Although each prior phase was critical to the overall success of the deployment process, only
this phase can fulfill the purpose of the entire planning process, by delivering the substantial new
benefits of Windows 95 to your broadest base of users. At this phase, weeks of preparation pay off in a
smooth migration of all your users to an operating system that is more powerful, more robust, and

easier to use.

The following checklist outlines the tasks required for the final rollout of Windows 95.

Rolling Out Windows 95
Task

1: Set up the distribution
servers by using the Server-
based Setup and configuring
the system policy files.

2: Customize the server
installation by adding or
removing the appropriate files,
including the MSBATCH.INF
file.

3: Notify the users of the
upcoming installation.

4: Train the users on Windows
95.

5: If needed, upgrade the
hardware on the client
computers and remove any
software not complying with
company policy.

6: If needed, back up critical
data and configuration files on
the client computers.

7: If needed, defragment the
client hard disks.

8:  Optionally, you can
temporarily reset the user
password and ID for each
computer, to allow your
technicians easy access to the
client computer and make sure
that the login scripts and
environment operate correctly.

9: Make sure that the client
computers are fully operational
and the real-mode network, if
present, is running.

10: Prepare the client computers
for the push installation
process: edit the login scripts;
run the management software;

Team
Installation

Installation

Planning
Training

Installation

Installation

Installation

Planning

Installation

Installation

Start week
Week 15

Week 15

Week 15

Week 16

Week 16

Week 16

Week 16

Week 17

Week 17

Week 18

Duration
1 day

2 days

1 day
As required

As required

As required

As required

As required

As required

As required



or send the setup script, by
electronic mail, to the user.

11: Initiate the installation by Installation Week 18 As required
having the user log on, double-
click the setup script file, and so
on.

For details of each task in the deployment checklists, see Deployment Strategy and Details. For step-
by-step instructions on how to set up, maintain, and use Windows 95 in a corporate environment, see
the appropriate chapters of the Resource Kit.



Deployment Stratggy and Details
Introduction

This chapter contains details on the phases and tasks for rolling out Windows 95 that are summarized
in Deployment Planning Basics. If you are comfortable with the early planning phases of deployment,

you can skip ahead to Deciding on the Preferred Client Configuration: The Details.
Notice that some tasks may not be necessary for your organization.

= Reviewing Windows 95 Features: The Details
1 Publications from Microsoft Press

1 Reports from Industry Experts

o Preparing the Teams: The Details
1 Acquiring Staff and Software
= Conducting a Sample Inventory
| Testing Lab Setup and Equipment
Ll Training the Teams
= Deciding on the Preferred Client Configuration: The Details
1 Configuration Layout
L1 Key Features of the Ideal Configuration

1 Recommended Features for Network Clients (Optional)
L1 Other Optional Features
o Performing the Lab Test: The Details
[T Preparing the Test Site and Equipment
= Installing Windows 95 on Test Computers
| Testing the Installation
= Testing the Restoration Process
= Planning the Pilot Rollout: The Details
] Installing the Source Files for Setup
1 Automating the Installation
1 Documenting Rollout Logistics
1 Notifying Users of the Rollout
1 Developing User Training
1 Developing the Support Plan
o Conducting the Pilot Rollout: The Details
L1 Simulating the Installation Process

= Testing Windows 95 Performance and Capabilities
= Surveying Users for Feedback
= Finalizing the Rollout Plan: The Details
] Completing the Rollout Logistics and Budget
_| Updating the Policies and Practices Guidelines
_I Creating a Template for the Rollout Database
1 Rolling Out Windows 95: The Details



Deployme_gnt St[ategy an_d Details .
Reviewing Windows 95 Features: The Details

This is the first phase of the deployment process in which the Executive and Planning teams learn
about Windows 95 features and benefits. In this phase, those responsible for planning and conducting
the rollout learn how Windows 95 helps reduce support costs and increase business profitability.
Publications are available from Microsoft Press and from independent industry analysts to provide the
information you need.



Deployment Strategy and Details
Reviewing \{Vindoyvs 95 Features: Th_e Details
Publications from Microsoft Press

The Executive and Planning teams need to acquire and review Infroducing Microsoft Windows 95 and
the Microsoft Windows 95 Resource Kit during this phase:

Introducing Microsoft Windows 95 (ISBN 1-55615-860-2), available from Microsoft Press, provides
information about Windows 95 features and functionality. This book discusses the changes and
enhancements made to the Microsoft Windows operating system to provide easier management and
support in a network environment. To order this or other Microsoft Presse titles, call (800) MSPRESS
(or (800) 677-7377).

The information contained in Introducing Microsoft Windows 95 is also available online as the Windows
95 Reviewer’s Guide. For online access to the Reviewer’s Guide or other current information on
Windows 95, connect to the Microsoft WinNews forum at any of the following electronic locations.

Online service How to access
The Microsoft From the Windows 95 desktop, click the icon for The
Network Microsoft Network. Then click Microsoft and, in the

Microsoft menu, select Windows 95. Click WinNews.
America Online®  Use the keyword winnews

CompuServee Type go winnews

FTP on the Type ftp://ftp.microsoft.com/PerOpSys/Win_News

Internet

GEnie™ Download files from the WinNews area under the
Windows 95 RTC.

Prodigy™ Type jump winnews

World Wide Web  Type http://www.microsoft.com
on the Internet

The Windows 95 Resource Kit is important equipment for your deployment teams. Written to assist
administrators in installing, supporting, and managing Windows 95 on corporate networks, the
Resource Kit is a technical supplement to the Windows 95 product documentation. Each Planning and
Installation team member should obtain a copy of the Resource Kit for review as they prepare for
deployment planning.



Deployment Strategy and Details
Reviewing Windows 95 Features: The Details

Reports from Industry Experts

Many leading industry analysts have developed independent assessments of the impact of Windows
95 on corporate operations. The reports of two firms, Gartner Group, Inc. and Usability Sciences
Corporation, discussed in this section, can assist rollout planners in understanding specifically how
Windows 95 reduces the total cost of ownership for a personal computer in your organization.



Deployment Strategy and Details
Reviewing Windows 95 Features: The Details
Reports from Industry Experts
Gartner Group, Inc. Reports

Two published reports are available that describe the cost of migrating to Windows 95 from Windows
3.x and the effect of Windows 95 on the total cost of ownership of a personal computer. This section
summarizes key findings of the reports. To receive the complete report, contact Gartner Group, Inc. at
(203) 967-6700 and ask for the Total Cost of Ownership study (reference Personal Computing Service
K-820-1094) and the report titled “GUI Operating System Migration: How Sticky Will It Be?” (August 22,
1994).

Highlights of these reports include the following.

Payback period is short.

Gartner Group projects that a typical organization will earn back the cost of migrating to Windows 95
within three to six months, based on support cost savings alone. Assuming that, on an annual basis,
Windows 95 costs $1180 less per user to run than Windows 3.1, over five years, Gartner Group
estimates that organizations will save nearly $6000 per user. Notice that, even if organizations do not
realize this precise reduction in costs, the support-cost savings should substantially exceed the cost of
migration.

Migration is justified even when only using 16-bit applications.
Gartner Group recommends that organizations migrate to Windows 95 “if only to run 16-bit Windows
applications on a more stable, easier to use platform.”

Planning Windows 95 deployment increases potential savings.

In its “Cost of Migration” study, Gartner Group demonstrates that organizations benefit substantially
through decreased costs by planning their deployment of Windows 95. In fact, by planning the
traditional labor-intensive operations (for example, the installation process) and automating the
process, an organization could realize costs of migrating to Windows 95 that are less than the average
upgrade cost from Windows 3.0 to Windows 3.1.

Although not cited in these reports, additional payback should result from increased user productivity
due to features such as Dial-Up Networking, multitasking, multithreading, and so on.



Deployment Strategy and Details
Reviewing Windows 95 Features: The Details
Reports from Industry Experts
Usability Sciences Corporation Report

Usability Sciences Corporation, an independent usability testing group, performed a study on how
users are affected by moving to Windows 95. Their study included 75 existing Windows 3.1 users with
varied levels of skill in performing common tasks. Details of the study and its findings are available
from the WinNews electronic forum.

Highlights of the study’s results include the following.

Users get started quickly.

After testing users as they performed specified tasks in Windows 3.1, and then allowing them a 20-
minute “play” period with Windows 95, the study found that the same users were almost as fast under
Windows 95 in performing comparable tasks as they were in Windows 3.1.

Users perform faster.
Usability Sciences reported that, within 1.5 hours of first using Windows 95, users performed
operations nearly twice as fast as they did on Windows 3.1.

Extensive user training is not needed.
Because all tests in the study were performed using the online Help that comes with Windows 95, the
results demonstrate that lengthy training sessions are not necessary.

As additional reports and studies are published, they’ll be placed on the WinNews online forums.
Check these forums for periodic updates.



Deployment S_trategy and Details .
Preparing the Teams: The Details

This phase involves gathering the resources, including equipment, software, and staff, to properly plan
for testing and evaluating Windows 95. Members of the Support team should receive training during

this phase.



Deployment Strategy and Details
Preparing the Teams: The Details

Acquiring Staff and Software

The deployment project manager participates in the Executive team and leads the Planning team. This
individual is usually the head of the Information Systems department; however, the executive
committee may find another individual to be more appropriate, depending on the organization.

When setting up the Planning team, it is important to include a set of individuals representing the
groups involved in the deployment process. This includes people from the Corporate Support and
Employee Training departments, the Corporate Standards Committee, and key Installation team
members. Individuals from the Finance and Accounting group will need to take part in planning and
evaluation later on, but need not be assigned to the team for the full duration of the deployment
process.

Your Installation team should include an applications expert, who can evaluate 32-bit applications run
with Windows 95.

Obtain Windows 95 during this phase. Microsoft recommends that you purchase the compact-disc
version, so that you can use Server-based Setup and administrative software tools not provided on the
floppy disks.



Deployment Strategy and Details
Preparing the Tea[ns: The Details
Conducting a Sample Inventory

You'll need to survey a representative sample of your network to identify the hardware and software
typically used on client and server computers. By doing this sample inventory of your company’s active
equipment, you can accurately simulate the organizational environment in the lab. Such a simulation
helps you make broad decisions about your company’s computing infrastructure, such as the choice of
protocol or the default desktop configuration as it pertains to applications.

Software management tools are available to query computers on the network for hardware and
software configurations. For detailed information about a large number of computers on a network, use
a system management program such as the Microsoft Systems Management Server to conduct the
inventory.



Deployment Strategy and Details
Preparing the Teams: The Details

Testing Lab Setup and Equipment

To effectively evaluate and test the Windows 95 installation process, you need to set aside enough
physical space and assemble a sufficient number of computers to test everything from Server-based
Setup to hand-tuning options for the local computer. In addition, if your network environment includes
the use of portable computers that dial in to the company, or if you use additional servers or mainframe
computers for business data, you need to make sure that the lab computers have full access to the
network and an analog phone line.

It is important that you test and implement all of the Windows 95 features comprehensively in the lab
with all of your mission-critical and noncritical business applications before moving to the pilot
installation.

Installation of Windows 95 on a server requires 90 MB of disk space.
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Preparing_ th_e Teams: The Details
Training the Teams

By reviewing specific portions of the Windows 95 Resource Kit, the Installation and Planning teams can
gain an extensive understanding of Windows 95 features and functionality. A review of the “Guided Tour
for Administrators” and of the chapters contained in Installation, can provide the teams with the
information necessary to evaluate product features for system configuration.

Support team members must become familiar with all information in the Resource Kit to prepare for
their role in the deployment process. Windows 95 TrainCast instructional videotapes are also available
from Microsoft (to obtain these, call (800) 597-3200). For more extensive training, team members can
receive instruction at a Microsoft Authorized Technical Education Center and participate the Certified
Professional program. Call (800) SOLPROV (or (800) 765-7768) for information about authorized
training offered for Windows 95 and the Certified Professional program, and for referral to a local
Microsoft Solution Provider Authorized Technical Education Center (ATEC).

For additional information about Windows 95, particularly the background of its design and the history
of its development, team members can read Inside Windows 95 from Microsoft Press. This book
contains guidelines and tips for applications developers working with Windows 95.

For other training information, see Windows 95 Resource Directory.



Deployment Strategy and Details
Deciding on the Preferred Client Configuration: The Details

Detailed analysis is required to determine your preferred client-computer configuration. Starting with
the ideal configuration, which uses the most functional and best-performing client software, evaluate
each feature against your organization’s needs and environment to determine whether the feature is
appropriate and compatible. If you are considering different configuration alternatives, repeat this
evaluation for each configuration.

The following sections describe feature options and decisions to evaluate in specifying the network
client configuration.



Deployment Strategy and Details
Deciding on the Preferred Client Configuration: The Details
Configuration Layout

When deciding where to place Windows 95 files, consider how the computer will be used and evaluate
the benefits of each placement option. If the computers are personal workstations, or portable
computers that occasionally connect to the network, or are used in workgroups that only share data
and applications such as word processors (not operating system software), then you might want to
install Windows 95 executable files and applications on the local hard disk and run these locally. Swap
files and TEMP files are also located on the local hard disk. The network is used only to store
commonly used data.

On the other hand, if you want to run a shared copy of Windows 95 on computers that do not have
hard disks or to provide a central location for managing users’ system configurations, then you would
install Windows 95 files so that all Windows 95 executable files and applications run from the network.
All data is saved on the network. Swap files and TEMP directories are placed on network drives.

Support for diskless workstations is available for NetWare networks with the initial release of Windows
95. For information about support under Windows NT, contact your Microsoft sales support
representative.
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Deciding on the Preferred Client Configuration: The Details
Key Features of the Ideal Configuration

This section provides detailed discussions of the features which might be included in an ideal network
client configuration.



Deployment Strategy and Details
Deciding on the Preferred Client Configuration: The Details
Key Features of the Ideal Configuration

Using a 32-bit, Protected-Mode Network Client

For best performance, select a network client that uses a 32-bit redirector for network access. Windows
95 includes the 32-bit Microsoft Client for NetWare Networks and the Client for Microsoft Networks;
each of these has a 32-bit redirector. The benefits of using a 32-bit, protected-mode client include the
following:

¢ Provides for easy installation and configuration using built-in Windows 95 tools
¢ Uses no real-mode memory

¢ Provides faster data I/O across the network

¢ Offers greater stability than real-mode redirectors

¢ Allows more than one redirector to be run at one time, and thereby enables access to servers for
multiple networks without having to reload the operating system for a new network client

¢ Makes networking seamless in the Windows 95 user interface; users can browse the server for
multiple networks in Network Neighborhood, all within the same name space — users don’t need to
know which type of network they are browsing

If you are using another type of network, contact your network vendor regarding the availability of a 32-

bit, protected-mode network client. If a protected-mode client is unavailable, you can run a protected-

mode Windows 95 client such as Client for Microsoft Networks in conjunction with a real-mode network

client.
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Deciding on the Preferred Client Configuration: The Details
Key Features of the Ideal Configuration

Using a 32-bit, Protected-Mode Protocol

If you select a 32-bit, protected-mode network client, then by default Windows 95 also sets up a 32-bit,
protected-mode protocol. Even if you are running a real-mode client such as the Novelle 3.x
workstation shell (NETX) with a real-mode implementation of IPX/SPX to access NetWaree servers,
you can still load the 32-bit version of the Microsoft IPX/SPX-compatible protocol. The benefits of
adding the protected-mode protocol are better performance and better stability for network
communications to servers that are not running NetWare (for example, computers running Windows 95
or Windows NT).

In addition, for protocols such as TCP/IP, the Microsoft 32-bit version enables additional functionality
such as the ability to use DHCP and WINS servers that dynamically set the IP addresses and resolve
computer names for client computers on the network. Each protocol has a number of benefits, as
discussed in Network Technical Discussion.



Deployment Strategy and Details
Deciding on the Preferred Client Configuration: The Details
Key Features of the Ideal Configuration

Using the Latest Network Adapter Drivers

For best performance, use the latest network adapter drivers available. These should be NDIS 3.1-
compatible drivers which provide Plug and Play capabilities. Such drivers take up no real-mode
memory and can be loaded or unloaded dynamically as required.

The only instances in which you wouldn’t use the latest drivers are:

¢ The newest driver isn’t available for your network adapter.
¢ Your site requires ODI cards and drivers.



Deployment Strategy and Details
Deciding on the Preferred Client Configuration: The Details . .
Recommended Features for Network Clients (Optional)

The following optional features are recommended for your preferred configuration. These features
define how Windows 95 will be installed and administered in your organization.
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Deciding on the Preferred Client Configuration: The Details
Recommended Features for Network Clients (Optional)
Using System Policies

For centralized administration of client computers, you must enable system policies. System policies
allow you to centrally edit and control individual user and computer configurations. For example, if you
want to place a custom Start menu on user desktops or limit access to Control Panel options, system
policies make it easy to do this from a central location for a large number of users.

Enabling policies creates a single file that resides on the server, and thus does not involve physically
touching the client computer. In general, the policy file can be modified on the server after Windows 95
is installed; however, some types of changes, such as adding group support or a nonstandard server
path for product updates, require configuration on the client computer. For information on the types of
restrictions available and for details on how to implement system policies, see User Profiles and

System Policies.
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Deciding on the Preferred Client Configuration: The Details
Recommended Features for Network Clients (Optional)
Using User Profiles

With user profiles, users can use personalized desktop settings each time they log on to a computer.
This is especially useful for multiple users sharing a single computer who want to customize their
desktops and have those custom settings loaded at logon. Conversely, a single user can move
between computers using the same profile if the administrator stores that profile on the server. An
administrator can also take advantage of profiles to require that a mandatory desktop configuration be
loaded each time a user logs on. The ability to change profile settings can be controlled by the
administrator. For information on how to use user profiles, see User Profiles and System Policies.

User profiles are not needed when only one person uses the computer or when a custom desktop adds
no value. By not enabling user profiles, the logon process is shortened slightly, because the system
does not need to locate and load the profile.
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Deciding on the Preferred Client Configuration: The Details
Recommended Features for Network Clients (Optional)
Enabling Remote Administration

To remotely administer a computer’s Registry, you must first install the network service called Microsoft
Remote Registry service, enable user-level security, and enable the Remote Administration feature.
Remote administration capabilities allow you to conduct a variety of tasks remotely over the network
such as administering the file system, sharing or restricting directories, or querying and making
changes to the Registry. If you plan to do any of these tasks, be sure to enable this feature during
Windows 95 installation.

You should not enable remote administration if you don’t need these services, because doing so
causes unnecessary, extra processes to run on the client computer and on the network. These extra
remote services could then theoretically be used by individuals on the network— provided they knew
the appropriate password — to access information on client computers. However, Windows 95 comes
with security capabilities to protect against unauthorized use of the Remote Registry service. For more
information, see Remote Administration.
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Recommended Features for Network Clients (Optional)

Using Setup Scripts for Windows 95 Setup

Setup scripts (which are batch files) allow you to predefine responses to prompts that appear during
Windows 95 Setup. Setup scripts go hand-in-hand with push installations to completely automate the
installation process. The choice to use a setup script is very straightforward. If you need to conduct a
similar installation more than five times, you should use a setup script. Begin planning for setup scripts
and push installations during this phase, as you are specifying the preferred client configuration. Make
sure that you document each feature needed, so that you can automate the selection of these features.
For more information, see Custom, Automated, and Push Installations.
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Recommended Features for Network Clients (Optional)
Using Push Installations for Windows 95 Setup

You need to understand and plan in advance how the push installation process will work for a given
computer. There are several alternatives for remotely initiating the installation, ranging from editing the
client’s login script, to sending by electronic mail a link that contains a setup script. You will want to
consider how to push the installation for each computer and make sure that the client computers are
configured to support this process.

For organizations with 50 or more computers, being physically present to install each client computer is
not a viable option because of the cost. In that case, you may need to turn to an administrative
software solution such as Microsoft Systems Management Server. When using administrative software
tools, additional client-side software may be needed. Be sure to include this software in the installation
plan.

For more information about using push installations, see Custom, Automated, and Push Installations.
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Recommended Features for Network Clients (Optional)
Using Peer Resource Sharing Services

The peer resource sharing capability in Windows 95 allows your client computers to share files and
printers directly from a local personal computer, instead of on a central server. Peer resource sharing
may reduce the traffic and disk space required on central servers, because you are leveraging the
power of individual computers.

Security for peer resource sharing services may take the form of user-level security based on the user
accounts on a Windows NT or NetWare network. Notice that a Microsoft Windows NT Client Access
License is required if the computer will be connecting to servers running Windows NT Server. For
information, see Windows 95 on Microsoft Networks, or contact your Microsoft reseller.

If you don’t have servers to provide security validation or don’t want to use user-level security, you can
use share-level security, with each individual implementing security and a password scheme on the
local computer. Share-level security is set on a directory-by-directory basis.

If you do not want to use peer resource sharing services and want to disable the capability on each
client computer, you can do so by selecting the appropriate option in system policies.
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Recommended Features for Network Clients (Optional)
Using User-Level Security

User-level security is based on user account lists stored on Windows NT or Novell NetWare servers.
The user accounts specify which users have access rights on the network. Windows 95 passes on a
user’s request for access to the servers for validation. Pass-through user-level security protects shared
network resources by requiring that a security provider authenticate a user’s request to access
resources.

User-level security is required for remote administration of the Registry and for network access to full
user profiles. For information on implementing security in Windows 95, see Security.
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Deciding on the Preferred Client Configuration: The Details

Other Optional Features

The following features may be useful in your organization. Review the related discussion before
making a decision.
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Other Optional Features
Using Microsoft Exchange Mail

The new Microsoft Exchange feature in Windows 95 manages all messaging information in one place,
with a single inbox for electronic mail, faxes, and other messages. In addition, Windows 95 comes with
a complete small-business mail system — that is, a mail client and a postoffice — that allows users to

exchange electronic mail through a single postoffice. This mail client integrates well with Microsoft Mail
servers, and the postoffice can be upgraded to provide an enterprise mail system.

You can also use a variety of other mail or messaging systems through Microsoft Exchange as long as
they use a MAPI 1.0 driver. If you have an existing mail system that doesn’t use a MAPI 1.0 driver, you
can continue to use that mail system without running the Microsoft Exchange Mail capability. In this
case, you would install Microsoft Exchange only if you wanted to use the Microsoft Fax capability so
that incoming faxes are collected by Microsoft Exchange. For more information, see Electronic Mail
and Microsoft Exchange and Microsoft Fax.
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Other Optional Features
Using Microsoft Fax

Microsoft Fax provides a built-in fax capability that allows a computer running Windows 95 to send and
receive faxes as bitmap and binary files without any additional software. It also allows users within a
Windows 95 workgroup to share a fax modem, but if you have an existing fax server in your
organization, you should probably to continue to use that server for computers on the network. In that
case, Microsoft Fax features would still be useful for portable computer users who travel. For more
information, see Microsoft Fax.
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Other Optional Features

Using Dial-Up Networking

This client software allows the computer to use popular, server-based dial-in packages such as
Windows NT RAS, Novell NetWare Connect, and Shiva NetModem. Dial-Up Networking provides
additional security for remote dial-up connections and requires some additional configuration of
procotols and software. For more information, see Dial-Up Networking and Mobile Computing.
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Other Optional Features
Using The Microsoft Network

The Microsoft Network is an online service that offers chat capability, information bulletin boards, and
electronic mail. It is the best place to obtain Microsoft product information and technical support. For
more information, see The Microsoft Network.
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Deciding on the Preferred Client Configuration: The Details
Other Optional Features
Using Disk Management Tools

Windows 95 ships with useful disk tools such as disk compression and defragmenting utilities that run
from within Windows 95. The disk compression utility upgrades DoubleSpace® and DriveSpace™
programs from MS-DOS 6.2x. For details, see Disks and File Systems.
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Performing the Lab Test: The Details

This phase in the deployment process involves four significant efforts: preparing the site, conducting
the installation, testing the installation, and restoring the system.
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Performing the_Lab Test: The Details_ .
Preparing the Test Site and Equipment

Preparing the site involves ensuring that the location of each computer, the computer itself, and the
hard disk in particular are all ready for Windows 95 to be installed. In terms of the physical site, make
sure that you have the appropriate jacks for connecting to the network.

For the computer itself, make sure that it has the appropriate hard disk space, RAM (at least 4 MB, but
8 MB is recommended), and processor (386DX or better is recommended) to run Windows 95. To
review the requirements for running a shared copy of Windows 95 from a server, see Server-Based

Setup for Windows 95.

In addition, run virus detection, disk scanning, and defragmentation programs on the computer to
correct any problems prior to installation. Although the computer may appear to be operating properly,
software upgrades often uncover hardware or software problems, because of the way they read and
write data to the hard disk. Correct any such problems before installing Windows 95.

Lastly, when preparing the site, be sure to back up critical data and configuration files for the system, in
case the installation fails or you need to revert to the previous operating system for some reason. This
includes backing up INI files (such as WIN.INI and SYSTEM.INI), GRP files, AUTOEXEC.BAT,
CONFIG.SYS, and all key data files. As an added precaution, create a system startup disk and back up
the Windows and DOS directories and all the files in the root directory.

If you need to automate the restoration, consider using a commercial backup program, instead of
copying the files by hand.
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Installing Windows 95 on Test Computers

Before setting up Windows 95 for the first time, verify that the computer’s existing network is working
properly. Then use Installation, in the Windows 95 Resource Kit to help you install and configure
Windows 95 correctly. Custom, Automated, and Push Installations includes instructions on how to
automate the installation process using setup scripts. Take note of which options you want to predefine
as entries for the MSBATCH.INF file used for the setup script.
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Testing the Installation

After you've set up a computer with Windows 95, you’ll need to run a variety of tests to make sure that
it runs correctly on your network and that you can still perform all of your usual tasks. Use your own
testing methodology or test the following to verify correct system operation:

e Connect to and browse the network

e Set up a printer and test printing to local and network printers

e Open, run, and close applications on both the client computer and on the server

e Shut down completely

Make sure to test all mission-critical applications for proper function. If you encounter problems, try
removing related features from the proposed configuration as a solution. Document any changes made
to the original configuration.

If the preferred client configuration works as expected, you may also want to conduct additional testing

of the optional software features and components in Windows 95. This can help you determine whether
you are running Windows 95 optimally. For this kind of testing, conduct side-by-side evaluations on two
computers, changing individual features on each one, to determine the following:

¢ Performance in terms of responsiveness and throughput

e Ease of use

e Stability

e Compatibility

¢ Functionality

To evaluate network client software for Novell NetWare, run your network performance tests in the

following configurations:

¢ Windows 95 installed with an existing 16-bit, Novell-supplied workstation client (NETX), using ODI
drivers

e Windows 95 added to an existing installation of Windows 3.x and NetWare, using Client for NetWare
Networks and protected-mode networking support components (NDIS adapter drivers)

¢ Windows 95 as a new installation using all protected-mode components, including both Client for
NetWare Networks and Client for Microsoft Networks, plus peer resource sharing support

Perform several common tasks such as connecting to the network, administering a remote NetWare

server, and so on, to test for ease of use. Similarly, you'll want to run any business-specific NetWare

applications under Microsoft Client for NetWare Networks to make sure that they run compatibly. Any
stability issues should become apparent during this testing.

When you have identified a configuration that performs well during testing, test the same configuration
using other hardware from your company.

See Networking, in the Windows 95 Resource Kit to understand the differences in functionality between
network clients.
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Performing_the Lab Test: The Details_
Testing the Restoration Process

After thorough testing of the preferred client configuration, completely restore one of the test computers
to the previous client configuration and document the process. The degree to which you need to test
and restore the computer depends on the tools available. Setup Technical Discussion documents how
to remove Windows 95 and restore the previous operating system manually.
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Planning the Pilot Rollout: The Details

This phase involves three major efforts: automating the installation, documenting the logistics of the
pilot installation, and preparing the user training plan. These efforts are a combination of planning and
lab-testing work.
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Installing the Source Files for Setup

You need to designate a network server that will be used as the source file installing Windows 95 over
the network using custom setup scripts. Then use Server-based Setup to install Windows 95 source
files on a server. This program is available only on the Windows 95 compact disc (in the ADMIN\
NETTOOLS\NETSETUP directory).

You must make choices based on your client configuration, including whether client computers will run
a shared copy of Windows 95 from the server, or run Windows 95 locally from the hard disk.

See Server-Based Setup for Windows 95, for step-by-step instructions. Document any changes to this
process.
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Automating the Installation

Automating the installation is a key step in reducing the cost of migration. By creating a setup script
with predetermined answers for installation questions, the installation process can run from start to
finish without user intervention. It is also possible to “push” the installation from the server, so that you
can install Windows 95 on an individual personal computer without ever touching the computer. This
automation work is done in the lab, prior to conducting the pilot rollout.

Automating the installation consists of creating a setup script, setting up Windows 95 on the server,
and creating a push installation process. With a setup script you can perform a “hands free” installation,
so that the user need not respond to any prompts or even touch the computer during Windows 95
Setup.

Setting up Windows 95 on the server requires the Server-based Setup program (NETSETUP.EXE)
from the Windows 95 compact disc. Installing Windows 95 source files on the server is a separate and
distinct process from the Windows 95 Setup program (SETUP.EXE) that you ran in the initial lab
installation.

When you run Server-based Setup to install source files on the server, you can also create a default
setup script, and you can specify whether the Windows 95 source files on the server will be used to set
up Windows 95 to run locally from a single computer or to run a shared copy from the server for client
computers that require a shared installation.

Depending on the common network configuration at your site, you may determine that you need to
remove a line from one or more configuration files as a global procedure before starting Windows 95
Setup. For example, you may want to use a protected-mode protocol such as Microsoft TCP/IP during
Setup instead of the real-mode version of TCP/IP currently used on the target computers. In addition,
users may be running certain TSRs or applications that should be closed before running Windows 95
Setup. In these cases, you can modify NETDET.INI on NetWare networks as described in Windows 95
on NetWare Networks. On other networks, including Microsoft networks, modify the [Install] section of
MSBATCH.INF to automate these changes. (For more information, see MSBATCH.INF Parameters.)

In addition, you may want to manually add other files to the shared directory on the server, such as
custom bitmaps for screens or a predefined WKGRP.INI file for workgroup organization, so that client
computers are fully configured when Windows 95 is installed.

Creating a push installation process involves doing some final work on the server, such as editing the
login script for the user, or sending a link in electronic mail to a batch file that runs Windows 95 Setup,
so that the user only needs to log on or double-click an icon to start the installation. System
management software such as Microsoft Systems Management Server can also be used to start the
installation centrally. If you plan to use system management software in automating the installation,
make sure this has been acquired and tested.

For more information, see Custom, Automated, and Push Installations.
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Documenting Rollout Logistics

This task involves determining the timing and the process for pilot installation and choosing the pilot
user group.

Although it is a test, the first pilot rollout sets the tone for and presents an example of the final rollout,
so it is important to be completely prepared with all aspects of the rollout. This requires that you
determine the time it will take for installation, the personnel and tools needed to facilitate the process,
and the overall schedule.

Start by identifying the target computers and their location. Then use the following list as the basis of
your checklist for rollout logistics:

¢ Has a verified backup been performed for each of the target computers?
¢ Have passwords been reset for CMOS, the network, and applications?
¢ Have virus checking and disk defragmentation been performed?

¢ How many systems will be installed per day? Start with a conservative estimate and then increase
or decrease the number, based on your experiences with the initial installations.

¢ At what time of day should the installations occur? You may want to schedule installations to occur
on weekdays after normal business hours or on weekends.

¢ Who are the pilot users? Choose a pilot user group or department that is willing and able to
accommodate the rollout. This group, ranging from 15 to 50 persons, should be representative of
your overall user base. Try not to select a department that is attempting to meet a schedule deadline
during the rollout, or a group that is traditionally slow in adopting new technology.

¢ What is the schedule for pilot installations? When determining the installation time for the pilot
rollout, base the projections on how long it takes for installation of an individual computer; remember
to schedule the downtime for each user.

¢ Who will participate in the installations? In addition to the Installation team members, be sure to
assign a system administrator with full rights on the server, including the right to administer mail or
database server passwords.

¢ |Is the deployment methodology as automated as possible?

As you develop the checklist of logistics, consider your goals for the pilot rollout and the factors that

define its success. For example, you might set a percentage for successful upgrades or for automated

installations that, if achieved, would indicate that the rollout had been successful. Document these
goals and criteria, so that teams can monitor performance against them during the rollout.
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Notifying Users of the Rollout

Another step at this stage is informing users about the pilot rollout plan. You can use a videotape
presentation, an interoffice memo, or a company meeting as the means for communicating with users
about the rollout. But, regardless of the form used, the message must explain to users the benefits of
moving to Windows 95, and describe the overall plan and process by which each group or department
will make the move. This makes it easier for your users to plan for and accept the migration to
Windows 95 as part of their schedules.
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Developing User Training

The first steps in developing a training plan are to acquire a training lab, set up computers in the lab,
and appoint a team member as instructor. (If in-house resources are not available, use a vendor to
develop and conduct the training.) The instructor will be responsible for creating and testing the training
program.

There are a number of training approaches and a variety of tools you can use. A recommended
approach is to divide the training into sessions corresponding to three distinct topics: The Basics,
Corporate-Specific Applications, and Customization.

The session entitled “The Basics” includes the top 10 functions any user needs to know to accomplish
daily work, such as the following:

Function To do the function, use this
Run programs, load documents, find  Start button

a file

Change settings Control Panel

Get help on a specific topic F1 or Help command

Switch between applications Taskbar

Minimize, maximize, and close Window buttons

windows

Browse your hard disk My Computer and Windows Explorer
Connect to a network drive Network Neighborhood

Print a document Point and Print

The Windows 95 online Help and Introducing Microsoft Windows 95 supplied with the product disks
provide the information you need to train users in the basics. Schedule training sessions of no more
than 30 minutes each; in each session, users receive information that is just enough to be productive
using Windows 95.

The “Corporate-Specific Applications” session varies by the environment and the types of applications
run on the network. This session should focus on the top 5 to 10 functions that will change because of
the upgrade to Windows 95.

The “Customization” session is intended for more experienced users. The purpose of this session is to
provide information and guidance that will help these users learn on their own after the training, and
teach them how to work more productively with Windows 95. Some of these topics could include:

¢ Adding items to the Start button

¢ Adding items to the desktop (move, copy, shortcut)

¢ Using options controlled by the right mouse button

e Adding a new device (for example, a printer)

¢ Changing the desktop (for example, screen saver settings)

After creating and testing the program, schedule training sessions to occur immediately before the
rollout so that the instruction is just in time, ensuring that users retain most of what they learn by putting
it to use right away.
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Developing the Support Plan

Similar to the training plan, the support plan must be ready to go online the first day you begin
performing Windows 95 installations. Because the quality of support that’s available during the pilot
rollout will be seen as an indicator of the quality of the rollout as a whole, it is important that you plan
carefully to make sure effective support is available.

Staff the Support team for your pilot rollout with some of your best technicians dedicated solely to the
pilot group for the first few weeks. The assigned technicians should carry pagers or be available by
phone at all times, to give immediate assistance to users.

And, to help users help themselves, edit Windows 95 Help with company-specific information on
applications or features. Doing so requires placing an OEM.CNT file and your custom help file in the
user’s Windows directory. For information about OEM.CNT and the format of Windows 95 help files,
see the Win32 Software Development Kit for Windows 95 and Windows NT.
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Conducting the Pilot Rollout: The Details

This phase consists of simulating the final installation process, testing the capabilities and performance
of the system, surveying user feedback, and making adjustments as needed.

Repeat this pilot rollout process for 32-bit applications.
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Simulating the Installation Process

The schedule for the pilot rollout should simulate — on a smaller scale — the schedule of the final
rollout. As you conduct the pilot rollout, you may find that certain tasks take more or less time than
expected, that some tasks need to be added, or that some tasks can be left out. Modify the pilot rollout
schedule to account for such changes, and use the pilot schedule for projecting the final rollout
timetable.
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Testing Windows 95 Performance and Capabilities

In addition to the technicians responsible for conducting the pilot installation, extra technicians should
be assigned to measure, observe, and test the installation. By tracking the time per installation,
handling problems that arise, and identifying areas for improvement or automation, these individuals
help make sure the success of both the pilot and final rollouts by making the installation more efficient.

In addition, after Windows 95 is installed, these technicians test system capabilities, such as remote
administration, for proper operation and monitor the client computers for performance, stability, and
functionality, highlighting any inconsistencies with the lab configuration.
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Surveying Users for Feedback

The final part of the pilot rollout involves surveying the users to gauge their satisfaction and proficiency
with the new installation and to evaluate the level of training and support provided. Test users’
proficiency by having them perform a few common tasks or use several of the new features in
Windows 95 — for example, have these users register their survey results on the server.

When collected, combine the survey results with the ideas for improvements identified during the pilot
rollout. Use this information to prepare a checklist of open issues which must be resolved prior to the
final rollout. Then assign team members to take the actions necessary for solving problems or making
improvements. Indicate on the checklist how and when each item was resolved, adjusting the
deployment plan if appropriate.
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Finalizing the Rollout Plan: The Details

The final rollout plan is an extension of the pilot planning process, with the added steps of
documenting, budgeting for, and carrying out the final logistics. As you perform these steps, you should
also update the policies and practices guidelines governing network and computer use in your
company, and create a template for a central database that tracks specific configurations and uses of
each network computer.
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Completing the Rollout Logistics and Budget

As you prepare for final rollout, estimate the length and scope of the overall installation process. Also
plan for all tools needed to complete the process within the stated timeframe. If necessary, propose a
formal budget for the company-wide implementation and present it to management for approval. Your
budget should include the costs for personnel and resources such as system management software.

After obtaining any necessary approval, purchase the resources required to facilitate the installation. If
you need additional staff, be sure to hire experienced and qualified individuals for the team, and train
them extensively before getting started.

Complete your training, communication, and staffing plans for the final rollout at this time.
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Updating the Policies and Practices Guidelines

Prior to final rollout, update all company policies regarding the use of the network and computers by
employees. Make sure to cover items such as password length and expiration requirements, and the
level of approval needed to obtain remote dial-up privileges.

In addition, update the corporate standards lists for hardware and software usage; use this is a
reference for bringing all computers into compliance during the rollout process.

Because Windows 95 enables the use of many new 32-bit applications and of Plug and Play-compliant
hardware, these new products should be added to the list, and their older counterparts should be
deleted.
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Creating a Template for the Rollout Database

A template is used to create a central database for monitoring the progress of the rollout and to
document any areas requiring further action. During preparations for the final rollout, create the
template, using appropriate database management software. Complete the template with configuration
information for every computer and user in the company, and place the template on the server. Then,
during company-wide installation, the Installation team fills in the template for each computer and user,
indicating whether any additional upgrading is needed. The team can then use the template to track
open items following the rollout and to measure actual progress against original objectives.
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Rolling Out Windows 95: The Details

Following weeks of planning, organization, testing, communication, and training, the deployment teams
and your organization as a whole should be ready for full-scale rollout of Windows 95. The extensive
preparation for this event may make deployment seem almost routine for the teams involved; however,
that’s exactly the kind of uncomplicated rollout a systems administrator dreams of. And, soon after the
installations, users may not know how they got their work done without Windows 95. If this happens in
your company, then you know your rollout has been a success!

The information in this chapter has been provided to assist organizations in achieving a smooth
migration with Windows 95. The remainder of this Resource Kit contains information intended to
illustrate other benefits and capabilities of your Windows 95 implementation. Following this Planning
Guide, information is presented in these parts:

¢ |Installation

¢ Networking
¢ System Management

¢ System Configuration
* Communications

* Windows 95 Reference
¢ Appendixes



Installation

This part of the Windows 95 Resource Kit contains the following chapters which describe how to set up
Windows 95.

Chapter 3 Introduction to Windows 95 Setup

Describes installation requirements for installing Windows 95, provides an overview of the types of
Windows 95 installations available, and presents a step-by-step description of how Windows 95 Setup
installs Windows 95 to run on the local hard disk of a single computer.

Chapter4  Server-Based Setup for Windows 95

Describes how to prepare the server for running Windows 95 Setup from a shared directory, and
provides the procedures for installing Windows 95 to run from a shared copy of source files on the
network, including setup for remote-boot and floppy disk-based workstations.

Chapter 5 Custom, Automated, and Push Installations

Describes how to customize Windows 95 using setup scripts, policy files, and other options. This
chapter also provides procedures for automating Windows 95 Setup so that users do not have to make
choices and administrators can ensure installation results.

Chapter 6  Setup Technical Discussion

Describes the internal setup and system startup processes, and provides procedures for installing
Windows 95 on computers that have operating systems other than MS-DOS. This chapter also
describes how to remove Windows 95 from a computer.
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Introduction

This chapter presents requirements for installing Windows 95, provides an overview of the types of
Windows 95 installations available, and presents a step-by-step description of running Windows 95
Setup to install Windows 95 on the local hard disk of a single computer.

Important Before running Windows 95 Setup, read the SETUP.TXT file on Disk 1 of the Windows
95 floppy disks or on the compact disc for information about hardware and software that might
already be installed on your computer.

1 Windows 95 Setup Overview
1 Quick Start for Windows 95 Setup
I New Windows 95 Setup Features
Ll Installation Requirements
] Operating System Requirements
1 Requirements for Windows 95 Setup
| System Requirements for Windows 95
_l Partition Requirements
= Options for Windows 95 Installations
7] Deciding to Run Setup from MS-DOS or Windows
= Deciding to Use Typical, Portable, Compact, or Custom Setup
= Deciding Between Local and Shared Installation
= Deciding to Use Customized or Automated Setup
= Deciding to Use Maintenance or Repair Setup
L1 Before Starting Windows 95 Setup
L1 Starting Windows 95 Setup
] Using Setup Command-Line Switches
1 Beginning Windows 95 Setup and Safe Recovery
1 Running Windows 95 Setup
_| Gathering Information
1 Analyzing the Computer
= Selecting Software Components
] Selecting Network Components in Custom Setup
L1 Specifying Computer Identification

1 Changing Computer Settings in Custom Setup
[l Creating a Startup Disk
1 Copying Files and Completing Setup
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Windows 95 Setup Overview

This section provides a brief summary of the installation steps in Windows 95 Setup, plus an overview
of the new features in Windows 95 Setup.

This information is designed to provide a fundamental description of Setup for administrators who are
responsible for installing Windows 95 on many computers. However, the information provided here will
also help individuals who are installing Windows 95 on the local hard disk of their personal computers.

Note Inthe Windows 95 Resource Kit, “local computer” refers to a personal computer with
Windows 95 system files installed on the local hard disk; a local computer running Windows 95 can

also include networking software.

The term “shared installation” is used to refer to a computer that runs a shared copy of Windows
95 from a network server, with few or no Windows 95 files installed on the local workstation.
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Windows 95 Setup Overview

Quick Start for Windows 95 Setup

The following are the basic tasks you perform when installing Windows 95 on a computer for the first
time:

1.

Check that the computer’s hardware is supported and meets the minimum requirements for
Windows 95. Close all applications and disable unnecessary TSRs. Check and defragment the hard
drive, and back up key files. These tasks are described in Before Starting Windows 95 Setup.

. Start Windows 95 Setup.

How you start Setup depends on whether you are running Setup from floppy disks, a CD-ROM
compact disc, or a shared network directory. For information, see Starting Windows 95 Setup.

. Choose the directory where you want the Windows 95 system files to be installed on the computer. If

you want to preserve your existing Windows and MS-DOS operating system, you must install
Windows 95 in a new directory, as described in Gathering Information.

. Choose the type of setup: Typical, Compact, Portable, or Custom. For most users, Microsoft

recommends the Typical Setup, which installs standard options with default settings. For information,
see Deciding to Use Typical, Portable, Compact, or Custom Setup.

. Provide identification information about your user name, computer name, and other identifiers. For

information, see Providing User Information and Specifying Computer Identification.

. If you choose Custom Setup, you must specify the options you want to install and make other

choices about the system components, including networking. For information, see Selecting
Software Components, Selecting Network Components in Custom Setup, and Changing Computer
Settings in Custom Setup.

. Create a startup disk for emergency recovery, as prompted by Windows 95 Setup. This is a highly

recommended step. For information, see Creating a Startup Disk.

. Restart the computer after Setup copies the required files. Then, depending on the type of

installation, select the local time zone and complete other tasks for configuring certain devices and
software. For information, see Copying Files and Completing Setup.

Windows 95 Setup automatically guides you through each of these tasks and provides Help for any
step if you need it before proceeding.
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New Windows 95 Setup Features

Windows 95 Setup ensures easier installation and also offers greater flexibility and better
customization options than earlier versions of Windows. The following list summarizes these
improvements.

A complete Windows-based setup process.

Windows 95 Setup provides better visual feedback and greater flexibility for navigating through the
setup process than was available for Windows 3.x. Windows 95 Setup runs entirely from within the
Windows environment, even if an earlier version of Windows 3.x is not already on the computer. The
Windows 95 Setup wizard leads users through the process of choosing all configuration options. After
all choices have been made, Windows 95 Setup proceeds without further user actions.

Modular architecture for Setup.

To make installation easier and more flexible, the Windows 95 development team completely rewrote
the installation code. Windows 95 Setup also incorporates the use of safe defaults and mechanisms for
automatically configuring or installing all components with minimal user intervention.

Improved hardware device detection and configuration support.

Windows 95 Setup detects the hardware devices and components already configured on the computer
and uses this information to install drivers and set Registry entries. Windows 95 provides more
versatile detection and configuration for a wider range of devices than was available for Windows 3.x.
For information, see Setup Technical Discussion.

Safe Recovery for Setup failures.

Windows 95 Setup provides a recovery mechanism in the case of Setup failure. Safe Recovery uses a
log that is maintained throughout the setup process. If Setup fails — for example, due to problems
during hardware detection — the last entry in the Setup log identifies where the process was
interrupted. When you rerun Windows 95 Setup, it uses the log to bypass the module where the
problem occurred. During Setup (and during subsequent maintenance of Windows 95), Windows 95
also creates and maintains a log of installed components. For information, see Setup Technical
Discussion.

Network installation integrated with Windows 95 Setup.
These elements are summarized in Selecting Network Components in Custom Setup. For more
information, see Networking.

Improved customization of installation.

Windows 95 provides easier, more flexible customization of Setup than was available for Windows 3.x,
giving you better control for configuring desktop settings, network components, and hardware devices.
System administrators can simplify installation for users by using setup scripts that define required
settings. Installation of Windows 95 using setup scripts is more flexible and full-featured than for
Windows 3.x, and it includes the option for hands-free “push” installation with no user intervention. For
information, see Custom, Automated, and Push Installations.




Introduction to Vymdows 95 Se_tup
Installation Requirements

There are requirements for running Windows 95 Setup in addition to the requirements for installing and
running Windows 95 on a computer. This section lists the following kinds of requirements:

¢ Operating system requirements
¢ Windows 95 Setup memory, disk space, and user information requirements

¢ Windows 95 hardware, disk space, partition, and other requirements
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Operating System Requirements

You must install the retail version of Windows 95 as an upgrade over an existing operating system. You
can install Windows 95 over a number of different operating systems, including MS-DOS, Windows,
and Windows for Workgroups. Windows 95 can also be installed over Novelle DR DOSe (or Novell
DOSm™), PC-DOS, and OS/2, and as a dual-boot operating system with Windows NT.

The minimum operating system software required to install Windows 95 is any of the following:

¢ Recommended for MS-DOS version 4.01 or higher, or equivalent OEM versions; can also be
installed under MS-DOS version 3.2 or higher with 35-45 MB of free space available on a single
partition

¢ Windows 3.x

¢ Windows for Workgroups 3.1x

¢ Dual-boot 0S/2 (with MS-DOS)

¢ Dual-boot Windows NT (with MS-DOS)

Tip for MS-DOS Versions and Windows 95 Setup

Windows 95 Setup attempts to install Windows 95 on a computer with an
operating system version equivalent to MS-DOS 3.2 only if that version can
exceed the 32-MB partition limit (such as COMPAQe version 3.31) because
the operational disk space requirements for Windows 95 can exceed the
32-MB partition limitation.

The computer must have MS-DOS version 3.2 or later. Because there are
many variations of MS-DOS 3.2, Microsoft recommends that you upgrade to
Windows 95 from MS-DOS version 5.0 or later.

To check the MS-DOS version, type ver at the command prompt.

For information about how Windows 95 Setup treats disk partitions created under other operating
systems, see Partition Requirements. For information about how Windows 95 Setup deals with the
boot sector and installs files for dual-boot operation with other operating systems, see Setup Technical
Discussion.
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Requirements for Windows 95 Setup

Usually, you need to supply very little information during Windows 95 Setup for a successful Windows
95 installation. The unique information required for a typical installation consists only of the following
(which can be predefined in a custom setup script):

e User name

e Computer and workgroup names, if the computer is connected to the network

Windows 95 Setup needs at least 417K of conventional memory to run. The amount of disk space
required for Windows 95 Setup varies, due to the types of hardware on the computer, the required
drivers, and the optional components installed.

Approximate Disk Space Requirements for Windows 95

Installation option Compact Typical
New installation 30 MB 40 MB
Windows 3.1 upgrade 20 MB 30 MB
Windows for Workgroups upgrade 10 MB 20 MB

1 You might not get typical functionality for all Windows 95 features (including networking) with
a compact configuration, as described in Decidin

Custom Setup
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System Requirements for Windows 95

The following table describes the basic hardware requirements for running Windows 95 from the hard
disk of a local computer. Windows 95 is designed for computers that use Intel x86-based processors; it
cannot be installed on any other processor. Windows 95 does not have symmetric multiple processor
(SMP) support and, therefore, cannot take advantage of multiple processors (as Windows NT does).
For information about requirements for shared installations, see Server-Based Setup for Windows 95.

Component Windows 95 requirement

Computer 80386DX, 20 MHz (or higher) processor
For installing Windows 95 to run from a local hard disk, a high-
density floppy disk drive and hard disk drive are required.
For installing Windows 95 as a shared installation, the
computer does not need a hard disk or floppy disk drive.
You cannot install Windows 95 on a 80386 computer that has a
B-step processor (that is, with ID 0303).

Peripheral ~ Mouse or equivalent pointing device

Memory 4 MB of RAM (minimum); 8 MB (recommended)
8 MB are required for using Microsoft Exchange and The
Microsoft Network, or for running multiple Win32e-based
applications.

Video VGA (minimum); Super VGA (recommended)

display

Disk space 20 MB of free hard-disk space is required for a local
installation. For information about requirements for a shared
installation, see Server-Based Setup for Windows 95.
A custom installation requires a minimum of 19 MB. A compact
installation requires 10 MB of disk space.
You also need a certain amount free disk space for a swap file,



depending on how much RAM the computer has. As a
guideline, you need at least 14 MB of memory, which can be
divided between RAM and hard disk space. For example, if the
computer has 4 MB of RAM, you need at least 10 MB of free
disk space for a swap file. If the computer has 16 MB of
memory, you will need very little disk space for a swap file.

Optional Modem (for The Microsoft Network and other components)
CD-ROM drive
Network adapter (required for networking)
Sound card
Other multimedia hardware components

Tips for Required Disk Space with Compressed Disks

If you have disk compression software installed, the required amount of
uncompressed disk space on the host drive before installing Windows 95
depends on several factors:

¢ The type of compression used (Microsoft DriveSpace™ or DoubleSpacee,
STAC Electronics Stackere, and so on)

¢ The available free space on other drives

e The existence of a permanent swap file (if any), and its location

e The amount of available free space on other drives

If the computer does not have a swap file already, you might have to resize
the host drive to accommodate the swap file requirements. For more
information, consult your compression software documentation; see also
Disks and File Systems.
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Partition Requirements

Windows 95 Setup cannot install Windows 95 unless a FAT partition exists on the hard disk. It cannot
install Windows 95 on a computer that has only HPFS or Windows NT file system (NTFS) partitions.
Windows 95 Setup reads most partitioning schemes and writes to the master boot record, unless disk
partitioning schemes from other vendors are used.

The following table describes how Windows 95 Setup handles different types of disk partitions. For
more information, consult the documentation for the related operating system.

Partition type How Windows 95 Setup handles such partitions

MS-DOS Windows 95 Setup recognizes and begins installation over

(Fdisk and existing MS-DOS FAT partitions, if the partition is large

other vendors’ enough to accommodate Windows 95 files (including swap

partitioning files).

software) Windows 95 supports MS-DOS Fdisk partitions on
removable media drives such as the lomegae Bernoulli
Boxm™ drives.

Windows 95 recognizes and translates disk partitioning
schemes created by other vendors’ partitioning software,
including Disk Manager DMDRVR.BIN and Storage
Dimensions SpeedStore SSTOR.SYS.

Windows NT Windows 95 cannot recognize information on an NTFS
partition on the local computer. Windows 95 can be installed
on Windows NT multiple-boot systems if enough disk space
is available on a FAT partition. On a Windows NT multiple-



boot system, Windows 95 Setup can either install Windows
95 on an existing FAT partition with MS-DOS and, optionally,
Windows 3.x, or you must partition and format free space on
the hard disk in a FAT partition, then perform a new
installation onto this new FAT partition.

0s/2 You must run Windows 95 Setup from MS-DOS. If it is not
already present on the computer, you must first install MS-
DOS and configure the computer for dual-booting with OS/2.

Windows 95 works with disk compression drivers, including those in the following list. For more
information, see Disks and File Systems.

¢ Microsoft DriveSpace and DoubleSpace

e Stacker versions 3.0 and 4.x

¢ AddStore SuperStorm™

If you use other disk compression software, see the Windows README file, or contact your product
support representative to determine compatibility.
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Options for Windows 95 Installations

As either an individual user or a network administrator, you can choose from various options for
Windows 95 installations:

Run Windows 95 Setup from MS-DOS or Windows 3.x

Install a typical, compact, or custom version on a desktop computer, or install Windows 95 for a
portable computer

Install Windows 95 system files locally or run a shared copy from a server

Create customized and automated installations

Use Windows 95 features to maintain or update an installation

These options are described in the following sections.
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Deciding to Run Setup from MS-DOS or Windows

Windows 95 Setup is a protected-mode, 16-bit, Windows-based application. There are two different
scenarios in which Windows 95 Setup can be run:

¢ From within Windows 3.1 or Windows for Workgroups 3.1x
¢ From MS-DOS at the command prompt (not from the MS-DOS Prompt under Windows)

The preferred method for running Windows 95 Setup is from within Windows 3.1 or Windows for
Workgroups. Run Windows 95 Setup from MS-DOS when neither Windows 3.1 nor Windows for
Workgroups is installed on the computer, but MS-DOS, 0S/2, Windows NT, or Windows 3.0 is installed.

Setup detects whether Windows 3.1 or any version of Windows for Workgroups is installed on the
computer, and, if it finds one of them, it offers to install Windows 95 in the same directory in order to
upgrade the existing installation. If you choose to install in the same directory, Windows 95 Setup
moves the configuration settings in SYSTEM.INI, WIN.INI, and PROTOCOL.INI, plus file associations
from the Windows 3.x Registry into the Windows 95 Registry, so all applications and networking
settings will work automatically in the new Windows 95 environment. Also, Windows 3.x Program
Manager groups are converted to directories in the PROGRAMS directory, so that they can be
displayed on the Windows 95 Start menu.

Note You must choose to install Windows 95 in a new directory if you want to preserve the
existing MS-DOS or Windows installation. In this case, you might have to reinstall most Windows-
based applications before they can function properly in the new environment.

Dual-boot capabilities are not enabled by default. For information about installing Windows 95 on
computers with other operating systems and for information about configuring dual-boot options,

see Setup Technical Discussion.
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Deciding to Use Typical, Portable, Compact, or Custom Setup

In Windows 95 Setup, you can choose from several types of installation option. The choice you make
dictates the size of the Windows 95 installation on the computer (and, of course, the number of
features installed) and the amount of control the user has in customizing the installation.

Setup type Description

Typical The default option, recommended for most users with
desktop computers. Performs most installation steps
automatically for a standard Windows 95 installation with
minimal user action. You need to confirm only the directory
where Windows 95 files are to be installed, provide user
and computer identification information, and specify
whether to create a startup disk.

Portable The recommended option for mobile users with portable
computers. Installs the appropriate set of files for a portable
computer. This includes installing Briefcase for file
synchronization and the supporting software for direct cable
connections to exchange files.

Compact The option for users who have extremely limited disk
space. Installs the minimum files required to run Windows
95.

Custom The option for users who want to select application and

network components to be installed, and confirm the
configuration settings for devices. Installs the appropriate
files based on user selections. This type of Setup is
recommended for experienced users who want to control
various elements of Windows 95 Setup.

The following table compares many of the differences in components installed for Typical and Portable
installations. For Custom Setup, the options selected by default are the same as for a Typical
installation. For Compact Setup, no optional components are installed.

Components Installed for Typical and Portable Installations
Optional component Typical Portable
Accessibility Options X -

Audio Compression - -

Backup - -

Briefcase -
Calculator X
CD Player -
Character Map -
Clipboard Viewer -
Defrag X
Desktop Wallpaper - -
Dial-Up Networking -
Direct Cable Connection -
Disk Compression Tools -
Document Templates X -
Games -
HyperTerminal X X

X
X

X X X X



Media Player
Microsoft Exchange
Microsoft Fax
Microsoft Mail Services
Mouse Pointers

Net Watcher

Object Packager
Online User’s Guide
Paint

Phone Dialer

Quick View

Screen Savers

Sound and Video Clips
Sound Recorder
System Monitor

The Microsoft Network
Video Compression
Volume Control
Windows 95 Tour
WordPad

X X X X

X X X
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Deciding Between Local and Shared Installation

Windows 95 can run on the local hard disk of a computer or as a shared copy on the server for network
workstations.

Windows 95 files are distributed in the following three forms for installation on computers that already
have other operating systems in place:

¢ Windows 3.0 (or higher) upgrade on CD-ROM

¢ Windows 3.0 (or higher) upgrade on 3.5-inch high-density disks

e MS-DOS upgrade on 3.5-inch high-density disks

Depending on the license agreement at your site, you can also copy the Windows 95 source files to a
shared network directory. Users can connect to this directory and run Windows 95 Setup.

You can also configure servers to support installing and running shared installations of Windows 95 in
one of the following three ways:

¢ On a computer with a local hard disk, with system files stored on and running from the server

¢ On a computer with only a floppy disk drive, with system files stored on and running from the server

¢ From a Novell NetWaree server to support diskless workstations that remote boot from a startup disk
image on the server

In these cases, most or all of the Windows 95 program files reside on the server instead of the
workstation. For information, see Server-Based Setup for Windows 95.
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Options for Windows 95 Installations

Deciding to Use Customized or Automated Setup

You can choose any combination of methods for configuring custom versions of Windows 95:

Create custom setup scripts based on the MSBATCH.INF format. Custom setup scripts contain
predefined settings for all Setup options, and they can contain instructions for installing additional
software.

Define WRKGRP.INI files to control users’ choices for workgroups to join on the network.
Enable user profiles and create system policies to specify and maintain the system configuration.

You can use setup scripts to create an automated mandatory installation scheme for installing Windows
95 on multiple computers from Windows 95 source files on servers. The following methods are
possible:

Use a login script to run Setup from a custom setup script, automatically installing Windows 95 when
each user logs on.

Use Microsoft Systems Management Server to run Windows 95 Setup with a custom setup script as
a mandatory action.

Use network management software from another vendor to install Windows 95 automatically based
on custom setup scripts.

In this chapter, notations in the margin indicate the MSBATCH.INF section name and option that you
can specify to customize a particular part of Setup in a script. For more information, Custom
Automated, and Push Installations.
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Deciding to Use Maintenance or Repair Setup

If Setup encounters an error or stops during hardware detection so that you have to run Windows 95
Setup again, the Safe Recovery option in Setup automatically skips previous problems so that Setup
can be completed. You can also use Safe Recovery to repair damaged or corrupt installations. For

more information, see Beginning Windows 95 Setup and Safe Recovery and Setup Technical
Discussion.

If you run Windows 95 Setup after the operating system is installed, Setup asks if you want to verify the
existing installation. You can use this feature to verify or repair the files that make up the Windows 95
operating system. You might be able to restore damaged files without completely reinstalling Windows.

Also, you can create an emergency startup disk during Windows 95 Setup, which you can use to start
the computer in case of configuration problems. For information, see Creating a Startup Disk.

Windows 95 provides a variety of maintenance applications for adding, removing, and configuring
Windows 95 components. Many of these applications are summarized in the following table.

Icon Application Description

Add/Remove Installs or removes applications created for

Programs Windows 95; runs Windows 95 Setup to add or
remove components; or creates a startup disk. To
run this wizard, click the Add/Remove Programs
icon in Control Panel.

Add New Installs hardware device drivers. To run this wizard,

Hardware click the Add New Hardware icon in Control Panel.

Display Installs and configures display drivers. To run this
option, click the Display icon in Control Panel.

Printer Installs and configures printers. To run this wizard,
click the New Printer icon in the Printers folder.

Modems Installs and configures modems. To run this wizard,
click the Modems icon in Control Panel.

Network Installs and configures network components. To
run this option, click the Network icon in Control
Panel.
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Before Starting Windows 95 Setup

You should consider the following questions before proceeding with Windows 95 Setup on an individual
computer:

Is the hardware supported?

Check the Windows 95 README file and SETUP.TXT on the installation disks for any notes related to
your computer hardware. If any specific computer component is not supported, Windows 95 selects a
generic driver or uses the existing driver installed on the computer. If you install support manually for a
hardware component that doesn’t appear in the installation dialog boxes, select the model that your
hardware can emulate or that is of the closest type. (All supported hardware components are listed
when you run the Add New Hardware wizard, as described in Devices.)

Do the computer components meet the minimum requirements?
Read Installation Requirements, and check your computer hardware and software components. Verify
that all components meet the minimum requirements.

Are all unnecessary TSRs and time-out features disabled?
Disable all TSRs and device drivers loaded in CONFIG.SYS or AUTOEXEC.BAT (or in any batch files
called from AUTOEXEC.BAT), except those required for partition or hard disk control, network drivers,



or any driver required for operation of a device such as video, CD-ROM, and so on.

Some portable computers (such as the IBM ThinkPad®) automatically suspend operation after a
specified time-out interval, or when the cover is closed. You should disable this feature while Windows
95 Setup is running.

Is the installation drive checked and defragmented?

Windows 95 Setup automatically runs ScanDisk to check the integrity of the drive where Windows 95 is
to be installed. However, you might want to check and defragment the hard disk drive thoroughly
before beginning Setup, using your usual defragmentation software.

Also, be sure to defragment all compressed drives, because a highly fragmented compressed drive
reports more available disk space than is available. If you use disk compression software other than
DriveSpace or DoubleSpace, be sure to run the disk-checking utility provided with your compression
software. For information, see the documentation provided with the compression software.

Tip When you run Windows 95 Setup, ScanDisk performs a quick check of the hard disk. You can
skip this quick check (for example, if the computer uses disk compression software from another
vendor) by using the /iq or /is switch with the setup command, as described in Using Setup
Command-Line Switches. If you choose to skip automatically running ScanDisk, be sure to use
another utility to check the integrity of the hard disk before running Setup.

Are all key system files backed up?

Any time you upgrade an operating system, backing up critical business or personal data is a prudent
precaution. The files you should back up before installing Windows 95 include the following:

e Allinitialization (.INI) files in the Windows directory

¢ All Registry data (.DAT) files in the Windows directory

¢ All password (.PWL) files in the Windows directory

¢ All Program Manager group (.GRP) files in the Windows directory

¢ All critical real-mode drivers specified in CONFIG.SYS and AUTOEXEC.BAT

e CONFIG.SYS and AUTOEXEC.BAT in the root directory

¢ Proprietary network configuration files and login scripts

Does the networking software work correctly?

Make sure that the network software is running correctly before you start Windows 95 Setup. Windows
95 uses the settings from the existing network configuration to set up the new configuration. Check the
Windows 95 README file for additional notes related to your networking software.
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Starting Windows 95 Setup

The Windows 95 Setup program (SETUP.EXE) is found on the Windows 95 installation disks, or it can
be stored on a shared network resource. For information about the installation media, see Options for
Windows 95 Installations.

This section describes methods for starting Windows 95 Setup on computers that will run Windows 95
from the local hard disk after installation. For information about setting up a computer to run a shared

copy of Windows 95, see Server-Based Setup for Windows 95.

Caution Except for TSRs required for partition or hard disk control, network drivers, or device
drivers such as CD-ROM, no TSRs or Windows-based applications should be running when you
start Windows 95 Setup. Close any such applications before continuing with Setup.

[ ]
To start Windows 95 Setup from Windows 3.1 or Windows for Workgroups
1. Start your computer in the usual way, and run Windows.

2. If you are installing Windows 95 from floppy disks, insert Disk 1 in the drive and make that the active
drive in File Manager.

—Or-
If you are installing Windows 95 from CD-ROM, put the compact disc in the drive and make that the
active drive.
—Or-
If you are installing Windows 95 from source files on a network server, connect to that server and
switch to the shared network directory that contains the Windows 95 source files.
3. Double-click SETUP.EXE in the directory of the Windows 95 installation files.
—Or-
From the File menu, choose Run, and then type setup and press ENTER.
4. Follow the instructions on-screen, as described in the following sections of this chapter.

»
To start Windows 95 Setup from MS-DOS
1. Start your computer in the usual way.

2. If you are installing Windows 95 from floppy disks, insert Disk 1 in the drive and make that the active
drive. For example, type a: if the disk is in the A drive.

—Or-
If you are installing Windows 95 from CD-ROM, put the compact disc in the drive and make that the
active drive.
—Or-
If you are installing Windows 95 from source files on a network server, connect to that server and
switch to the shared network directory that contains the Windows 95 source files.

3. At the command prompt, type setup, and then press ENTER.

4. Follow the instructions on-screen, as described in the following sections of this chapter.

[ ]

To start Windows 95 Setup from a network computer using a setup script
1. Log on to the network, running the existing network client.

2. Connect to the server that contains the Windows 95 distribution files.

3. At the command prompt, run Windows 95 Setup by specifying the batch file that contains the setup
script, using this syntax:
setup msbatch.inf
For example, type setup \\ntserver\win95\mybatch.inf to run Setup using a setup script named

MYBATCH.INF that is stored in the WIN95 directory on a server named NTSERVER. For more
information, see Custom, Automated, and Push Installations.

Note If Windows 95 is installed from a server, the location of that network directory is stored in



the Registry. When you add a device or require additional support files to run Windows 95, Setup
automatically attempts to retrieve the files from that same location on the server. This eliminates
the need to maintain a permanent network connection on the computer and makes it easier to
modify the configuration of a computer in a networked environment.
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Using Setup Command-Line Switches

Windows 95 Setup provides options to control the installation process. These options, or switches, are
specified on the command line as arguments for the setup command (such as setup /d). Similar to
MS-DOS command arguments, the specific option is preceded by a forward slash (/) character (not the
backslash used to specify directory arguments).

Windows 95 Setup can be run with the setup command with the following switches.

Switch Meaning

1? Provides help for syntax and use of setup command-line
switches.

IC Instructs Windows 95 Setup not to load the SmartDrive disk
cache.

Id Instructs Windows 95 Setup not to use the existing version of

Windows for the early phases of Setup. Use this switch if you
have problems starting Setup that might be due to missing or
damaged supporting files for Windows.

lid Instructs Windows 95 Setup not to check for the minimum
disk space required to install Windows 95.
lih Runs ScanDisk in the foreground so that you can see the

results. Use this switch if the system stalls during the
ScanDisk check or if an error results.

fiL Loads the Logitech mouse driver. Use this option if you have
a Logitech Series C mouse.
liq Instructs Windows 95 Setup not to perform the ScanDisk

quick check when running Setup from MS-DOS. You probably
want to use this switch if you use compression software other
than DriveSpace or DoubleSpace.

lis Instructs Windows 95 Setup not to run the ScanDisk quick
check when starting Setup from Windows. You probably want
to use this switch if you use compression software other than
DriveSpace or DoubleSpace.

Inostart Instructs Windows 95 Setup to copy a minimal installation of
the required Windows 3.x DLLs used by Windows 95 Setup,
and then to exit to MS-DOS without installing Windows 95.

script_filenam Instructs Windows 95 Setup to use settings in the specified

e script to install Windows 95 automatically; for example, setup
msbatch.inf specifies that Setup should use the settings in
MSBATCH.INF. For more information, see Custom
Automated, and Push Installations.

It:tempdir Specifies the directory where Setup is to copy its temporary
files. This directory must already exist, but any existing files in
the directory will be deleted.

Tip for Accessibility Needs and Windows 95 Setup

Users who require accessibility aids with Windows might find it difficult to
install Windows 95 in the usual way because accessibility aids cannot run
with Windows 95 Setup.

To solve this problem, users (or their system administrator) can provide
setup answers in a setup script, which is a text file that is created before
running Setup. Then the user can run Setup from the command prompt



using this setup script. Windows 95 Setup will run without requiring
additional user input. For more information, see Custom, Automated, and
Push Installations.
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Beginning Windows 95 Setup and Safe Recovery

As soon as you start Windows 95 Setup, the screen indicates that Setup is being initialized. During this
earliest phase, several files needed to run Setup are copied to the local computer, and Setup runs
ScanDisk to check the integrity of the hard disk. After Windows 95 Setup completes these activities, the
Welcome message shows the estimated time that it will take to complete the process, plus the basic
phases of Windows 95 installation.

MSBATCH.INF
[setup]

express=1

bypasses this screen

Windows 95 Setup

Windows 95 Setup Wizard

Wwelcome to the "Windows 95 Setup WWizard, which will guide
wall through the rest of Setup. Ta beain, click Mest.

The nest three parts of Setup are:

¥ 1] Collecting information about pour computer
2] Copying “windows 95 files ta your computer

3] Restarting your computer and finishing Setup

Maote: ‘Windows 35 replaces any versions of M5-D05 and
Windows that are already on your computer.

< Back

Cancel |

b
To navigate in Windows 95 Setup
¢ Click the Next or Back buttons on the Setup screens to navigate through choosing installation
options.
Click the Next button to accept the choices you made on the current screen and to continue to the
next screen; click the Back button to return to the previous screen to make changes.

If a previous attempt to install Windows 95 has failed, Windows 95 Setup provides an option to use the
Safe Recovery feature or to run a full new Setup process. If the Safe Recovery dialog box appears
when you start Windows 95 Setup, you should select the Use Safe Recovery option. When you select
this option, Windows 95 Setup can use built-in methods to avoid problems that occurred previously.

After you start Safe Recovery, the standard Windows 95 Setup wizard screen appears. For more
information about Safe Recovery, see Setup Technical Discussion.

MSBATCH.INF



[setup]
express=1
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Windows 95 Setup Wizard

Safe Recovery

Setup ran inta problems ar did nat complete a previous
inztallation. Y'ou can uge Safe Recoveny to zkip the parts of
Setup that cauzed problems last time.

|f wour uzed Custom Setup last time, you will need ta verify the
zetlings you choze.

& lze Safe Recoveny [recommended)

" Do not uze Safe Recovery.

< Back I M ent > I Cancel |

Technical Note on ScanDisk for Windows 95 Setup

When you run Windows 95 Setup from MS-DOS (rather than Windows),
ScanDisk runs in interactive mode. If you choose not to fix errors that
ScanDisk finds or if you try to exit before ScanDisk is finished, Setup will not
continue. By default, ScanDisk checks all drives, except the A drive if you
run Setup from floppy disks.

When you run Windows 95 Setup from Windows 3.x or Windows for
Workgroups, Setup runs ScanDisk in a non-interactive mode. If ScanDisk
finds errors, Setup asks you to exit Windows and run ScanDisk as a
standalone program. If ScanDisk finds only long filenames, Setup allows
you to continue. Lost clusters are not detected, nor are mismatched FAT file
systems or certain other file system problems.

When you run Windows 95 Setup on a computer with MS-DOS
DoubleSpace or DriveSpace compressed drives, ScanDisk treats these as
regular compressed volumes and also checks your host volumes. If SSTOR
(or any other compression software from another vendor) is in memory, then
ScanDisk acts as if it doesn’t see any compressed drives and treat all
drives as normal FAT drives.

Introduction to Windows 95 Setup

Running Windows 95 Setup

This section describes the procedures for installing Windows 95 on the hard disk of a computer that is
not running a shared copy from a network server. The following series of tasks are described:

¢ Gathering information
¢ Analyzing the computer (hardware detection)



Selecting software components in Custom Setup
Selecting network components in Custom Setup
Specifying computer identification

Changing computer settings in Custom Setup
Creating a startup disk

Copying files and completing Setup
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Gathering Information

Most information needed to install Windows 95 is gathered automatically by Windows 95 Setup before
you are asked to do anything. The following series of tasks are presented by Windows 95 Setup to
guide you through providing the information needed to install and configure the new operating system:

¢ Choosing the Windows directory
¢ Selecting the setup type
¢ Checking disk space for Windows 95
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Choosing the Windows Directory

This option is available for all setup types

If a previous installation of Windows 3.1 or Windows for Workgroups 3.x exists, Windows 95 asks you
to confirm the directory where Windows 95 is to be installed. By default, the directory containing the
existing Windows installation is selected.

For information about deciding whether to install Windows 95 in a new directory, see Deciding to Run
Setup from MS-DOS or Windows.

[
To install Windows 95 in a new directory
1. Click the Other Directory option, and then click the Next button.
MSBATCH.INF
[setup]
InstallDir=dirname
sets this value and bypasses confirmation

Windows 95 Setup Wizard

Choose Directory

Select the directon where vou want to install Windows 95.

< Back I M et > I Cancel

2. Type a new directory name, and then click the Next button.

MSBATCH.INF
[setup]
InstallDir=dirname
bypasses this screen



Windows 95 Setup Wizard

Change Directory

Type the name of the directary where you want ko put
Windows 95,

Mate: [t iz recommended that only advanced users and
gyztem adrministrators change this option.

|E:HWINDEIWS

Cancel |

If you choose to install Windows 95 in a new directory, you might need to reinstall Windows-based
applications because Windows 95 uses a different method from Windows 3.x for storing configuration
information, and because application support files such as DLLs will be missing from the Windows 95
directory. Windows 95 Setup cannot transfer this information automatically.

< Back

Note You cannot migrate system settings and groups under Windows 3.1 and Windows for
Workgroups 3.x by copying all the .GRP and .INI files into the new installation directory. This does
not work with Windows 95, because .GRP files and .INI file entries cannot be used by Windows 95
unless Windows 95 Setup migrates this information to the Registry. You must run Windows 95
Setup and install Windows 95 in the existing Windows directory to migrate .GRP and .INI file
information from Windows 3.x.
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Selecting the Type of Setup

Windows 95 Setup asks you to select the type of setup you want. For a description of these options,

see Deciding to Use Typical, Portable, Compact, or Custom Setup. By default, the Typical Setup option
is selected.

MSBATCH.INF
[setup]

express=1

bypasses this screen;

InstallType=0, 1, 2,
or 3 selects Compact, Typical, Portable, or Custom, respectively

Windows 95 Setup Wizard
Setup Options

Click the kind of Setup you prefer, and then click Mest.

Recommended far most computers.

c@ " Portable  ‘Windows will be set up with options that
are uzeful for portable computers.

% " Compact  Tosave disk space, none of the
optional companents will be inztalled.

@ " Custom  For advanced users and system
adminigtrators anly. Y'ou can customize
all available Setup options.

¢ Back I M et > I Cancel

[ ]
To specify Custom Setup
¢ In the Setup Options screen, click Custom, and then click the Next button.
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Checking Disk Space for Windows 95

After you select the directory for Windows 95, Setup checks the hard disk, prepares the directory, and
verifies that there is enough free disk space for Windows 95. If there is insufficient space on the
destination drive, Windows 95 Setup warns you about the lack of space, and displays the minimum and
complete installation space requirements.

If Windows 95 Setup detects that there is insufficient disk space for a normal upgrade of an existing
version of Windows, you can choose to install a compact configuration of Windows 95. If you continue
even though there is insufficient disk space, the installation might be incomplete. If Setup runs out of
disk space, it stops and displays an error message; you must free additional disk space and then run
Setup again.
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Providing User Information

This option is available for all setup types

The information requested during this part of Setup is required, no matter what setup type you
specified.

After completing the disk-space check, Windows 95 Setup asks you to type your name and company
name, which Windows 95 uses to identify you for various operations. You must type and verify a
response for Setup to continue.

MSBATCH.INF
[NameAndOrg]
name=value

org=company

sets these values;

display=0

bypasses displaying this screen

Windows 95 Setup Wizard

User Information

Type your name belaw. [f you want, you can alzo tppe the name
aof the company you wark for.

M arne: IJ ane Doe

Compary: I.-'-‘-.BE Company

< Back

Cancel |

Windows 95 Setup next requests a product identification number. You must type and verify a response
for Setup to continue. The Product ID dialog box might not appear if you are installing Windows 95
from the network, depending on the requirements at your site. The product ID number can be found on
your Windows 95 disks or your Certificate of Authenticity.
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Analyzing the Computer

This option is available for all setup types

After you complete the user information, Windows 95 Setup prepares for the hardware detection
phase. Setup can search automatically for all basic system components such as disk drives and
controllers, display devices, pointing devices, and keyboards.

For Typical Setup, you can choose to skip detection for certain hardware, such as CD-ROM or
multimedia devices, depending on what Setup finds during its safe-detection examination of the
hardware. If Setup proposes to skip detection of certain hardware, but you know that these types of
devices are attached to the computer, you can override the suggestion and have Setup detect the
devices. Otherwise, skipping detection for the devices as suggested by Setup saves time during
installation.

For Custom Setup, you can specify whether you want Setup to skip detecting any specific devices
attached to your computer. Usually, you should let Setup detect the hardware unless you know that the
computer contains devices that cause problems during hardware detection. For example, you should
skip detection of a particular device if Setup failed previously while detecting that device and if Safe
Recovery does not automatically skip detecting that device when you run Setup again.

For information about specific device types supported in Windows 95, see the Manufacturers and
Models lists in the Add New Hardware wizard, and see the Windows 95 README.TXT and
SETUP.TXT files.

MSBATCH.INF
express=1
bypasses this

screen

Windows 95 Setup Wizard

Analyzing Your Computer

Setup will detect the hardware devices an paur computer.
Y'ou can have Setup look for all hardware devices, or you can
zpecify which devices pau want Setup ta zearch far while it iz
analyzing your computer.

Do you want Setup ko loak, for all hardware devices?

% ¥es [recommended]:

" Mo, | want ko madify the hardware list.

< Back I Mext » I Cancel

2
To have Windows 95 Setup attempt to detect all system hardware
¢ On the first Analyzing Your Computer screen, click the Yes option, and then click the Next button.

k



To modify the list of hardware to be detected in Custom Setup

1. On the first Analyzing Your Computer screen, click the option named No, | Want To Modify The
Hardware List, and then click the Next button.
The second Analyzing Your Computer screen appears, containing lists of the components that
Windows 95 Setup proposes to detect.

2. To avoid detecting a specific class of hardware, make sure the hardware class is not checked in the
Hardware Types list.
-Or-
To avoid detecting a specific manufacturer and model of a hardware device (while detecting other
devices in that class), make sure the related hardware type is checked, and then make sure the item
you want to skip in the Manufacturer And Model list is not checked.
If a Hardware Type is dimmed (but not checked), then you cannot change how Windows 95 Setup
detects that class of hardware.

Note The list of CD-ROM drives shows only proprietary drives that require special installation
consideration. All other CD-ROM drives are detected automatically.

3. To begin hardware detection, click the Next button, and then click it again.

MSBATCH.INF
does not allow you to skip parts of detection

Windows 95 Setup Wizard

Analyzing Your Computer

Setup will look for all devices that have a check mark nest to
them. To prevent Setup from looking for a device, click the bos
to clear it.

If you zee a box that iz shaded, vou cannot modify it Setup wil
hiot look, for the device.

Hardveare types: Manufacturer and model:

CO-ROM Drive B Mitsumni CO-ROM Drive

Drigplay Panazonic CO-ROM Drive
Floppy Dizk Caontral Sony Proprietany CO-ROM Contral

Hard Dizk Contralle .
— o

Cancel |

The hardware detection process can take several minutes. The progress indicator shows what portion
of hardware detection has been completed. Notice that this is also the point at which Windows 95
Setup can stall if hardware detection fails for a particular system component.

[ ]
To continue if Windows 95 Setup stops during hardware detection

1. Press F3 or click the Cancel button to quit Setup.
If the computer does not respond to the Cancel button, restart the computer by turning it off and then
back on again.

2. Run Setup again.
Setup prompts you to use Safe Recovery to recover the failed installation.

3. Click Use Safe Recovery, and then click the Next button.

< Back




4. Repeat your installation choices.
Hardware detection runs again, but Setup skips the portion that caused the initial failure.

5. If the computer stops again during the hardware detection process, repeat this procedure until the
hardware detection portion of Setup completes successfully.
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Selecting Software Components

If you are running Typical Setup, the following screen appears so that you can specify whether you
want to choose the accessories and other software to be installed with Windows 95:

This screen appears for Typical Setup

Windows 95 Setup Wizard

Windows Components

Windows comes with a wanety of optional components,
including gamesz, mail, The Microsaft Nebwaork, and ather
acceszones. Setup can install these now, or vou can install
them later from Control Panel.

Some options require extra disk space and won't be installed
unlezs pou chaose them from the list.

Click the option you want, and then click Mest.

% pztall the mast common components [recommended}

" Show me the list of components so | can choose

< Back I Mext » I Cancel

If you choose the option for customizing the list of components to be installed, the Select Components
dialog box appears. (For Custom Setup, the Select Components screen appears automatically.) Notice
that the Components list includes information about the disk space required for that component.

MSBATCH.INF
[OptionalComponents]can define the components to be installed



2, Select Components

To add or remove a component, click the check box. & shaded box means that only part of the
companent will be instaled. Ta zee what'z included in a companent, click Details.

Comporents: .
o B Dezcrnption
2.8 MEB Includes Windows accessanes and

| Za Communications 0EMBE enhancements for pour computer.
v 5=y Dizk Tools 1.2 B

(=) Microzoft Exchange N.0MBE

EaMicrozoft Fax 0.0 me

5 of 19 components selected

Space needed by Setup: 221 MB
Space available on dizk: 131.5MEB

v B Multimedia 0.5 MB :
. Details...
&30 The Microsoft Metwoark, 0.0ME -

Rezet

< Back | f et > | Cancel |

[
To change whether any component is installed
1. In the Components list, select a component category, and then click the Details button.

A dialog box appears, listing the components in the category.
2. Select the component you want to install, and then click OK.
¢ To add a component, make sure the component is checked.
¢ To prevent a component from being installed, make sure the component is not checked.

Accessones

Tao add ar remave a companent, click the check box. A shaded box means that only part of
the component will be installed. To zee what'z included in a compaonent, click Details.

LComponents: o
- Drezcription
oame B .
: Inzludes options to change
5 Bricfcaze 0O0ME kepboard, zound, dizplay, and
v Calculatar 0.2 ME mouze behavior for the hearing and
S Character Map 0.1 Me sight impaired
(B Clipboard Viewer 0.1 ME
| D esktop \Wallpaper 0.3kB
| || Document Templates 0.2 B
!1‘ Games 07ME [+
Space needed by Setup: 221 MB
Space available on dizk; 131.4 ME

Cancel |

3. Repeat this procedure for each category in the Components list on the Select Component screen.



4. When you are satisfied with your selections, click the Next button.

Note You can install or remove any of these components after Windows 95 is installed by using
the Add/Remove Programs option in Control Panel, as described in Application Support.
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Selecting Network Components in Custom Setup

This option is available only for Custom Setup

Windows 95 Setup allows you to specify network components and settings. This section summarizes
the options for modifying network settings during setup. For information about network support, see

Introduction to Windows 95 Networking.

Note Windows 95 Setup provides appropriate settings based on hardware and software detection
for the network components running when you start Setup. You should accept the default settings
unless you know that particular settings need to be changed.

|
To remove a network component from the list of components to be installed
¢ In the Network Configuration screen, select the component you do not want to install, and then click
the Remove button.

MSBATCH.INF

[setup]

network=0

bypasses installing networking components;

[network] settings can define networking components to be installed;
display=0

bypasses

this screen

Metwork Configuration

The fallowing netwark, components will be installed:
Client for Microsaft Mebworks j

Intel EtherE xpresz 16 or 16TP
|F/5P¥-compatible Protocal

TCRAP =]
| Bemove I Froperties |
Prirary Metwork: Logon;
I Client for Microzoft Metworks j
File and Print Sharing. .. |
Dezcription
¢ Back M et > Cancel

[
To add a network component to the list of components to be installed
1. In the Network Configuration screen, click the Add button.
2. In the Select Network Component Type dialog box, select the type of component you want to add,
and then click the Add button.



Select Network Component Type EH |

Click the type of network, component pou warnt to install;

Ha) Adapter

& Pratocol Cancel |
Service

& client enables pour computer to connect to ather
computers.

Note If you are installing a real-mode (16-bit) network client from another vendor, the Adapter,
Protocol, and Service component types are not available.

3. In the dialog box for the selected component type, select the manufacturer of the component in the
Manufacturers list, and then click the appropriate version in the list of models. Click OK.

4. To configure settings for the component you just added, click the component, and then click the
Properties button.

Important If your computer is connected to a Windows NT domain, be sure to configure Client for
Microsoft Networks to specify the correct domain for logon validation. This ensures that you can
log on to your preferred domain and your network printer selections are available automatically.

If you do not specify a domain name when you are installing Windows 95 from source files on the
network, Setup might not be able to access required files for completing the final stages of
installation.

The following sections summarize each type of network option.
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Selecting the Network Client

If you choose to add a network client, Windows 95 Setup displays a list of supported networks.
Windows 95 supports the following network types, although in most cases you also need to use
supporting software from the network vendor:

¢ Microsoft networks, such as Windows NT, Windows for Workgroups, LAN Manager 2.x, or LAN
Manager-compatible networks such as IBM LAN Server, or DEC™ PATHWORKS™

¢ Artisofte LANtastice version 5.0 and later

e Banyane VINESe version 5.52 and later

¢ Novell NetWare version 3.11 and later

e SunSoft™ PC-NFSe version 5.0 and later

Note Artisoft LANtastic cannot be used with a 32-bit, protected-mode networking client such as
Client for Microsoft Networks. This client must be installed as the sole network client on the
computer.

MSBATCH.INF

[network]

clients=value

defines this option, where the value is a device ID defined in NETCLILINF or NETCLI3.INF

Select Metwork Client Ed |

Click. the Metwaork Client that you want ta install, then click OF. If you have
=]

an inztallation disk far this device, click Have Digk.

Manufacturers: Metwork Clients:

Baryan L Client for Microsoft Metworks
1Bk Client for Metw'are Mebworks
L Microsaft

Mowvell

SunSelect

Hawve Disk... |

k. I Cancel |

To use Microsoft networking features, you must install Client for Microsoft Networks. For information
about configuring this client, see Windows 95 on Microsoft Networks. For information about installing
and configuring network clients for other kinds of networks, see Windows 95 on Other Networks.

To use Windows 95 on a NetWare network, you must install supporting client software, as described in
Windows 95 on NetWare Networks. If you let Setup automatically install the Microsoft 32-bit, protected-
mode Client for NetWare Networks, you can take advantage of automatic reconnection to servers and
client-side caching for network information, in addition to the improved performance of the protected-
mode networking components.
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Selecting and Configuring a Network Adapter

Windows 95 supports multiple network adapters (also called network interface cards, or NICs) in a
manner similar to Windows for Workgroups 3.11 — that is, up to four network adapters can be
supported in a single computer.

Network detection automatically determines the type of network adapter and its required resource
settings. This is always the recommended method for configuring network adapters.

If you choose to add a network adapter, Windows 95 displays a list of supported network adapters. For
information about technical issues for network adapters, see Network Technical Discussion.

MSBATCH.INF

[network]

netcards=value

defines this option, where the value is a device ID defined in the related INF file

In most cases, network detection is the best method for installing network adapters

Select Hetwork adapters Ed |

Click the Metwaork, adapter that matches wour hardware, and then click OF. If
waw have an installation disk far this device, click Have Digk.

Manufacturers: Metwork, Adapters:

21 B el EtherExpress 32 =l
S8 Intel EtherExpress FRO

1 BB ntel EtherEzprezsz FRO with PP Enabled
SR |mtel EtherExpress PROA00 [EISA)

= 1B
=B Intel

1 B Intel EtherExpress PROA00 [PCI)
_,|_I = Intel TakenE mpress 16/4 I

Hawve Disk... |

Cancel |
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Selecting and Configuring the Network Protocols

Windows 95 Setup automatically installs the appropriate protocol for the network client you select.
Microsoft provides 32-bit, protected-mode versions of these protocols:

¢ |IPX/SPX-compatible protocol

¢ Microsoft NetBEUI

¢ Microsoft TCP/IP

Protocols to support other network clients are also provided with Windows 95. For information about
the three principal network protocols, see Network Technical Discussion.

MSBATCH.INF

[network]

protocols=value

defines this option, where the value is a device ID defined in NETTRANS.INF

Select Hetwork Protocol |

Click the Metwork. Protocal that you want to install, then click OF. If you have
ﬁ an installation dizk for thiz device, click Hawe Disk.

M anufacturers: Metwork, Protocols;
W Blaryan [ P55 Ps-compatible Protocal
W Digital 6 Microsoft DLC

/ [~ NetBEL

¥ TCR/AP

S5 elect

Hawe Disk... |

Cancel |
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Selecting and Configuring a Network Service

Network services provide additional networking support. Microsoft provides several supporting network
services for Windows 95. Services included on the Windows 95 installation disks include peer resource
sharing services (File and Printer Sharing for NetWare Networks or File and Printer Sharing for
Microsoft Networks). These services allow other computers on the network to share file, printer, and
CD-ROM resources on this computer. For more information about installing, configuring, and using

these services, see Logon, Browsing, and Resource Sharing.

MSBATCH.INF

[network]

services=value

defines this option, where the value is a device ID defined in the related INF file

Select Hetwork Service |

D Click. the Metwark Service that vau want ta inztall, then click OE. IF you have
=] an inztallation disk for thiz device, click Hawe Disk.

Manufacturers: Metwork, Services:
IE- Arcada Software E- File and printer sharing for Microzoft Metwaork s
E- Chepenne S oftware IE- File and printer sharing for Hetware Metworks

= Microsaft

Hawve Disk... |

Cancel |

Additional network services, such as backup agents, a Simple Network Management Protocol (SNMP)
agent, the Microsoft Remote Registry agent, are also provided on the Windows 95 compact disc in the
ADMIN directory, as described in Remote Administration.
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Specifying Computer Identification

The Identification screen allows you to specify how the computer is identified on the network. This
option is available for all setup option types on networked computers.

MSBATCH.INF
[network]
computername=value
workgroup=value
description=value
define these options

Identification

Windows wuzes the fallowing information o identify your computer
on the network. Pleaze type a name far thiz computer, the
workgroup it will appear in, and a shaort description of the computer.

Computer narme: ISaIes'I 7

W' ork.group: IF'hu:une Salez
Camputer IWDrkstatiDn for phone support
Dezcription;

< Back

Cancel |

e The computer name must be unique on the network, and can be up to 15 characters long with no
spaces (no blank characters). The name can contain only alphanumeric characters and the following
special characters:

e # S s N s () - L D

¢ The workgroup name can be up to 15 characters long and uses the same naming convention as the
computer name. The workgroup is used to associate groups of computers together for more efficient
browsing. The network administrator can provide guidelines for workgroup selection by using
WRKGRP.INI, as described in Custom, Automated, and Push Installations.

e The computer description can be up to 48 characters long, but it cannot contain any commas (,).
This text appears as a comment next to the computer name when users are browsing the network,
S0 you can use it to describe the department or location of the computer, or the type of shared
information.
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Changing Computer Settings in Custom Setup

This option is available only for Custom Setup

Windows 95 Setup detects the hardware in the computer and determines appropriate default values for
configuring the hardware. Usually, you should accept the values determined through hardware
detection, unless you know that a manual setting must be supplied.

Note You can select options in the Computer Settings screen for Advanced Power Management
(an option on some portable computers), Regional Settings (the local language preference), and
Windows User Interface (Windows 95 versus Program Manager). You can also add multilanguage
support for Eastern European, Greek, or Cyrillic languages if you are installing an English or
Western European version of Windows 95.

[
To configure system hardware options
1. In the Computer Settings screen, click the item in the list you want to change, and then click the
Change button.
MSBATCH.INF
[system] entries
define these options;
display=0
bypasses this screen

[setup]
express=1 also bypasses this screen

Windows 95 SetwpWizard |
@ Computer Settings

YWindows will be zet up with the following settings. |F any of this infarmation iz incorect, click the
itern, and then click Change.

Maote: Some devices on wour computer may not be on this st Setup will find and configure
theze devices later.

Item D'ezcription

CJ Dizplay

58 K eyboard Standard 1001/ 02-K.ey or Microzoft M atural Keyboard

8 K eyboard Layout United States

] }4 achine Standard PC

@ b onitor Standard WG4 6402480 [FO Hz) |

Change... |
Cancel |

The Select Device dialog box appears. A list displays the models that are identified as compatible for
the hardware detected in your computer.

MSBATCH.INF

[system]

display=value

< Back




defines this option; the value is a section name in that device’s INF file

Select Device |

- I Click. the Dizplay adapters that matches vour hardware, and then click OF. If
wou don't know which model vou have, click OF.

M anufacturers: b odels:

2l 53

MHumber Mine Computer
Dak. Technology
Drchid Technology
FParadise

" Show compatible devices

' Show all devices

Cancel |

2. In the Select Device dialog box, select the model name that matches your device.
—Or-
If you want to display all possible entries for the selected device category, click the Show All Devices
option, and then select the model that matches your device.

3. Click OK. For information about configuring a device, see Devices.

The following chapters provide information about changing specific hardware settings. You use the
same procedures during Custom Setup to change settings as are used after Windows 95 is installed.

To change this device setting See this chapter

Display, mouse, and COM ports  Devices

Network adapter Network Technical Discussion
Keyboard International Windows 95

If Windows 95 does not have a new driver for your display adapter when upgrading over a previous
version of Windows, it reports it as Standard Display Adapter (VGA) in the Computer Settings list.
Later, Windows 95 displays a message stating that your display driver is invalid; however, you can
select your Windows 3.1 driver from the list and continue. Although you can install Windows 3.1 display
drivers , Microsoft recommends that you upgrade to Windows 95 drivers wherever possible for
improved performance and reliability. For information, see Devices.
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Creating a Startup Disk

This option is available for all setup types

In the Startup Disk screen, Windows 95 Setup offers to create an emergency startup disk that contains
basic system files. You can use this disk to start Windows 95 when you cannot start the operating
system from the hard disk. Creating the startup disk is the default option, but you can choose to bypass
this step.

Important It is strongly recommended that you create a startup disk during Windows 95 Setup. If
you want to create a startup disk later, you can use the Add/Remove Programs option in Control
Panel to create one.

MSBATCH.INF

[setup]

EBD=1

forces creation of a startup disk

Windows 95 Setup Wizard

Startup Disk

Pleaze zpecify whether you want Setup to create a startup
digk. for o,

Y'ou can use a startup disk koo stark your computer and min
diagnostic programs if pou hawe trouble starting ‘wWindows. vou
will need one floppy digk [at l2azt 1.2 MB] to create a startup
dizk.

% Nes, | want a startup dizk [recommended)

™ Mo, | do not want a startup dizk.

< Back I M et > I Cancel

|

To create a startup disk
¢ Click the option named Yes, | Want A Startup Disk, and then click the Next button.
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Copying Files and Completing Setup

After hardware detection is complete and Windows 95 Setup has obtained all required information, the
next phase of Windows 95 Setup begins. During this phase, the Windows 95 files are copied to the
destination drive and directory.

MSBATCH.INF
[setup]

express=1

bypasses this screen

Windows 96 SetupWizad |
Start Copying Files

The ‘windows 95 Setup “wizard now haz enough information o
gtart caping Windows 95 files to your computer. [F pau want to
review or change any settingz, click Back.

To start copping *indows 95 files, click Mesxt.

1] Collecting information about your cormputer
¥ 2] Copying Windows 95 files to your computer
3] Restarting your camputer and finizhing Setup

Cancel |

If you chose to have Windows 95 Setup create a startup disk, Setup asks you to insert a floppy disk
into drive A. The disk does not need to be formatted or empty, but any information you have stored on
the disk will be permanently deleted. After you insert the disk, click OK to create the startup disk.
Windows 95 Setup formats the disk and copies the appropriate files.

When the basic installation steps are completed, Windows 95 Setup asks you to remove any disks
from the floppy disk drives. After you click OK, the computer is restarted, and the final phase of the
installation process begins, which includes converting Windows Program Manager groups and
migrating various system configuration settings to the Registry.

< Back

Near the end of the installation process, Windows 95 Setup asks you to complete several configuration
options. These configuration options are referred to as Run-Once options, because after you have
completed the installation steps for these options, that particular set of activities is not repeated again
when you choose the related option in Control Panel. Some Run-Once installation procedures are
described in the following sections.

For more information about this phase, see Setup Technical Discussion.
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Copying Files and Completing Setup
Setting the Local Time Zone

Setup prompts you to set the time zone for your location. This is an important step for network
computers that need to keep time stamps synchronized.

|

To configure the local time zone
¢ Click your location on the map.
—Or-
Select your time zone from the list.

MSBATCH.INF

[install]
timezone=string
defines this option

DatesTime Properties E |

Date & Time  Time Zone |

-

I[GMT-EIE:IJEI] Pacific: Time [U5 & Canada); Tijuana

¥ futomatically adjust clock for daylight saving changes

Cancel Apply
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Installing and Configuring a Printer

If you are installing Windows 95 in a new directory or on a computer that did not have a previous
version of Windows, Windows 95 Setup automatically runs the Add Printer wizard the first time that
Windows 95 is started after the basic installation is complete.

MSBATCH.INF
[Printers]

printer=driver,port
defines this option

Add Printer Whizard

T hiz wizard will help you to install your printer quicky and
easily.

To beqin installing vour printer, click Mest.

¢ Back

Cancel |

[

To configure a printer during Windows 95 Setup
¢ |n the Add Printers wizard, click Next and follow the instructions on the screen.

—Or-

Click Cancel if you do not want to install a printer.
If you want to install or change a printer after Windows 95 is installed, double-click the Printers folder in
My Computer. For information about installing and managing printers in Windows 95, see Printing and
Fonts.
If you are installing Windows 95 in the same directory as an earlier version of Windows, then your
previous printer configuration is incorporated into Windows 95 and the wizard for installing printers
does not run during Setup.
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Running Windows 95 Setup
Copying Files and Completing Setup
Configuring Microsoft Exchange

During the final stages of Windows 95 Setup, the Inbox Setup wizard runs automatically if you selected
Microsoft Exchange in the Select Components screen.

If the administrator has already created a postoffice, added users to it, and shared it with all users on
the network, the postoffice name and location appear in the dialog box automatically without requiring
you to type this information. This makes setting up the Microsoft Exchange client with the Microsoft
Mail workgroup postoffice easy for all users in the workgroup. For information about setting up a
Microsoft Mail workgroup postoffice, see Electronic Mail and Microsoft Exchange.

|
To configure the Microsoft Exchange client
1. When the Inbox Setup wizard appears, follow the instructions on the screen for configuring the
Microsoft Exchange client on your computer.

2. If you also selected Microsoft Mail Services in addition to Microsoft Exchange, the wizard prompts
you for the path name for the postoffice location, your Microsoft Mail user name, and Microsoft Mail
password.
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Running Windows 95 Setup
Copying Files and Completing Setup
Completing Windows 95 Setup

Depending on the options you selected during Setup, the hardware devices you have, or the computer
you have, additional Run-Once options might need to be completed, such as the wizard for configuring
MIDI devices. After all the Run-Once options are completed, all of the files are installed, and the
computer is configured to run your applications.

For technical information about initializing the operating system at the completion of Setup and for a
detailed description of the system startup process, see Setup Technical Discussion.



Server-Based Setyp for Windows 95
Introduction

This chapter provides information about the Server-based Setup program, which is used to install
Windows 95 source files on a server, and to prepare for installing Windows 95 to run as a shared copy
on client computers.

Ll Server-Based Setup: The Basics
Ll Server-Based Setup: The Issues
] Planning for Machine Directories
= Planning for Shared Installations
_l Server-Based Setup: An Overview
1 Task 1: Copying Windows 95 Files to a Server
_l Selecting the Server
] Setting the Destination Path and Installation Policy
| Creating a Default Setup Script
Ll Installing Files on the Server
Ll Task 2: Creating Machine Directories
| Installing Windows 95 for Shared Installations
= Configuring Shared Installations
1 Configuring Shared Installations for Protected-Mode Clients

_I Configuring Shared Installations for Real-Mode Clients
Ll Creating the Disk Image for RIPL

1 Technical Notes for Shared Installations
[ System Startup and Networking for Shared Installations
Ll Technical Notes on MACHINES.INI and SETMDIR
L1 Other Notes on Shared Installations
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Server-Based Setup: The Basics

Server-based Setup (NETSETUP.EXE) is used to prepare the server to run Windows 95 Setup
(SETUP.EXE) on network client computers. Windows 95 provides improved support over Windows 3.x
for installing and running a shared copy of Windows 95 (that is, “shared installations”). After installing
Windows 95 source files on a server, Server-based Setup can be used to create and manage machine
directories, which contain the specific configuration information for each computer on a shared
installation. You can also use Server-based Setup to create setup scripts (which are batch files for
automated setup), as described in Custom, Automated, and Push Installations. Windows 95 supports
the following kinds of shared installations:

e Computers that start from the local hard disk and then run a shared copy of Windows 95 from the
server.

e Computers that start locally from a floppy disk and then run a shared copy of Windows 95 from the
server.

¢ Diskless workstations that remote boot (sometimes called RIPL or remote IPL) from servers and run
a shared copy of Windows 95.
At the time of the release of Windows 95, the remote-boot option can be used only for diskless
workstations on Novelle NetWaree version 3.x and 4.0 networks. Support for remote boot of
Windows 95 workstations will be available in upcoming releases of Windows NT. For information
about Windows NT support, contact your sales support representative.

Server-based Setup replaces the Administrative Setup process used for Windows 3.x and Windows for

Workgroups. The following table compares the actions required on older versions of Windows to the

Windows 95 methods.

Methods for Creating Network-based Setup and Shared Installations
Windows for Workgroups Windows 95

Run setup /a to create a Windows  Run Server-based Setup under
distribution directory on the network Windows 95 (netsetup)

Customize INF files for system, Create a setup script in MSBATCH.INF
desktop, applications, and Program format

Manager

For shared installations, create Included automatically as part of
network directories and configure Server-based Setup

shared files

For shared installations, create Included automatically as part of the
correct configuration files and setup script and Windows 95 Setup

startup disks for each workstation to
define settings for MS-DOS,
Windows, and networking software

Run setup /n on each workstation Run Windows 95 Setup with setup
script (setup msbatch.inf)

When you use Server-based Setup to create shared installations for computers that start from a floppy
disk or for remote-boot workstations that use a disk image on a server, you need to run Setup only
once for each type of computer. Server-based Setup can create machine directories for the other
similar computers. So you only have to make copies of the startup disk (either the floppy disk or the
boot image).

Therefore, for example, for shared installations of Windows for Workgroups on remote-boot
workstations, users simply restart their workstations to upgrade to Windows 95. For upgrading shared
installations that start from floppy disks, users can upgrade by simply restarting their computers with
the new startup disk.
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Server-Based Setup: The Issues

The Server-based Setup program is available only on the Windows 95 compact disc in the ADMIN\
NETTOOLS\NETSETUP directory. Server-based Setup is not provided on the Windows 95 floppy
distribution disks.

Important Server-based Setup can be run only from a computer running Windows 95.

You cannot run Server-based Setup from Windows 3.1, Windows for Workgroups, Windows NT, or
MS-DOS.

Typically, shared installations are used where there might be users who need to access various
computers for tasks such as point-of-sale data entry. Shared installations are also typically used on
enterprise networks with many thousands of similar computers.

The most important consideration in deciding how to run Windows 95 in the corporate environment is
the current configuration for workstations running Windows 3.x. If the largest portion of workstations
currently run shared Windows, then the upgrade process is straightforward if you continue to use a
shared configuration. If you decide to change a workstation to run Windows 95 from the local hard disk,
applications must be reinstalled and desktop settings reconfigured in addition to installing the new
operating system.

The basic benefits of installing Windows 95 on the local hard disk of a computer include the following:

e Performance is superior

¢ Less network traffic is generated

¢ The system can start and continue running if the server is not available

¢ The user has more freedom to customize the system, if system policies don’t restrict this
The benefits of a shared installation include the following:

¢ Little or no hard disk space is required on the local computer

e Updating drivers for multiple computers is easier

¢ The workstation is more secure and operation is safer for novice users, because network logon is
required and access to system files is limited (although you can use system policies to enforce the
same restrictions for local installations)

Although an entirely shared configuration makes it easy to maintain the system, a shared configuration
also means more network traffic and requires larger servers.

The following sections provide some guidelines and summary information for planning the installation
process for computers that will run a shared copy of Windows 95. This information supplements that
planning and implementation information presented in Deployment Planning Guide.
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Planning for Machine Directories

For a shared installation on each computer that starts from a floppy disk or a remote-boot disk image,
the machine directory is a required network directory that contains the particular files required for that
specific configuration. The machine directory contains WIN.COM, the full Registry, and startup
configuration files such as SYSTEM.INI.

Both Windows 95 Setup and Server-based Setup can create machine directories automatically, as
described in Task 2: Creating Machine Directories. For shared installations for floppy disk-based and
remote-boot workstations, you need to run Windows 95 Setup only once for each type of computer
configuration. Then you can use Server-based Setup to create machine directories for other
computers. You can replicate the startup disks (or boot images) for other computers of the same type.

For computers that start from the hard disk, machine directories are optional; however, you must run
Windows 95 Setup on each computer that has a hard disk, even if the computer will use a machine
directory on the network.

The machine directory is for computer-specific settings. This is different from the individual user
directories on Windows NT networks or the individual Mail directories on NetWare networks, which
contain user-specific files such as login scripts or user profiles for individual users. Using machine
directories offers several benefits:

e Computer-specific settings are saved in a central location, rather than with user-specific settings. So
the correct configuration is available for the particular computer, no matter which user logs on.

¢ Asingle boot image on the network (or single version of the floppy startup disk) can be used to start
several computers.

¢ The administrator can easily create and replicate shared Windows 95 installations for new
computers from a central location, often without having to run Windows 95 Setup repeatedly.

Windows 95 files for a shared installation are stored in the locations described in the following table.

File location Description

Startup disk Contains the real-mode software necessary to start the
computer and connect to the shared Windows directory,
including the mini Registry used to start the computer. The
startup disk for a shared installation can be a local hard
disk, a floppy disk, or a remote-boot disk image stored on a

server.
Machine Contains files specific to a particular computer (not a
directory particular user), including the full Registry. This also

includes the default USER.DAT file, which is updated with
the user’s personal USER.DAT if user profiles are enabled
on the network. The machine directory can exist on any
shared network resource. Machine directories must exist
on the network for computers that start from a floppy disk
or for remote-boot workstations, and are created locally by
default for shared installations on computers that have hard
disks.

Shared Windows Contains all the shared Windows 95 files. This directory is
95 directory on a marked read-only automatically during installation of the
server source files.

Server-Based Setup for Windows 95
Server-Based_ Setup: The Issues .
Planning for Shared Installations

This section summarizes some technical issues related to shared installations of Windows 95.



Technical issues for all network clients on shared installations.

Network logon is required before running Windows 95 on shared installations, because network
connectivity is required before Windows 95 can run across the network. This can be a generic logon,
rather than specific user logon. For more information, see Configuring Shared Installations.

¢ One Windows 95 software license is required for each computer that will run Windows 95.

¢ Because most or all of the Windows 95 files are located on the server for shared installations,
loading the shared Windows 95 components increases network traffic.

¢ Each client computer must use all 32-bit, protected-mode networking components or all 16-bit, real-
mode components, not a combination of real-mode and protected-mode components.

Important After Windows 95 installation is complete, all path statements in login scripts must
specify Windows 95 locations, and not Windows 3.x or MS-DOS. Make sure that path variables are
set correctly in login scripts to avoid unexpected behavior.

Technical issues for Microsoft protected-mode clients.
These issues are important in your planning for shared installations that use Microsoft Client for
NetWare Networks or Client for Microsoft Networks:

¢ Each client computer must use all 32-bit, protected-mode networking components. For example, a
computer running a shared installation cannot run a network client such as Microsoft Client for
NetWare Networks using ODI network adapter drivers.

¢ Real-mode components are required for the first connection to the network during system startup.
Microsoft TCP/IP in Windows 95 runs only in protected mode, so the computer must load an
IPX/SPX or NetBEUI protocol to make the real-mode connection to the network. After the system
loads and switches to protected mode, then Microsoft TCP/IP can be used. Real-mode versions of
NetBEUI and IPX/SPX-compatible protocols are built into the real-mode software that is used to
make the first connection to the server before Windows 95 starts.

¢ You cannot use existing NDIS 2.x or ODI drivers to support protected-mode networking clients. For
either Client for NetWare Networks or Client for Microsoft Networks, the network adapter must have
an NDIS 3.1 driver (although an NDIS 2 driver is used for the first connection to the server during
system startup).

¢ For protected-mode network clients, you cannot use a PCI network adapter or ISA adapters on a
PCI computer for system startup over the network. This is because PCIl adapters do not start until
the second booting of Windows 95. For shared installations, the adapter must start on the first boot.

Note If a computer has an IBM 16/4 token-ring adapter and has been using ODI drivers, Windows
95 Setup uses the existing ODI driver by default. To use this adapter with a 32-bit, protected-mode
network client, you must remove the existing ODI driver and replace it with the Windows 95 NDIS 3.1
driver for the IBM 16/4 token-ring adapter. For information about the specific statements for installing
the NDIS 3.1 driver for this adapter as part of a setup script, see MSBATCH.INF Parameters.

Technical issues for other network clients.

Client computers can run a shared copy of Windows 95 from a server using real-mode network
software other than the Microsoft real-mode networking software used for system startup. However,
computers that don’t use the Microsoft real-mode network software for system startup cannot use
protected-mode network clients (such as Client for Microsoft Networks or Client for NetWare
Networks).

Shared installation requirements.

Server-based Setup operates on one server at a time. You specify a particular server where Windows
95 files are to be installed and where related machine directories will be created for shared
installations.

However, the machine directories do not need to be created on the same server where the Windows
95 files are installed. In fact, to balance the network load, you might prefer to designate specific servers
to maintain the Windows 95 source files, and other servers to contain the machine directories and login
scripts. Typically, you need to make Windows 95 source files available from multiple servers, both to
provide fault tolerance and to reduce network traffic.

On the server, 90 MB of hard disk space is required for the Windows 95 source files. The following



summarizes the disk space required for each machine directory on a shared installation, not including
the swap file space requirements.

Disk Space Requirements for Server and Local Hard Disks

Startup type Local hard disk space Server disk space
Local hard-disk startup, 20 MB 0

local Windows 95

Local hard-disk startup, 2 MB (1 MB) 1.5 MB (optional)
Windows 95 on a server1

Floppy-disk startup, 1.2 MB floppy drive 2 MB

Windows 95 on a server

Remote-boot startup, 0 2 MB

Windows 95 on a server

1 If this configuration uses a machine directory on a server, only the Registry and basic files
are local.

The following table summarizes the memory requirements for client computers running Windows 95.
Recommended Client System Configuration for Windows 95

Windows 95 location Protected-mode1 RAM Real-mode: RAM
Local hard-disk startup, 8 MB (4 MB)s 8 MB (4 MB)
local Windows 95

Local hard-disk startup, 8 MB (4 MB) 8 MB (4 MB)
Windows 95 on a server

Floppy-disk startup, 8 MB (4 MB) 8 MB (4 MB)
Windows 95 on a server

Remote-boot startup, 8 MB (6 MB) 8 MB (4 MB)

Windows 95 on a server

1 Microsoft Client for NetWare Networks or Client for Microsoft Networks.
2 For example, Novell NetWare NETX real-mode client.

3 The first number indicates recommended memory; the second value is the minimum
requirement.

Swap file requirements for shared installations.

By default, the swap file for a shared installation is stored in the machine directory. For floppy-disk and
remote-boot computers, this means that all paging occurs across the network. If computers configured
for floppy-disk or remote-boot startup have hard disks, you will see noticeable performance
improvements as the swap file is placed on the hard disk.

To change the location for the swap file, add the entry pagingfile=c:\win386.swp in the [386Enh]
section of the SYSTEM.INI file stored in the machine directory. You can add this setting automatically
using an [Install] section in the setup script, as described in MSBATCH.INF Parameters.

The swap file size requirements vary, depending on the amount of RAM in the client computer, the
number and kinds of applications that are run, and other factors. For guidelines on swap file size, see

Performance Tuning.
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Server-Based Setup: An Overview

To install Windows 95 source files on the network and create setup scripts, you must run Server-based
Setup under Windows 95, and follow the instructions to do the following:

¢ Copy the Windows 95 source files onto the server, as described in Task 1: Copying Windows 95
Files to a Server.

This is the only step required to make Windows 95 source files available for running Windows 95
Setup from a network source.

¢ For shared installations, create a machine directory for each computer, as described in Task 2:
Creating Machine Directories. This step is required for floppy disk-based and remote-boot
installations. For computers that start from the hard disk, you must run Windows 95 Setup on each
computer, even if the computer will use a machine directory on the network.

¢ Create setup scripts for automated installation of Windows 95 on client computers, as described in
Custom, Automated, and Push Installations.

The following illustration summarizes the main tasks that are performed using Server-based Setup.

Server Bazed Setup !EE

— Set zerver inztall path: =

Inztall path: Wk 3awing5

Task 1
Set zerver name, paths,

: . i — | and inztallation policies,
Click Inztall to copy Windows o the server install path. and copy Windows 95

zource files

Chooze the path where uzers will run wWindows from.

Change Path... Inztall...

— Machine directory setup: =

Computers that boat from floppy dizks or remate boot servers require a machine
directony on the nebwork.

Click Add ta create additional machine directonies for new computers. | |oveats magl?:ezdiremuries
Click Wiew to review the computers you have already set up. for shared indallatons
Wig, ..
— M ake setup script;
Click Make Scrpt to create a zetup scrpt ko autornate Windows zetup.
Make Script... ! Ciptionally, create a

custom setup zonpt

E it |

After you have completed these preliminary tasks, you can run Windows 95 Setup to complete the
installation, as described in Installing Windows 95 for Shared Installations.

Note Run Windows 95 Setup from the directory where SETUP.EXE is stored.

In Windows 3.x, you had to switch to the directory you were setting up before running setup /n.
This is no longer necessary in Windows 95.

The files that make up Server-based Setup are uncompressed files in the ADMIN\NETTOOLS\



NETSETUP directory on the Windows 95 compact disc. The program can be run directly from the
compact disc, which is the recommended method.
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Task 1: Copying Windows 95 Files to a Server

To place the Windows 95 source files on a server, you must run the Server-based Setup program.
Using netsetup replaces the setup /a method used for Windows 3.x and Windows for Workgroups.

Note The procedures for Task 1 are the only steps you need to complete if you want to place
Windows 95 source files on a server for installation on computers that will run Windows 95 from
their local hard disks.

You can install the source files for shared Windows 95 installation on one of the following networks:

Banyane VINESe 5.52
Microsoft Windows NT Server
Novell NetWare 3.x and 4.x

You can also place the Windows 95 source files on servers for installing Windows 95 locally on the
following kinds of networks:

Artisofte LANtastice 5.x

DEC™ PATHWORKS™

IBMe OS/2® LAN Server 1.2 or greater

Microsoft LAN Manager 2.x

Microsoft Windows 95 peer server (for Microsoft or NetWare networks)
SunSoftm PC-NFSe 5.0

To get ready to copy Windows 95 source files on to a server

a

From the network administrator’s computer, log on to the network file server where you will place the
Windows 95 source files.

Make sure you log on with security privileges that allow you to create directories and copy files on
the network file server.

To run Server-based Setup

1.
2.

3.

Run Windows 95.

Insert the Windows 95 compact disc in the CD-ROM drive, and make sure that it is the active drive.
Then switch to the ADMIN\NETTOOLS\NETSETUP directory.

In Windows Explorer, double-click NETSETUP.EXE.

The Server-Based Setup dialog box appears so that you can begin installing source files and other
tasks.

The Server-Based Setup dialog box shows the currently selected server where source files are to be
installed.
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The following procedure summarizes the steps for installing source files using Server-based Setup.
The following sections provide details about the steps required to set up the server.

|

To install Windows 95 source files on a server
1. In the Server-Based Setup dialog box, click the Set Path button, and then specify the server path.
Then click OK.

The button name becomes Change Path if a server path was defined previously.

2. Click Install. Server-based Setup presents a series of dialog boxes so that you can complete these
actions:

¢ Set the server path where the source files are to be installed

e Specify how users can install Windows 95 from the server — on a local hard disk, as a shared
copy, or as the user chooses

¢ Install Windows 95 source files in the shared directory you specify

e Specify whether you want to create a default setup script, and then define the settings in the
script, if you choose to create one

e Provide a CD Key number for product identification

Tip After installing the Windows 95 source files in a network directory, make sure to copy any
required VxDs or DLLs from other vendors into the appropriate Windows 95 subdirectory on the
server. For information, see Custom, Automated, and Push Installations.
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Task 1: Copying Windows 95 Files to a Server
Selecting the Server

In the Server-Based Setup dialog box, the Set Server Install Path box shows the mapped drive or the
UNC path for the selected server.

_I
To define the path where source files will be installed
1. In the Server-Based Setup dialog box, click Set Path (or Change Path, if a path has already been
set).
2. In the Server Path dialog box, type the drive letter for a mapped drive or the UNC path to the server
where you want to install Windows 95 source files. Then click OK.

For example, if the server where you want to install the files is named NWSVR1 and the share is
WIN95SRC, type:

\\nwsvrl\win95src

Notice that you can specify a UNC path for a NetWare server if you are already attached to that
server.

If you specify a subdirectory on the server and that directory does not already exist, Server-based
Setup asks if you want to create the directory, and then completes this action if you confirm the
message.

If you have insufficient privileges for connecting to or creating a directory on the specified server, a
message warns you. You can specify another server, or quit Server-based Setup and log on using an
account that has sufficient privileges on the specified server.

When Server-based Setup is set to a new path, it looks for the Registry file (NETSETUP.POL) that it
uses to track which computers have been set up. Each time you use Server-based Setup to create a
machine directory, an entry is added to this file. No entry is added when a user runs Windows 95 Setup
from that shared directory.

Note NETSETUP.POL is read only by Server-based Setup to create MSBATCH.INF. You cannot
run System Policy Editor to read or modify NETSETUP.POL. Also, you cannot edit MSBATCH.INF
using Server-based Setup; you must edit setup scripts using a text editor.
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Task 1: Copying Windows 95 Files to a Server . .
Setting the Destination Path and Installation Policy

After you set the server name, you can install the Windows 95 source files on that server. You must
specify the source and destination paths for copying the source files, and set the installation policy that
specifies whether users running Windows 95 Setup from this server are installing Windows 95 to run
from their local hard disk or are preparing to run a shared copy from the server.

|

To set the destination path and installation policy for a server
1. In the first Server-Based Setup dialog box, click the Install button to display the Source Path dialog
box.

Server-based Setup stores the settings made in this dialog box in the default MSBATCH.INF file
created as part of the Server-based Setup process.

Source path

Fath ba install fron: IE Ok I

Cancel

Fath ta inztall to; Ihhedberghnetsetuphtest

— Install policy

Shared files zan be wzed by mare than one application and by mare than
Qne pErsar,

Space can be zaved on uzers' hard drives by leaving the shared files on
the server.

Chooze where the shared files will be installed:

& Server

< Local hard drive

< Uszer's choice

2. Select an installation policy option as described in the following table.
Installation policy Resulting installation capability

Server Allows only shared installation of Windows 95.
Select this option if the source files on this server
are to be used by client computers to run a shared
copy of Windows 95.

Local Hard Disk Allows installation only on a local hard disk. Select
this option if all Windows 95 files are to be stored
on each computer’s local hard disk.

User’s Choice Prompts the user to specify either shared or local
installation. Select this option if you are allowing
users to choose whether to run a shared
installation, or if you are using setup scripts to
install different types of installations using the
same source files.

If you select either User’s Choice or Local Hard disk, you will not be prompted to specify machine



directories. If you do not define machine directories, Setup will use a default machine directory. For
information about creating machine directories, see Task 2: Creating Machine Directories.

3. In the Path To Install From box, type the path for the source of the Windows 95 distribution files.

The first time you install the source files, this is the path to the CD-ROM drive and directory that
contains the source files on the Windows 95 compact disc.

If you subsequently install source files on other servers, you can specify the path to a network
directory that contains the Windows 95 source files.

4. In the Path To Install To box, type the path to the directory where the Windows 95 source files are to
be installed.

This must be a directory on the selected server where you want to copy the source files. (Server-
based Setup will create the directory if it does not already exist on the server.)

For both Path boxes, you can either type a drive and directory path or specify a UNC path name.
5. Click OK to continue to the next part of Server-based Setup.



Server-Based Setup for Windows 95
Task 1: Copying Windows 95 Files to a Server
Creating a Default Setup Script

Server-based Setup can create a default setup script automatically by storing the setup options you
specify in an MSBATCH.INF file that is placed with the Windows 95 source files on the server. This
default setup script can be used to install Windows 95 on individual computers, or it can be used as a
template to create other versions of the setup script.

This section summarizes the procedural steps related to creating a default script while installing
Windows 95 source files on a server. For information about making a script based on choosing the
Make Script button in the Server-Based Setup dialog box, see Custom, Automated, and Push
Installations. For information about the specific settings in MSBATCH.INF, see MSBATCH.INF
Parameters.

When you click OK in the Source Path dialog box after specifying the destination path and installation
policy option, Server-based Setup automatically prompts you to specify whether a default setup script
should be created. If you choose to create a default script, it will be saved as MSBATCH.INF on the
server.

The decision about whether to create a default setup script depends on the following:
¢ Principally, whether you want to control installation settings for users who install Windows 95 from
this server
¢ Whether you want to use the default settings to create custom scripts
¢ Whether you previously created a setup script and do not require a new default script
_I
To continue with Server-based Setup without creating a default script

¢ In the Source Path dialog box, click OK. Then, in the Create Default dialog box, click the Don’t
Create Default button to begin installing Windows 95 source files on the server.

Create default %

Thiz program can create setup batch scripts that can be uged to
automate the setup program. v'ou may create a default set of options to
uze for creating thesze scriptz. |f you want bo da this now, click the
Create Default... button. Create default... |

[
To create a default script for automating Windows 95 Setup
1. In the Create Default dialog box, click the Create Default button.

Server-based Setup displays the SBS Default Policies page for creating an MSBATCH.INF file that
contains the specific configuration settings.

2. Click options to check all the components you want to define in the setup script and, where required,
type values in the Settings box. After you have defined all components for the script, click OK.

For information about the values defined in the setup script, see MSBATCH.INF Parameters.

Some options require that you select or type additional information in the Settings box at the bottom of
this dialog box.
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Notice that although Server-based Setup uses the System Policy Editor user interface, this procedure
does not create system policies. Only a setup script is created.
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Task 1: Copying Windows 95 Files to a Server
Installing Files on the Server

After you complete all choices for a default setup script, Server-based Setup prompts you to supply the
CD Key identification number. You can find the 10-digit CD Key number on the yellow sticker on the
Windows 95 compact disc case.

When Server-based Setup has all the information it needs, it installs Windows 95 source files on the
selected server, performing the following tasks:

¢ Windows 95 source files are copied to the server, using the same hierarchical directory structure
used when files are copied to the hard disk.

¢ An MSBATCH.INF file is created on the server, based on the default computer settings. This setup
script is used whenever users run Windows 95 Setup from the shared directory on the server
without specifying the filename for another setup script.

When Server-based Setup is finished, the server should have the following directory structure (rather
than the flat directory structure created by the Windows 3.x setup /a command):

destination directory

Command

Config

Cursors

Fonts

Inf

Media

Progra~1
Access~1
Themic~1
Micros~1

Shellnew

System
Color
Tosubsys
Viewers
vmm32

Note Windows 95 source files and other shared system files are marked read-only automatically
during installation of the source files. You do not need to use the NetWare FLAG command or any
other procedure to set sharable attributes.
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Task 2: Creating Machine Directories

When you run Windows 95 Setup to create a shared installation for a client computer, information is
stored in the client computer’s machine directory (not in individual users’ home directories). The
machine directory contains the following kinds of configuration information:

¢ Appropriate initialization and configuration files (including WIN.INI and SYSTEM.INI)

e SYSTEM.DAT and USER.DAT files, which make up the Registry for the shared installation

¢ Files that define the Desktop, Start menu directories, and other programs

e The spool directory for printing

For floppy disk-based and remote-boot computers, the swap file and TEMP directory are also placed in
the machine directory. You must create machine directories on a server for floppy disk-based and
remote-boot shared installations. Using machine directories is optional for computers with hard disks
that are running a shared version of Windows 95.

You can set up the machine directory for a single computer or specify the filename of a text file that
defines machine directories for multiple computer names.

|
To specify machine directories for multiple computers
1. Create a text file that contains a list of computer names with the related location of machine
directories that are to contain Windows 95 computer-specific files.

In this text file, the entry for each machine directory must appear on a separate line, in the following
format:

computername, \\UNC _server_name\directory\machine _directory

For example:

machinel, \\nwsvrl\netsetup\machinel
machine2, \\nwsvrl\netsetup\machine?2

2. Save the file in text-only (ASCII) format, using any filename and storing it in any shared directory.

_I
To create machine directories using Server-based Setup
1. In the Server-Based Setup dialog box, click Set Path (or Change Path), and specify the path for the
server that contains the Windows 95 source files. Then click OK.

2. Click the Add button.



Set Up Machine

" Set up one machine

Computer name:
I.ﬁ.cct_desk'l Cancel |

Fath to machine directony: Edit Script... |

I'\'mtwﬂ hmachingimachine?
¥ Generate setup script

" Set up multiple machines

File zantaining a lizt of names and directanies:

¥ Generate setup scripts

Exizting machine directon:

IH‘-.ntsvﬂ Ymachinesmachinel

3. In the Set Up Machine dialog box, click an option to specify whether you are adding a single
machine directory or multiple directories:

¢ |f you want to add a machine directory for a single computer, click Set Up One Machine. Then
specify the name of the computer and the path to its machine directory.

¢ |f you want to add multiple machine directories using a batch file, click Set Up Multiple Machines.
Then type the path and filename of the batch file that contains the list of computer names and
machine directories. (This is the file created in the previous procedure.)

If the file is stored on another server, type the UNC path to the directory.

4. If you want Server-based Setup to create setup scripts based on the values set in this dialog box
and the default script created in Task 1, make sure the related Generate Setup Script option is
checked.

5. If you want to create a shared installation based on the configuration in an existing machine
directory, specify that directory in the box named Existing Machine Directory.

You can see a list of the machine directories created in the currently selected server by clicking the
View button in the Server-based Setup dialog box.

6. After you have specified all the options you want, click OK.

Server-based Setup creates the specified machine directories and, if you specified that a setup script
should be created, it stores a setup script in each machine directory.

Tip for Setting Up Machine Directories

The best way to take advantage of Server-based Setup for setting up
multiple computers is to specify options and run Windows 95 Setup to
create a shared installation for one computer. Then, for each group of
computers that have the same network adapter and that will start a shared
copy of Windows 95, you can use the Set Up Machine dialog box to
automatically create machine directories for all computers of the same type.

By using Server-based Setup in this way, you only need to run Windows 95
Setup once for each type of computer configuration. Setup will automatically



create machine directories and copy the main Windows 95 files, such as the
Registry files, INI files, program groups, and so on, to each new machine
directory. For each machine directory, Setup also updates the Registry to
set the correct path to the machine directory and to prepare the Run-Once
actions to convert program groups and complete other actions.

Server-Basec_J Setup fqr Windows 95 .
Installing Windows 95 for Shared Installations

Each computer that starts from a hard disk must run Windows 95 Setup. For remote-boot workstations
or floppy disk-based computers, run Windows 95 Setup once for each class of computers — that is,
workstations that have identical network adapter configurations. Similar computers can then use their
own machine directories with the startup floppy disk or boot image to run Windows 95.

The setup script tells Windows 95 Setup what kind of installation is allowed, based on the installation
policy specified in Server-based Setup. The script can force a local hard-disk installation or a shared
installation, or allow either. If the script is set to allow either, Setup asks the user to specify a shared or
local installation.

Notice, however, that Windows 95 can be installed for remote-boot workstations only by specifying
RPLSetup=1 in the [Network] section of a setup script.

For shared installations, you can use the default version of MSBATCH.INF stored on the server plus a
list of computer names and machine directories to generate a setup script for each client computer. You
can also create custom setup scripts using the MSBATCH.INF format. Also, you can archive setup
scripts, in case you need to run Setup again for a particular computer (for example, if the Registry
becomes corrupted and cannot be restored).

The appropriate setup script is specified as a command-line parameter when running Windows 95
Setup. As described in Custom, Automated, and Push Installations, you can use the following basic
approaches for installing Windows 95 with setup scripts:

¢ Run Windows 95 Setup with a setup script from the command line; for example:
setup n:\bob\bob.inf

¢ Use alogin script that includes a command line to run Setup with a setup script, automatically
installing Windows 95 when the user logs on

¢ Use Microsoft Systems Management Server or network management software from other vendors to
run Windows 95 Setup with a setup script

When Windows 95 Setup runs with a setup script, Setup performs the following for both local hard-disk

and shared installations:

¢ Detects and configures the hardware, storing the configuration in the computer’s machine directory

¢ Prompts the user to specify or change any settings that are not defined in the setup script

For shared installations, the following additional installation tasks are performed:

¢ If DisplayWorkstationSetup=1 is specified in the setup script, Setup prompts the user for the path
to the machine directory, if a path isn’t specified in the setup script

e Setup creates the startup disk (or boot image), as described in Configuring Shared Installations

¢ If a protected-mode network client is to be used, Setup configures the system for making the
transition from real-mode networking
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Configuring Shared Installations

The following sections present information about the specific configuration files for each type of shared
installation.

The default settings defined in MSDOS.SYS will also affect system startup on shared installations. For
information about these defaults and how to change settings, see Setup Technical Discussion.

Important After Windows 95 is installed, make sure that all path statements in login scripts
specify Windows 95 locations, and not Windows 3.x or MS-DOS. Unexpected behavior or system
instability can occur when erroneous path variables are set in login scripts.
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Configuring Shared Installations for Protected-Mode Clients

For shared installations, Windows 95 Setup adds the following basic kinds of entries in
AUTOEXEC.BAT for computers that will run a shared copy of Windows 95 and use basic Microsoft
networking for the first connection to the server:

snapshot

net start redir

net use drive: \\server\shared source
net use drive: \\server\share\machine_dir
setmdir

If AUTOEXEC.BAT previously included net start or net init statements, Windows 95 Setup adds the
commands for a shared installation at the same location. If AUTOEXEC.BAT included command lines
for MS-DOS-based utilities before the net start entry, you must place these after net start for an
AUTOEXEC.BAT file to be used with Windows 95.

For example, the earlier version of AUTOEXEC.BAT might contain these statements:

doskey
net start

Windows 95 Setup would change this AUTOEXEC.BAT to contain these statements:

drive:\sharreddir\doskey
net start basic
net logon /y

You must then manually edit AUTOEXEC.BAT to move the doskey statement after the net statements.

The SNAPSHOT.EXE utility called in AUTOEXEC.BAT is a real-mode program that prepares for the
transition to protected-mode networking. A protected-mode counterpart (SNAPSHOT.VXD, stored in
the shared Windows SYSTEM directory) uses this information to load the protected-mode network

client. The following list shows command-line parameters that Setup might add in AUTOEXEC.BAT.

Parameters for SNAPSHOT.EXE

Parameter Description

IB:n Sets n as the boot drive, where n is a drive letter A through
Z. Usually this is set to /b:c.

IM:n Sets the amount of memory to reserve for the real-mode
network, where n is a number in kilobytes. The default is
160K.

IS Enables shutdown trapping, which causes Snapshot to

intercept the Windows shutdown process and restart the
workstation as soon as it is disconnected from the
network. This parameter is used for floppy disk-based and
remote-boot computers that use swap files on the network.

IR Indicates that this is a diskless workstation that has no
floppy disk drives. (On some remote-boot computers, the
BIOS reports drives A and B when these drives don't exist;
this parameter solves that problem.)

N Sets verbose mode.

The net start command includes either the basic or nwredir parameter to start real-mode Microsoft
networking. For either parameter (and any type of network), the net use command is then used to
connect to make the initial network connection. The user is prompted for a user name and password
for this real-mode connection. Otherwise, you can modify AUTOEXEC.BAT to use a generic logon for
this first connection.



Note If the computer uses more than one network client, the first client specified in the clients=
entry in the setup script will be used to run Windows 95. If the first client specified in clients= is a
Windows 95 protected-mode client, then that client is used with the net start command.

The net use entries in AUTOEXEC.BAT map drives for the shared Windows 95 files and the machine
directory for the computer. The setmdir command (that is, Set Machine Directory) searches for
MACHINES.INI in the shared Windows 95 directory to locate an entry that specifies the path to the
machine directory that contains the full Registry for this computer. For more information, see Technical
Notes on MACHINES.INI and SETMDIR.

The startup disk for a shared installation contains all the software required to connect to the network
and start Windows 95. One startup disk can be used for computers with the same kinds of network
adapters and settings. The same configuration can be used to run a shared copy of Windows 95 on
remote-boot workstations with similar hardware configurations.

For computers that start from floppy disks, the contents of the startup disk fit on a 1.2 MB floppy disk.
After Setup, you should make sure that the startup disk is write-protected. The software on the disk
does not require writing information to the startup disk.
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Configuring Shared Installations for Protected-Mode Clients
Configuring a Computer that Starts from a Hard Disk

If you want to run a shared copy of Windows 95 on a computer that starts from its local hard disk, the
setup script should contain the following entries:

[network]
WorkstationSetup=1
HDBoot=1

In this case, if there is a hard disk present on the computer with sufficient space for the required files,
Windows 95 Setup creates the configuration required to start the computer from the Windows directory
on the local hard disk and run a shared copy from the network.

Optionally, if the entry DisplayWorkstationSetup=1 is specified in the setup script, the user can
choose to create a local installation or a shared installation of Windows 95. For a shared installation,
the user must specify the path for the machine directory.

For a computer that starts from a hard disk and uses Client for Microsoft Networks, AUTOEXEC.BAT is
set up as follows for a shared installation:

snapshot.exe

net start basic

net logon /savepw:no /y
net use x: \\server\share

For computers running a NetWare-compatible client as the default network client, AUTOEXEC.BAT is
as follows:

snapshot.exe
net start nwredir
net use drive: \\serverl\directory

The following shows an example of AUTOEXEC.BAT for a computer that starts from its local hard disk:

snapshot

c:\windows\net start nwredir

c:\windows\net use * /d

c:\windows\net use r: \\nwsvr\sys

path c:\windows;r:\sbsdist;r:\sbsdist\command
set tmp=c:\windows

set temp=c:\windows

Setup creates a machine directory and copies the following files to the machine directory:

e WIN.COM
¢ Allinitialization files, including WIN.INI and SYSTEM.INI
e USER.DAT

Notice that the USER.DAT portion of the Registry must be in the machine directory for user profiles
to work. During network logon, Windows 95 copies the correct USER.DAT to use if user profiles are
enabled.

Setup places SYSTEM.DAT on the local hard disk.

Because all Windows 95 source files are on the server, Setup does not need to copy Windows 95
locally as it does for installation on a local hard disk. The File Copy step in Setup should only copy
about 2 MB of files.

For shared installations on computers with hard disks, Setup modifies the Windows 95 startup disk by
changing the boot sector and copying new 10.SYS, COMMAND.COM, and MSDOS.SYS files. The files
in the following list are copied to the startup disk.

Files on Startup Disk for Shared Installations on Hard-Disk Computers



autoexec.bat msdos.sys protman.exe

command.com ndishlp.sys protocol.ini

config.sys net.exe snapshot.exe
himem.sys net.msg system.dat

ifshlp.sys neth.msg NDIS 2 adapter driver
i0.sys protman.dos

For a client computer that contains a hard disk, the swap file and TEMP directory are stored on the
local hard disk. To change the location for the swap file in this configuration, add a pagingfile=path
entry in the [386Enh] section of the SYSTEM.INI file that is stored in the machine directory.
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Configuring a Computer that Starts from a Floppy Disk

If you want to run a shared copy of Windows 95 on a computer that starts from a floppy disk, the setup
script should contain the following entries:

[network]
WorkstationSetup=1
HDBoot=0
RPLSetup=0

Windows 95 Setup creates the configuration required to start the computer from a floppy-based startup
disk and run a shared copy from the network. Setup also creates this configuration if HDBoot=1 is
specified but there is no hard disk present or there is insufficient space on the hard disk to install the
required files.

Note You must add an entry for the client computer in MACHINES.INI before that computer can
start Windows 95.

For shared installations on floppy disk-based computers, Setup creates a mini Registry in a machine
directory on the startup floppy disk. This reduced version of the computer's SYSTEM.DAT file contains
only the information needed by 10.SYS and the real-mode network that makes the initial connection to
the server. After connecting to the machine directory on the network, Windows 95 uses the full Registry
stored there.

The swap file and TEMP directory are also stored in the machine directory for a client computer that
starts from a floppy disk. To change the location for the swap file in this configuration, add a
pagingfile=path entry in the [386Enh] section of the SYSTEM.INI file that is stored in the machine
directory.

The following shows an example of AUTOEXEC.BAT for a computer that starts from a floppy disk to
run Windows 95 from a NetWare server:

snapshot

net start nwredir

net use * /d

net use r: \\server\share
setmdir
path=sbsdist;r:\sbsdist\command

Note Do not include the machine directory in the path. The setmdir command manages this
requirement automatically.

Windows 95 Setup creates the startup floppy disk by modifying the boot sector and copying 10.SYS.
After Setup, make sure that the startup disk for this configuration is write-protected. The following table
lists the files on the startup disk for this configuration.

Files on the Startup Disk for a Shared Installation on a Floppy-Disk Computer

autoexec.bat msdos.sys protman.exe

config.sys ndishlp.sys protocol.ini
command.com net.exe snapshot.exe

himem.sys net.msg system.dat (mini version)
ifshlp.sys neth.msg NDIS 2 adapter driver
i0.sys protman.dos

Server-Based Setup for Windows 95
Configuring Shared Installations
Configuring Shared Installations for Protected-Mode Clients



Configuring a Remote-Boot Workstation for Client for NetWare Networks

Windows 95 can be installed on remote-boot workstations that start from Novell NetWare 3.x and 4.x
servers. Remote-boot workstations contain a Remote Boot PROM that queries the network for
instructions. Before installing Windows 95 to run on a remote-boot workstation, you should first make
sure that the workstation successfully starts and runs with ODI drivers over RIPL.

If you want to run a shared copy of Windows 95 on a remote-boot workstation, the setup script should
contain the following entries:

[network]
WorkstationSetup=1
HDBoot=0
RPLSetup=1

Windows 95 Setup creates the configuration required for starting and running a shared copy wholly
from the network. Setup also creates this configuration on computers with NetWare-compatible clients
if HDBoot=1 is specified but there is no hard disk or floppy drive present or there is insufficient space
on the hard disk to install the required files.

At system startup for a remote-boot workstation that will run Microsoft Client for NetWare Networks, the
network provides instructions to create a RAM drive and then copies a disk image from the server to
the workstation’s RAM drive. Then the workstation continues booting from the RAM drive. The RAM
drive is removed from memory after the operating system switches to protected mode. Windows 95
Setup creates the disk image that is copied from the server to the workstation’s RAM drive. For
information about customizing boot images, see Creating the Disk Image for RIPL.

To accomplish these actions for remote-boot workstations, Setup adds the following line to the
workstation’s CONFIG.SYS to create the RAM drive:

device=a:\ramdrive.sys 1440

The following lines are added to AUTOEXEC.BAT:

@mkdir ramdrv:\
@copy a:\ ramdrv:\

When you run Windows 95 Setup on a remote-boot workstation, a mini Registry is created and copied
to the RAM drive. Windows 95 Setup also copies other supporting startup files to the RAM drive. When
Setup is finished, it creates a file containing a disk image of the workstation’s RAM drive on the server.
The startup disk image contains a reduced version of the computer’s SYSTEM.DAT file, which contains
the Registry information needed by 10.SYS and the real-mode network. After connecting to the
workstation’s machine directory, Windows 95 uses the full Registry stored there.

The following shows an example of AUTOEXEC.BAT created for a remote-boot workstation:

@copy a:\ c:\
c:

The following shows an example of WIN.BAT, which runs automatically after AUTOEXEC.BAT is run:

set comspec=c:\command.com

nwrpltrm

snapshot /R /S /B:C

net start nwredir

net use * /d

net use N: \\nwserverbasedsetup\sbsdist
path=n:\netsetup\rpl;n:\netsetup\rpl\command
setmdir

win.com

The machine directory is created on the server. Windows 95 Setup copies the files listed in the
following table.

Startup Files for Remote-Boot Installations



autoexec.bat msdos.sys protman.exe

bootdrv.com ndishlp.sys protocol.ini

config.sys net.exe ramdrive.sys
command.com net.msg rplboot.sys
himem.sys neth.msg snapshot.exe
ifshlp.sys nwrpltrm.com system.dat

i0.sys protman.dos NDIS 2 adapter driver

On remote-boot workstations, the NWRPLTRM.COM file runs during system startup to terminate the
connection to the disk image. Users looking at the boot image on remote-boot workstations cannot see
the RPLBOOT.SYS file

For remote-boot workstations, the network adapter is considered the boot device, and the real-mode
operating system files are stored with the disk image in the machine directory. The swap file and TEMP
directory are also stored in the machine directory. To change the location for the swap file in this
configuration, add a pagingfile=path entry in the [386Enh] section of the SYSTEM.INI file that is stored
in the machine directory.
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Configuring Shared Installations for Real-Mode Clients

All three types of shared installations can be used on computers that run real-mode network clients
such as the Novell-supplied NETX or VLM workstation shells.

When a shared installation is created for a real-mode network, the system startup does not include a
transition to 32-bit networking. After the initial connection to the network server, the networking
software continues to run in real mode. This means that many performance and feature enhancements
for Windows 95 are not available, but it also ensures that you can create shared installations on
networks where 32-bit, protected-mode networking solutions are not yet available.

As for local installation of Windows 95, you should make sure that the real-mode networking software
is installed and running correctly when you start Windows 95 Setup. Then run Windows 95 Setup,
specifying the machine directory and other information required to create a shared installation.

The configuration settings created for shared installations using real-mode network clients does not
include snapshot or net commands. Other configuration issues are described in the following notes.

Hard-disk computers with real-mode networking.
For computers that start from the hard disk, the configuration and system startup process are similar to
that for computers that use protected-mode clients, except there is no transition to protected mode.

Floppy-disk computers with real-mode networking.

For computers that start from the floppy disk, Setup first asks for the old boot disk for the network, and
then copies the information from the root directory on this disk to a temporary directory. Then Setup
copies the required Windows 95 components to that directory. Finally, Setup copies the directory
contents to the new startup disk for Windows 95. The startup disk still contains the original real-mode
network software. This configuration uses setmdir (in the same way as configurations for protected-
mode networking) in AUTOEXEC.BAT to find the correct machine directory, but the path is specified on
the command line rather than in a MACHINES.INI file.

Remote-boot computers with real-mode networking.

This configuration uses setmdir (in the same way as configurations for protected-mode networking) in
AUTOEXEC.BAT to find the correct machine directory, but the path is specified on the command line
rather than in a MACHINES.INI file.

To prepare for running a remote-boot workstation using a NETX or VLM client with Windows 95, you
must complete the following additional tasks:

¢ You must include the entry SaveSuBoot=1 in the [Setup] section of the setup script.

¢ You must manually copy the Novell-supplied files to the machine_dinSUBOOT directory and then
run RPLIMAGE again, as described in Creating the Disk Image for RIPL. For information about the
required files, see your Novell documentation.



Server-Based Setup for Windows 95
Configuring Shared Installations

Creating the Disk Image for RIPL

Novell NetWare does not provide RIPL support with its basic networking software. To obtain the latest
versions of RIPL software, you can contact your Novell dealer or download the self-extracting file
RPLKT1.EXE from the NOVLIB forum on CompuServe®. Configuring a remote-boot workstation is
governed by the terms of your Novell license agreement.

As with all NetWare software used with Windows 95, you should make sure that you have the latest
MS-DOS and Windows supporting files, including ODI drivers, network shell, LSL, and other required
DLLs.

To prepare for RIPL support on the server, you must load and bind the Novell-supplied RPL.NLM file in
AUTOEXEC.NCF and copy all .RPL files to the SYS:LOGIN directory.

To use RIPL to support a diskless workstation, the workstation must have an RPL ROM Module
(PROM) installed on the network adapter that can send the correct RPL frame sequence. You must
also create a disk image file in the server’'s SYS:LOGIN directory, as described later in this section.

For more information, see your Novell documentation; see also the Novell-supplied document,
RPLNLM.DOC, and IBM Remote Program Load User’s Guide from the NOVLIB forum on
CompuServe.

Notice that some older PROMs (such as NE2000 boot PROMSs) use only 802.3 Ethernet frame types;
RIPL.NLM cannot run with this frame type and usually binds to the 802.2 frame type. Such older
PROMs also cannot use BOOTCONF.SYS. For information about determining whether your site is
using such older PROMs, and to find the software solutions, see the Novell-supplied document
RIPLODI.DOC, available from the NOVLIB forum on CompuServe.

To allow a remote-boot workstation to start from a Novell NetWare server, the following actions must be
completed:
1. Create a boot disk, and then create a disk image file using the boot disk.
Windows 95 Setup installs a new disk image file, as described later in this section.
. Copy the remote-boot files to the server.
. Create a BOOTCONF.SYS file on the server.
. Install the Enhanced Remote Boot PROM on the network adapter.
. Install the network adapter in the remote-boot workstation.

. Add an entry for the workstation in MACHINES.INI, as described in Technical Notes on
MACHINES.INI and SETMDIR.

7. Connect the remote-boot workstation to the network.
Note Do not run RPLFIX.EXE or DOSGEN.EXE under Windows 95. These utilities are included

with the Novell RIPL software. DOSGEN is used to create IMAGE.SYS (the disk image for startup)
and NET$DOS.SYS to support RIPL on MS-DOS-based computers.

O O~ WN

If you want to customize the disk images further using the Microsoft RPLIMAGE utility, first you must
set SaveSUBoot=1 in the [Setup] section of MSBATCH.INF. The files to be included in the boot image
will be saved in the SUBOOT subdirectory under the machine directory. Then, use the RPLIMAGE
utility that is included in the ADMIN\NETTOOLS\NETSETUP directory on the Windows 95 compact
disc.

Important The RPLIMAGE utility creates a file name NET$DOS.SYS that consists of all the files
in the current directory. You must then move NET$DOS.SYS from the machine directory to the
server’'s SYS:\LOGIN directory.

You can use the following command-line parameters with RPLIMAGE.EXE to make a disk image of
files and directories, including lower level directories:

rplimage [pathname 1] [pathname?2] [It:n] [In:n] [Isc:n] [Inf:n] [[fs:n] [/h:n] [/f:n] [Iss:n] [le:n]
[label:string] [/date:yyyy.mm.dd] [[time:hh.mm.ss] [Isort]



Parameters for Microsoft RPLIMAGE.EXE
Parameter Description

It Specifies the number of tracks

In Specifies the number of sectors per track

Isc Specifies the number of sectors per cluster

Inf Specifies the number of FATs in the image

Ifs Specifies the size of FATs in sectors

/h Specifies the number of heads

If Specifies one of the standard formats

Iss Specifies the sector size in bytes

le Specifies the FAT type (12-bit or 16-bit)

Nlabel Specifies a volume label for the image

/date Specifies the date to touch all files and directories
/time Specifies the time to touch all files and directories
Isort Sorts the image by filename.ext in ascending order

The following information describes how Windows 95 Setup installs a new disk image file. It also
provides information to help you create a BOOTCONF.SYS file to support remote-boot workstations
running a shared copy of Windows 95 from a NetWare server. For more information, see the Novell
publication Installing Enhanced Remote Boot PROMSs on Novell Ethernet Network Interface Cards. To
obtain this document, contact your NetWare vendor.

When Windows 95 Setup is finished, it automatically creates a disk image on the server. This file
contains a disk image of the RAM drive for the remote-boot workstation.

You can include the boot image filename plus the workstation’s network address and node address in
the BOOTCONF.SYS file on the NetWare server that is the repository for boot image files.
BOOTCONF.SYS is stored in the SYS:LOGIN directory of the server, and is a text file that contains one
record for each remote-boot workstation or group of workstations. Multiple workstations can be
specified by using wildcards or question marks within the network address.

The following shows the format for each record in BOOTCONF.SYS. The parameters are defined later
in this section.

Ox[network_address,|node_address = image_filename.sys [ack] [frame=ff] [gns] [noack] [nogns]
[noprotect] [notro] [protect] [ps=server] [tro] [wait time=sss]

Each record ends in a carriage return or linefeed character.

The NetWare server that contains the boot image files should have Novell RIPL.NLM loaded and
bound to the appropriate network adapter. The following procedures summarize this process.

_I
To load RPL on a NetWare 3.x or 4.x server
1. At the command prompt, type load rpl

2. Then type the following:

bind rpl to board [ack] [frame=ff] [gns], [nodefault], [protect], [ps=server], [tro], [wait time=sss]
The parameters for BOOTCONF.SYS records and for binding RPL are not case-sensitive. The
parameters can be entered in any order, and can be separated by either commas or blank spaces. The
following table briefly defines these parameters. For more information, see your Novell-supplied
documentation on BOOTCONF.SYS.
Novell NetWare Parameters for BOOTCONF.SYS and BIND Commands
Parameter Description
ack Requires a per-frame acknowledgment so slower workstations

can pace RPL when it sends frames in burst mode.

bind board Binds RPL to a board configured for 802.2 frames. The board



frame=ff

gns

nodefault

nogns
noprotect
notro
protect

ps=server

tro

wait
time=sss

can be specified by the name of the network adapter board
number.

Configures RBOOT to use the following frame types: 802.2
(default), Ell (Ethernet_lI), or snap.

Causes the workstation to use a Get Nearest Server request
after RBOOT is downloaded. Use this parameter when the
workstation should find a server other than the one containing
RPL.

Causes RPL to ignore remote-boot requests when the node
address is not in BOOTCONF.SYS.

Overrides gns.

Overrides protect specified with BIND.

Overrides tro with BIND.

Adjusts memory size in BIOS data area to reflect the amount of

memory used by RBOOT, reducing available memory by 12K.
Do not use unless absolutely necessary.

Specifies that RBOOT attach to a preferred server other than
the server where RPL is located.

Causes the bootstrap program to perform This Ring Only Count
Of 3 on all broadcast frames. Used in source routing
environments.

Specifies how many seconds (0000 to 665535) the workstation
waits before selecting a Disk Image Name automatically, when
multiple names are specified in BOOTCONF.SYS.
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This section presents some technical notes related to running a shared copy of Windows 95.
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System Startup and Networking for Shared Installations

For shared installations, the first access to the network must occur in real mode. For shared
installations that use a Windows 95 protected-mode network client, Microsoft real-mode networking
(NET.EXE) is used for the first network connection, even for connecting to a NetWare network. After
Windows 95 is loaded, the protected-mode drivers take over if the computer is configured to use a
Microsoft protected-mode client such as Client for NetWare Networks.

Real-mode versions of NetBEUI and the IPX/SPX-compatible protocols are built into NET.EXE. Real-
mode networking includes only the basic redirector; there is no support for mailslots or named pipes.
Microsoft TCP/IP cannot be used until after the system loads and switches to protected mode.

The following briefly summarizes the software portion of the startup process for a computer that starts
from a floppy or hard disk to run a shared copy of Windows 95 from a server. For a general description
of the Windows 95 startup process, see Setup Technical Discussion.

¢ 10.SYS starts and reads the Registry to determine whether the computer is running Windows 95
over the network.

e COMMAND.COM runs AUTOEXEC.BAT and NETSTART.BAT (if present), which starts the network.

¢ During the first real-mode network connection, the system asks for a user name and password, and
then logs on the user. If the administrator configures AUTOEXEC.BAT for logon using a generic user
name, the user is not prompted to type a name and password.

¢ The network connects to the shared Windows directory. For computers running Windows 95
protected-mode network clients with machine directories on the network, the network also connects
to MACHINES.INI.

¢ [O.SYS starts Windows.

¢ If the computer is configured to run a Windows 95 protected-mode network client, the system
completes the transition to protected-mode networking.

Because there is both a real-mode and protected-mode network logon, it is possible that the user will
be prompted for logon information twice. To avoid this, you can configure the net logon statement in
AUTOEXEC.BAT to use a generic user name, so that the user isn’'t prompted to enter information for
the real-mode logon. To do this, use a statement in this format:

net logon generic_name password /y

Notice, however, that the network connection made during the original real-mode network logon
remains throughout the work session, even when the system switches to protected-mode network
components after the first connection. For example, if a generic login is used to make the first
connection to \ANWSVR1\SYS, and in protected mode you subsequently log on under your own user
name with a different logon server, the generic connection to \NWSVR1\SYS still remains.

The following describes some configuration issues and hints related to the real-mode and protected-
mode network logon:

e For Windows NT networks, you can make sure that the generic logon in real mode uses the same
domain as the user’s actual logon in protected mode. This avoids the connection problem altogether.

¢ For NetWare networks, if Client for NetWare Networks is configured to use the same preferred
server as specified in the real-mode logon, Windows 95 automatically tries the same user name and
password for protected-mode logon. If this is successful, the user will not see a second prompt for
protected-mode logon.

Notice in all cases that for shared installations, if you make the user name and password the same for
real-mode and protected-mode network logon and for Windows logon, the real-mode logon prompt
always appears.
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Technical Notes on MACHINES.INI and SETMDIR

MACHINES.INI is a file that lists, for each client, the location of the machine directory and other drive
letters to connect. This file is stored on the server containing the shared Windows 95 files. The
following shows the format of each entry in MACHINES.INI:

[Node address]
sysdatpath=drive: \path
drive=\\server\share specified in sysdatpath

The Node_address section name is the 12-character address of the network adapter for a particular
computer. You can find this address on NetWare networks by using the userlist/a command. On
computers running Windows for Workgroups or Microsoft Workgroup Add-on for MS-DOS, you can find
this address using the net diag /s command. If the node address you find is less than 12 characters
long, you must add 0 (zero) characters at the front of the address. For example, if the node address is
AA00578902, then the section name must be [00AA00578902].

The path defined in sysdatpath= must be a drive that is mapped to a drive letter in the same
MACHINE.INI section.

In the following example, the machine directory is set to E:\DIR1\DIR2, and drives C, D, and E are set
to network locations:

[00AAO051E4FB]
SysDatPath=e:\dirl\dir2
c=\\serverl\sharel
d=\\server2\share?2
e=\\server3\share3

Note A section entry must be included in MACHINES.INI for each remote-boot workstation or
floppy-disk computer in order for the computer to be started.

The setmdir command is used to set the machine directory for the computer and load the full Registry.

The floppy startup disk or disk image for shared installations contains only a mini Registry large
enough to start the real-mode network. The startup disk for shared installations does not contain the
information to find the machine directory, so that a single boot image on the network (or floppy startup
disk) can be used to start several computers. The setmdir command solves this problem.

For computers running Client for Microsoft Networks and Microsoft Client for NetWare Networks, the
setmdir command connects to the directory that contains the shared Windows 95 files and looks for
MACHINES.INI. When the setmdir command finds the computer entry in MACHINES.INI, it switches
the Registry APIs to point to the full Registry.

For computers that use real-mode networking clients, the setmdir command-line includes the path to
the machine directory, rather than using MACHINES.INI. This is because the system has no
guaranteed way of finding node addresses on other networks.

Parameters for SETMDIR

Parameter Description

v Sets verbose mode, so information is displayed while the
program is running.

IR:path Sets the current Registry and environment variables to the

specified path. For example, setmdir /R:d:\users\anniep
does the following:

¢ Sets the Registry to D:\USERS\ANNIEP\SYSTEM.DATA
¢ Adds D:\USERS\ANNIEP to the path

¢ Sets the following environment variables:

comspec=d:\users\anniep\command.com



temp=d:\users\anniep
tmp=d:\users\anniep
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Other Notes on Shared Installations

MS-DOS Mode is disabled.

When the user starts a program that runs in MS-DOS Mode, Windows 95 shuts down and uses real-
mode MS-DOS to run the program. When the program quits, Windows 95 starts again. This mode is
available as a last resort mode for compatibility with existing software. Computers that run a shared
version of Windows 95 lose their network when Windows 95 shuts down. Because of the related
problems, MS-DOS Mode is not available for computers running Windows 95 over the network. When
a user tries to run a program in this mode, Windows 95 warns that the mode has been disabled.

Hot docking for network adapters is not supported.

When Windows 95 starts over the network, real-mode drivers control the network adapter. If the
network adapter is a Plug and Play card, the driver is responsible for setting the card to the active
state. (You can use the setup program provided with the card to do this.) Computers that run over the
network do not support hot Plug and Play disconnects, because the operating system is on the
network.

Users cannot log off and log on as a different user.
For another user to log on to a shared installation, the computer must be shut down and restarted.

Safe Mode startup always runs configuration files.

To perform a Safe Mode system startup for a shared installation, the network must be started, so
10.SYS always runs AUTOEXEC.BAT, CONFIG.SYS, and NETSTART.BAT. Information in the machine
directory controls how and when to perform a Safe Mode startup.



Custom, Automatgd, and Push Installations
Introduction

This chapter provides information about customizing Windows 95 and using login scripts for automated
installation of Windows 95.

Ll Custom Installations for Windows 95: The Basics
L1 Custom Installations of Windows 95: The Issues

| Customizing Windows 95 with Setup Scripts
7] Using Server-Based Setup to Create Custom Scripts
1l Using BATCH.EXE to Create Setup Scripts
L1 Editing MSBATCH.INF for Custom Settings

= Customizing Setup for Accessibility Requirements
_I Installing Other Software Using Custom Scripts
= Customizing Detection for NetWare Networks
1 Running Custom Setup Scripts
o Customizing Windows 95 with WRKGRP.INI Files
= Customizing Windows 95 with Profiles and Policy Files
L1 Overview of Push Installations
| Using Login Scripts for Push Installation
7] Preparing a STARTUP.GRP File
= Preparing Login Scripts for Push Installations
= Setting Up a Windows NT Server for Push Installations
= Setting Up a NetWare Server for Push Installations
= Running Login Scripts for Push Installations
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Custom Installations for Windows 95: The Basics

You can use the Server-based Setup program, as described in Server-Based Setup for Windows 95, to
install source files and create setup scripts to automate all kinds of Window 95 installations. After using
Server-based Setup to create a basic setup script, you can use a text editor to customize setup scripts
for your site.

You have several options for customizing Windows 95 when users install Windows 95 using source
files on a server. The most basic options include the following:

¢ Create custom MSBATCH.INF files. The custom setup scripts contain predefined settings for all the
options that can be specified during Setup, and can contain instructions for installing additional
software.

¢ Create user profiles and system policies to customize the desktop and system settings, or to restrict
users’ abilities to change the configuration.

The following table compares the customization methods formerly used for Windows for Workgroups

versus the methods prescribed for Windows 95.

Comparison of Customization Methods

Windows for Workgroups
SETUP.SHH to customize system
settings

SETUP.INF to copy additional files or
to force Setup options
CONTROL.INF to list incompatible
TSRs or force selection of devices or
network clients

APPS.INF to create PIFs for
applications

WRKGRP.INI to control workgroup
membership

[New.Groups] in SETUP.INF for
custom program groups

setup /p to restore program groups;
manually copying .GRP files to
restore desktop contents

SYSTEM.INI, WIN.INI, or
CONTROL.INI to modify system or
desktop settings

Windows 95
MSBATCH.INF settings

MSBATCH.INF settings

NETDET.INI for NetWare TSRs;
built into Setup for all others

APPS.INF (same format)

WRKGRP.INI (similar format, with a
new entry for Windows 95 features)

System policies to customize the
desktop contents

GRPCONV.EXE to convert program
groups or restore default menus, as
described in Setup Technical
Discussion

For upgrades from Windows 3.x,
custom settings are migrated; for the
rare cases in which there is no
equivalent in the user interface or in
system policies, you can still modify
INI files

After a setup script and other customization files are created, Windows 95 can be installed
automatically by running Setup at each client computer, using the name of the setup script as a
command-line parameter. Setup can be run from any of the following:

¢ Alogin script

¢ From server-based system management software
¢ From a batch file that contains the appropriate setup command line, distributed on floppy disk or by

electronic mail
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Custom Installations of Windows 95: The Issues

In Windows 95, you cannot modify the default INF files to customize the setup process or the final
Windows 95 installation. Instead, Windows 95 provides more flexible, easier to use methods that rely
principally on MSBATCH.INF and system policies to control installation options or manage the final
configuration.

To take advantage of user profiles, the client computers must be running a 32-bit, protected-mode
network client, such as Microsoft Client for NetWare Networks or Client for Microsoft Networks.
Additional issues for using user profiles and system policies are described in User Profiles and System
Policies.

To take advantage of WRKGRP.INI for restricting workgroup choices, the file should be stored in the
shared directory that contains the Windows 95 source files. For shared installations, WRKGRP.INI
should be stored in the shared Windows directory on the server.

The following list summarizes the items that cannot be customized or the screens that cannot be
skipped during Windows 95 Setup.

Setup Components That Cannot Be Skipped or Customized

Dialog box or Comment
message
MS-DOS Uninstall This message appears if Setup detects MS-DOS

Uninstall information on the computer. You cannot
turn off this display or automate a response.

0S/2 Detected This message appears if Setup detects that a
version of OS/2 is installed on the system. You
cannot turn off this display or automate a response.

Quit All Windows This message appears if Setup detects that other

Programs programs are running. You cannot turn off this
display or automate a response. This message
always appears if Setup is run using a Windows-
based network management tool such as Microsoft
Systems Management Server.

Not Enough Disk Space This message appears if there is not enough hard
disk space to support the specified installation type.
You cannot turn off this display from a setup script.
However, to avoid this message, start Windows 95
Setup using the setup /id switch.

Caution Setup will fail during installation if it runs
out of disk space.

Checking Your Hard This information message always appears. You

Disk cannot turn off this display, but no response is
required.

Preparing Directory This information message always appears. You
cannot turn off this display, but no response is
required.

Analyzing Your This information message always appears. You

Computer cannot turn off this display, but no response is
required.

If Express=1, you cannot add parameters to override safe detection for network adapters, SCSI
controllers, or sound cards. This means that if the software detection process in Setup does not find
peripheral hardware that is actually installed on the computer, then Setup will not run hardware
detection to install support. In such cases, the user will have to use the Add New Hardware option in
Control Panel to install support after Setup is complete.



You can force installation of certain hardware when Express=1 by adding specific entries in the
[System] section to install support. Otherwise, specify Express=0 in MSBATCH.INF, and then during
Setup you can manually specify hardware detection in the Analyzing Your Hardware dialog box.
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Customizing Windows 95 with Setup Scripts

You can specify custom settings for Windows 95 installations by creating a custom file in
MSBATCH.INF format and using this setup script for installation. The default setup script is stored with
the source files on the server. Custom setup scripts can be stored in users’ home directories or in other

central locations.

There are several ways to create a custom setup script:

e Use Server-based Setup (NETSETUP.EXE) to specify many custom settings

¢ Use Batch Setup (BATCH.EXE in the Windows 95 Resource Kit utilities) to specify most settings
¢ Create or edit a file in MSBATCH.INF format to specify all possible custom settings

These methods are described in the following sections.

Tip The Windows 95 Resource Kit utilities include generic setup scripts for a variety of cases.
These scripts can be used as is or modified to automate Windows 95 Setup.
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Using Server-Based Setup to Create Custom Scripts

You can use the Make Script button in Server-based Setup to create a default setup script. This option
can only be used to create a setup script, not to edit an existing script. To edit an existing script, you
must use a text editor, as described in Editing MSBATCH.INF for Custom Settings.

[
To create a custom setup script using the Server-based Setup program
1. In Server-Based Setup, click the Make Script button.

2. In the Save As dialog box, specify the filename for this setup script, then specify the path where the
script is to be stored, and click OK.

# 5B5Default Properties EH E3 |

Policies I

=1 SBSDefaul
Eltﬂl Setup options
o Autornated [nstal

----- [ Setup Mode
----- [ Create an Emergency Boot Disk
i[O Install Verification

------ [0 Enable Pen windows Waming
]@ Install location

]@ M arme And Organization

]@ Metwork, O ptions

]@ System Components

I':'Iu',ll Most recently used paths [(MAL]

------ [0 Most Becently Used Paths

&
&
&
&

Settingz far Autamated Inztal

IJzer Input; I ,I

Allows uzer input

0k, I Cancel

3. Use the SBS Default Properties dialog box to specify custom settings.

The following table summarizes what is set when a particular option is checked in the SBS Default
Properties dialog box. For more information about each of these options when specified in a setup
script, see MSBATCH.INF Parameters.

Server-Based Setup Options for Custom Scripts

Option Description and related script setting

Setup Options [Setup]:

Automated Install  Specifies whether to allow user input during Setup; sets
Express=1.

Setup Mode Selects Compact or Custom as the Setup type; sets the
InstallType= value.

Create an Ensures that Setup will create a startup disk; sets



Emergency Boot EBD=1. The user will be prompted to insert a floppy disk
Disk when Setup is ready to create this disk.
Install Verification  Specifies full installation or verification only; sets the
Verify= value:
¢ Do a full installation
e Verify install but don’t copy files
Enable Pen Ensures that a warning appears if Setup finds an
Windows Warning  unknown version of Pen Windows; sets
PenWinWarning=1.

Install Location [Setup]:

Install Directory Specifies the path for where Windows 95 is to be
installed; sets the InstallDir= value.

Server based Specifies where to install and how to start Windows 95.

Setup The Store Windows item offers two options:

e On the server (for shared installations)
e On the user’s hard disk (for local installations)

The Boot Device item offers three options that apply
only for shared installations:

e Floppy disk
e Hard disk
e Remote-boot server

For information about shared installations of Windows
95, see Server-Based Setup for Windows 95.
Name and Organization [NameAndOrg]:

Display name and Prevents the User Information dialog box from
organization page appearing during Setup; sets Display=0.

Name Specifies a user name; sets the Name= value.
Organization Specifies a company name; sets the Organization=
value.

Network Options [Network]:
Display network Prevents the Network Configuration dialog box from

pages during appearing during Setup; sets Display=0.
custom setup
Clients to Install Specifies a comma-separated list of network clients to

be installed; sets the Clients= value.

¢ VREDIR installs Client for Microsoft Networks
¢ NWREDIR installs Client for NetWare Networks
e NETX or VLM retains existing Novell-supplied clients

The first client in the list becomes the default client,
which loads first when the computer is started.
Client for Windows Networks [VRedir]:

Validated Logon Permits network logon only if the user has a valid
account on the domain; sets ValidatedLogon=1.

Logon Domain Specifies a Microsoft network domain name; sets the
LogonDomain= value.
Client for NetWare Networks [NWRedir]:

Preferred Server  Specifies a NetWare server name; sets the
PreferredServer= value.



First Network Drive

Specifies a drive letter; sets the FirstNetDrive= value.

Protocols [Network]:

Protocols to Install

Specifies a comma-separated list to set the Protocols=
value. The following values install the standard protocols
provided with Windows 95:

¢ NWLINK indicates IPX/SPX-compatible protocol
e NETBEUI indicates Microsoft NetBEUI
e MSTCP indicates Microsoft TCP/IP

The first protocol in the list becomes the default
protocol, which also sets LANA 0.

IPX/SPX-compatible protocol [NWLink]:

Frame Type

NetBIOS support

Selects a frame type; sets the FrameType= value. The
recommended setting for this is Auto unless you are
absolutely certain of the frame type.

Installs support for NetBIOS over IPX; sets NetBIOS=1.

Microsoft TCP/IP [MSTCP]:

DHCP
IP Address

Subnet Mask

WINS

Primary WINS
Secondary WINS

Scope ID
Enable DNS

Hostname

Domain

DNS Server search
order

Domain search

order
LMHOST Path

Gateways

Enables DHCP for configuring TCP/IP; sets DHCP=1.
Specifies an IP address for the computer in the form
HiHh HHE HHE #HEE, sets the IPAddress= value.

Specifies a subnet mask in the form ##H# #H
sets the SubnetMask= value.

Specifies whether WINS servers are used for name
resolution and how WINS is configured; sets the WINS=
value. The following are the possible choices:

e Disable WINS

¢ Enable WINS; get parameters from DHCP

e Enable WINS resolution (you must type WINS
addresses)

Specifies an IP address for a WINS server in the form
i #HHE #HHEHHE, sets the PrimaryWINS= value.

Specifies an IP address for a WINS server in the form
HHHE HiHE #HEHEAHEE, sets the SecondaryWINS= value.
Specifies a scope ID string; sets the ScopelD= value.
Enables the use of DNS servers or LMHOSTS files for
name resolution; sets DNS=1.

Specifies a host name for the computer (usually the
same as the value of ComputerName=); sets the
Hostname= value.

Specifies the DNS domain name for this computer; sets
the Domain= value.

Specifies a comma-separated list of DNS servers in the
order to be searched, each in the form ### .ttt #HH# #iH,
sets the DNSServers= value.

Specifies a comma-separated list of DNS domain
suffixes; sets the DomainOrder= value.

Specifies the path where the LMHOST file is stored;
sets the LMHostPath= value. Notice that you must also
check the Enable DNS option to use LMHOSTS.

Specifies a comma-separated list of gateways to be



used, each in the form #HE ##H i #HE, sets the
Gateways= value.

Net cards [netcard]:

Net cards to install

Specifies a comma-separated list of network adapter
driver names, which sets the Netcards= value.
Note In general, this value should not be defined in a

setup script; you should let Windows 95 Setup use
detection to identify and configure network adapters.

Services [Network]:

Services to install

Specifies a comma-separated list of network services to
be installed; sets the Services= value. For File and
Printer Sharing services, specify one of the following
values:

¢ VSERVER installs support for Microsoft networks
e NWSERVER installs support for NetWare networks

File and Printer Sharing for NetWare Networks [NWServer]:

SAP Browsing

Browse Master

Enables SAP Advertising for this computer; sets
Use_SAP=1.

Enables Workgroup Advertising for this computer, and
specifies the browser master role for this computer; sets
the BrowseMaster= value. The following choices are
possible:

¢ This machine can be a browse master
¢ This machine cannot be a browse master
e This machine is the preferred browse master

File and Printer Sharing for Microsoft Networks [VServer]:

LMAnnounce

Browse Master

Allows computers running Microsoft LAN Manager to
see this computer; sets LMAnnounce=1.

Specifies the computer’s browser master role; sets the
MaintainServerList= value. The following choices are
possible:

¢ Auto (the computer can be a browse master if
required)

e Enabled (this computer is the browse master)

¢ Disabled (this computer cannot be a browse master)

Identification [Network]:

Computer Name
Workgroup

Description

Specifies a unique name on the network; sets the
ComputerName= value.

Specifies a unique name on the network; sets the
Workgroup= value.

Specifies any string, with no commas; sets the
Description= value.

Access Control [Network]:

Security Type

Defines the type of security to be used to protect shared
resources, and the type of pass-through security agent,
if user-level security is specified; sets the Security=
value. The following choices are possible:

e Share (for share-level security)
e User-level — Windows NT domain



e User-level — Windows NT computer
e User-level — NetWare server

Pass-through Specifies the server or domain that is to provide pass-
Agent through validation for user-level security; sets the
PassThroughAgent= value.

System Components [System]:

Various device Specifies the related INF section name for installing and

types configuring a specific device. This includes Advanced
Power Management, locale, machine, pen windows,
tablet, keyboard, monitor, display, and mouse devices.

Note The recommended method for installing and
configuring all these devices is for Windows 95 Setup to
use detection.

Most Recently Used Paths [InstallLocationsMRU]:

Most Recently Specifies UNC names for up to four paths that can be
Used Path displayed in dialog boxes that request the location of
files during Setup.

Tip for Ensuring User Logon Capabilities in Setup Scripts

By default, Windows 95 Setup preserves the network identification
information from the user’s previous networking configuration, including the
logon domain or preferred server. However, in cases where this
configuration information is not already defined, you must specify settings in
the setup script.

If users are installing Windows 95 from a server that requires logon
validation, make sure the custom setup script defines the correct logon
server. For a computer that will run Client for Microsoft Networks and use
the Windows NT network for network logon validation, you should define
values for LogonDomain= and ValidatedLogon= in the [VRedir] section.
For a computer that will run Client for NetWare Networks, define a correct
value for PreferredServer= in the [NWRedir] section.

If the appropriate values aren’t defined in a setup script, the user might not
have the validated access required to complete the final Setup steps for
installing printers and other actions.

Custom, Automated, and Push Installations
Customizing Windows 95 with Setup Scripts

Using BATCH.EXE to Create Setup Scripts

Batch Setup (BATCH.EXE) is a Windows-based program that makes it easy to create setup scripts that
can be used to automate Windows 95 installation. By running Batch Setup and completing the options,
you create a file in MSBATCH.INF format that can be used to run Windows 95 Setup with minimal user
intervention.

This tool is especially useful when you are testing alternate configurations and need to run Setup
repeatedly. Batch Setup can be used to define all options in a setup script; however, unlike Server-
based Setup, it cannot be used to install source files or create machine directories for a shared
installation.

The following summarizes the suggested method for running and using Batch Setup.

[
To use Batch Setup (recommended method)
¢ From the Start menu, click Run. Type batch.exe and then complete all the options to create a
customized setup script.



For assistance in completing any options, see the online Help for Batch Setup.

After you create the setup script, you can run Windows 95 Setup by specifying the name of the script
as a command-line parameter, as described in Running Custom Setup Scripts. Depending on how
many options you completed in Batch Setup, you might not have to provide any additional input while
installing Windows 95.

For more information, see the BATCH.HLP and README.TXT files in the BATCH directory. For a
description of the parameters in the file created by Batch Setup, see MSBATCH.INF Parameters. If you
want to modify the file that is created, follow the guidelines for editing setup scripts, as described in
Editing MSBATCH.INF for Custom Settings.
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Editing MSBATCH.INF for Custom Settings

After you have used Server-based Setup or BATCH.EXE to create a setup script in MSBATCH.INF
format, you can edit and save this file with a text editor to create alternate or more detailed setup
scripts.

_I
To edit MSBATCH.INF
1. Use a text editor such as Notepad to open the MSBATCH.INF file.

2. Edit the file, and save it in text-only format.

The following are the editing guidelines for MSBATCH.INF:

e Each section starts with a unique section name enclosed in
brackets ([])-

¢ Only sections and key words defined in MSBATCH.INF Parameters, are evaluated by Windows 95
Setup.

¢ Each section can contain one or more entries. The typical entry consists of a key word and a value
separated by an equal sign.

¢ Key words within a section do not have to be unique, but each key word and its value should follow
the guidelines for that key word.

¢ A comment can be included anywhere on a line by starting the comment with a semicolon.

Tip for Defining Custom Entries in Setup Scripts

Use the Custom Setup option to install Windows 95 on a single computer.
You can define all the optional components and other items you want
installed for other similar computers at your site.

After Windows 95 is completely installed on this single computer, you can
use any text editor to copy the [OptionalComponents], [Setup],
[NameAndOrg], and [System] sections from SETUPLOG.TXT in the
computer’s root directory. Add this information to define settings for the
same sections in the custom setup script.

This is especially useful for defining entries for [OptionalComponents] or
when many computers require the same [System] settings. Some settings
for the [Network] section can also be copied from SETUPLOG.TXT.

Custom, Automated, and Push Installations
Customizing Win_doyvs 95 with Setup Scripts _ .
Customizing Setup for Accessibility Requirements

Users who require accessibility aids to work with Windows can experience problems with Windows 95
Setup, because their accessibility aids are not available while Setup is running.

As the system administrator, you can assist users in such cases by creating setup scripts that define all
options so that Setup can run without user intervention. In such cases, be sure to include the Windows
95 Accessibility Options among the optional components to be installed with Windows 95.

The following suggestions can help individuals who require accessibility aids but do not have a system
administrator to create a setup script. In such cases, you have two options, depending on whether you
want to create the script while running Windows 3.x or MS-DOS:

¢ If you are running Windows 3.1 or Windows for Workgroups, use BATCH.EXE to create a setup
script

¢ If you are running MS-DOS, create or edit the AUTOMATE.INF setup script provided with the
Windows 95 Resource Kit utilities

When you install Windows 95 over an earlier version of Windows, Setup automatically moves your



Startup group and other Program Manager groups for use under Windows 95. So any accessibility
options in your previous Startup group will start automatically under Windows 95 after Setup is
completed.

Whichever method you choose for creating the script, you can use it to control Windows 95 installation
automatically, by using it with the setup command, as described in Running Custom Setup Scripts. For
information about the accessibility options that can be installed automatically with Windows 95, see

Accessibility.
o

To use Batch Setup to create a hands-free setup script
. Run Batch Setup, as described in Using BATCH.EXE to Create Setup Scripts.

. In the Windows 95 Batch Setup window, type the Setup Identification information.
. Click the Installation Options button.

. In the Windows 95 Installation Options dialog box, click the Type Of Installation list and select
Custom.

You can make any other changes you want. However, the recommended method is to accept all the
default settings and let Windows 95 Setup complete the actions automatically.

5. Click the Set button.

6. In the Batch Setup Administrative Options dialog box, make sure the option named Don’t Stop
During Setup is selected. Then click OK.

7. In the Windows 95 Batch Setup window, click the Optional Components button.

8. In the Available Areas list in the Windows 95 Optional Components dialog box, click Accessories.
Then in the Available Components list, click Accessibility Options so that it is checked.
You can use the same method to add any additional components to be installed with Windows 95.
Then click OK.

9. When you finish setting all the options you want, click the Done button. In the Save As dialog box,
specify the path and filename for saving this script.
For networking components, the recommended method is to allow Windows 95 Setup to install and
configure components automatically.

A WON -~
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To edit AUTOMATE.INF to create a hands-free setup script
1. Use any text editor to edit a copy of the AUTOMATE.INF sample script provided in the SAMPLES
directory with the Windows 95 Resource Kit utilities. You can also create this script by typing the
entries in the sample script following this procedure.

2. Change entries to specify your correct time zone, product identification number, and user name. To
make these changes, delete the semicolon at the start of the line, and type the correct text between
quotation marks.

For a list of correct values for time zones, see MSBATCH.INF Parameters.

Your product identification number is the CD Key number on the Windows 95 compact disc case or
the number provided on your Certificate of Authenticity.

3. Under the [Optional Components] section, include this entry:
"Accessibility Options"=1

The following shows an example of the entries defined in AUTOMATE.INF:

[Setup]
Express=1
InstallType=1

EBD=0

; TimeZone="" ;remove semicolon and add correct zone in quotes
;productid="" ;remove semicolon and type the product ID

vrc=1 ;overwrite files without warning you
[NameandOrg]

Display=0



Name="" ;type your username between the quotes

[Network]
Display=0

[OptionalComponents]
"Accessibility Options"=1
add any other components to be installed in this section

’
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Installing Other Software Using Custom Scripts

This section describes how to use INF Installer to prepare for installing other software with Windows 95
and how to add Run-Once actions that occur at the end of Setup.

Server-based Setup cannot be used to add extra components, such as Windows 95 Resource Kit
utilities or applications and services from the ADMIN directory on the Windows 95 compact disc. To add
such components or to add any other software that uses Windows 95 INF files, you must make sure
that the source files are installed correctly, the INF files used by Windows 95 Setup are modified
properly, and correct entries are added to MSBATCH.INF.

The INF Installer utility (INFINST.EXE) accomplishes these actions automatically for any software that
has a Windows 95 INF file. INF Installer is part of the Windows 95 Resource Kit utilities. Before you
can use INF Installer, you must use Server-based Setup to install the Windows 95 source files in a
network directory, as described in Server-Based Setup for Windows 95.

_I
To use INF Installer to add components in MSBATCH.INF
1. From the Start menu, click Run, and then type infinst

2. In the INF Installer window, click the Set Path button and type the UNC path name for the Windows
95 source files on the network.

3. To add a component’s INF and other files to the Windows 95 source files, click the Install INF button,
and then browse for the path name for the current location of the component’s INF, executable, and
supporting files.

INF Installer copies the files listed in the component’s INF file and makes the following modifications in

the MSBATCH.INF file that’s in the Windows directory on the server that contains the Windows 95

source files:

¢ |f the component is a network service, then the device ID as specified in the INF file is added to the
services= entry in the [Network] section.

¢ If the component is an application, the components listed in the INF file are added as comments in
the [OptionalComponents] section.

Note For any component to be installed using this setup script, you must manually remove the
semicolon before the entry for the component name.

If you want to add to the Run-Once operations that occur the first time Windows 95 starts, you can
define entries for these actions in MSBATCH.INF. In addition, you must make sure that the required
files are available with the Windows 95 source files, or are otherwise available on a shared resource
that users installing Windows 95 have access to. For software components that have Windows 95 INF
files, you can use INF Installer to prepare files to be included with Windows 95 Setup. You must also
add these entries in the setup script:

¢ Create an AddReg= entry in the [Install] section for each software component that you want to run
during the Run-Once part of Setup. For example:

[install]
AddReg=myprogram.addreg

For more examples of [Install] section entries, see MSBATCH.INF Parameters.
¢ In the related [software] section, add the following kind of entry for the operation:

[myprogram.addreg]
HKLM, Software\Microsoft\Windows\CurrentVersion\RunOnce\reg values

The following shows the Run-Once entry from MSMAIL.INF that causes the setup routine for Microsoft
Mail to run after Windows 95 is installed:

[MSMailAddReq]
HKLM, Software\Microsoft\Windows\CurrentVersion
\RunOnce\Setup, "$EmailRunOnce%",, "%$25%\mlset32.exe"



Important To create definitions in MSBATCH.INF for Run-Once statements or other actions, you
must provide the precise Registry settings that the program uses to read or write to the Registry.
This requires programmatic understanding of the software, or you must use values provided by the
software manufacturer.

If you want to add other software as part of Windows 95 installation, but that software does not have a
Windows 95 INF file, you must use a system management tool for software distribution, such as
Microsoft Systems Management Server.

Tip Avoid using relative path names in setup scripts so that you can make sure the commands
are run from the correct directory.
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Customizing Detection for NetWare Networks

This section describes the format of NETDET.INI, which is used to detect NetWare components and
TSRs during Windows 95 Setup. You can use this information to add custom entries for detecting
components on NetWare networks and defining actions to be taken during Setup based on detection
results.

Note If you do not need to modify the default detection behavior for setting up Windows 95 on
NetWare networks, you can skip this section.

The NETDET.INI and related NETOS.DLL files are stored in the PRECOPY2.CAB file on the Windows
95 floppy disks or compact disc. The version used by Windows 95 Setup is stored in the Windows
directory on the local computer. If you modify this file, you can place the revised version of NETDET.INI
in the Windows directory on the server that contains the Windows 95 source files.

Each component section in NETDET.INI consists of one or more detection entries, and one or more
event entries. A detection entry has the following format:

detectionN=method1[,method?2...]

Alternate detection entries can be used to define different actions to be taken, depending on how a
component is detected. For example, a TSR detected in memory but not in a batch file might require
different actions from the actions required when an entry for the TSR is found in AUTOEXEC.BAT. For
example:

detectionO=mcb
detectionl=autoexec.bat
full installO=migrate
full installl=prevent

Each method# parameter in the detection statement defines a detection method, as listed in the
following table. Setup assumes that the component has been detected if one method detects it.

Detection method Meaning

assumed Always detected; used to force an action
unconditionally

autoexec.bat Detected in an uncommented line in
AUTOEXEC.BAT

config.sys Detected in an uncommented line in CONFIG.SYS

custom_dll Detected by calling external DLL detection code

mcb Detected by checking the list of TSRs maintained by
MS-DOS in the memory control blocks (MCB)

mcb_nobat Detected in the MCB chain but not in
AUTOEXEC.BAT

system.ini Detected in an uncommented line in SYSTEM.INI

The special detection method custom_dll requires two additional entries: detection_dll, which
contains the filename of the DLL to be loaded, and detection_call, which contains the name of the
entry point consistent with the following typedef:

typedef BOOL (WINAPI *LPDCALL) (LPSTR)

Adding custom entries based on this detection method requires that you have sufficient programmatic
understanding of the calls made in the relevant DLLs. For an example of required entries for
custom_dll, see the example entry for VLM later in this section.

The NETDET.INI file includes one or more event entries grouped by numerical suffixes that match the
suffixes in detection entries (that is, N must be 0 or 1). Each event entry contains a list of actions to be
performed if the associated detection action was successful. The following shows the form of event
entries:



eventN=action1[(parameter)][,action2[(parameter)]...]

The event name is the name of the Setup code for handling installation of components related to the
detected TSR or NetWare component. The following list shows the defined events.

Event Meaning

protstack_installN The protected-mode protocol will be installed

nwredir_installN The protected-mode network client will be installed

full_installN The protected-mode protocol and network client will
be installed

The following table lists the defined action codes related to events in NETDET.INI.

Action code Meaning

none Do not do anything (NOP)

prevent Recommend against using during recommendation
phase

remove Comment out using REM in AUTOEXEC.BAT or a
batch file called from AUTOEXEC.BAT

unremove Remove REM comment from AUTOEXEC.BAT or a
batch file called from AUTOEXEC.BAT

migrate Comment out using REM in AUTOEXEC.BAT, and
add to WINSTART.BAT

unmigrate Remove REM comment in AUTOEXEC.BAT, and

remove from WINSTART.BAT
install_devnode(node) Cause specified device node to be installed
uninstall_devnode(nod Cause specified device node to be removed

e)

gen_install(section) Cause action in an install section to run (see the
example for Source Routing for NetWare later in this
section)

Notice that the event named prevent is a special case that is used during the recommendation phase
when Setup is determining which new Windows 95 components can be installed without interfering with
TSR dependencies defined in NETDET.INI. If a component is detected by the defined method and the
prevent action is associated with the related event, then Setup will recommend against the usual
Setup action for the event.

The following shows some examples of entries in NETDET.INI:

Pisiir VIM A.x iiiiiii

; prevents installation of Client for NetWare Networks
; 1f Novell NDS is used

[VLM]

detectionO=custom dll

detection dl1=NETOS.DLL

detection call=NW IsNDSinUsefull installO=prevent

7iiii; Btrieve ;iiiiiiiis

[Brequest.exe]

detectionO=mcb; installs all protected-mode components
full installO=migrate; if Btrieve is present

;77777 : NOVELL NETBIOS ;;;iiiiiiiiiiiiiii

; installs NETBIOS over IPX if Novell NETBIOS is present
[NETBIOS]

detectionO=mcb

full installO=remove, install devnode (NWNBLINK)



;2230010000 SOURCE ROUTING FOR NETWARE ;;:7;::::7
; adds cache size for Source Routing

[ROUTE ]

detectionO=mcb

full installO=remove,gen install (NWSRCR)

[NWSRCR]
AddReg=NWSRCR.reg

[NWSRCR.reqg]

HKLM, System\CurrentControlSet\Services\VxD\NWLINK, cachesize,,"16"

HKLM, System\CurrentControlSet\Services\VxD\NWLINK\Ndi\params
\cachesize,"",,"16"
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Running Custom Setup Scripts

The following procedure describes how to run Windows 95 Setup from a setup script.

i

To run Windows 95 Setup using a setup script with minimal user action
Start the computer running the existing network client software.

1.

2. Connect to the server or drive that contains the Windows 95 source files.

w

The network administrator can include this step in the login script to avoid user action.
Change to the directory where the Windows 95 Setup files are located.

4. At the command line, run Windows 95 Setup by specifying the batch file that contains the setup

script, using this syntax:
setup msbatch.inf

If MSBATCH.INF exists in the Windows directory on the server containing the Windows 95 source
files, Setup uses it by default. Otherwise, for example, you would type setup e:\mybatch.inf to run
Setup using a setup script named MYSCRIPT.INF on drive E. To use a script in the SCRIPTS
directory on a server named NTSVR1, you would type setup \\ntsvri\scripts\mybatch.inf
(provided, of course, that your operating system software can interpret UNC path names).

-Or -
Include the entire statement for running Windows 95 Setup in the login script, so that the user does
not have to type anything at the command prompt.

When you run Windows 95 Setup in this way, Setup takes all settings from the custom script. For
information not defined in the setup script, Windows 95 Setup migrates settings from an earlier version
of Windows 3.x on the computer, uses built-in defaults, or prompts the user to provide information.

After copying files, Windows 95 Setup restarts the computer and begins the Run-Once setup
operations (printer setup, program group conversions, and so on). When these operations are finished,
Windows 95 is completely installed.

When the user quits Windows 95 Setup at this point, Setup writes all changes to the Registry. The user
can restart the computer and log on with the usual logon hame and password.

The network administrator can automate this process by providing each user with a floppy disk that
contains the necessary files for starting the computer, connecting to the network, and running Windows
95 Setup with a custom setup script.
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Customizing Windows 95 with WRKGRP.INI Files

You can use a file named WRKGRP.INI to specify a list of workgroups that users can choose to join.
You can use WRKGRP.INI in these ways:

¢ To help reduce the proliferation of workgroup names on the network

¢ To control the workgroup choices that users can make

¢ To specify defaults for the NetWare preferred server or Windows NT domain on a per-workgroup
basis

The WRKGRP.INI file is stored in the Windows directory on the server that contains the Windows 95

source files.

Windows 95 Setup uses the values defined in WRKGRP.INI to set Registry values in the workgroup,
logon domain, preferred server, and other values. The same values are used to control options
available for users to select in the Network option in Control Panel. The WRKGRP.INI file contains the
following sections:

¢ [Options] specifies the recognized options for workgroups

e [Workgroups] contains a list of workgroups from which the user can choose

In Windows 95, for each workgroup, you can specify the domain, preferred server, and so on, that
everyone in a workgroup will use, depending on the network providers used.

The following table describes the format of the Windows 95 WRKGRP.INI file.

WRKGRP.INI Settings

Section or entry Description
[Options] section:
ANSI=true | false Specifies whether the workgroups need to

be converted from an OEM character set to
ANSI. Default is false.

Required=true | false Specifies whether users can type their own
workgroup name or forces them to choose
from those listed.

ForceMapping=true | false Specifies whether users can change the
workgroup, logon domain, or preferred
server that are set by a mapping.

Mapping=NP1, NP2, NP3,... Specifies a comma-separated list of the
(comma-separated list of network providers to which workgroups can
network providers) be mapped. Also specifies the order in

which values will be listed in the
[Workgroups] section. Implicitly, this
specifies where in the Registry to store
settings. This parameter is optional. By
default, workgroups map to domain,
preferred server.

Default=NP1 default, NP2 default, Specifies the default mapping for
NP3 default,... workgroups listed in the [Workgroups]
section that don’t have a mapping defined.
This allows you to add a single entry to an
existing Windows for Workgroups
WRKGRP.INI file to get minimal mapping
functionality. The format is the same as for
specifying a mapping in [Workgroups].
[Workgroups] section:
workgroup=optional_mapping Specifies a workgroup that users can



choose and its mappings will automatically
be defined in the order specified in
Mapping=. There can be a workgroup=
entry in the file for every workgroup that
users can choose. Each name of a
workgroup must be followed by an equal
sign (=) for the workgroup name to be
interpreted correctly.

The entry that defines the network providers for each workgroup has the following format in the
[Workgroups] section:

workgroup_name=mapping1,mapping2,mappings3,...

By default in Windows 95, workgroups can be mapped to both Windows NT domains and NetWare
preferred servers. (This is because Windows 95 includes network providers for these two networks.)
For example:

MktMain=MktDoml, masterl

This example specifies that the workgroup named MktMain has these two mappings: MktDom1 is the
logon domain for the Windows NT network, and Master1 is the preferred server for the NetWare
network.

Administrators can specify the 32-bit, protected-mode network providers that can be mapped for a
workgroup by setting the Mapping= parameter in the [Options] section of WRKGRP.INI. For example, if
the network uses two network providers (MSNP32 for Microsoft networks and NWNP32 for NetWare
networks), the following is defined in WRKGRP.INI:

[options]
mapping=msnp32, nwnp32

The order specified in the Mapping= entry also specifies the order of items in the [Workgroups]
section.

You can also use the Default= entry to specify a default mapping for workgroups that do not have an
explicit mapping. This allows you to use an existing WRKGRP.INI created for Windows for Workgroups
3.11, and add one entry to take advantage of Windows 95 functionality. For example, add the entry
Default=MktDom1,Master1 to use the servers described in the previous example as the default
mapping.

If a WRKGRP.INI exists, the Workgroup field in Windows 95 Setup and the Network option in Control
Panel both show all the workgroups listed in WRKGRP.INI. Users can choose a workgroup from the list
or type a workgroup name. If Required=true in WRKGRP.INI, the user must choose from the list.

In WRKGRP.INI, ForceMapping= controls whether mapped values can be changed in the Windows 95
user interface. For example, if ForceMapping=true and the user selects a workgroup that is mapped
to a domain, the user cannot change the value in the Logon Domain box in the Network option in
Control Panel and in the logon dialog box.

Note If Windows 95 Setup finds the WRKGRP.INI file in the Windows 95 source files, it copies the
file to the shared Windows directory.
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Customizing Windows 95 with Profiles and Policy Files

You can predefine settings in user profiles and system policy files to control user actions. For example:

¢ You can enforce a mandatory desktop configuration by installing a mandatory user profile
(USER.MAN) in users’ home directories. (On NetWare networks, this is the MAIL subdirectory for
each user.)

¢ You can control the user’s security privileges, network access, and desktop configuration if you
install system policy files on the logon server. This is the PUBLIC directory on a NetWare server or
the NETLOGON directory on the primary domain controller for a Windows NT domain.

To take advantage of these features in Windows 95, you must define the user profile and system policy
settings to be used. Then place these files in the appropriate directories before users run Windows 95
Setup. When users log on to Windows 95, the profiles and policies will be used automatically.

For information about creating and using user profiles and system policy files, see User Profiles and
System Policies. For an example of setup script statements that enable user profiles, group policies,
and remote administration, see MSBATCH.INF Parameters.
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Overview of Push Installations

A push installation uses Windows 95 Setup with a setup script, plus login scripts and user accounts on
a NetWare or Windows NT network, to create an automated, mandatory installation scheme for
installing Windows 95 on multiple computers. This allows you to install Windows 95 remotely, without
actually going to the computer being upgraded.

You will probably want to create an automated push installation scheme if you are responsible for
installing Windows 95 on more than 50 computers.

After you use Server-based Setup to set up the source files on one or more servers and create setup
scripts, you can perform push installations in these ways:

e Use a login script that includes a statement to run Setup with a setup script, automatically installing
Windows 95 when each user logs on. Details are provided in the following sections.

¢ Insert an object in an electronic mail message that will start Windows 95 Setup with a setup script
when the user clicks the object.

¢ Use Microsoft Systems Management Server to run Windows 95 Setup with a setup script as a
mandatory job, as described in Microsoft Systems Management Server.

¢ Use network management software from other vendors to install Windows 95 based on the setup
scripts you create. Refer to the documentation for your network management software for
information about performing remote installation of software.

Push installation example for migration of shared Windows 3.x.

Because Windows 95 installation and management methods differ significantly from Windows 3.x, it
might be helpful to look at an example of how one type of corporate installation can make the move to
Windows 95. The following example focuses on migrating shared installations to Windows 95.

In the corporation in this example, Windows 3.x was installed in shared directories on the network
(using setup /a). Workstations each contain a hard disk, where the swap file, TEMP directory, and
hardware-specific SYSTEM.INI file are stored. Windows 3.x components were installed in each user’s
home directory. All workstations run NetWare real-mode networking with ODI drivers. When users log
on to the network, the login script runs WINSTART.BAT, which copies the workstation’s SYSTEM.INI to
the user’s home directory and starts Windows. All applications are also stored on and run from servers.

To migrate to Windows 95 using push installations that maintain similar functionality for users on
shared installations, the administrator does the following:

1. Install Windows 95 source files and create machine directories for each computer. This step includes
using INF Installer to prepare any supporting software that uses Windows 95 INF files, and manually
copying any additional networking or applications software to the shared Windows 95 directory on
the network.

2. Create the setup script that specifies any custom settings. This should include installing all
protected-mode networking components, so that both the administrator and user can take
advantage of Windows 95 protected-mode networking features.

3. Create system policies, including setting policies that enable user profiles.

Alternately, you can enable user profiles using setup script statements, as defined in MSBATCH.INF
Parameters. This is the only method for enabling group policies.
4. At each client computer, run a login script with statements to do the following:

e Copy the contents of the user’s home directory to C:\WINDOWS.
This should include copying the Windows 3.x .GRP, .INI, and REG.DAT files that define the user’s
personal preferences and working environment. In this case, make sure that the Windows 3.x
REG.DAT file includes registration settings for all the shared applications that users run at your
site.

Note This process is related to the particular configuration used in the example; this is not a
required process for creating shared installations or using push installation methods to install
Windows 95.

¢ Run Windows 95 Setup with a custom setup script.



You can set installdir=c:\windows to define the machine directory in the setup script.

In this example, Windows 95 Setup installs the shared Windows 95 files on the local hard disk and in
the machine directory for the client computer. The settings in the Windows 3.x .GRP, .INI, and
REG.DAT files are migrated automatically to the Registry. Notice that in this case, where user profiles
are enabled, the current version of USER.DAT file is also stored automatically in the user’s home
directory when the user logs off. This copy of USER.DAT is the user profile that is then copied to the
current machine directory wherever the user logs on.

To install Windows 95 on the local hard disk of client computers, the steps for the administrator are
similar to those in the preceding example. However, no machine directories are created for the
computers. The following section discusses specific issues related to login scripts for local installations
of Windows 95.
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Using Login Scripts for Push Installation

Push installation from login scripts can be used on computers running MS-DOS or Windows 3.x with
the following real-mode network clients:

Microsoft Workgroup Add-on for MS-DOS

LAN Manager 2.x real-mode network client

Novelle NetWaree real-mode network client (NETX or VLM)

¢ Windows for Workgroups real-mode and protected-mode network clients

The following sections describe how to use a common Upgrade account rather than changing every
user’s login script to install Windows 95. This method avoids activating the Setup process again after
Windows 95 has been installed. However, using a common Upgrade account might not work in some
corporate environments, where INI files are copied to users’ directories based on the user name
specified at logon. In such cases, if Windows 95 is installed using an Upgrade account, each user’s
application settings will not be migrated to Windows 95. In such cases, you can add statements to
setup scripts to copy the related INI files to C:\WINDOWS as part the installation process.

Other methods you can use with login scripts to avoid the problem of running Setup a second time
include adding a statement to the login scripts to check the MS-DOS version with alternate actions
defined when the version is Windows 95.

To use the method described in this section for push installations (for either protected-mode or real-
mode network clients), you must do the following in addition to installing the Windows 95 source files
and creating setup scripts:

e For Windows for Workgroups computers, create a STARTUP.GRP file that contains the command
line for starting Windows 95 Setup, as described in Preparing a STARTUP.GRP File.

¢ Create the login scripts that will be used to start the installation process.
¢ Create the special user accounts that will be used to run the login scripts.
A push installation actually begins when the user logs on to the client computer.

Important If the login script processor stays in memory after starting Windows 95, and if the
computer is not correctly configured to use extended memory, then there might not be sufficient
memory available to run Setup. However, the method presented here for using a STARTUP.GRP
file with Windows for Workgroups avoids memory problems in push installations. For login scripts
on NetWare networks, you can use an exit command that runs Windows 95 Setup after the login
script is complete.

You can also remove unnecessary TSRs and device drivers to increase the available memory
before Setup begins. For information about how to define statements in a setup script for changing
the system configuration as part of installation, see MSBATCH.INF Parameters.
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Using Login Scripts for Push Installation

Preparing a STARTUP.GRP File

If you are upgrading computers that run Windows for Workgroups, you can create a special Startup
group that is used just once to run the login script.

The use of the Startup group is only mandatory when the user is running Windows for Workgroups 3.11
with logon validated performed by Windows NT Server. In this case, the user starts Windows for
Workgroups, which loads the protected-mode protocols and processes the login script. The login script
runs in a VM; although Windows 95 Setup cannot be run in a VM, the login script can be used to create
a modified STARTUP.GRP file that causes Setup to run as a Windows-based application after the login
script finishes running.

|

Note For computers that use a real-mode network client, login scripts can run Windows 95 Setup
directly, without using a special STARTUP.GRP.

Only computers that use a protected-mode network client need to use the STARTUP.GRP method
to run Setup from within Windows for Workgroups.

To prepare for push installations to upgrade earlier versions of Windows

1.
2.

3.

Run Windows for Workgroups on a computer.

If the Startup group is not present, use the File New command in Program Manager to create a
Startup group.

In the Startup group, use the File New command to create an Upgrade icon that contains the
following command line:

source drive:setup [source_drive:msbatch format.inf]

If the setup script is named MSBATCH.INF and is in the Windows directory in the source files, you
do not need to specify the script name on the command line. Otherwise, specify the drive and script
name. For example:

k:\setup k:\myscript.inf

Specify the same source drive used in the login script statements, as described in the following
sections on preparing the server for push installations.

. Copy the STARTUP.GRRP file to the shared directory on the server that contains the Windows 95

source files.

. Delete the group or icon that you just created, so that it is no longer stored on the computer where

you are working.

. In the MSBATCH.INF file, add the following statements to make sure that STARTUP.GRP is

replaced after Setup:

[install]
renfiles=replace.startup.grp

[replace.startup.grp]
startup.grp, startup.sav

[destinationdirs]
replace.startup.grp=10
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Preparing Login Scripts for Push Installations

This section presents some information about creating login scripts that use an Upgrade account for
installing Windows 95 on client computers. Some of the login script statements described in this
section are related to using the STARTUP.GRP file for Windows for Workgroups, as described in

Preparing a STARTUP.GRP File.

Tip Avoid using relative path names in login scripts and setup scripts so that you can ensure the
commands are run from the correct directory.

Also, for shared installations, after Windows 95 Setup is complete, make sure that all path
statements in users’ login scripts point to Windows 95, and not Windows 3.x or MS-DOS
directories.

Login scripts for Microsoft real-mode network clients.
For a computer running MS-DOS or Windows 3.1 with a Microsoft real-mode network client, the login
script should be similar to the following:

net start full
net use drive_letter: \\serverldistshare
drive_letter:setup drive_letter: msbatch.inf

If the client computer is running on a LAN Manager or Windows for Workgroups network, the login
script must contain a net start full statement. On a Windows for Workgroups network, the real-mode
network client for Windows for Workgroups or Windows 3.1 also requires the entry Imlogon=1 in the
[Network] section of SYSTEM.INI. This ensures that the full network redirector is loaded and the user is
validated for network logon. Other login script issues are discussed in the following section.

Login scripts for Windows NT networks.
For client computers running MS-DOS or Windows 3.1 on a Windows NT network where an Upgrade
account is to be used to install Windows 95, the login script must contain the following kinds of entries:

net use source_drive \\ntsvrishare
source_drive:setup Source_drive:msbatch.inf

If this login script will be used to upgrade computers that are currently running Windows for
Workgroups, the login script must contain the following kinds of entries to use a STARTUP.GRP:

net use source drive \\ntsvrishare
rename windowsdir\startup.grp *.sav
copy path\startup.grp windowsdir\startup.grp

Value Description

Source_Drive Maps a drive letter for the server containing the source
files. This must be the same drive letter as specified in
the STARTUP.GRP file. Check the lastdrive= setting in
CONFIG.SYS to make sure that the drive letter specified
on the preceding command line is a valid logical drive
letter. If it is not, the network connection will not be
made, and the Setup process will fail.

WNTSvr\Share Specifies the Windows NT computer that contains the
Windows 95 source files.

WindowsDir Specifies the relative path to the user’s Windows
directory.

Path Specifies the path to the Startup group file.

User_Windows Specifies the relative path to the user’s Windows

directory that will contain STARTUP.GRP. Use the



relative drive and directory designation ( . ) instead of the

actual path to the Windows directory (for example, C:\

WINDOWS). Do not use the WinDir environment

variable, because WinDir is not an accessible

environment variable in the script.
For example, for a computer running Windows for Workgroups, the login script could be similar to the
following:

net use k: \\ntsvrl\sharel

rename .\startup.grp *.sav

copy \winnt\system32\repl\import\scripts\startup.grp .\startup.grp
exit

Login scripts for NetWare networks.
The login script for client computers running MS-DOS or Windows 3.1 must contain the following kinds
of entries:

attach nwsvr/share:
map source _drive:nwsvr/share
source drive:setup source _drive: msbatch.inf

Value Description

Source_Drive Specifies the same drive letter as specified in the Startup
group

NWSvr/Share Specifies the NetWare server that contains the Windows

95 source files

For example, for a computer running MS-DOS or Windows 3.1 with a real-mode network client, the
login script could be similar to the following:

attach nwserverl/win95
map k:nwserverl/win95
k:setup k:msbatch.inf
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Using Login Scripts for Push Installation

Setting Up a Windows NT Server for Push Installations

This section summarizes the procedures for running login scripts from a Windows NT server for push
installations.

|

To prepare the server for push installations on a Windows NT network

1.

2.

3.

Run Server-based Setup, and install the Windows 95 source files in the shared directory on the
Windows NT Server, as described in Server-Based Setup for Windows 95.

Create an MSBATCH.INF file to meet your installation requirements, and copy this file into the
Windows 95 source directory on the server.

Using User Manager for Domains on a computer running Windows NT Server, create a user account
named Upgrade, and specify upgrade as the password. Also, make sure the following options are
selected for the Upgrade user account:

e User Cannot Change Password

e Password Never Expires

By default, the user account is created in the domain where you logged on to the network. To create
the user account in another domain, you must select that domain before creating the account. If your
users log on to multiple domains, create the Upgrade user account in each domain.

. Create the login scripts that run Windows 95 Setup. For examples that use the Upgrade user

account, see Preparing Login Scripts for Push Installations.

. Assign the login script to the Upgrade user account. The login script must be placed in the winnf\

SYSTEM32\REPL\EXPORT\SCRIPTS directory on the computer running Windows NT Server.

The replication service replicates this from the export server to the import server, so the file is copied
to winnASYSTEM32\REPL\IMPORT\SCRIPTS on the server.
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Using Login Scripts for Push Installation .
Setting Up a NetWare Server for Push Installations

This section summarizes the procedures for running login scripts from a NetWare server for push
installations.

_I
To prepare the server for push installations on a NetWare network
1. Run Server-based Setup, and install the Windows 95 source files in the shared directory on the
NetWare server, as described in Server-Based Setup for Windows 95.

2. Create an MSBATCH.INF file to meet your installation requirements, and copy this file into the
directory that contains the Windows 95 source files on the network.

3. On the NetWare server, create a user account named Upgrade and specify upgrade1 as the
password. Also, set the types of options for this account as described in the following list.

¢ Allow User To Change Password = No
e Force Periodic Password Changes = No
4. Assign the Upgrade user account to the preferred server to which users have access.

5. Create a login script and assign it to the Upgrade user. The login script must be placed in the
appropriate directory on the server where users will log on. For examples of login scripts that use

the Upgrade user account, see Preparing Login Scripts for Push Installations.
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Running Login Scripts for Push Installations

Push installations from login scripts are the same whether you are running a network client with MS-
DOS, Windows 3.1, or Windows for Workgroups. If you are using an Upgrade account, as described
earlier, these are the requirements:

¢ For computers running Windows for Workgruops, the Upgrade account has been created on the
Windows NT domain or NetWare server, with a corresponding Upgrade login script, as described in
the previous section.

e The Upgrade login script contains these principal entries:

¢ The net use statements to connect to the appropriate shared directory for the Windows 95 source
files (or similar statement for starting the network and connecting to the server on a NetWare
network).

e Statements to start Windows 95 Setup. These statements might involve renaming the user’s
Startup group and copying the alternate Startup group from the server, as described in Preparing
a STARTUP.GRP File.

¢ An exit statement that closes the login script so that Setup can continue.

[
To run a login script for a push installation
¢ Tell users to log on to the network using the Upgrade user account and the upgrade password.

When a user logs on, the Windows 95 installation process begins automatically, using the settings in
the MSBATCH.INF file specified in the login script.

After copying files, Windows 95 restarts the computer and begins the Run-Once operations (group
conversions, and so on). When the Run-Once operations are finished, Windows 95 is completely
installed. Notice that this stage requires the user to log on to the network, so all configuration values
must be specified in the setup script to support correct logon and to allow Windows 95 Setup to
connect to shared resources containing Windows 95 source files.

When the user quits Windows 95 at this point, Setup writes all changes to the Registry. The user can
restart the computer and log on using the usual logon name and password.
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This chapter provides technical information about Windows 95 Setup, including background information
about Safe Recovery and detailed descriptions of the Setup and system startup processes. You will
find this technical information helpful if you are responsible for troubleshooting Windows 95.

Ll Phases of the Setup Process
] Startup and Information Gathering Phase for Windows 95 Setup
1 Hardware Detection Phase

LI File Copy Phase

1 Final System Configuration Phase
Ll safe Detection, Safe Recovery, and Verification
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Phases of the Setup Process
Windows 95 Setup is divided into the following logical phases:

Startup and information gathering

Hardware detection

e File copy

¢ Final system configuration

The following sections provide technical details about what happens in each of these phases.
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Phases of the Setup Process

Startup and Information Gathering Phase for Windows 95 Setup

When you start Windows 95 Setup, the following steps occur:

1.

6.

If you started Windows 95 Setup from MS-DOS, Setup searches the local hard disks for previous
versions of Windows. If a version of Windows is found, the program prompts you to quit and run
Setup from Windows. You can, however, bypass this warning.

Setup runs ScanDisk and performs system checks to confirm that the computer is capable of
running Windows 95 (enough CPU, memory, and disk space; the correct version of MS-DOS; and so
on). If there are insufficient resources, Setup informs you of the problem. For a description of system
requirements, see Introduction to Windows 95 Setup.

If you started Windows 95 Setup from MS-DOS, Setup checks for an extended memory specification
(XMS) provider and installs one if one is not present. Windows 95 Setup looks for existing disk
caching and automatically loads SMARTDrive if no other caching is found. The cache size varies,
depending on available XMS memory.

Setup checks for the existence of certain TSR applications and device drivers that are known to
cause problems. If any of these applications are running, Setup warns you before proceeding.

If you started Windows 95 Setup from MS-DOS, your Setup installs the minimal Windows 3.1
components and starts these components by using the shell=setup.exe command.

The Windows graphical user interface appears. In a normal installation, this is the first thing you see.
Up to this point, the processor is operating in real mode.

If you started Windows 95 Setup from MS-DOS, Setup switches the processor to standard mode
and makes extended memory available.

Windows 95 Setup begins gathering installation information to determine the components to be
installed, including the directory for Windows 95 files, user information, and specifics about the devices
and software to be installed. For more information, see Introduction to Windows 95 Setup.
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Hardware Detection Phase

During the hardware detection phase, Windows 95 Setup analyzes installed computer components,
and detects installed hardware devices and connected peripherals. Windows 95 Setup also identifies
the hardware resources that are available (for example, IRQs, 1/0 addresses, and DMAs), identifies the
configuration of installed hardware components (for example, IRQs in use), and builds the hardware
tree in the Registry.

Windows 95 Setup uses several mechanisms to detect installed hardware devices:

¢ For a non-Plug and Play-compliant computer (called a legacy computer), Windows 95 checks for
known hardware devices by checking I/O ports and specific memory addresses to attempt to identify
whether they are being used by known devices. Windows 95 also checks for Plug and Play
peripherals connected to legacy computers, which return their own device identification codes.

e For a computer with a Plug and Play BIOS, Windows 95 queries the computer for installed
components and their configuration. Windows 95 also checks the computer for connected Plug and
Play peripheral devices.

During this phase, Windows 95 Setup tries to identify and resolve hardware conflicts.

Setup uses the Windows 95 hardware detection module to detect hardware components. If a Plug and
Play device is detected, its configuration information is added to the Registry. Device drivers are
installed based on the Registry settings. Plug and Play ensures that the correct files are installed and
that the configuration options are set properly each time Windows 95 is started. For information about
Plug and Play, see Introduction to System Configuration and Windows 95 Architecture.

Windows 95 uses the same hardware detection procedures when you run the Add New Hardware
option in Control Panel, when you use the PCMCIA wizard to enable protected-mode support, and the
first time you start a computer using a new docking state.

For more information about how detection works, see Safe Detection, Safe Recovery, and Verification.
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File Copy Phase

After you identify and confirm the components to install, Windows 95 Setup begins copying files from
the Windows 95 installation disks, compact disc, or network server (whichever was specified). If you
selected the option to create a startup disk, this disk is created before the files are copied.

After the necessary files are copied to the computer, Windows 95 Setup prompts you to remove any
disks in floppy disk drives and restart the computer to proceed with the final phase of Setup. The
following topics describe what happens during the file copy phase.
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File Copy Phase
Creating the Startup Disk

A startup disk is a bootable floppy disk contains utilities that you can use to troubleshoot a
malfunctioning system. The startup disk loads the operating system and presents an MS-DOS
command line. It is strongly recommended that you create a startup disk for every computer you install
Windows 95 on. You can create a Windows 95 startup disk during the file copy phase of Windows 95
Setup, or you can create or update a disk after Windows 95 has been installed by using the
Add/Remove Programs option in Control Panel. For information about using the startup disk, see

General Troubleshooting.
In general, the startup disk does not provide the following:

¢ Real-mode support for disk-management software such as ATDOSXL.SYS or Stackere 4.0
¢ Access to the network

¢ Access to CD-ROM drives

e Access to compressed drives from other vendors

To create a startup disk, Windows 95 formats the floppy disk in drive A, and then copies files to the disk
in drive A. The files that are copied are described in the following table.

Filename Description

attrib.exe File attribute utility
command.com Core operating system file
drvspace.bin Disk compression utility
ebd.sys Utility for the startup disk
edit.com Text editor

fdisk.exe Disk partition utility
format.com Disk format utility

i0.sys Core operating system file
msdos.sys Core operating system file
regedit.exe Real-mode Registry Editor
scandisk.exe Disk status and repair utility
scandisk.ini Disk status utility configuration file
sys.com System transfer utility

For recovery purposes, you might want to copy the following files into a subdirectory on the startup
disk: SYSTEM.DAT, CONFIG.SYS, AUTOEXEC.BAT, WIN.INI, and SYSTEM.INI, plus any CD-ROM or
other device drivers. (If you do not place these files into a subdirectory, you’ll have to rename them to
prevent problems with the startup disk.)
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File Copy Phase
Creating Directories and Copying Files

Windows 95 Setup creates a list of files to copy, depending on the components selected during the
information gathering phase. Then various Setup DLLs run to install the network and other
components. These DLLs determine exactly which files should be copied from the installation source
and which additional directories should be created.
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File Copy Phase
Creating Registry Entries

The Setup DLLs for installing various system components also create appropriate entries in the
Registry and change INI file settings as required. (The Registry is created during the hardware
detection phase.)

The SYSTEM.1ST file in the root directory is a copy of the Registry created when Setup is complete. To
restore a damaged Registry, you can change the file attributes on this file and copy it to SYSTEM.DAT.
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Final System Configuration Phase

During the final system configuration phase, Windows 95 Setup upgrades the existing configuration of
Windows and replaces the existing version of MS-DOS with the new Windows 95 operating system (if
you are upgrading an existing version of Windows). During this process, Setup restarts the computer
running Windows 95.

When Windows 95 Setup completes this phase, it displays a message to indicate that the installation
was successful and it prompts you to restart the computer. After you click OK but before Windows 95
Setup restarts the computer, Setup modifies the boot sector of the boot drive by adding a new system
file (10.SYS) that takes the place of the MS-DOS files 10.SYS and MSDOS.SYS. The old files are
renamed to |0.DOS and MSDOS.DOS.

After the files are updated and the operating system is configured, Windows 95 Setup uses wizards to
guide you through a process to configure peripheral devices (such as printers) connected to the
computer. More files might also be copied here, and you might be asked to restart the computer again.
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Final System Configuration Phase

Initializing the System after Setup

After first restarting the computer during the final system configuration phase, Windows 95 Setup
updates configuration files by performing the following steps:

¢ WININIT.EXE processes three sections in WININIT.INI to combine all the virtual devices (VxDs) into
VMM32.VXD and to rename files initially used by Setup, including ARIAL.WIN, USER32.TMP, and
LOGO.SYS.

e SYSTEM.DAT is renamed to SYSTEM.DAO, and SYSTEM.NEW is renamed to SYSTEM.DAT.

¢ Aflag is set in the Registry that indicates this is the first time Windows 95 is being run after a new
installation. Hardware manufacturers can also add specific entries to the Run-Once Registry key.

¢ The Run-Once module is run to complete the initial configuration of PCMCIA and MIDI devices, to
set up printers (if you are not installing in an existing Windows directory), and to run custom
hardware manufacturers’ setup programs.

Important [f the system fails when running these first-time programs, restart Windows 95 rather
than rerunning Windows 95 Setup.

e The Program Group converter (GRPCONV) adds existing Windows 3.x .GRP files to the
PROGRAMS directory and renames the files using long filenames.

Windows 95 installation is now complete.
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Modifying the Boot Drive after Setup

Windows 95 places the real-mode operating system files named 10.SYS, MSDOS.SYS, and
COMMAND.COM in the root directory of the computer’s boot drive. The real-mode files needed to
connect to the network are also placed on the computer’s boot drive or device. (These filenames vary,
depending on the network you use.)

Windows 95 detects boot drives and compression drivers, and writes certain startup files to the boot
device.
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Verifying the Installation

Setup has an option for verifying the installation, as described in Safe Detection, Safe Recovery, and
Verification. So, Windows 95 Setup can install files on your disk without actually having to transfer all of
the file data from the floppy disk drive, network, or other source. As a part of this process, Windows 95
rebuilds VMM32.VXD or recopies any files it finds to be damaged.

For Safe Recovery, Windows 95 Setup places the following two lines in AUTOEXEC.BAT during
installation:

@if exist c:\wininst0.400\suwarn.bat call C:\wininst0.400\suwarn.bat
@if exist c:\wininst0.400\suwarn.bat del C:\wininst0.400\suwarn.bat

The SUWARN.BAT file is run only once after a failed installation. These lines are removed when
Windows 95 Setup is complete.
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Safe Detection, Safe Recovery, and Verification

This section provides technical details about the features that ensure safe hardware detection,
recovery from Setup problems, and configuration verification in Windows 95 Setup.
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Safe Detection in Windows 95 Setup

Devices and buses are grouped as classes in Windows 95 for purposes of detecting and installing
device drivers and managing system resources. Windows 95 differentiates between devices and
drivers that comply with the Plug and Play specification and earlier versions of devices and drivers
(which are referred to in the Windows 95 Resource Kit as legacy devices). Because of this
differentiation, Windows 95 Setup detects hardware components and devices in two ways:

¢ Using an interactive query detection process for legacy devices and peripherals
¢ Using Plug and Play detection to identify Plug and Play-compliant devices and peripherals

After Setup detects a device, it adds configuration information to the Registry and installs the
appropriate device drivers. The same procedures used during Setup for detecting Plug and Play or
legacy hardware devices are also used to detect or configure new devices after Windows 95 is
installed.

Windows 95 supports detection for base computer components such as communications ports and
processor type, and provides more robust detection of computer devices, such as display adapters,
pointing devices, hard-disk controllers, floppy-disk controllers, and network adapters.

Windows 95 Setup also tries to detect any hardware resource conflicts early in the installation process.
This helps to avoid the problems that occur when hardware resources such as IRQs, I/O addresses, or
DMAs are used by more than one device.

To avoid computer failure during the detection process, Windows 95 uses a safe detection method to
search for hints from configuration files, read-only memory (ROM) strings, or drivers loaded in memory
to determine whether the computer contains each class of hardware. If no such hints are found, the
detection process skips detecting the entire class. If hints are found, then the detection process seeks
information from specific 1/0 ports.

Windows 95 automatically reads the command lines in CONFIG.SYS to find hints for device class
detection. Then Windows 95 loads detection modules based on information in the MSDET.INF file,
which lists the hardware to be detected and points to specific INF files for each device class (for
example, SCSI.INF for SCSI host adapters). Device information from the INF files is written to the
Registry. For more information about the format of these files, see Windows 95 INF Files.

Windows 95 can also read a particular CONFIG.SYS device= line for resource information to be
avoided (that is, protected) during the detection process. This is useful if Windows 95 Setup cannot
detect or support a certain device when it's known that the detection process can cause such a device
to fail. For example, the detection process could render a fax modem inoperative because scanning the
I/0O port might confuse the device driver. Windows 95 can read the device= line in CONFIG.SYS for
this model and protect the associated I/O region from other detection modules.

Windows 95 Setup asks you to confirm which classes should be skipped in the detection process. If
you know that the computer has a device in one of those classes, Setup can be forced to detect that
device class.

Safe detection exists for four classes of devices:

Network adapters

SCSI controllers

Proprietary adapters for CD-ROM
Sound cards
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Safe Detection in Windqws 95 Setup
Safe Detection for Network Adapters

Windows 95 Setup performs the following kinds of steps for safe detection of network adapters:
¢ Find LSL.COM in memory and, if present, inquire for network adapter settings.
¢ Find IPX.COM in memory and, if present, inquire for network adapter settings.

e Search the Windows, Windows for Workgroups, and LAN Manager directories for PROTOCOL.INI; if
present, read the file to find network adapter settings.
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Safe Detection for SCSI Controllers

When trying to detect SCSI adapters, Windows 95 Setup checks for device drivers in CONFIG.SYS,
and then scans ROM strings from the SCSI adapter for manufacturer names. If known drivers or known
strings are found, then the corresponding detection procedure for that class is used; otherwise, the
entire class is skipped. A list of the known strings and drivers that Windows 95 Setup checks is stored
internally in a detection DLL. (For more information about the SCSI devices and drivers that Windows
95 supports, see the Manufacturers and Models lists in the Add New Hardware option in Control
Panel.)

Different SCSI devices require different methods for safe detection. For example, a SCSI card typically
is used with a combination of hard disks, CD-ROM drives, tape backup drives, scanners, and similar
devices. For everything to work (except the hard disk), some sort of device driver must be loaded in
CONFIG.SYS.

For hard disk drives, however, the driver usually is not loaded in CONFIG.SYS, but INT 13 ROM are
enabled. Therefore, safe detection for SCSI class devices looks for a ROM string with a manufacturer’s
name.
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Safe Detection for Proprietary Adapters for CD-ROM

Windows 95 supports Mitsumi, SONY, and Panasonic proprietary adapters for CD-ROM. Because
drivers for these devices are loaded in CONFIG.SYS, safe detection first scans CONFIG.SYS for the
drivers that are present. If a device= line for such a driver is found, the corresponding detection
module is loaded for that type of device.
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Safe Detection for Sound Cards

Safe detection scans CONFIG.SYS and reads SYSTEM.INI for hints about sound cards. If known
drivers are not found, the entire class is skipped.

If Windows 95 doesn’t have detection code for certain hardware, the equipment manufacturer can force
a device to be detected by adding information about it in the MSDET.INF file. Windows 95 detection
behaves as if it has detected the device and installs the device according to the INF information
provided by the equipment manufacturer.

Windows 95 Setup does not detect sound cards by scanning I/O ports; instead, it checks only
CONFIG.SYS and SYSTEM.INI and performs detection prescribed in MSDET.INF. Detection of sound
cards by scanning I/O ports can cause the computer to stall. This is because detection calls a driver
specific to a device class to send a signal to an I/O port. The driver expects a predetermined response,
such as a signature from the adapter’s ROM. If the wrong driver sends a signal to an 1/O port address
occupied by a different device class, the computer can stall.
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Safe Recovery with Setup Log Files

Windows 95 Setup creates several log files: BOOTLOG.TXT, DETLOG.TXT, NETLOG.TXT, and
SETUPLOG.TXT, plus DETCRASH.LOG if Setup fails. The following sections describe these files.

Basically, there are three points at which the computer might stop or stall during Windows 95 Setup:
before, during, or after hardware detection.

If Setup fails before hardware detection, Windows 95 Setup recovers by reading SETUPLOG.TXT to
determine where the system stalled, what to redo, and what to skip.

If Setup fails during hardware detection, the DETCRASH.LOG file is created, containing information
about the detection module that was running and the I/O port or memory resources it was accessing
when the failure occurred.

When the detection process finds this file, it automatically runs in Safe Recovery mode to verify all
the devices already in the Registry and then skips all detection modules up to the failed module.
Safe Recovery then skips detection and any attempts to configure the failed module, in effect
skipping the action that caused the failure. Then, Safe Recovery continues the detection process,
starting with the next module. If the detection process is completed successfully, DETCRASH.LOG
is deleted.

DETCRASH.LOG can be read only by Setup. For information about the text equivalent of this

information, see DETLOG.TXT: The Hardware Detection Log File.

Sometimes the detection process causes some devices to quit working (such as a CD-ROM drive or
a network connection). If you rerun Setup, Safe Recovery recognizes that the detection process has
already been completed successfully and assumes that all the necessary hardware information is in
the Registry. Therefore, it skips the detection process completely at this point and continues the
installation process.
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SETUPLOG.TXT: The Setup Log File

The SETUPLOG.TXT file is an ASCII text file that contains Windows 95 Setup information created
during the installation process. While Windows 95 is being installed, corresponding entries are written
to SETUPLOG.TXT, listing information about the specific steps, their sequence, and the error
conditions encountered. This file is used by Setup for recovery in case of setup failure, and it can also
be used for troubleshooting errors that occur during the installation process.

Setup uses the information in SETUPLOG.TXT to ensure that the installation does not fail twice
because of the same problem. If you restart Windows 95 Setup after a setup process fails, Setup
reviews the contents of SETUPLOG.TXT to determine which steps completed successfully. If
SETUPLOG.TXT indicates that a process started but does not indicate that the process completed,
then that part of the installation process is skipped and the next part is processed. Even if Setup
encounters devices that cause several installation attempts, the installation process will always
progress and skip the modules that failed.

SETUPLOG.TXT is stored on the computer’s root directory. Information is added to the file according to
the order of the steps of the installation process. If an error occurs during installation, you can
determine the probable cause of the error by examining the entries at the end of SETUPLOG.TXT.

Information in SETUPLOG.TXT is divided into the following basic categories:

e Selected Setup sections, including [OptionalComponents], [System], [NameAndOrg], and
[batch_settings]

¢ Setting up of system startup parameters

¢ Selecting the directory

¢ Beginning of installation process

¢ Queuing of needed files

¢ Copying of needed files

¢ Preparing for restarting the system

Tip The [OptionalComponents], [System], and [NameAndOrg] sections can be copied from
SETUPLOG.TXT on a computer with a complete installation of Windows 95 and then added to
equivalent sections in MSBATCH.INF, as described in Custom, Automated, and Push Installations.
Notice, however, that these sections in SETUPLOG.TXT do not include networking information.

The following table shows entries in SETUPLOG.TXT file to check for information about the Setup
process. Because entries are added to SETUPLOG.TXT in the order that the related actions occur
during Setup, you might be able to find a probable cause of any error by examining the entries at the
end of the file.

SETUPLOG.TXT entry  Description

InstallType Type of installation

InstallDir Directory where Windows 95 is installed
detection Detection status

RunningApp Applications running during installation
RootFilesRenamed Files renamed in the root directory
error Errors logged during installation
failed Failures that occurred during installation

[OptionalComponents Optional components installed
]

[System] System hardware configuration

batch settings Installation parameters (that is, MSBATCH.INF
settings)



Registry Registry initialization status

filename Verification that a specific file was loaded during
Setup

[Choose Directory] Location and type of Windows files

[FileCopy] Files copied during Setup

[Restart] Issues to be completed after the computer is
restarted

Tip for Verifying System Files

With Windows 3.x, it was not easy to recover files, such as a component file
that was accidentally deleted or a system file that was corrupted. You either
had to use the Expand utility to copy the file, or you had to reinstall
Windows 3.x to restore the lost file. SETUPLOG.TXT is part of the Windows
95 solution to verifying the integrity of installed components.

If you run Windows 95 Setup after Windows 95 is already installed, Setup
prompts you either to reinstall Windows 95 or simply to verify installed
components. If you want to verify installed components, Setup examines
SETUPLOG.TXT and reruns the installation process without completely
copying all operating system components. Windows 95 verifies the integrity
of files installed during Setup with the files on the Windows 95 installation
disks. If the integrity check fails due to a missing or corrupted file on the
computer, Setup automatically reinstalls that file.
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Safe Recovery with Setup Log Files
DETLOG.TXT: The Hardware Detection Log File

The DETLOG.TXT file contains a record of whether a specific hardware device was detected and
identifies the parameters for the detected device.

During Windows 95 Setup, after the information gathering phase, Setup begins hardware detection,
which can also occur when you use the Add New Hardware option in Control Panel to add a new
device. Both Windows 95 Setup and Device Manager use SYSDETMG.DLL, which contains all the
detection modules for each device class and specific devices.

Windows 95 loads detection modules based on information in MSDET.INF that points to specific INF
files for each device class, from which information is retrieved and written to the Registry. The device
class installers are DLLs that work with Device Manager to install, configure, and remove devices or
classes of devices in the system. Device Manager generates a list of compatible drivers for the device
from the appropriate INF file. For information about using Device Manager to configure device drivers,
and for information about the device classes used to identify logical device types, such as display,
keyboard, and network adapters, see Devices.

By creating an updated DETLOG.TXT file every time the detection process runs, the detection module
tracks the detected devices and the I/O port addresses used. Any existing DETLOG.TXT is renamed
DETLOG.OLD. If the detection process causes Setup to stall or the computer to lock up, then a binary
file named DETCRASH.LOG is created. DETLOG.TXT is an ASCII text file created only for users to
read; Windows 95 Setup reads the binary information in DETCRASH.LOG. Any changes made to
DETLOG.TXT are not passed to DETCRASH.LOG.

The DETLOG.TXT file can be found in the root directory of the startup drive after Windows 95 is
installed. The entries in DETLOG.TXT are placed in the order of the hardware information discovered
as each step of the detection process is carried out. The following table briefly describes entries that
appear in DETLOG.TXT.

Summary of DETLOG.TXT Entries

Entry Description



Beginning of DETLOG.TXT:

Parameters=
WxxXxXXRX"

WinVer =
FHEHHHHH

AvoidMem=
#H##dh—-##4440

DetectClass:
Skip Class Media

DetectClass
Override:

Custom Mode:

Devices verified

Shows the switches specified in the Setup
command line (that is, setup /p xxxxxx). For
example:

Parameters "", Flags=01002233

Shows that environment detection is run. The MS-
DOS version is in the high word and the Windows
version is in the low word. For example:

WinVer=0614030b,

If present, indicates the address range specified as
upper memory blocks (UMB), which detection
avoids. For example:

AvoidMem=cd4a0-cd50f

Indicates that detection found no hints that the
computer might have a particular device, so it
skipped that class. For example, DetectClass: Skip
Class Media indicates that no sound entries appear
in the configuration files, so detection skips all the
sound card detection modules. For DetectClass:
Skip Class Adapter, detection skips searching for
proprietary CD-ROM adapters such as SONY,
Mitsumi, and Panasonic. DetectClass: Skip Class
Net indicates that detection was skipped for network
adapters.

If one or more skip class entries appear in
DETLOG.TXT, the Analyzing Your Computer screen
appears in Setup to confirm skipping those classes,
S0 you can override the decision. Related
DetectClass Override lines appear in
DETLOG.TXT for the classes checked.

Describes your selection for the devices you tell
Windows 95 not to detect. For example:
CustomMode: resetting class ADAPTER

; Don't detect EtherLinkIII
CustomMode: DETECTELNK3=0

Indicates the number of devices verified from the
Registry. If the number is 0, it usually means there
was no existing Registry or the Registry was empty.

Detecting system devices:

Checking for:

Specifies that detection began looking for that
device. The entry is followed by description of the
device or class being sought. When detection is
checking for a device such as the Programmable
Interrupt Controller, the Checking for: entry is
followed by a QuerylOMem: entry specifying the
Caller, rcQuery, and I/O range checked. If a device
is detected, then a Detected: entry is added,
specifying the device resource information. For
example:
Checking for:
Controller
QueryIOMem: Caller=DETECTPIC,

Programmable Interrupt



rcQuery=0
I10=20-21,a0-al
Detected: *PNP0000\0000 =
[1] Programmable Interrupt

Controller
I0=20-21,a0-al
IRQ=2
Detecting network adapters:
Checking for: This section lists the attempts to detect network

adapters. For example:

Checking for: Network Cards using
Novell

ODI Driver
Checking for: EISA Network Cards

PROTOCOL. INI If detection finds PROTOCOL.INI, it saves the
Section [net_card] section in DETLOG.TXT. For example:

Checking for: Network Cards using
Microsoft Windows For Workgroups

; path to WFW protocol.INI

WFW: path=d:\w3ll\protocol.ini

; protocol.ini mac driver section

Protocol.ini: [MSSEEL16]

Protocol.ini: DriverName=EXP16$

NCD: detecting Indicates that detection has found a network

network adapter adapter using safe detection (usually
PROTOCOL.INI), but the system has information for
verifying this adapter. If this adapter is verified, a
Detected line follows. For example:

NCD: detecting network adapter
*pnp8l2d

QueryIOMem: Caller=DETECTWEW,
rcQuery=0

I0=300-30f

The hardware detection process continues examining computer hardware. The “|” symbol in the 10=
line (for example, 10=200-201 | 3e0-3e1) indicates a range of I/O entries that are checked during the
detection process. In the DETLOG.TXT file, you will find a QuerylOMem: and an 10= line for each I/O
address checked.

For most devices, multiple 1/0O addresses are checked, which can result in a detailed and redundant
device detection list. The I/O address ranges checked during detection are grouped on one /O line.
Multiple addresses on an 0= line are separated by commas. For example:

Checking for: ATI Ultra Pro/Plus (Mach 32) Display Adapter
QueryIOMem: Caller=DETECTMACH32, rcQuery=0

I10=3b0-3bb, 3c0-3df
QueryIOMem: Caller=DETECTMACH32, rcQuery=0

Mem=a0000-affff

If the system stalls during hardware detection, you can determine the probable cause of the error by
examining the last entries in DETLOG.TXT. You can use the information in this file to determine specific
error conditions occurring in the hardware detection, and reconfigure or replace the specific adapter or
device. The following table shows specific kinds of entries to check in DETLOG.TXT for information
about the results of the hardware detection process.

DETLOG.TXT Entries to Check for Troubleshooting
Entry Description
detected Detected devices



AvoidMem Address ranges of UMBs avoided during detection

error Errors logged during system detection

WinFlags Setup mode used

PROTOCOL. INI PROTOCOL.INI information that was saved during
system upgrade

CustomMode Hardware that was removed from detection in the
custom Analyzing Your Computer dialog box

Devices Devices found in Registry; if the value is 0, then

verified there was no existing Registry or the Registry was
empty

Some additional notes on DETLOG.TXT and hardware detection:

¢ Detection does not detect enumerated devices such as ISA Plug and Play devices, PCI devices, and
PCMCIA devices. For information about these devices, see Introduction to System Configuration.

¢ |If the computer stalls during detection, and you rerun Windows 95 Setup and choose Safe Recovery,
new detection information is appended to the previous DETLOG.TXT file. The previous version of
DETLOG.TXT is saved as DETLOG.OLD, overwriting any previous DETLOG.OLD files.

The hardware that has been tested and shown to be compatible with Windows 95 appears in the

Manufacturers and Models lists in the Add New Hardware option in Control Panel.
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NETLOG.TXT: The Network Setup Log File

This file describes the detection results for network components during Windows 95 Setup. For
information about NETDET.INI, the file that Setup uses to determine how to install networking
components on computers running NetWare clients, see Windows 95 on NetWare Networks.

The following table describes typical entries in a NETLOG.TXT file after you run Windows 95 Setup for
the first time. In this example, Client for Microsoft Networks is installed with the IPX/SPX-compatible
protocol, and both are bound to an Intele EtherExpress™ network adapter.

NETLOG.TXT entry

ClassInstall (0x06)

on Intel EtherExpress

16 or 16TP at Enum\Root\
*PNP812D\0000

Examining class NET

Upgrade 2.00025000=

VREDIR
Upgrade to: VREDIR
NdiCreate (Client for

Microsoft Networks) OK

NdiCreate (Intel
EtherExpress 16 or 16TP)

CreateNetwork, Batch=0

NdiCreate (IPX/SPX-
compatible Protocol)

ClassInstall (0x6) end

ClassInstall (0x9) on Intel
EtherExpress 16 or 16TP at
Enum\Root\*PNP812D\0000

Validating IPX/SPX-
compatible Protocol at
Enum\Network \NWLINK\0000,
rc=0x0

ClassInstall (0x9) on Intel
EtherExpress 16 or 16TP
at Enum\Root\*PNP812D\0000

Validating Client for
Microsoft Networks at
Enum\Network\VREDIR
\0000, rc=0x0

Description
Network installation begins.

Network detection is searching for
network software of four class types:
NET (network adapters), NETTRANS
(protocols), NETCLIENT (clients), and
NETSERVICES (services such as
File and Printer Sharing).

A network client was found on the
computer.

The version of the network client was
upgraded to the version included in
Windows 95.

Setup successfully created an
internal object representing the
network client.

Setup successfully created an
internal object representing the
network adapter.

Setup referenced a batch file.
Setup successfully created an

internal object representing the
IPX/SPX-compatible protocol.

Protocols are about to be bound to
the network adapter.

The IPX/SPX-compatible protocol is
added to the Registry and bound to
the network adapter.

Clients are about to be bound to the
network adapter.

Client for Microsoft Networks is
added to the Registry and bound to
the network adapter.



ClassInstall (0x9) end Setup has finished binding the
protocol to the network adapter.

ClassInstall (Oxa) on Intel The network setup process is
EtherExpress 16 or 16TP at concluded
Enum\Root\*PNP812D\0000

ClassInstall (0Oxa) end

ClassInstall (0Oxc) on Intel
EtherExpress 16 or 16TP at
Enum\Root\*PNP812D\0000

ClassInstall (Oxc) end
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Windows 95 Startup Process

Windows 95 includes new system files, Plug and Play mechanisms, and various options for starting the
operating system. This section describes the Windows 95 system startup sequence.

During the real-mode startup process, devices use only static configurations; that is, no dynamic
resource allocation or arbitration is provided. When the system startup process switches to protected
mode, Configuration Manager ensures all devices are configured properly, as described in Windows 95
Architecture.

The system startup includes four phases:

¢ Bootstrapping the system with BIOS in control

¢ Loading MS-DOS drivers and TSRs for compatibility

¢ [nitializing static VxDs in real mode

¢ Putting the protected-mode operating system in control and loading the remaining VxDs
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Bootstrapping in the BIOS Phase

Microsoft worked with several hardware manufacturers to define a new Plug and Play BIOS
specification, which defines the interactions among a Plug and Play BIOS, Plug and Play devices, and
option ROMs (sometimes called adapter ROMs). The Plug and Play BIOS enables and configures Plug
and Play boot devices. The Plug and Play BIOS also passes configuration information to Configuration
Manager in Windows 95 for configuring the remaining adapters and devices.
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Bootstrapping in the BIOS Phase
Booting with a Legacy BIOS

For legacy computers that do not have Plug and Play BIOS, the BIOS enables all devices on the ISA
bus. A Plug and Play ISA card that has an option ROM must start up when the computer is turned on
with the option ROM enabled.
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Bootstrapping in the BIOS Phase
Booting with a Plug and Play BIOS

A Plug and Play BIOS accesses nonvolatile RAM to determine which Plug and Play ISA cards should
be enabled, where their option ROMs should be mapped, and what I1/0, DMA, and other assignments
are to be given to the cards.

The BIOS then programs the Plug and Play cards before the power-on self-test (POST). All cards that
do not have configurations stored in the BIOS are disabled completely, reducing the chance of a
conflict.

The Plug and Play BIOS also configures all devices on the motherboard. Some devices might have
been disabled or assigned to different /0O addresses, IRQ settings, and so on, by Configuration
Manager.
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Loading Hardware Profiles and Real-Mode Drivers

After BIOS initialization, the operating system attempts to determine the current configuration, including
whether the computer is a docking station. This is done by using a hardware profile that Windows 95
selects before CONFIG.SYS is processed. The hardware profile is built by a detection process that
collects information about interrupt usage, BIOS serial and parallel ports, BIOS computer identification,
Plug and Play BIOS docking-station data, and, if possible, docking-station data that is unique to each
OEM. Then the detection process builds a 2-byte value known as the current hardware profile (or the
current configuration).

Each hardware profile has a name that matches a top-level menu item in a multiconfigured
CONFIG.SYS file (that is, the long text in the menu, not the section name enclosed in square
brackets). Windows 95 automatically selects that multiconfiguration menu item and processes the
corresponding section of CONFIG.SYS.

CONFIG.SYS and AUTOEXEC.BAT are processed at this point. Although these files are not required
for Windows 95, they are used for backward compatibility with applications created for MS-DOS or
Windows 3.x. In Windows 95, CONFIG.SYS and AUTOEXEC.BAT are processed much like they are
processed under MS-DOS 6.x. Drivers and TSRs specified in these files are loaded in real mode.

For more information, see System Startup Files.

Note The real-mode MS-DOS errors are standard, as documented in the MS-DOS 6.0
Programmer’s Reference.
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Initializing Static VxDs at Startup

Windows 95 supports static VxDs that load during system startup in the same way as Windows 3.x
VxDs, and it also supports dynamically loaded VxDs. VMM32.VXD includes the real-mode loader, the
executable Virtual Machine Manager, and common static VxDs. Notice, however, that if a VxD file is in
the Windows SYSTEM\VMM32 directory, Windows 95 loads it in addition to the combined VxDs in
MRCI2.VXD.

Note If you want to update a VxD that has been bound into the monolithic VMM32.VXD, place the
VxD file in the SYSTEM\VMM32 directory. Windows 95 always checks that directory and uses any
individual VxDs it finds instead of loading those bound in VMM32.VXD.

The following list shows the VxDs typically combined to create VMM32.VXD. (A custom list is built for
each computer.) These drivers used to be specified in the [386enh] section of SYSTEM.INI.

Typical VxDs Combined to Create VMM32.VXD

*biosxlat *ios *vdd *vmouse
*configmg *parity *vdef *vmpoll
*dynapage *reboot *vfat *vsd
*ebios *vcache *vfbackup *vtdapi
*ifsmgr *vcomm *vkd *vwin32
*int13 *vcond *vmcepd *vxdldr

VMM32 loads VxDs in three steps:

¢ VMMB32 loads base drivers specified in the Registry, which contains entries for every VxD not
directly associated with any hardware. VxDs are located in this branch of the Registry:

Hkey Local Machine\System\CurrentControlSet\Services\VxD

¢ If VMM32 finds a value StaticVxD= in any Registry key, it loads that VxD and runs its real-mode
initialization. For example, the following entry loads *V86MMGR:

SYSTEM\CurrentControlSet\Services\VxD\V86MemoryManger
Description=MS-DOS Virtual 8086 Memory Manager
Manufacturer=Microsoft
StaticVxD=*V86MMGR
EMMEXCLUDE=EQOQ-EFFF

¢ VMM32 loads the static VxDs specified in the device=*VxD lines in the [386enh] section of
SYSTEM.INI. These VxDs are actually loaded from VMM32, and appear in SYSTEM.INI only for
backward compatibility.

If a specific device conflicts with a device loaded from the Registry, the device specified in SYSTEM.INI
takes precedence. However, if the device specified in SYSTEM.INI cannot be found, an error will occur.

Many Windows 95 driver models, such as IOS (for disk drivers) and the network, support dynamically
loaded device drivers. These VxDs are not loaded by the VMMS32 real-mode loader, but are loaded by
a device loader that is responsible for loading and initializing the drivers at the correct time and in the

correct order.

For example, for SCSI adapter miniport drivers, the device loader is *IOS. The entries for a SCSI
adapter are found in this Registry key:

Hkey Local Machine\System\CurrentControlSet\Services\Class

Because there is no StaticVxD=xxx line in this Registry entry, the VMM32 real-mode loader does
nothing when Windows 95 identifies this device.

Configuration Manager attempts to find any device node that has a DevLoader= entry in the Registry.
The device loader (in the previous example, *IOS) examines the Registry, finds the PortDriver= entry,
loads the driver and any associated support drivers, and initializes the adapter.
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Loading the Protected-Mode Operating System at Startup
In the previous phase, these elements of the operating system were loaded:

¢ WIN.COM, which controls the initial checks and loading of the core Windows 95 components
¢ VMMS32.VXD, which creates virtual machines and initiates VxD loading
e SYSTEM.INI, which is read for entries that differ from Registry entries

After all static VxDs are loaded, VMM32.VXD switches the processor to operate in protected mode,
and the last phase of the boot process begins. This phase involves loading the protected-mode
components of the operating system.
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Loading the Protected-Mode Operating System at Startup
Loading Protected-Mode VxDs at Startup

The protected-mode Configuration Manager is initialized for importing configuration information from a
Plug and Play BIOS (if available); otherwise, it develops the Plug and Play hardware tree by
enumerating devices and loading dynamically loadable device drivers. These device drivers are
identified by loading drivers from a specific directory.

The next phase resolves device resource conflicts for every device in the tree and then informs the
devices of their configuration. When all devices have been enumerated, all conflicts have been
resolved, and all devices have been initialized, Windows 95 is ready to be used.
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Loading the Final System Components at Startup

The remaining Windows 95 system components are loaded in the following sequence:

e KERNEL32.DLL provides the main Windows components, and KRNL386.EXE loads the Windows
device drivers

¢ GDI.EXE and GDI32.EXE provide the graphic device interface code

e USER.EXE and USER32.EXE provide the user interface code

¢ Associated resources, such as fonts, are loaded

¢ WIN.INI values are checked

¢ The shell and desktop components are loaded

At this point, a prompt appears so that you can log on by typing a user name and a password. After you
log on, Windows 95 can process user-specific configuration information. If you do not log on, default
settings are used. If Windows 95 is configured for network logon, the unified Windows 95 logon can be
used to log on to the network during this process.

After Windows 95 is loaded and you log on, the STARTUP directory is processed.
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System Startup Files

This section describes the following files involved in Windows 95 system startup:

¢ |O.SYS, which is the real-mode operating system that replaces the MS-DOS version; VMM32 and
Windows 95 device drivers take control from 10.SYS

¢ MSDOS.SYS, which contains special information for Windows 95 and is also created for
compatibility with applications that require this file to be present before they can be installed

e CONFIG.SYS and AUTOEXEC.BAT
e SYSTEM.INI and WIN.INI
¢ BOOTLOG.TXT, the log file that describes the system startup processes

The following table summarizes how Setup renames the system files for the previous operating system
when Windows 95 is installed. (The Windows 95 files are renamed with .W40 filename extensions
when you start the computer with the other operating system.)

Original MS-DOS filename Renamed file under Windows 95
autoexec.bat autoexec.dos

command.com command.dos

config.sys config.dos

i0.sys (or ibmbio.com) io.dos

mode.com mode_dos.com

msdos.sys (or ibmdos.com) msdos.dos
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10.SYS: The Real-Mode Operating System

Windows 95 uses a new system file, |0.SYS, which replaces the MS-DOS system files (10.SYS and
MSDOS.SYS). This real-mode operating system file contains the information needed to start the
computer. Your computer no longer needs CONFIG.SYS and AUTOEXEC.BAT to start the Windows 95
operating system (although these files are preserved for backward compatibility with certain
applications and drivers).

Note The Windows 95 10.SYS file is automatically renamed to WINBOOT.SYS if you start the
computer using your previous operating system.

The drivers loaded by default in |0.SYS include the following, if these files are found on the hard disk:

¢ HIMEM.SYS

e |FSHLP.SYS

e SETVER.EXE

e DBLSPACE.BIN or DRVSPACE.BIN

Most of the common functionality provided by the various CONFIG.SYS file entries are now provided
by default in 10.SYS. The following table lists the common entries in CONFIG.SYS that are now
incorporated into 10.SYS for Windows 95.

CONFIG.SYS Settings Incorporated in Windows 95 10.SYS

Setting Description

dos=high Specifies that MS-DOS should be loaded in the high
memory area (HMA). Also, the umb value is included if

EMM386 is loaded from CONFIG.SYS. (I0.SYS does
not load EMM386.)

himem.sys Enables access to the HMA. This line loads and runs the
real-mode Memory Manager. HIMEM.SYS is loaded by



default in Windows 95.

ifshlp.sys Installable File System Helper, which loads device
drivers. This allows the system to make file system calls.
Until this is loaded, only the minimal file system from
10.SYS is used. After this point, the full file system is
available.

setver.exe Optional TSR-type device. It is included for compatibility
reasons. Some MS-DOS-based applications require a
specific version of MS-DOS to be running. This file
responds to applications that query for the version
number and sets the version number required.

files= Specifies the number of file handle buffers to create.
This is specifically for files opened using MS-DOS calls
and is not required by Windows 95. It is included for
compatibility with older applications. The default value is
60.

lastdrive= Specifies the last drive letter available for assignment.
This is not required for Windows 95 but is included for
compatibility with older applications. If Windows 95
Setup finds this entry, it is moved to the Registry. The
default value is z.

buffers= Specifies the number of file buffers to create. This is
specifically for applications using 10.SYS calls and is not
required by Windows 95. The default value is 30.

stacks= Specifies the number and size of stack frames. This is
not required for Windows 95 but is included for
compatibility with older applications. The default value is

9,256.
shell= Indicates what command process to use. By default, the
command.com Ip switch is included to indicate that the command

process is permanent and should not be unloaded. If the
Ip switch is not specified, AUTOEXEC.BAT is not
processed and the command process can be unloaded
when quitting the operating system.

fcbs= Specifies the number of file control blocks that can be
open at the same time. You should use a fcbs= line in
CONFIG.SYS only if you have an older program that
requires such a setting. The default value is 4.

_I
To override default values in Windows 95 10.SYS
¢ Place an entry in CONFIG.SYS with the value you want.
The values in 10.SYS cannot be edited. If CONFIG.SYS contains switches or other parameters for any
of the drivers or settings created by 10.SYS, the CONFIG.SYS entries override the 10.SYS defaults.
Entries for files=, buffers=, and stacks= must be set in CONFIG.SYS to at least the default values in
10.SYS.

Note 10.SYS does not load EMM386.EXE. If any of your applications requires expanded memory
or loads data into the high memory area, EMM386 must be loaded in CONFIG.SYS. For details
about using EMM386, see Command-Line Commands Summary.
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MSDOS.SYS: Special Startup Values

Windows 95 Setup creates a hidden, read-only system file named MSDOS.SYS in the root of the
computer’s boot drive. This file contains important paths used to locate other Windows files, including
the Registry. MSDOS.SYS also supports an [Options] section, which you can add to tailor the startup
process.

The following example shows a typical file with default values:

[Options]
BootGUI=1

[Paths]
WinDir=C:\WINDOWS
WinBootDir=C:\WINDOWS
HostWinBootDrv=C

Most values in the [Options] section are Boolean — that is, the value can be 1 (enabled) or 0
(disabled). The following table describes entries in MSDOS.SYSS, using the typical default values.

MSDOS.SYS Values

Entry Description

[Paths] section:

HostWinBootDrv=c Defines the location of the boot drive root directory.

WinBootDir= Defines the location of the necessary startup files.
The default is the directory specified during Setup;
for example, C:\WINDOWS.

WinDir= Defines the location of the Windows 95 directory as
specified during Setup.

[Options]

section:

BootDelay=n Sets the initial startup delay to n seconds. The
default is 2. BootKeys=0 disables the delay. The
only purpose of the delay is to give the user sufficient
time to press rs after the Starting Windows message
appears.

BootFailSafe= Enables Safe Mode for system startup. The default is
0. (This setting is enabled typically by equipment
manufacturers for installation.)

BootGUI= Enables automatic graphical startup into Windows
95. The default is 1.

BootKeys= Enables the startup option keys (that is, F5, F6, and

F8). The default is 1. Setting this value to 0 overrides
the value of BootDelay=n and prevents any startup
keys from functioning. This setting allows system
administrators to configure more secure systems.
(These startup keys are described in General
Troubleshooting.)

BootMenu= Enables automatic display of the Windows 95 Startup
menu, so that the user must press rs to see the
menu. The default is 0. Setting this value to 1
eliminates the need to press Fs to see the menu.

BootMenuDefault= Sets the default menu item on the Windows Startup



# menu; the default is 3 for a computer with no
networking components, and 4 for a networked
computer.

BootMenuDelay=#  Sets the number of seconds to display the Windows
Startup menu before running the default menu item.
The default is 30.

BootMulti= Enables dual-boot capabilities. The default is 0.
Setting this value to 1 enables the ability to start MS-
DOS by pressing F4 or by pressing Fs to use the
Windows Startup menu.

BootWarn= Enables the Safe Mode startup warning. The default
is 1.
BootWin= Enables Windows 95 as the default operating

system. Setting this value to 0 disables Windows 95
as the default; this is useful only with MS-DOS
version 5 or 6.x on the computer. The default is 1.

DblSpace= Enables automatic loading of DBLSPACE.BIN. The
default is 1.
DoubleBuffer= Enables loading of a double-buffering driver for a

SCSI controller. The default is 0. Setting this value to
1 enables double-buffering, if required by the SCSI

controller.

DrvSpace= Enables automatic loading of DRVSPACE.BIN. The
default is 1.

LoadTop= Enables loading of COMMAND.COM or

DRVSPACE.BIN at the top of 640K memory. The
default is 1. Set this value to 0 with Novelle
NetWaree or any software that makes assumptions
about what is used in specific memory areas.

Logo= Enables display of the animated logo. The default is
1. Setting this value to 0 also avoids hooking a
variety of interrupts that can create incompatibilities
with certain memory managers from other vendors.

Network= Enables Safe Mode With Networking as a menu
option. The default is 1 for computers with
networking installed. This value should be 0 if
network software components are not installed.

Tip for Starting an Earlier Version of MS-DOS

If you installed Windows 95 in its own directory, the earlier version of MS-
DOS is preserved on your hard disk. If you set BootMulti=1 in the [Options]
section in the Windows 95 version of MSDOS.SYS, you can start the earlier
version of MS-DOS by pressing F4 when the Starting Windows message
appears during system startup.
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CONFIG.SYS and AUTOEXEC.BAT

For Windows 95, both the content and method have changed for handling CONFIG.SYS and
AUTOEXEC.BAT during system startup. Windows 95 automatically loads drivers and sets defaults by
using |0.SYS, the Registry, and other mechanisms, rather than CONFIG.SYS and AUTOEXEC.BAT.



However, computers that require certain real-mode drivers or TSRs will continue to require that
software be loaded from these configuration files. Also, CONFIG.SYS and AUTOEXEC.BAT might be
required to enable certain software options. However, some options, such as long command lines, can
also be enabled by using the COMMAND.COM program properties, as shown in the following
illustration.
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¥ Cloze on exit

Adyanced... | Ehangelcnn...l

Cancel | Apply |




Setup Technical Discussion
System Startup Files
CONFIG.SYS and AUTOEXEC.BAT
CONFIG.SYS Processing

CONFIG.SYS defaults are implemented by 10.SYS, as described in the previous section. However,
CONFIG.SYS can contain application-specific entries in addition to information stored in 10.SYS.
These are processed in the sequence they are listed. After the base CONFIG.SYS file has been read,
all devices are loaded, and COMMAND.COM is running.

Windows 95 loads memory managers supplied by other vendors if they are present in CONFIG.SYS;
however, some might cause errors. Similarly, Windows 95 allows the use of command shells from other
vendors, but, for example, long filenames are disabled, which might also indicate that other problems
can occur using these command shells.
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CONFIG.SYS Changes for Windows 95

Windows 95 has predefined settings built in for most common CONFIG.SYS settings, so Windows 95
Setup removes many of these lines (such as settings for files, buffers, and stacks) if they are
equivalent to the default values, by using REM to comment out the line.

Tips for Editing CONFIG.SYS

If you edit CONFIG.SYS in Windows 95, observe the following basic
guidelines:

¢ Do not include the smartdrv command. Windows 95 includes built-in
disk-caching, and double-buffering is now provided by DBLBUFF.SYS.

¢ Remove any device=mouse.sys lines or similar lines. Windows 95
includes built-in mouse support.

The following tables describe the changes that Setup makes to CONFIG.SYS.
Device Entries Deleted from CONFIG.SYS if Found

cmd640x.sys fastopen.exe share.com smartdrv.exe
ifshlp.sys rambios.sys share
fastopen share.exe smartdrv.sys

Lines Removed from CONFIG.SYS for Non-MS-DOS Operating Systems

delwatch.exe hidos.sys pckwik.sys touch.exe
delpurge.exe lock.exe rendir.exe vdisk.sys
diskmap.exe login.exe script.exe xdel.exe
diskopt.exe memmax.exe superpck.exe xdir.exe
dpms.exe nwcache.exe taskmax.exe

emmxma.sys password.exe taskmgr.exe

Miscellaneous Lines Removed from CONFIG.SYS

biling.sys island.sys nav_.sys tcpdrv.dos
country jdisp.sys navtsr.exe ubxps.dos
cpgcm.sys jfont.sys nemm.dos undelete.exe
display.sys jkeyb.sys nfs-ndis.sys vaccine.exe
dos-up.sys kkcfunc.sys pcnfs.sys vdefend.com
dosdata.sys kkfunc.sys pcshel.exe vdefend.sys
doshost.exe memdrv.exe pcshell virstop.exe
driver.sys mirror protman.sys vsafe.com
dwcfgmg.sys mirror.com rambios.sys vsafe.sys
ega.sys mirror.exe redirect.sys vwatch.com
extrados.max msime.sys sockdrv.sys wbide
isl850.sys msimek.sys st-dbl.sys workgrp.sys
isl861.sys nav.drv st-dspc.sys

Lines Removed from CONFIG.SYS That Start Disk Caches

cache-at.sys
cacheclk.exe

Golden Bow Systems software

cache-em.sys  Golden Bow Systems software

cache.exe Disk cache utility
faste.exe

fastx.exe

fastb12.sys

flash.exe Flash disk cache utility



hyper286.exe
hyper386.exe
hyperdkc.exe
hyperdke.exe
hyperdkx.exe
ibmcache.sys
icache.sys
l.com
mcache.sys
ncache.exe
pc-cache.com
pckkey.exe
pckscrn.exe
pc-kwik.exe
pckwin.sys
poweron.bat
gcache.exe
gcache.win
scpcdext.exe
scplus.exe
sdcdext.exe
speedrv.exe
super.exe
superon.bat
superpck.exe
zcache.sys

Hyper disk cache utility
Shareware disk cache

Hyper disk cache utility
Hyper disk cache utility
Hyper disk cache utility

Lightning disk cache

Paul Mace utilities

Norton Utilitiese disk cache utility

PC Tools™ disk cache utility

Multisoft Super PC-Kwik Windows driver
Multisoft Super PC-Kwik Windows driver
PC-Kwik disk cache utility

Multisoft Super PC-Kwik Windows driver
Batch file that turns on Super PC-Kwik
386MAXe disk cache utility
386MAX/BlueMAX™ disk cache utility
Norton CD-ROM Cache

SpeedCache for disks and CD-ROM
Norton CD-ROM Cache

Norton Speed Drive

Super PC-Kwik

Batch file that turns on Super PC-Kwik
Multisoft Super PC-Kwik disk cache

Zenith Data Systems OEM disk cache from DOS 3.3 and
4.01

Lines Removed from CONFIG.SYS for Previous Versions of OEM-DOS

astcache.sys
cache.sys
cacher.sys
cemm.exe
cemmp.exe
enhdisk.sys
emmdrv.sys
fastdisk.sys
hardrive.sys
hpdcache.sys
kboard.sys
mlpart.sys
olicache.sys
ramboost.exe
shelldrv.sys
spooler.sys
xdisk.sys

ASTe 3.30

COMPAQe 3.20, Delle 3.30

AST 3.30, Olivettie 3.30

MS-DOS 3.20, 3.21, 3.30, 3.31, 4.00
MS-DOS 3.20, 3.21, 3.30, 3.31, 4.00, COMPAQ 5.00
COMPAQ 3.20, 3.31, 4.00

NCRe 3.30

AST 3.30

HPe 3.20, 3.30, 4.00

HP 4.0

Toshibae 3.20

Tandye 3.20, 3.30

Olivetti 3.30

IBM 6.3

NCR 3.30

Tandy 3.20, 3.30

Unisyse 3.20



xma2ems.sys MS-DOS 4.00
Xmaem.sys MS-DOS 4.00
zspool.sys Zenith Data Systems 3.20, 3.21
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AUTOEXEC.BAT Processing

AUTOEXEC.BAT is not required for Windows 95, but it is included for compatibility purposes. If the
computer has an AUTOEXEC.BAT file, each line is processed in sequence during system startup.
AUTOEXEC.BAT can contain additional application-specific entries that are run in the sequence they
are listed.

Windows 95 passes the initial environment to COMMAND.COM with the correct Windows and
Windows COMMAND directories already in the path and with the environment variables PROMPT,
TMP, and TEMP already set. (TEMP= and TMP= indicate locations for temporary directories; both are
specified for compatibility reasons.)

The following AUTOEXEC.BAT commands have equivalent default settings created in 10.SYS for
Windows 95.

AUTOEXEC.BAT Equivalents for Windows 95 10.SYS Default Settings

Command Meaning

net start Loads the real-mode network components and validates
the binding. Any errors received are placed in the

NDISLOG.TXT file. (SYSINIT or COMMAND.COM
performs the necessary net start command.)

set path Sets the path as specified.

The default Windows 95 environment includes the following:

tmp=c:\windows\temp
temp=c:\windows\temp

prompt=$p$g

path=c:\windows; c:\windows\command
comspec=c:\windows\command\command.com
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AUTOEXEC.BAT Changes for Windows 95

Windows 95 Setup makes the following basic changes to AUTOEXEC.BAT:

e Updates the path= line statement

¢ Uses rem to comment out incompatible TSRs

¢ Deletes any win statement (or equivalent) and SHARE.EXE
e Copies the original AUTOEXEC.BAT to AUTOEXEC.DOS

¢ Sets the TEMP directory

For diskless workstations, if the TEMP and TMP environment variables are not set, Windows 95 Setup
creates a TEMP directory in the home directory (which can be on the local hard disk or on the network),
and adds set tmp= and set temp= entries in AUTOEXEC.BAT that point to the new directory.

Tips for Editing AUTOEXEC.BAT in Windows 95
If you edit AUTOEXEC.BAT, observe the following basic guidelines:

¢ Do not include other versions of Windows in your path.

e Start the path with C:\WINDOWS;C:\WINDOWS\COMMAND (using the
name for the Windows 95 directory on your hard disk if it is not
WINDOWS).

¢ Windows 95 Setup leaves your previous MS-DOS directory in the path.
Do not change this.

¢ Do not add SMARTDrive or other disk caches. Windows 95 includes
built-in caching.

¢ Do not include any statements for loading mouse support software.
Windows 95 includes built-in mouse support.

e If it is necessary to connect to a network server when you start Windows
95, create a batch file, and run it from the STARTUP directory, rather
than placing an entry in AUTOEXEC.BAT.

The following tables describe changes that Setup makes to AUTOEXEC.BAT. For entries that are
removed, Setup uses rem to comment out the line.

Commands Removed from AUTOEXEC.BAT

dosshell setcfg UnSet=comspec =ascsi
fastopen share win

Commands Removed from AUTOEXEC.BAT for Non-MS-DOS Operating Systems
delpurge dpms nwcache taskmax
delq eraq password taskmgr
delwatch lock ramboost touch
diskmap login rendir xdel
diskopt memmax script xdir
Miscellaneous Lines Removed from AUTOEXEC.BAT

3C503ban diagintr irmban rinAsync
3C507ban diagipa isoban script
3C523ban diagiso mirror snban
3C603ban diagomni navtsr.exe sockets
6510ban diagpcnt ndarcban tcptsr
8023ban diagpro4 nddgban tinyrfc
acinfo diagtokn neban tokbanmc
arcban diagungr net toknban
arcmcban diagvlan netbind tokuiban
asyncban diagwd netbind trban



attstban
call

csiban
dblspace,1
dellmenu,1
diag5210
diag9210
diagarc
diage503
diage523
diage603
diagethr

dnr nicmcban ubniuban
doshost nmtsr umb
drvspace,1 oliban undelete,1
emsbfr omniban ungerban
etherban pcnetban vaccine
expban pcshell vdefend
hughsban pro16ban virstop.exe
i92ban pro4ban vlanban
intelban proban vsafe.com
interban probanmc vwatch.com
intr2ban redirect wbide
ipaban rin wdban

Lines Removed from AUTOEXEC.BAT That Start Disk Caches

Command line

cache-at
cacheclk
cache-em
cache
fast

faste
fastx
fasts512
flash
hyper286
hyper386
hyperdkc
hyperdke
hyperdkx
ibmcache
icache

I

mcache
ncache
ncache2
pc-cache
pckkey
pckscrn
pc-kwik
pckwin
poweron.bat,1
gcache
scpcdext
scplus
sdcdext
smartdrv
speedrv
super

Disk cache

Golden Bow Systems software

Helix Multimedia Cloaking version 1.0
Golden Bow Systems software

Flash disk cache utility
Hyper disk cache utility
Shareware disk cache

Hyper disk cache utility
Hyper disk cache utility
Hyper disk cache utility

Lightning disk cache

Paul Mace utilities

Norton Utilities disk cache utility

Norton Utilities disk cache utility

PC Tools disk cache utility

Multisoft Super PC-Kwik Windows driver
Multisoft Super PC-Kwik Windows driver
PC-Kwik disk cache utility

Multisoft Super PC-Kwik Windows driver
Super PC-Kwik

386MAX disk cache utility

Norton CD-ROM cache

SpeedCache for disks and CD-ROM
Norton CD-ROM cache

Microsoft SMARTDrive disk utility
Norton Speed Drive

Super PC-Kwik



superon Batch file that turns on Super PC-Kwik
superpck Multisoft Super PC-Kwik disk cache
zcache Zenith Data Systems OEM from DOS 3.3 and 4.01
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SYSTEM.INI and WIN.INI

This section describes changes related to system startup made by Windows 95 Setup to SYSTEM.INI
and WIN.INI. Mappings for other changes between Windows 3.x and Windows 95 are described in

Windows 95 Registry.
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Changes to SYSTEM.INI

Most configuration options for Windows 95 are now stored in the Registry and are no longer required in
SYSTEM.INI. The following options have been moved to the Registry or are no longer valid in Windows
95:

¢ All parameters are moved from the [Network drivers] section of SYSTEM.INI to the Registry.

¢ The lanabase= parameter is moved from the [nwnblink] section of SYSTEM.INI to the Registry.

The following tables describe other changes made in SYSTEM.INI.

Entries Added to the [Boot] Section of SYSTEM.INI

comm.drv=comm.drv gdi.exe=gdi.exe user.exe=user.exe
dibeng.drv=dibeng.dll sound.drv=sound.drv

Entries Added to the [386Enh] Section of SYSTEM.INI
device="vshare device=*int13

device=*vcd device=*dynapage

Entries Deleted in the [386Enh] Section of SYSTEM.INI

device=*vfd device=Ipt.386 device=isapnp.386
device=*configmg device=pagefile.386 device=wshell.386
device=serial.386 timercriticalsection= maxbps=

Entries Moved from the [386Enh] Section of SYSTEM.INI to the Registry
Network= SecondNet= V86ModeLANAs=
Network3= Transport=

Entries Moved from the [Network] Section of SYSTEM.INI to the Registry
AuditEnabled= FileSharing= PasswordCaching=
AuditEvents= LANAs= PrintSharing=
AuditLogSize= LMAnnounce= Reshare=
AutoLogon= LMLogon= SlowLanas=
Comment= LogonDisconnected= Winnet=
ComputerName= LogonDomain= Workgroup=
DirectHost= LogonValidated=

EnableSharing= Multinet=

The following list summarizes where you should set the related parameters using Windows 95 tools:

¢ Set all memory-related parameters by using the System option in Control Panel. For information,
see Performance Tuning.

¢ Set parameters for hardware devices by using Device Manager in the System option in Control
Panel. For information, see Devices.

¢ Set all networking and resource sharing parameters by using the Network option in Control Panel.
For information, see Networking.
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Changes to WIN.INI

The font and desktop information in WIN.INI is transferred to the Registry, as described in the following
lists.

Entries Moved from the [Windows] Section of WIN.INI to the Registry

Beep KeyboardDelay MouseSpeed

BorderWidth KeyboardSpeed ScreenSaveActive
CursorBlinkRate MouseThreshold1 ScreenSaveTimeOut
DoubleClickSpeed MouseThreshold2 SwapMouseButtons
Entries Moved from the [WindowMetrics] Section of WIN.INI to the Registry
BorderWidth MinArrange ScrollHeight

CaptionHeight MinHorzGap ScrollWidth

CaptionWidth MinVertGap SmCaptionHeight
MenuHeight MinWidth SmCaptionWidth
MenuWidth

In addition, Setup always adds ATMWorkaround=1 to the [Pscript.Drv] section in WIN.INI.
The following list summarizes where you should set the related parameters using Windows 95 tools:

¢ Set all mouse parameters by using the Mouse option in Control Panel. For information, see Devices.
e Set parameters for the keyboard by using the Keyboard option in Control Panel. For information, see
online Help.

¢ Set all screen and window display parameters by using the Display option in Control Panel. For
information, see Devices.



Setup Technical Discussion
System Startup Files

BOOTLOG.TXT: The Startup Process Log

The BOOTLOG.TXT file contains a record of the current startup process for starting Windows 95. This
file is created during Setup when the Windows 95 operating system is first started from Windows 95
Setup. This file shows the Windows 95 components and drivers loaded and initialized, and the status of
each.

When you use the F8 option for interactive system startup, you can choose to create a boot log during
system startup. You can also use the /b switch to create a boot log when running WIN.COM from the
command line to isolate configuration problems. For information, see General Troubleshooting.

The information in BOOTLOG.TXT is written in sequence during startup, in roughly five major sections.
Depending upon a specific error condition, you might need to examine multiple sections. Notice,
however, that a loadfailed= entry means only that the related VxD refused to load. For example,
loadfailed=ebios indicates that the EBIOS driver did not detect EBIOS in the computer and so
reported that it should not be loaded. The following table shows the sections to examine, and describes
the possible errors and methods for correcting those errors.

BOOTLOG.TXT Sections for Determining Errors

Section and errors

Corrective action

Loading real-mode drivers:

No XMS memory

Incorrect MS-DOS
version (message
appears when driver
loads)

Windows 95 doesn’t
start on a SCSI hard
drive

IFSHLP.SYS message
occurs

Loading VxDs:

Cannot access D??
SPACE drives

Sharing violations occur

Verify that the section contains this entry:
loadsuccess=c:\windows\himem.sys
If not, verify the file and entry in CONFIG.SYS

If this error appears when loading drivers or
programs that worked before, verify that the section
contains this entry:

loadsuccess=c:\windows\setver.exe.
Verify that the section contains this entry:

loadsuccess=c:\windows\dblbuff.sys

Verify that the section contains this entry:

loadsuccess=c:\windows\ifshlp.sys

Verify the loading, system, and device initialization
of all VxDs by checking the section for these

entries:
loading vxd = ios
loadsuccess = ios

Verify that the section contains this entry:
loadsuccess = c:\dblspace.bin

Might be due to failure of the Vshare VxD to load.
The section might contain an entry such as:

loadfailed = wvshare

System-critical initialization of VxDs:

System-critical
initialization error
occurs

Verify that this section contains entries such as:

syscritinit=ios
syscritinitsuccess=ios

Device initialization of VxDs:

Verify that the section contains entries such as:



deviceinit=ios
deviceinitsuccess=ios

Successful VxD initialization:
Verify that the section contains entries such as:
initcomplete=ios
initcompletesuccess=ios

The following table shows the kinds of entries in BOOTLOG.TXT to examine for information about the
system startup process.

BOOTLOG.TXT entry Description

Error Errors that were logged during startup

Fail Failures that occurred during startup

Dynamic load success Dynamically loaded VxDs

InitCompleteSuccess  Loaded VxDs

LoadStart, Indication of loading processes
LoadSuccess,

Loading Device,

Loading Vxd

LoadFailed Indication that component failed to load
Syscritinit, System initialization actions
SysCritInitSuccess

Deviceinit, Device initialization actions

DevicelnitSuccess

Dynamic load device, = Dynamic loading and initialization of devices
Dynamic init device

Initing, Init Success, Initialization actions
InitComplete, Init,

InitDone

Status Current status indicator

For example, if you see an entry such as DynamiclnitDevice=PPPMAC but there is no matching entry
such as DynamiclnitSuccess=PPPMAC, then that VxD failed to load. If a driver in the Windows
SYSTEMAIOSUBSYS directory stalls when it is being initialized, you can sometimes successfully start
the system by renaming that file.

The following shows a sample BOOTLOG.TXT file:

Loading Device = C:\WINDOWS\HIMEM.SYS
LoadSuccess = C:\WINDOWS\HIMEM.SYS
Loading Device = C:\WINDOWS\EMM386 .EXE
LoadSuccess C:\WINDOWS\EMM386 .EXE
Loading Device = C:\WINDOWS\SETVER.EXE
LoadSuccess = C:\WINDOWS\SETVER.EXE
Loading Device = C: \WINDOWS\COMMAND\ANSI.SYS
LoadSuccess = C:\WINDOWS\COMMAND\ANSI.SYS
Loading Device = C:\WINDOWS\IFSHLP.SYS
LoadSuccess = C:\WINDOWS\IFSHLP.SYS

Loading Vxd = VMM
LoadSuccess = VMM
Loading Vxd = nwlink.vxd
LoadSuccess = nwlink.vxd
Loading Vxd = vnetsup.vxd
LoadSuccess = vnetsup.vxd
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Windows 95 Setup with Other Operating Systems

This section presents technical details related to installing Windows 95 over an existing operating
system, including changes made to system files by Windows 95 Setup and configuring for dual-booting
with the previous operating system.

The following table summarizes some of the available options for upgrading with Windows 3.x, MS-
DOS, and Windows NT, and whether you should install Windows 95 in a new directory or an existing
Windows 3.x directory to take advantage of these options.

Upgrade versus New Installation Options

Feature Install in a new Install in existing
directory Windows 3.x directory
Migrate existing Windows - X

application settings and files

Dual boot Windows 95 and X -
MS-DOS

Dual boot Windows 95 and X -
Windows NT1

1 Windows 95 and Windows NT can work together properly if the computer is configured for
dual booting between MS-DOS and Windows NT. However, you must install Windows 95 in
a new directory.

The issues discussed in this section include the following:

¢ Installing Windows 95 over Windows 3.x, plus installing for dual booting with Windows 3.x

¢ Installing Windows 95 over MS-DOS, including running on multiple-configuration computers
¢ Installing Windows 95 for dual-booting with Windows NT

¢ [nstalling Windows 95 over Novelle DR DOSe

¢ Installing Windows 95 over IBMe OS/2e
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Installing Windows 95 over Windows 3.x

If you have Windows 3.x or Windows for Workgroups 3.x, you can either upgrade the current
installation to Windows 95 (the preferred method) or install this version of Windows 95 in a new
directory.

If you choose to upgrade your existing Windows installation, Windows 95 Setup uses existing
configuration information to set installation defaults and to set other configuration options. Windows 95
Setup converts all Windows 3.x Program Manager groups to folders inside the Programs directory, so
they appear on the Windows 95 Start menu. These folders can be opened or explored to find the
applications previously contained in them. Windows 95 automatically creates a shortcut for each
original icon you had under the previous version of Windows.

Windows 95 Setup checks for the following files to determine whether the current installation is an
upgrade to Windows 3.x: WINVER.EXE, USER.EXE, WIN.COM, SYSTEM.INI, and WINLINI, plus
PROTOCOL.INI for Windows for Workgroups 3.x. When searching for these files, Windows 95 Setup
also checks the files for version information. (False files with the same name won’t work.)

|

To upgrade from Windows 3.1 or Windows for Workgroups to Windows 95
1. Start Windows 3.1 or Windows for Workgroups on your computer.

2. Insert the first Windows 95 Setup floppy disk or the compact disc in the appropriate disk drive.
-Or-
Connect to the shared network resource that contains the Windows 95 source files.

3. In File Manager, select the disk drive you used in step 2.

4. Click the File menu, click Run, and then type setup

All of your current system settings (such as program groups and desktop preferences) are moved
automatically to Windows 95. Windows 95 Setup also saves settings so that you can continue to use
the network configuration that you had previously.

|

To upgrade from Windows 3.0
1. Start your computer with MS-DOS. Do not run Windows 3.0.

2. Insert the first Windows 95 Setup floppy disk or the compact disc in the appropriate disk drive.
-Or-
Connect to the shared network resource that contains the Windows 95 source files.

3. Switch to the directory that contains the Windows 95 source files. At the command prompt, type
setup and follow the directions on screen.
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Installing Windows 95 for Dual Booting with Windows 3.x

To install Windows 95 with dual-boot capabilities for MS-DOS, the computer must already be running
version 5.x or 6.x of MS-DOS or PC-DOS.

Important In order to take advantage of the Windows 95 dual-boot capabilities, the entry
BootMulti=1 must be set in the Windows 95 MSDOS.SYS file in the root directory. For more

information, see MSDOS.SYS: Special Startup Values.
o

To set up dual-boot capabilities for a new installation of Windows 95
¢ During Windows 95 Setup, when you are installing Windows 95 for the first time, make sure you
specify a new directory that does not already have another version of Windows in it.

Windows 95 Setup makes all of the necessary changes to preserve your existing version of MS-DOS,
Windows 3.x, or Windows for Workgroups 3.x, and your current AUTOEXEC.BAT and CONFIG.SYS
files.

If you have already installed Windows 95 without dual-boot capabilities, you can follow these steps to
allow MS-DOS to dual boot with Windows 95. However, you will not be able to dual boot with your
previous version of Windows.

_I
To set up dual-boot capabilities after Windows 95 has been installed
1. On a bootable floppy disk that starts MS-DOS 5.0 or greater, rename the 10.SYS and MSDOS.SYS
files on the disk to 10.DOS and MSDOS.DOS. Then copy these files to the root directory of your
boot drive (usually drive C).

These files must be placed in the root directory. Usually these files are marked with the hidden,
system, and read-only attributes, so you might need to use the MS-DOS attrib command on these
files while they are on the floppy disk, to view and copy them (for example, type attrib -h -s -r
io.sys).

Caution You must rename the MS-DOS versions of these files before copying them to the root
directory. Otherwise, you will destroy your Windows 95 installation.

2. On a bootable floppy disk that starts MS-DOS 5.0 or greater, rename the COMMAND.COM file on
the disk to COMMAND.DOS. Then copy this file to the root directory of your boot drive.

Note If you are using disk compression software, you need to copy 10.DOS, MSDOS.DOS,
COMMAND.DOS, CONFIG.DOS, and AUTOEXEC.BAT to your host drive also.

3. Use a text editor to create CONFIG.DOS and AUTOEXEC.DOS files that are appropriate for the MS-
DOS version that you are using and store them in the root directory.

4. To use Windows 95 or the earlier version of MS-DOS in the usual way, restart the computer.
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Installing Windows 95 over MS-DOS

The versions of MS-DOS supported for installing Windows 95 are versions 3.2 or greater (for partitions
that are greater than 32 MB), 4.x, 5.x, and 6.x.

Tip for Running MS-DOS After Windows 95 Is Installed

If you install Windows 95 in a different directory from the one containing
your previous Windows 3.x version, you can start the computer by using the
previous version of MS-DOS. To do this, make sure the entry BootMulti=1
is in the Windows 95 MSDOS.SYS file, and then press F8 during system
startup and choose the related option.
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Installing Windows 95 over MS-DOS
Files Deleted by Windows 95 Setup

This section lists MS-DOS and other files that are deleted by Windows 95 Setup. Notice, however, that
these files are deleted from the old MS-DOS directory only if you install Windows 95 in the existing
Windows 3.x directory. Otherwise, the old MS-DOS files are all preserved so that you can start the
computer using the older version of MS-DOS.

The Windows 95 command-line commands are stored in the COMMAND subdirectory of the Windows
directory. Deleting the related MS-DOS command file will not affect your ability to use the command
under Windows 95. The versions that are deleted by Setup are known to be incompatible with
Windows 95; for example, many of these MS-DOS commands do not support long filenames.

MS-DOS and Windows 3.x Files Deleted by Windows 95 Setup

ansi.sys d??space.exe1 keyb.com ramdrive.sys
attrib.exe d??space.sys1 keyboard.sys readme.txt
chkdsk.exe edit.com label.exe scandisk.exe
choice.exe edit.hlp mem.exe scandisk.ini
country.sys ega.cpi mode.exe setver.exe
debug.exe emm386.exe more.com share.exe
defrag.exe fc.exe move.com smartdrv.exe
deltree.exe fdisk.exe mscdex.exe sort.exe
diskcopy.exe find.exe msd.exe start.exe
display.sys format.com networks.txt subst.exe
doskey.com help.com nisfunc.exe sys.com
d??space.bin1 help.hlp 0s2.txt Xcopy.exe

1 DRVSPACE.* or DBLSPACE.*
COMPAQ DOS 5.0 Files Deleted by Windows 95 Setup

cache.exe dos5help.chd fsedit.exe tu.exe
cemm.exe fastart.exe help.exe upcu.exe
cemmp.exe

Non-MS-DOS Operating System Files Deleted by Windows 95 Setup
delpurge.exe hidos.sys rendir.exe touch.exe
delwatch.exe lock.exe setup.exe uninstal.exe
diskmap.exe login.exe sys.com xdel.exe
diskopt.exe memmax.exe taskmax.exe xdir.exe
dosbook.exe password.exe taskmax.ini

Pre-MS-DOS 5.0 Files Deleted by Windows 95 Setup
append.com enhdisk.sys keybfr.exe print.exe



asgnpart.com fastopen.exe keybgk.com recover.exe
backup.exe fastart.exe keybgr.com restore.exe
bootf.com fdisk.com keybgr.exe select.com
cache.sys filesys.exe keybit.com select.dat
cemm.exe for150.exe keybit.exe select.exe
cemmp.exe format.exe keybno.com select.hlp
chkdsk.exe gdu.exe keybsp.com select.prt
cmpgadap.com graftabl.exe keybsv.exe select1.dat
compact.exe graphics.exe keybsw.com select2.dat
configur.com hardrive.sys keybuk.com setup.exe
debug.exe hpcache.com keybuk.exe shell.clr
detect.com hpdcache.com keybus.com shell.hlp
diskcomp.exe ifsfunc.exe label.exe shell.meu
diskcopy.exe indskbio.sys mode.exe shellb.com
diskinit.com install.exe mvbuild.exe shellc.exe
diskinit.exe keyb32.com pamcode.com tree.exe
dosutil.meu keybchf.com paminstl.com vdisk.sys
dskscan.exe keybchg.com part.exe Xmaem.sys
dsksetup.com keybda.com password.exe zcache.sys
edlin.exe keybfr.com prep.exe zspool.com
emm386.sys
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Installing Windows 95 over MS-DOS
System Startup with MS-DOS Multiple Configurations

Windows 95 supports multiple configurations for the same computer, and it dynamically determines
which configuration is being used. If Windows 95 cannot determine the specific configuration used
during system startup before processing CONFIG.SYS, then it presents a menu of available
configurations as listed in the Registry, and it prompts you to select the configuration you want.

If you have a multiple configuration established in CONFIG.SYS, that menu is presented next.
However, if you use a multiple configuration to switch between different versions of Windows, you must
edit CONFIG.SYS manually to repair this configuration after Windows 95 is installed. For information
about how to create multiple configurations for the same computer under Windows 95, see Devices.
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Installing Windows 95 for Dual Booting with Windows NT

You can install Windows 95 to dual boot with Windows NT on a computer. This section provides some
notes for installing Windows 95 with Windows NT.

Important In order to take advantage of the Windows 95 dual-boot capabilities, the entry
BootMulti=1 must be set in the Windows 95 version of MSDOS.SYS file in the root directory of
your startup drive. For more information, see MSDOS.SYS: Special Startup Values.
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To install Windows 95 to dual boot with Windows NT
1. Ensure that the computer is configured to dual boot between Windows NT and MS-DOS. Check
your Windows NT documentation for details.

2. Start the computer by using the MS-DOS operating system.
3. Run Windows 95 Setup as described in Introduction to Windows 95 Setup.

Remember that if your computer has any Windows NT file system (NTFS) partitions, they are not
available locally from within Windows 95.

If you run MS-DOS from a floppy disk in order to install Windows 95, you will not be able to start
Windows NT afterward. You can restore the multiboot configuration by starting the computer with your
Windows NT emergency repair disk and selecting the Repair option.

To run MS-DOS after Windows 95 has been installed, you must select the
MS-DOS option from the Windows NT multiboot menu. Then, from the Windows 95 Startup menu,
select the Previous Version of MS-DOS option.

[
To install Windows NT on a computer where Windows 95 is installed
¢ At the command prompt, switch to the directory that contains the Windows NT source files, and then
type winnt /w

The WINNT program is an MS-DOS-based application that creates the Windows NT Setup startup files
and copies the system files to the hard disk from the source files. The /w switch allows WINNT to run
under Windows. Using this switch also causes Windows NT Setup to skip the CPU detection process
and the automatic restart at the end of Setup. You can also include the /b switch to copy the required
startup files for Setup so that you do not have to create floppy disks for Setup.

For more information about the Windows NT operating system and about running computers with
Windows 95 on a Windows NT network, see Windows 95 on Microsoft Networks.
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Windows 95 Setup with Other Operating Systems
Installing Windows 95 over DR DOS

DR DOS is a disk operating system manufactured by Novell. The latest version of Novell DOS™
available at the release of Windows 95 was version 7.

You cannot configure dual-boot capabilities for Windows 95 and DR DOS.
Windows 95 Setup checks for the following DR DOS files that could cause conflicts.
DR DOS Files That Cause Conflicts

delwatch.exe fastopen.exe rendir.exe taskmax.exe
delpurge.exe lock.exe script.exe touch.exe
diskmap.exe memmax.exe superpck.exe xdel.exe
diskopt.exe password.exe

DR DOS is upgraded in the same way as versions of MS-DOS (as described earlier in this section).
However, these additional changes are made during Windows 95 Setup:

¢ Some DR DOS utilities can cause compatibility problems with the Windows 95 real-mode kernel;
Windows 95 Setup uses rem to comment out any command lines in the configuration files that start
such utilities.

¢ If you use DR DOS password protection, Windows 95 Setup warns that this should be removed;
otherwise, Windows 95 Setup cannot use the protected volume.
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Windows 95 Setup with Other Operating Systems
Installing Windows 95 over OS/2

You can install Windows 95 on a computer running any version of OS/2 as long as a FAT partition is
available. If the computer has any HPFS partitions, these partitions are not available from within
Windows 95. Setup reminds you of this when it detects an HPFS partition.

The following notes apply to installing Windows 95 on a computer running OS/2:

¢ You must install Windows 95 in a new directory.
¢ Windows 95 Setup cannot migrate desktop or other settings from OS/2.
¢ You might have to reinstall any Windows-based applications to run under Windows 95.

Windows 95 Setup cannot run from within either OS/2 or OS/2 for Windows. You must start the
computer by using MS-DOS and then run Windows 95 Setup from an MS-DOS command prompt. If
your OS/2 system is not configured to dual boot with MS-DOS, install MS-DOS first, and then start
Windows 95 Setup from MS-DOS.

If your computer has OS/2 Boot Manager, a message warns you that continuing with Windows 95
Setup will disable Boot Manager. If you choose to continue, Windows 95 Setup removes the OS/2 Boot
Manager partition information because Windows 95 Setup cannot determine which operating system or
configuration Boot Manager will use to restart the computer. This ensures that Windows 95 starts
during the installation process.

Windows 95 Setup leaves all other OS/2 files intact and does not remove any files from the OS/2
directory.

Tip for Restoring Boot Manager After Windows 95 Is Installed

Windows 95 runs normally with Boot Manager after installation is complete.
After Windows 95 is installed, you can make Boot Manager active again by
using the OS/2 boot disk to run the OS/2 Fdisk utility.

Setup Technice_ll Discus§ion
Removing Windows 95 from a Computer

Windows 95 can be removed from a computer by using the procedures described in the following
section. If the computer is configured for dual booting, you will be left with the previous versions of MS-
DOS and Windows 3.x intact. If you upgraded Windows 3.x, then you will need to reinstall Windows 3.x
after Windows 95 is removed.

The recommended method for removing Windows 95 is to start the computer and use the F8 key to get
to a command line, as described in the following procedure. When this is done, real-mode Windows 95
operating system files start the computer. If you encounter problems starting Windows 95 in this way,
start your computer from the previous operating system (which might require using a floppy disk).
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Removing Windows 95 from a Computer .
Removing Windows 95 with Command-Line Startup

Before you begin this process, make sure you have a system startup disk that contains an earlier
version of MS-DOS and the SYS.COM file. You need this startup disk because the Windows 95 startup
files (real-mode operating system files) must be deleted, so the process for removing Windows 95
makes your hard disk temporarily unbootable.
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Note The MS-DOS 6.x disk #1 is bootable, but the retail MS-DOS 5.0 disk #1 is not, and OEM
versions might vary. To make a startup disk with MS-DOS 6.x, run setup /f from disk #1.

To remove Windows 95 when the computer is started to the command line

1.

Start the computer and press F8 when the Starting Windows message appears.
If you have problems starting the computer in this way, you can use the procedure entitled
Removing Windows 95 with Your Previous Operating System.

. Select the Command Prompt Only option.
. To make it easier to delete files and directories, copy the Windows 95 version of DELTREE.EXE to

the boot drive. At the command prompt, type:
copy \windows\command\deltree.exe c:\

. To use the Windows 95 version of ScanDisk to clear invalid entries and long filenames, copy the

ScanDisk files from the Windows COMMAND directory to the root directory. At the command
prompt, type:
copy \windows\command\scandisk.* c:\

. Use Notepad or a similar text editor to edit SCANDISK.INI in the Windows directory. Change the

entries controlling whether ScanDisk looks for invalid characters in filenames and volume labels:
e Set labelcheck=on to specify that ScanDisk should check volume labels for invalid characters.
¢ Set spacecheck= on to specify that ScanDisk should check for invalid spaces in filenames.
For information about the entries in SCANDISK.INI, see that file in the Windows directory.

. To remove all entries that your earlier version of MS-DOS might see as invalid, at the command

prompt, type scandisk followed by the letter identifying the drive containing the Windows 95
installation. For example:

scandisk c:

If you receive error messages during the ScanDisk process, refer to the online Help for information
to help you resolve the error.

. To delete the Windows 95 directory, in the root directory of the drive containing the Windows 95

installation, type:
deltree windows
In this command, windows is the name of the directory containing the Windows 95 files.

Caution All subdirectories of the Windows 95 directory will be deleted by this command. Before
performing this step, make sure that the Windows 95 directory tree does not contain any critical data
that has not been backed up.

This step will also require that you reinstall all Windows-based programs at the end of this procedure,
so that the correct drivers and settings will be available in the restored Windows directory.

8. To delete the Windows 95 CONFIG.SYS and AUTOEXEC.BAT files, in the root directory of the boot

drive, type:

deltree config.sys
deltree autoexec.bat

9. To delete the WINBOOT.INI file and the WINBOOT directory, if present, type:

deltree winboot.*

10. To delete the setup, boot, and detection log files, type:

deltree setuplog.”



1.

12.

13.

14.

15.

deltree bootlog.*
deltree detlog.*

To delete the real-mode operating system files |0.SYS and MSDOS.SYS, in the root directory of the
boot drive (or from the root directory of the host drive, if the boot drive is compressed), type:

deltree io.sys

deltree msdos.sys

If you are using STAC Electronics Stackere version 3.1, either skip this step or back up the STAC
DBLSPACE.BIN file before completing this step.

To delete the Windows 95 compression drivers (DBLSPACE.BIN and DRVSPACE.BIN), if present, in
the root directory of the boot drive (or from the root directory of the host drive, if the boot drive is
compressed), type:

deltree d??space.bin

To delete the Windows 95 command processor (COMMAND.COM), in the root directory of the boot
drive (or both from the C drive and from the root of the host drive, if the boot drive is compressed),
type:

deltree command.com

Put a bootable floppy disk with your earlier version of MS-DOS into drive A, and then restart the
computer. After the computer starts from the floppy disk, put your earlier version of MS-DOS back on
the boot drive (or the host drive, if the C drive is compressed) by typing sys followed by the letter
identifying the boot or host drive and a colon. For example:

sys C:

If you have MS-DOS version 6.0 and are using compression, copy DBLSPACE.BIN from the DOS
directory to the root directory of the boot drive. Also, for all versions of MS-DOS, if you have a shell=
statement referencing COMMAND.COM from a different directory, copy COMMAND.COM to the
root directory. Then remove the floppy disk, and restart the computer from the hard disk.

To start the system with previous configuration files, copy CONFIG.DOS to CONFIG.SYS and
AUTOEXEC.DOS to AUTOEXEC.BAT.

If you remove Windows 95 from a dual-boot installation, Windows 95 will be removed completely, and
the computer will start the same way it did before installing Windows 95.

If you removed Windows 95 from an upgraded Windows 3.x installation, drivers that were located in the
Windows directory (such as HIMEM.SYS, IFSLHLP.SYS, and EMM386.EXE) will be missing until you
reinstall Windows 3.x. Then the computer will start the same way it did before Windows 95 was
installed.

You might need to reinstall the previous version of MS-DOS, if needed files were removed by Windows
95 Setup.
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Removing Windows 95 with Your Previous Operating System

Use this procedure if you cannot start a computer in Windows 95 real mode, as described in the
preceding section.

Before you begin this process, make sure you have a bootable floppy disk that contains an earlier
version of MS-DOS and the SYS.COM file. The process for removing Windows 95 makes your hard
disk temporarily unbootable, and the Windows 95 startup files (real-mode operating system files) must
also be deleted.

Note The MS-DOS 6.x disk #1 is bootable, but the retail MS-DOS 5.0 disk #1 is not, and OEM
versions might vary. To make a startup disk with MS-DOS 6.x, run setup /f from disk #1.

|

To remove Windows 95 when the computer is started with the previous operating system
1. Start the computer and press the F8 key when the Starting Windows message appears.

2. Select the Previous Version Of MS-DOS option.

3. To make it easier to delete files and directories, copy the Windows 95 version of DELTREE.EXE to
the boot drive. At the command prompt, type:

copy \windows\command\deltree.exe c:\

4. To copy the Windows 95 version of ScanDisk files from the Windows COMMAND directory to the
root directory, type:

copy \windows\command\scandisk.* c:\

5. Use Notepad or a similar text editor to edit SCANDISK.INI. Change the entries controlling whether
ScanDisk looks for invalid characters in filenames and volume labels:
¢ Set labelcheck=on to specify that ScanDisk should check volume labels for invalid characters.
¢ Set spacecheck=on to specify that ScanDisk should check for invalid spaces in filenames.

6. To remove all entries that your earlier version of MS-DOS might see as invalid, at the command
prompt, type scandisk followed by the letter identifying the drive containing the Windows 95
installation. For example:
scandisk c:

If you receive error messages during the ScanDisk process, refer to the online Help for information
to help you resolve the error.

7. To delete the Windows 95 directory, in the root directory of the drive containing the Windows 95
installation, type:
deltree windows

In this command, windows is the name of the directory containing the Windows 95 files.

Caution All subdirectories of the Windows 95 directory will be deleted by this command. Before
performing this step, make sure that the Windows 95 directory tree does not contain any critical data
that has not been backed up.

8. To delete the Windows 95 real-mode operating system file named WINBOOT.SYS, which was
renamed from 10.SYS when you started the computer with your previous operating system, type the
following command from the boot drive (or from the root directory of the host drive, if the boot drive
is compressed):

deltree winboot.*
9. Delete the Windows 95 files MSDOS.W40, COMMAND.W40, CONFIG.W40, and AUTOEXEC.W40
files. (The renaming of these operating system files occurred when you used F8 to start the previous

operating system.) To do this, type the following command at the command prompt (if the boot drive
is not compressed):

deltree *.w40

If the boot drive is compressed, you must delete MSDOS.W40 from the root directory of the host
drive and COMMAND.W40 from the root directories of both the host drive and the boot drive.



10.

1.

12.

13.

To delete the setup, boot, and detection log files, type:

deltree setuplog.”
deltree bootlog.*
deltree detlog.*

If you are using Stacker version 3.1, either skip this step or back up the STAC DBLSPACE.BIN file
before completing this step. To delete the Windows 95 compression drivers (DBLSPACE.BIN and
DRVSPACE.BIN), in the root directory of the boot drive (or from the root directory of the host drive, if
the boot drive is compressed), type:

deltree d??space.bin

Put a bootable floppy disk with the earlier version of MS-DOS into drive A, and then restart the
computer. After the computer starts from the floppy disk, put the earlier version of MS-DOS back on
the boot drive (or the host drive, if the C drive is compressed) by typing sys followed by the letter
identifying the drive and a colon. For example:

Sys c:

If you have MS-DOS version 6.0 and are using compression, copy DBLSPACE.BIN to the root
directory of the boot drive. Also, for all versions of MS-DOS, if you have a shell= statement
referencing COMMAND.COM from a different directory, copy COMMAND.COM to the root directory.
Then remove the floppy disk, and restart the computer from the hard disk.

If you remove Windows 95 from a dual-boot installation, Windows 95 will be removed completely, and
the computer will start the same way it did before installing Windows 95.

If you removed Windows 95 from an upgraded Windows 3.x installation, you might need to reinstall
your previous version of MS-DOS if some of the necessary files were removed by Windows 95 Setup.
Drivers that were located in the Windows directory (such as HIMEM.SYS, IFSLHLP.SYS, and
EMM386.EXE) will be missing until you reinstall Windows 3.x into the Windows directory. After you
have reinstalled Windows 3.x, the computer will start the same way it did before Windows 95 was
installed.
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To remove Windows 95 from a computer with Windows NT installed

1.

2.
3.

Follow the steps in the procedure named “To remove Windows 95 when the computer is started with
the previous operating system” earlier in this section.

Use the Windows NT Setup disk #1 to restart your computer.

When prompted, choose Repair. Then insert the Windows NT Emergency Repair Disk and choose
the option to repair the boot files.

Restore your original MS-DOS and Windows 3.x configuration.
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Troubleshooting Setup and System Startup

This section provides information about solving problems that might occur during Setup or system
startup. For specific information about troubleshooting procedures and the tools provided with Windows
95 (including details about using the Startup menu and Safe Mode for troubleshooting), see General

Troubleshooting.

Note If you have MS-DOS-based applications that require complete access to system resources,
see the information about using MS-DOS Mode in Application Support.
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Troubleshooting Specific Setup Errors

This section describes Setup problems and how to diagnose and correct them.

You can also get useful troubleshooting information from the SETUPLOG.TXT log file that Setup
creates in the root directory of your startup drive, as described in SETUPLOG.TXT: The Setup Log File.

If Setup fails, attempt to restart it by using the following procedure.
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To restart Setup after a failure

1. Press F3 or click the Exit button.

If the system does not respond, restart the computer by pressing CTRL+ALT+DEL. If this fails, turn off
the computer, wait 10 seconds, and then turn it on again.

2. Start Setup again. Setup prompts you to use Safe Recovery to recover the failed installation.
Choose the Safe Recovery option and click the Continue button. Setup will skip the portion that
caused the initial failure.

3. If the computer stops again during the hardware detection process, restart Setup again, and repeat
the process until the hardware detection portion of Setup is completed.

You can use the information in SETUPLOG.TXT and DETLOG.TXT to check for the device or devices

that caused the problems. Also review any messages added by Setup in the AUTOEXEC.BAT file for

instructions on correcting setup problems.

The following sections describe specific setup problems and how to resolve them.

Setup fails to start.

If Setup fails to start, you should check memory, check for hardware detection conflicts, and check the
access to the source for the Windows 95 installation files. Use the following checklist and procedures
to find a solution.

e Check the computer for viruses.

¢ Check for sufficient conventional memory.
Windows 95 requires 420K. If this is not available, check for unnecessary drivers or TSRs, remove
them and then try again. You can also run the MS-DOS MEMMAKER utility to optimize conventional
memory.

e Check the RAM configuration in CONFIG.SYS.
For MS-DOS 4.x or earlier, settings should contain the following:
device=himem.sys

For MS-DOS 5 or later, settings should contain the following:
device=himem.sys

device=emm386.exe noems

dos=high, umb

Note The path to these drivers is not specified in the preceding example. If you don’t specify the
path, you need to copy the drivers to the root of the startup drive. Using emm386 and dos=high,umb
enables UMBs, but it is optional.

¢ Check for adequate XMS memory. Windows 95 requires at least 3 MB of XMS. If you are using MS-
DOS 6.xx, press F4 when you start the computer and the Starting MS-DOS message appears.
Choose Step-by-Step Confirmation to verify that HIMEM.SYS is loading. If not, make sure that verify
the startup file syntax.

¢ At the command prompt, use mem /c /p to check for free conventional and XMS memory.

¢ If installing from a floppy disk or compact disc, check access to the drive.

¢ Remove all extra entries in CONFIG.SYS and AUTOEXEC.BAT, except those required to start the
system and, for a networked computer, to start the network. It is especially helpful to remove any
entries related to non-Microsoft disk caching software.



Setup starts but an error is reported during the installation process.
¢ Restart Windows 95 Setup and use Safe Recovery.

¢ Check the SETUPLOG.TXT or DETLOG.TXT files.

¢ Check the computer for viruses. This is an especially important step if Setup fails on disk 2 with
floppy disk source files, or if it fails when the Windows 95 Startup wizard is preparing to run.

¢ Verify that all system and networking components function normally. Run virus detection software
and scandisk (specifying a Thorough Type of Test) to identify system problems that might cause
errors.

¢ Check the content of the error message. Windows 95 Setup errors contain additional information
about the condition causing Setup to fail. Examine the device or condition that the error describes.

¢ \Verify that system hardware is compatible. If Setup repeatedly fails, or if you suspect hardware
conflicts with the Setup process, verify that the system components are supported. You might want
to skip hardware detection.

¢ Check for a missing or damaged file. If a driver or system component file is referenced in the error,
check to see if the file exists, if it is in the expected location, and if it has the correct file size, date,
and version. For more information, see General Troubleshooting.

Setup fails when run from floppy disks.

When Setup fails when it is being run from floppy disks, you might see a message asking you to insert
a disk in the floppy drive when a disk is already in the drive. Or, you might use the dir command to
examine a Setup floppy disk and find that it fails or that garbled characters appear on the screen.

To solve this problem, first disable any BIOS-enable virus checking routine. Then check your computer
hardware documentation or check with the manufacturer to ensure that the computer’s CMOS settings
are correct. If changing settings as advised by the manufacturer does not solve the problem, you can
use the DRIVPARM utility.
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To use DRIVPARM to solve floppy-disk hardware problems
1. Start the computer using the most basic configuration files possible, loading no additional hardware
drivers or other software in CONFIG.SYS and AUTOEXEC.BAT.

2. Insert a standard disk in drive A or drive B. At the command prompt, switch to that drive and type dir
3. If this works, insert a disk from the Windows 95 floppy disks in the same drive, and type dir

4. If this fails, garbled characters appear on the screen, or subsequent attempts to read the floppy disk
fail, insert one of the following statements at the end of CONFIG.SYS.

For a 1.44-MB A drive, add:
drivparm=/d:0 /f:7

For a 1.44-MB B drive, add:
drivparm=/d:1 /f:7

5. If CONFIG.SYS contains an entry for DRIVER.SYS, disable it by adding rem before the related
command line.

6. Save the CONFIG.SYS file, and restart the computer. Then repeat steps 2 and 3. If these steps are
successful, leave the drivparm statement in CONFIG.SYS so that you can run Windows 95 Setup.

If this procedure is not successful, the problem is related to the CMOS settings on the computer. For
information and assistance, contact your computer manufacturer.

You cannot access the server when installing from the network.
¢ Verify that the network domain is validating the user account.

¢ Check the user name, password, and access rights.

¢ Check basic network functionality.

e Check conventional and XMS memory.

¢ Check for and remove unnecessary drivers and TSRs.

¢ If using a login script, check that the login script runs properly.

For more information, see Introduction to Windows 95 Networking.



The network connection fails when you are installing from the network.
¢ Try to reconnect to the network share.

¢ If you cannot reconnect, restart the computer, and try again.
¢ Use another computer on the network to verify the installation server is working.
e Check the basic network connection.

Setup stops during hardware detection.

When Setup stalls during hardware detection, you might need to disable hardware detection for a
device or class of devices. Before you do this, wait until at least three minutes have passed with neither
disk nor screen activity (that is, the mouse pointer cannot be moved). Some detection routines take
long enough that the computer might appear to stop temporarily.
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To skip hardware detection in order to avoid problems
1. Run Windows 95 Setup from MS-DOS and, if this is not the first attempt to install, select Safe
Recovery.

2. To disable the specific device detection during Setup, in the Hardware Detection dialog box, select
the option to specify the hardware devices to detect. Then make sure the check box next to the
device is not checked.

Setup cannot communicate with a device.

If Setup cannot communicate with a specific hardware device on the system during the installation of
Windows 95, a message states that Setup has found a hardware device on your computer that is not
responding and prompts you to try this device again. For persistent problems, the message provides
instructions on how to exit Setup and restart the computer.

This error message can be caused by one of the following:

¢ The network has stopped responding

¢ A CD-ROM drive has stopped responding

¢ Afloppy disk drive has stopped responding

e Setup can no longer access the hard drive to complete the installation process

Follow the recommendation in the message to turn off the computer, turn it back on, and then rerun
Setup with Safe Recovery. If the problem persists, identify the problem from the preceding list and
correct it.

Setup fails with error B1.

A B1 error message indicates that Setup has detected an older 80386 processor that is not supported
and instructs you to upgrade your processor. Intel 80386 microprocessors dated before April 1987 are
known as B1 stepping chips. These chips introduce random math errors when performing 32-bit
operations, thus making them incompatible with Windows 95. If your 80386 chip was manufactured
before April 1987 or has a label on it that reads “For 16-bit operations only,” contact your hardware
manufacturer about an upgrade.

Problems occur during the file-copying phase of Setup.
If this occurs, exit Setup, restart your computer, and then rerun Setup. When prompted, select the Safe
Recovery option and click Continue. The installation process should complete successfully.

If your computer stalls after all files have been copied, or if you receive an error at this point, it might be
due to virus-protection software. Some computers have virus protection built into the ROM BIOS. You
should disable the virus protection software or run your computer’s configuration program to disable
virus checking and then restart Setup. Select the Safe Recovery option, and the installation process
should complete successfully.

An “Incorrect MS-DOS version” error message appears.
When starting Setup from MS-DOS, you might receive an error stating that MS-DOS 3.1 or greater is
required. MS-DOS versions earlier than 3.1 are not compatible with Windows 95.

This error can also occur when starting Setup from MS-DOS if you are using the 386MAX software
utility. If this error occurs, temporarily disable the 386MAX commands from the startup files, and then
run Setup again.



A “Standard Mode: Fault in MS-DOS Extender” error message appears.

When running Windows 95 Setup from MS-DOS you might receive this error, indicating there might be
a conflict in the upper memory region. To resolve this, either disable UMBs or remove EMM386
statements from CONFIG.SYS and rerun Setup. Or run Setup from Windows 3.x.

A “Cannot open file *.INF” error message appears.
If you receive an error that states that an *.INF file cannot be opened, you might need to free memory
by disabling SMARTDrive in AUTOEXEC.BAT, or by closing any applications running in Windows.

Setup requests a new source path.
If this occurs, check the file source (the floppy disk drive or the CD-ROM drive).

¢ In Windows File Manager, click the floppy disk drive, and verify that the drive and files are
accessible by viewing directories and loading readable text files.

-Or —
At the MS-DOS command prompt, use the dir and type commands to verify that the drive and files
are accessible by viewing directories and loading readable text files.

¢ If the floppy disk drive is inaccessible, try reading a different disk. If that doesn’t work, shut down and
restart the computer. Check CMOS settings for the floppy disk drive using the hardware
manufacturer’s diagnostic routine (consult your hardware documentation).

¢ If installing from a compact disc, verify that MSCDEX and the CD-ROM drivers are loaded and
configured properly.

Setup is unable to find a valid boot partition.

A valid MS-DOS partition must exist in order for Setup to install Windows 95. If Windows 95 Setup is
unable to find a valid boot partition during installation, it displays an error message. If you receive an
error message, there might be an actual partition error, but it is more likely that disk compression
software or network components are mapping over the boot drive. This might occur if you are mapping
a network drive to E, but E is the hidden host drive for your disk compression software, or you are
using a LANtastic network and drive C is being mapped or shared.

To resolve the invalid partition error:

¢ \Verify the drive is not mapped over (or logically remapped).

¢ \Verify a valid, active partition using Fdisk. If no valid partition exists, take appropriate drive or data
recovery efforts. If no active partition exists, use Fdisk to mark an appropriate partition as active.

¢ Remove interfering drivers from the startup configuration files, and run Setup again.

¢ If you are using disk compression software, ensure that none of your mapped network drive letters
conflict with the host drive for disk compression.

Setup finds insufficient disk space.
If Setup does not find sufficient space to install Windows 95, check for space on the destination and
boot drives, and if you are using compression, check actual free space.

Setup error occurs on a system with OS/2.

Setup disables OS/2 Boot Manager to ensure that Windows 95 can restart the computer and complete
its installation. Therefore, if you are using OS/2 Boot Manager to choose operating systems at startup,
0S/2 Boot Manager must be reset after Windows 95 is installed. Boot Manager can be reactivated by

starting the computer with an OS/2 boot disk and by using the OS/2 Fdisk utility.

If you are not using Boot Manager, you should configure the computer to use Boot Manager, and then
follow the preceding instructions. If you start MS-DOS from a floppy disk and run Setup, you will no
longer be able to start OS/2 after Windows 95 has been installed. To avoid this, rename or delete the
AUTOEXEC.BAT and CONFIG.SYS files that OS/2 uses before running Windows 95 Setup.

Setup fails automated installation from MSBATCH.INF.
If the automated installation fails, check the following:

¢ Verify the network connection if source files are on the network
¢ Check errors messages, if any
¢ Check the MSBATCH.INF file contents and syntax



Check the network validation of user logon

Check for enough memory

Check for and remove unnecessary drivers and TSRs
If using a login script, verify that the script ran properly
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Troubleshooting Specific Startup Errors

This section describes specific conditions that might interfere with starting a Windows 95 computer and
how to fix them.

In general, for system startup problems, the first problem-solving method is to start Windows 95 in Safe
Mode. For information about how to start in Safe Mode and use BOOTLOG.TXT for troubleshooting,

see General Troubleshooting.

Windows 95 stalls during the first restart after installation.

Usually this occurs because of legacy hardware that was configured incorrectly before Windows 95
was installed. Remove settings for hardware services in CONFIG.SYS and AUTOEXEC.BAT. Also,
ensure that any SCSI devices are terminated correctly. You might also need to disable the ISA
enumerator. This software detects a new type of adapter that can be configured from the operating
system. The detection sequence requires the ISA enumerator for /O processes on some ports.
Although every effort has been made to avoid ports commonly in use, you might have hardware that is
also trying to use these 1/O ports.

|

To disable the ISA enumerator
¢ Remove the following line from the [386Enh] section of SYSTEM.INI:

device = ISAPNP.386

Bad or missing file error occurs on startup.
If you receive a “Bad or missing filename” message when the system is starting (where filename might
contain HIMEM.SYS, IFSHLP.SYS, and so on), do the following:

e Check the syntax of the entry in CONFIG.SYS or other startup file.
¢ Verify the existence, location, version, and integrity of the file.

If the filename to which the message refers is a device driver the computer needs for accessing the
drive where Windows 95 is installed, you need to move the device= line that contains the device driver
to the beginning of CONFIG.SYS to allow access to the drive when CONFIG.SYS tries to load files
from the Windows directory.

Windows 95 has damaged or missing core files.

When Windows 95 loads, it counts on key files being available and undamaged. If a system file is
damaged or missing, it might prevent loading or normal operation. If VMM32.VXD or other core files
are missing or damaged, you might need to run Windows 95 Setup and select the Verify option in Safe
Recovery to replace the files.

System Registry file is missing.

The Windows 95 Registry file is required for operation. This is contained in SYSTEM.DAT and
USER.DAT, which are backed up as .DAO files. If only the SYSTEM.DAT Registry file is missing,
Windows 95 does one of the following:

¢ Windows 95 automatically replaces SYSTEM.DAT from the backup Registry .DAO file.
-Or-
¢ Windows 95 automatically uses Safe Mode to start Windows 95 and displays the Registry Problem
dialog box. Click the Restore From Backup And Restart button to restore the Registry, which copies
SYSTEM.DAO and USER.DAQO to .DAT files.
If both SYSTEM.DAT and SYSTEM.DAO files are missing (or if the WinDir= entry in MSDOS.SYS is
not set), a message informs you that the Registry file is missing and that Registry services are not
available for this session. (This means that most operations in Windows 95 will fail.) After this message
appears, Windows 95 automatically starts in Safe Mode and displays another message offering an
option to restore the Registry. However, if there is no .DAO file, the Registry cannot be restored. To
resolve this problem, either restore SYSTEM.DAT from backup or run Windows 95 Setup.

For information about backing up and restoring the Registry, see Windows 95 Registry.
BIOS or a BIOS setting is incompatible.



A ROM BIOS setting might prevent Windows 95 from installing or loading, because some computers
have a feature that prevents applications from writing to the boot sector. This is usually in the form of
anti-virus protection set through your computer’s CMOS. If this is enabled, Windows 95 cannot
complete the installation or cannot start properly.

If boot sector protection is enabled in the computer’s BIOS, one of the following symptoms occurs:

¢ Windows 95 Setup stalls.
¢ Windows 95 stalls while starting.

¢ The anti-virus software prompts you to overwrite the boot sector. Choosing Yes might allow you to
complete the Setup procedure, but Windows 95 stalls when it attempts to load.

To correct this problem, disable the Boot Sector protection feature through your computer’s CMOS,
then reinstall Windows 95. For information about disabling this feature, consult your hardware
documentation or service center.

VxD error returns you to the command prompt.

If a VxD is missing or damaged, Windows 95 displays an error message that indicates which VxD is
involved. If the VxD is critical to the operation of Windows 95, then Windows 95 does not start and the
screen displays the command prompt. You might need to run Windows 95 Setup and select Verify or
Safe Recovery to replace the missing VxD.

You can selectively override a VxD that is included within VMM32.VxD. If the same VxD is loaded
twice, the second instance intercepts all the calls to that particular VxD. There are two ways to override
this:

e Copy the related .VXD file into the Windows SYSTEM\VMM32 directory.
e Edit SYSTEM.INI to add the entry device= filename.vxd in the [386enh] section.

You cannot use dual boot to run a previous operating system.

To take advantage of the dual-boot support in Windows 95, you cannot install Windows 95 into an
existing Windows 3.x directory, and the value BootMulti=1 must be defined in the Windows 95 version
of MSDOS.SYS.

DR DOS and versions of MS-DOS earlier than 5.0 do not support Windows 95 dual-boot functionality.
To return to your previous operating system, you have to remove Windows 95 and reinstall your
previous operating system, as described earlier in this chapter.

“Previous MS-DOS files not found” message appears.

When trying to dual-boot to the previous version of MS-DOS, you might receive an error message
stating that your previous MS-DOS files were not found. It is probable that either the files are missing,
or that your previous version of MS-DOS was not version 5.0 or higher.

You must have MS-DOS 5.0 or higher in order to start to a previous version of MS-DOS. Any version of
MS-DOS earlier than 5.0 looks for the first three sectors of the 10.SYS file in the first three sectors of
the data area of the drive. In MS-DOS 5.0 or higher, 10.SYS is designed to allow itself to be located
outside the first three sectors of a drive’s data area. In this situation, the only way to start to a version of
MS-DOS prior to 5.0 is from a startup floppy disk.

Drivers, such as DBLSPACE.SYS, that are loaded when you start the computer using the earlier
version of MS-DOS might not be available.

Required real-mode drivers are missing or damaged.
The previous operating system might have required certain real-mode drivers (compression,
partitioning, hard disk drivers, and so on), and does not start correctly without them.

¢ At system startup, press F8 and select Step-By-Step Confirmation to verify the correct loading of all
specified drivers.

¢ Verify that any drivers required to support your hardware are all specified in the appropriate startup
file.

Windows 95 doesn’t recognize a device.

In some cases, Windows 95 is unable to recognize an installed device, and the device resources are
unavailable to Windows 95. If Windows 95 doesn’t recognize an installed device, remove it in Device
Manager, and reinstall it by using the Add New Hardware option in Control Panel. You can also use



Device Manager to check resource conflicts. For information, see Devices. Or see the hardware
conflict troubleshooting information in online Help.

Installing drivers causes Windows 95 system startup to fail.

If you try to install drivers for Windows 3.x from other vendors over Windows 95 (such as sound or
video drivers), running the provided installation program can cause Windows 95 to fail to start or
operate correctly.

[
To recover, when using a device that is supported by Windows 95
1. Remove all entries in SYSTEM.INI that were added by the installation software from another vendor.
2. Delete the device in Device Manager in the System properties, as described in Devices.
3. Shut down and restart Windows 95.
4, (ijge the Add New Hardware option in Control Panel to reinstall the device by using the Windows 95
rivers.

The wrong applications run after Windows 95 starts.

¢ In Windows Explorer, double-click the Windows Start Menu\Programs\Startup directory, and then
delete any items that you do not want to run when Windows 95 starts.

¢ If the programs that are running do not appear in the Start Menu folder in Windows Explorer, run
Registry Editor and find this key:
HKey Current User\Software\Microsoft\Windows\CurrentVersion
\Explorer\Shell Folders

The value of Startup= should be Windows\Start Menu\Program\Startup, where Windows is the
drive and directory containing the Windows 95 files.



Setup Technical Discussion
Troubleshooting Setup and System Startup
Converting Windows 3.x Program Groups

Windows 95 uses folders and links to provide the same functionality as groups and items in previous
versions of Windows. As part of the upgrade from Windows to Windows 95, the GRPCONV.EXE utility
provides the translation of groups and group items to folders and links.

GRPCONV runs automatically after Setup has copied most of the files needed for a complete
installation and restarted the computer. It searches through all .GRP files listed in the PROGMAN.INI
file, and then creates shortcuts for those entries in the Applications folder. GRPCONYV also searches
the SETUP.INI file and creates shortcuts in the Programs folder for all the items currently specified on
the Windows Setup tab in Add/Remove Programs.

GRPCONYV uses information from the Registry to track changes in group files that have occurred since
the last time GRPCONV.EXE was run. There are no entries in either the SYSTEM.INI or WIN.INI file
that take precedence over these Registry entries. The last modified date and time of the
PROGMAN.INI file and all group files are stored in the following Registry key:

Hkey Current User\Software\Microsoft\Windows\CurrentVersion\GrpConv

You can also run GRPCONYV manually to recreate default folders or to convert other Windows 3.x
program groups. Notice that .GRP files are unique to earlier versions of Windows. If you install an
application after Windows 95 is installed, no .GRP file is created in the PROGMAN.INI file. Therefore,
running GRPCONYV after Windows 95 is installed recreates only those groups that existed before you
installed Windows 95.

|

To recreate the default folders provided with Windows 95
1. In the Windows directory, change the filename of SETUP.OLD to SETUP.INI.

2. From the Start button, click Run and then type grpconv /s

This command rebuilds the default Windows 95 folders. A status dialog box titled Start Menu
Shortcuts appears during the rebuilding process. When it is complete, you are returned to the
desktop.

You can manually convert one group at a time using GRPCONV.

|

To manually convert existing Windows groups to Windows 95 format
1. From the Start button, click Run and then type grpconv /m

2. Click the group you want to convert, then do one of the following:
¢ Click Open, then click Yes in the Program Manager Group Converter dialog box, and complete
entries in the Start Menu Shortcuts dialog box.
-Or-
e Convert the group by double-clicking the group name. For example, if you have a group called

MYGROUP.GRP, you can double-click MYGROUP.GRP to convert it to the Windows 95 folder
format.

The following presents some additional notes on GRPCONV:

¢ The first time GRPCONV runs, the search path criteria for finding existing groups is based on the
contents of the PROGMAN.INI file in the current Windows directory (if it exists).

¢ All data in a .GRP file except icon location (x,y coordinates in a group) is used during conversion
and migrated to folders in the Windows 95 Programs folder.

¢ GRPCONV migrates the [Restrictions] section of the PROGMAN.INI file from previous versions of
Windows into the Policies key in the Registry.






Networking

This part of the Windows 95 Resource Kit contains the following chapters, describing how to run
Windows 95 on Microsoft networks, Novelle NetWare®, and other networks.

Chapter 7  Introduction to Windows 95 Networking

Provides an overview of Windows 95 networking, including a discussion of compatibility and
operational improvements introduced with Windows 95, streamlined steps for network configuration,
and a summary of Plug and Play networking support.

Chapter 8  Windows 95 on Microsoft Networks

Presents procedures and technical information for using Windows 95 on Microsoft networks.
Computers running Windows 95 can communicate with other computers running Windows 95,
Windows for Workgroups, Windows NT, and LAN Manager on Microsoft networks.

Chapter 9 Windows 95 on NetWare Networks
Presents information for configuring and integrating Windows 95 on Novell NetWare networks.

Chapter 10 Windows 95 on Other Networks
Provides details about installing and running Windows 95 on other networks. This chapter also
discusses mainframe connectivity for computers running Windows 95.

Chapter 11 Logon, Browsing, and Resource Sharing
Describes how to configure and use the Windows 95 logon process, browse network resources, and
use the peer resource sharing capabilities.

Chapter 12 Network Technical Discussion
Describes technical issues related to network adapters and protocols for Windows 95, and also
presents some technical notes and troubleshooting tips for networking.
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Introduction

This chapter provides an overview of Windows 95 networking, including a discussion of compatibility
and operational improvements introduced with Windows 95, streamlined steps for network
configuration, and a summary of Plug and Play networking support.

1l Windows 95 Networking: The Basics
1l Windows 95 Networking: The Issues
1 Network Configuration Overview
] Installing Networking Components
L1 Setting Computer Name and Workgroup

o Starting the Network During System Startup
o Plug and Play Networking Overview
Ll Basic Troubleshooting for Networking
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Windows 95 Networking: The Basics

The Windows 95 operating system includes built-in networking support with a wide range of
improvements over earlier versions of Windows. This includes built-in support for popular networks,
plus an open, extensible networking architecture.

For supported networks other than Microsoft networking, the computer must already have the
networking software from another vendor installed. Windows 95 Setup adds only the client or protocols
required to work with Windows 95. The following networks are supported:

¢ Artisofte LANtastice version 5.0 and greater

e Banyane VINESe version 5.52 and greater

e DECw PATHWORKS™ (installed as a protocol)

¢ Microsoft networking — Microsoft LAN Manager, Windows for Workgroups 3.x, and Windows NT
¢ Novelle NetWaree version 3.11 and greater

e SunSoftm PC-NFSe version 5.0 and greater

The built-in networking components include support for a wide range of network transports (such as
TCP/IP and IPX/SPX), industry-wide communications protocols (such as RPC, NetBIOS, and named
pipes), and existing network device standards (such as NDIS and ODI). Because of the extensible
architecture, other network vendors can add network connectivity enhancements and application
support, and you can mix and match components at every layer. For information, see Windows 95
Network Architecture.

The following list summarizes the benefits of networking features in Windows 95.

Robust networking components using no conventional memory.

The protected-mode clients provided with Windows 95 — Microsoft Client for NetWare Networks and
Client for Microsoft Networks — use only 32-bit, protected-mode protocols, drivers, and supporting
files. On large block transfers over the network, these protected-mode clients are up to twice as fast as
real-mode clients under Windows 3.x. Windows 95 includes new 32-bit drivers for network protocols
and adapters, plus a new implementation of TCP/IP.

Easy, graphical configuration for all networking components.

All network clients, adapter drivers, protocols, and services are installed and configured by using the
Network option in Control Panel rather than by editing configuration files manually. All configuration
values for protected-mode components are stored in the Registry.

Automatic setup of Windows 95 on network workstations.

For both Windows-based and MS-DOS-based computers, Setup upgrades the network software
whenever possible to a Windows 95 protected-mode client and supporting protected-mode
components, based on information detected about existing networking components. Setup also
supports automated installation and customization during installation from setup scripts, plus installing
Windows 95 to run from a local hard disk or from a shared network copy. For information, see Server-
Based Setup for Windows 95, and Custom, Automated, and Push Installations.

Peer resource sharing with protected-mode network clients.

Any computer running the protected-mode Microsoft Client for NetWare Networks or Client for
Microsoft Networks can be set up to serve as a file and print server for other computers on the network.
Resources can be protected with user-level security on NetWare or Windows NT networks using
existing user account databases. On Microsoft networks, resources can also be protected with share-
level security.

Simultaneous connection to multiple networks on a computer.

The number of network connections allowed on a computer running Windows 95 depends only on the
limits of your networking software. (Windows 3.x supported connection to only one network. Windows
for Workgroups 3.11 allowed simultaneous connection to only two networks.) For information, see
Windows 95 Network Architecture.

Plug and Play networking support.
You can insert or remove a PCMCIA network adapter while the computer is running, and Windows 95



assigns the required resources automatically and makes or removes the network connection. For any
network adapter that uses an NDIS 3.1 driver, you can remove a docking unit without turning off the
computer. If you disconnect the network cable from a computer running Windows 95 with Plug and
Play components, the system continues to function. With most real-mode network clients, this causes
the system to stall. For more information, see Plug and Play Networking Overview.

Unified logon, login script processing, and resource browsing.

You can use the Windows 95 unified user logon and password caching to log on to Windows NT, Novell
NetWare, and other networks. Automatic login script processing is provided for Microsoft and NetWare
networks. Users can access network resources by using Network Neighborhood or common dialog
boxes, such as the Open or Save As dialog boxes. For more information, see Logon, Browsing, and

Resource Sharing.

Automatic reconnection for lost server connections.

When servers are available again after the loss of a network connection, Windows 95 reconnects
automatically and rebuilds the user’s environment, including connection status, drive mappings, and
printer connections.

Client-side caching of network data with protected-mode clients.

A protected-mode network client is a file system driver that uses the same 32-bit cache (VCACHE)
used by all Windows 95 file system drivers, so it can cache network data for quick access. Files read
across the network are copied to the RAM cache and made available to applications much faster than
they would by rereading the file across the network. For a given file request, the cache is checked for
the needed data before checking the network. This feature is available when running Client for
NetWare Networks or Client for Microsoft Networks. For more information, see Disks and File Systems.

Long filenames for network resources.

Computers running Windows 95 can recognize and use long filenames on other computers running
Windows 95, on Windows NT servers, and on NetWare 3.x and 4.x volumes that have been configured
to use the OS/2e name space. For more information, see Disks and File Systems.

Support for the Win32 WinNet interface.

This is an API that allows developers to create applications that run unmodified on different networks.
The Win32 WinNet interface in Windows 95 supports 16-bit and 32-bit applications (as opposed to the
WinNet interface in Windows 3.x, which supports only 16-bit applications). For information, see
Windows 95 Network Architecture.

User profiles and system policies for automatic configuration.
To take advantage of system policies, the computer must be running a protected-mode network client
such as Microsoft Client for NetWare Networks or Client for Microsoft Networks. For information, see

User Profiles and System Policies.

Agents for network backup and remote management.

Windows 95 includes backup agents for Cheyenne® ARCserve and Arcadae Backup Exec. Agents for
Simple Network Management Protocols (SNMP) and Microsoft Network Monitor are available in the
ADMIN\NETTOOLS directory of the Windows 95 compact disc. When the correct system management
agent is installed on client computers, you can use a service such as HPe Open View or Microsoft
Systems Management Server to manage workstations remotely. For information about remote
administration, see Remote Administration.

Dial-up networking for remote access.
Windows 95 supports multiple protocols for remote access, including TCP/IP, IPX/SPX and the industry
standard, Point-to-Point Protocol (PPP). For information about remote access protocols and connection

types, see Dial-Up Networking and Mobile Computing.
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Windows 95 Networking: The Issues

If the real-mode network is running when you start Windows 95 Setup, the appropriate network client is
installed automatically. This is the recommended method for installing networking support in all cases.
When Setup detects existing network components, it installs the appropriate supporting software
automatically and moves the configuration settings to the Registry, wherever possible.

If Windows 95 Setup detects that NetWare networking components are present, it installs the new
protected-mode client, Microsoft Client for NetWare Networks, plus the supporting protected-mode
protocol and adapter drivers. Client for NetWare Networks is not installed automatically, however, if
Setup detects VLM running with NDS support. To maintain the existing real-mode client and support
configuration, you must run Setup in Custom mode and manually select the NetWare client. For more
information, see Windows 95 on NetWare Networks.

Microsoft recommends using the 32-bit, protected-mode networking components wherever possible.
With protected-mode networking components, all configuration settings are stored in the Registry, so
you do not have to maintain configuration files such as AUTOEXEC.BAT, PROTOCOL.INI, or
NET.CFG. The protected-mode networking components also allow you to take advantage of the many
related benefits such as:

¢ Performance and reliability

e Peer resource sharing capabilities

¢ Use of system policies for administrative control, remote administration of the Registry, and use of
the network agents, such as Network Monitor and Remote Registry service, available in the ADMIN\
NETTOOLS directory on the Windows 95 compact disc

If you must run a real-mode client, networking settings are required in AUTOEXEC.BAT, plus a

NETSTART.BAT file might be required to start the network during system startup. Configuration

settings are maintained in PROTOCOL.INI or a similar file, depending on the particular network.
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Network Configuration Overview

You can install and configure all networking options for Windows 95 automatically or manually during
Windows 95 Setup. You can also install and configure networking support after installing Windows 95
by using the Network option in Control Panel. In the Network option, you can set properties for the
following:

¢ Configuration of network clients, adapters, protocols, and services
¢ |dentification of the computer on the network
¢ Access control, to specify the security used when other users access this computer over the network

In the procedures presented in the following sections, it is assumed that Windows 95 and the
appropriate networking hardware have already been installed on your computer. You might also need
to install or configure various supporting components, such as security, mobile networking
components, agents for backup and remote administration software, and support for user profiles and
system policies.

Tip To quickly display the Network option in Control Panel, right-click the Network Neighborhood
icon on the desktop, and then click Properties on the context menu.
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Network Confi_guration Overview .
Installing Networking Components

The recommended method for installing networking components for Windows 95 is to ensure that the
existing real-mode networking components are running when you start Windows 95 Setup. In this case,
Setup detects the existing components and installs corresponding support for Windows 95
automatically and, wherever possible, migrates configuration settings to the Registry. For more
information about how to do this, see Introduction to Windows 95 Setup.

This section summarizes how to install networking support by using the Network option in Control
Panel after Windows 95 is installed. Specific issues for installing various network components are
discussed in the other chapters in this part of Windows 95 Resource Kit. The following procedures
describe the general steps that are required for installing networking components.

A
To install a driver for a new network adapter after Windows 95 is installed
¢ Run the Add New Hardware option in Control Panel, and be sure to answer Yes when asked
whether Windows 95 should search for new hardware.

|
To install networking components after Windows 95 is installed
1. In the Network option in Control Panel, click the Configuration tab, and then click Add.

Metwork

Configuration | Identificatinnl Aooezs Eu:untr-:ull

T he following netwaork, components are inztalled:

Client for Microsaft Metworks
= |ntel EtherExpress 16 or 16TP
4 IP=/S5Px -compatible Protocol
- MetBELI

- TCPAR

E:- File and printer sharing for Microzoft Metworkz

Remove | Properties... |
Primary Metwark, Logon:
Client for Microzoft Metworks j
File and Frint Sharing... |
Diezcription
] 4 Cancel

2. In the Select Network Component Type dialog box, double-click the type of component to install, as
described in the following list.



Select Network Component Type EH |

Click the type of network, component pou warnt to install;

Protocol iz a 'language’ a computer wzesz. Compters
izt uze the zame protocol bo communicate.

Component Description

Client Installs client software for the types of networks the
computer is connected to. You can use either a 32-bit
network client (which needs no real-mode components) or
older real-mode networking clients. There is no limit to the
number of 32-bit network clients you can install, but you can
have only one real-mode network client installed at a time.
Some networks are supported only as primary networks.
For information, see Windows 95 on Other Networks.

Adapter Installs drivers for the network adapters in the computer.
However, the recommended method for installing a new
adapter is to use the Add New Hardware option in Control
Panel. You can configure the type of driver to use (such as
enhanced-mode NDIS, real-mode NDIS, or ODI), specify
the resources for the adapters you are using (such as /O,
IRQ, and transceiver type), and define other options for the
adapter. For information, see Network Technical Discussion.

Protocol Installs network protocols and sets related options. For
information, see Network Technical Discussion.
Service Installs peer file and printer sharing services and other

types of network services, such as backup agents,
additional print services, Microsoft Remote Registry, and
Network Monitor. For information, see Remote
Administration.

3. In the Select dialog box, select the name of the component manufacturer in the Manufacturers list,
and then select the specific component in the Models list. Then click OK.

Note Some components require that you shut down and restart the computer after installing
them.

You can also install and configure networking components by using custom setup scripts or system
policies. For information, see Custom, Automated, and Push Installations, and User Profiles and

System Policies.
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Network Configuration Overview

Setting Computer Name and Workgroup

Windows 95 requires that you define a workgroup and computer name for each networked computer,
independent of the type of networking software you use. This information is required if you install
networking software during Windows 95 Setup. You can also change the computer name or workgroup
after Setup is complete.

|

To specify the computer name, workgroup, and description for a computer
1. In the Network option in Control Panel, click the Identification tab.

Metwork

Configuration  |dentification |.-’-'-.n:|:ess I:::untn:ull

YWindows uzes the following information to identify vour
computer on the network. Please twpe a name for thiz
computer, the workgroup it will appear in, and a short
dezcription of the computer.

Computer name: IS.-'i‘-.LES1 4

whork.group: IEustDmerD ezk j

Computer

S ISaIes order wark.station
Dezcription:

2. Type the values for the computer identification settings as described in the following list.
Setting Description
Computer Name The computer name must be unique on the network.
It can be up to 15 characters long, with no blank

spaces. The computer name can contain only
alphanumeric characters, plus the following special

characters:
Pe# S e () - {0y Lo~
Workgroup The workgroup name does not need to be unique,

but it uses the same naming conventions as the
computer name. For information about using
WRKGRP.INI to set administrative guidelines for
specifying the workgroup that can be selected, see
Custom, Automated, and Push Installations.

Computer This information is displayed as a comment next to
Description the computer name when users are browsing the
network.

Introduction to Windows 95 Networking
Network Configuration Overview

Starting the Network During System Startup

If your computer uses 32-bit, protected-mode networking components exclusively, you do not need
statements in AUTOEXEC.BAT or other startup batch files to start the network when you start the
computer. The installation of the correct protected-mode network client, protocol, and network adapter



driver, as shown in the Network option in Control Panel, is all you need to ensure that networking is
available whenever you start Windows 95.

If your computer uses any real-mode components for the client, protocol, or network adapter driver,
then you must include commands to start the network in AUTOEXEC.BAT or a batch file that is called
from AUTOEXEC.BAT. This is because real-mode components must be inserted properly in the startup
sequence to be available to other parts of the system.

For real-mode components on NetWare networks, the NET.CFG or similar file is used to start and
configure networking during system startup. The user or network administrator must maintain this file.
For Microsoft networks, the net start statement in AUTOEXEC.BAT is used to start any real-mode
networking components. If this statement is required for any components, the operating system
automatically places the net start statement at the beginning of AUTOEXEC.BAT. If you (or another
user) removes this statement, the system replaces it so that the real-mode networking component is
available the next time the computer is started.

The PROTOCOL.INI file stores settings for real-mode networking components. The only sections that
might be read are [PROTMANS$], [netcard], and [NDISHLP$]. For information about the content of
PROTOCOL.INI, see Windows 95 on Microsoft Networks.
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Plug and Play Networking Overview

The networking components in Windows 95 are designed for dynamic Plug and Play operation with
most ISA, EISA, PCI, IBM Micro Channele, and PCMCIA network adapters. To take advantage of these
features, the computer must be running all protected-mode networking components, including client,
protocols, and network adapter drivers.

NDIS 3.1 supports adding and removing Plug and Play network adapters dynamically while the
computer is running. If an event occurs such as undocking a portable computer, the Windows 95
protocols can remove themselves from memory automatically. However, the Windows 95 protocols
must load information during system startup to be available. So when an event occurs such as the
dynamic addition of a PCI network adapter, the operating system prompts you to restart the computer.
If you are certain that the required protocol is already loaded, you can ignore this message.

Additional Plug and Play networking benefits are available when you use 32-bit sockets with PCMCIA
cards. You can click the PCMCIA icon on the taskbar to remove the card without shutting down
Windows 95 or turning off the computer. Using the PCMCIA icon causes the operating system to
perform an orderly shutdown. Windows 95 notifies applications that the network is no longer available
and automatically unloads any related drivers or protocols.

To help mobile users who might need to change adapters in their hardware, Windows 95 uses 32-bit
Card and Socket Services to support hot removal and insertion of PCMCIA cards, including network
adapters. Support for hot docking means that users do not have to restart their computers each time
they make a change to the configuration. For information about using and configuring PCMCIA cards,
including how to enable 32-bit Card and Socket Services, see Devices.

Network Plug and Play support in Windows 95 includes application-level support. An application
created for Windows 95 might be designed with the ability to determine whether the network is
available. Therefore, if a network adapter is removed, for example, the application automatically puts
itself into “offline” mode to allow the user to continue to work, or it shuts down.
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Basic Troubleshooting for Networking

This section provides basic troubleshooting information for installing network components with
Windows 95. For additional information about troubleshooting for particular networks, see the chapters
in Networking. For information about general troubleshooting procedures and the supporting tools
provided with Windows 95, see General Troubleshooting; for information about troubleshooting network
problems, see online Help.

When troubleshooting network problems, start by verifying the network operations status prior to and
during the error condition. To evaluate the network problem, check these factors:

¢ Did the network work before? If so, what has changed? If any hardware or software has been added
or removed, reset the original network hardware or software, and try again.

¢ If the network was provided by another vendor, was it installed previously and working? If not,
reinstall the other vendor’s network. Verify that the network operates correctly. Reinstall Windows
95.

¢ Has any network cable been moved or added? Check cables, connections, and terminators.

¢ Have any protocols been added or removed? Check protocol settings, protocol bindings, and the
compatibility of the protocol with the network.

¢ Are the network adapter settings correct? Check network adapter settings. Consult the
documentation for the correct settings. Reset the adapter settings to the correct values if necessary.
Restart the computer and try again.

¢ Has any network adapter been moved or added? Check the adapter connection, and check any
other working adapter.

¢ Are the network connections live? Look at the status lights on the back of the network adapter or on
the media attachment unit. If the status lights show activity, the connection is live. If the status lights
show no activity, disconnect and reconnect the network cable and check for activity. If the lights on
the adapter are off, try a different network outlet.

Check domain or server validation.

Verify that the network domain or server is validating the user account. If the logon isn’t validated,
connections to required servers cannot be made, login scripts won’t run, and so on. If the network
domain or server doesn’t validate the account, perform each of the following procedures.

|
To check the logon setting
1. In the Network option in Control Panel, double-click the network client (for example, Client for
NetWare Networks or Client for Microsoft Networks).

2. In General properties, do the following:

¢ For Client for Microsoft Networks, verify that logon validation is enabled and that the correct
domain name or preferred server is shown.

¢ For Client for NetWare Networks, verify that the correct server is specified as the Preferred
Server.

[
To check the user and workgroup names
¢ In the Network option in Control Panel, click the Identification tab. Check the computer name and
workgroup name.

Also check basic logon requirements. For example, verify that the user password and the domain or
preferred server account are correct, and test basic network functionality, such as viewing or
connecting to other servers.

Check connections to network resources.

Determine whether domains, workgroups, and workstations appear in Network Neighborhood. If they
appear, try connecting to a server or workstation. If they do not appear, then verify that at least one
server exists on the local network and that client services and protocols are installed. Also, check cable
termination.

If you cannot connect to the server or workstation you want, review the error messages. At the



command prompt, use the net use command (as described in Logon, Browsing, and Resource
Sharing) to verify that you can connect to at least one server and workstation. If you cannot connect to
any server or workstation, then check workgroup assignment, domain assignment, domain logon, and
basic network operations.

If you still cannot connect, determine whether you can connect to a server from another computer. If
this doesn’t work, it probably indicates a problem with the server you are trying to connect to, or with
the cabling or routing to that server.

Verify that the File and Printer Sharing service appears in the list of installed network components to
ensure that peer resource sharing is enabled. Also verify that the correct settings for the browsing
method are configured in the properties for the File and Printer Sharing service. For information, see

Logon, Browsing, and Resource Sharing.

Check network adapter and protocol configuration.

The following procedure summarizes how to check settings for network adapters. For more information
about configuring network adapters, or for detailed troubleshooting steps for protocols, see Network
Technical Discussion.

Note If the network adapter is not terminated, Windows 95 stalls during system startup (similar to
Windows for Workgroups 3.11). To test whether this is causing a computer to stall, try terminating
the network adapter directly.

|

To check network adapter settings
1. In the Network option in Control Panel, double-click the entry for the network adapter in the list of
installed components.

2. Click the Advanced tab, and verify that each entry in the Property area has an appropriate value
specified in the Value area. For information, see your hardware documentation.

3. Click the Resources tab, and then verify that the configuration type, I/O address range, and IRQ are
correct. Again, for information, see your hardware documentation.

4. Click the Driver Type tab, and then verify that the appropriate driver type is selected. (If you are
using a protected-mode network client, the default is an Enhanced Mode NDIS Driver.)

5. Click the Bindings tab, and verify that each protocol is checked. If a protocol is not checked, that
protocol is not providing network functionality using that adapter.

Check real-mode network components.

To check basic network communications, you can use the net diag command with a second computer
connected to the same local network. As a diagnostic tool, net diag can assist you in troubleshooting
network connectivity problems by establishing a diagnostic server and then verifying that the local
computer can connect to this server.

a

To establish a diagnostic server on a second local computer
1. At the command prompt, type:

net diag

2. When a message appears showing you the protocols in use, press one of the numbers indicated in
the message to specify the protocol to test.

3. When a message appears prompting you to specify whether a diagnostic server exists, press N.

a

To verify that the diagnostic server is detected in a Windows 95 VM
1. On the computer that is not the diagnostic server, at the command prompt, type:

net diag
A message appears showing the protocols in use.

2. To specify the protocol to test, type one of the numbers in the message for the protocol used on the
diagnostic server.

A message appears stating that the diagnostic server has been detected.

|



To reinstall the protected-mode drivers in Windows 95
1. In the Network option in Control Panel, make note of each installed component.

2. For each component, click the component, and then click the Remove button.
3. Install the components by following the procedure named “To install networking components after
Windows 95 is installed” in Installing Networking Components.



Windows 95 on M_icrosoft Networks
Introduction

Computers running Windows 95 can communicate and share resources with other computers running
Windows 95, Windows for Workgroups, Windows NT Server and Windows NT Workstation, and LAN
Manager on Microsoft networks. This chapter presents procedures and technical information about
using Windows 95 on Microsoft networks.

Important Each computer running Windows 95 must have a client access license if it will access
Window NT Server 3.5 servers on a network. For more information, see Client Access Licenses for
Windows NT Server.

1 Windows 95 and Microsoft Networking: The Basics

1 Windows 95 and Microsoft Networking: The Issues
1 1ssues for Server-Based Microsoft Networks

Ll Issues for Peer-to-Peer Networks
Ll Installing Client for Microsoft Networks
o Configuring Client for Microsoft Networks

7] Configuring the Primary Client for Network Logon
L1 Configuring Logon and Reconnection Options

o Running Windows 95 in a Mixed Microsoft Environment
] Running Windows 95 with Windows NT
o Running Windows 95 with LAN Manager
o Running Windows 95 with Windows for Workgroups

1 Running Windows 95 with Workgroup Add-on for MS-DOS
1 PROTOCOL.INI: Real-Mode Network Initialization File
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Windows 95 and Microsoft Networking: The Basics

Client for Microsoft Networks is the 32-bit, protected-mode network client for Windows 95 that provides
the redirector and other software components for Microsoft networking. Client for Microsoft Networks
also supports limited interoperability with other Microsoft-compatible server message block-based
(SMB) servers such as IBMe LAN Server, DEC™ PATHWORKS™, AT&Te StarLAN, and LAN Manager
for UNIXe Systems local area network software.

You can install Client for Microsoft Networks to serve as the sole network support for Windows 95 or to
coexist with Client for NetWare Networks or clients from other network vendors, as described in
Windows 95 on Other Networks. For technical information about these optional configurations, see
Windows 95 Network Architecture.

Support for computers running Client for Microsoft Networks includes all the robust networking features
built into Windows 95:

¢ Automatic setup, user profiles, and system policies for configuring computers

¢ Dial-Up Networking, share-level and pass-through user-level security, and remote administration
capabilities

¢ Unified logon and automatic reconnection to network resources

The following list summarizes the additional key benefits of using Client for Microsoft Networks.

A high-performance system using no conventional memory.

Client for Microsoft Networks uses only 32-bit, protected-mode supporting networking components and,
as a file system driver, uses Windows 95 caching (VCACHE). Client for Microsoft Networks uses 32-bit
versions of NetBEUI, Microsoft TCP/IP, and the Microsoft IPX/SPX-compatible protocol and NDIS 3.1-
compliant network adapter drivers. This protected-mode client is designed to be used in a multitasking
environment, providing robust performance and using no MS-DOS conventional memory space. For
information about supporting protocols and network adapter drivers, see Network Technical Discussion.

Protected-mode peer resource sharing services.

You can configure computers running Client for Microsoft Networks to provide peer server capabilities
using File and Printer Sharing for Microsoft Networks. For information, see Logon, Browsing, and
Resource Sharing.

Security and other support on Windows NT networks.

You can use Windows NT servers to validate user logon and to provide pass-through security for
shared resources on computers running Windows 95. Computers running Windows 95 can recognize
and use long filenames on Windows NT servers because the two operating systems use the same
algorithm for long filenames and aliases. For information, see Security and see also Running Windows
95 with Windows NT.

In addition, a computer running Windows 95 can start from a floppy disk or local hard disk and run a
shared copy of Windows 95 stored on a Windows NT server. Support for booting diskless workstations
will be available in Windows NT Server update releases. For information about shared installations,
see Server-Based Setup for Windows 95. For information about installing Windows 95 from login
scripts using Windows NT Server, see Custom, Automated, and Push Installations.
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Windows 95 and Microsoft Networking: The Issues

This section summarizes some issues you should consider when using Windows 95 with Client for
Microsoft Networks, whether your site uses server-based or peer-to-peer networking.
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Issues for Server-Based Microsoft Networks

On server-based networks, central servers running Windows NT Server or Microsoft LAN Manager 2.x
act as file and print servers and provide support for managing network logon and security. For
information about the benefits of server-based networks using Windows NT Server, see Running
Windows 95 with Windows NT.

¢ You must configure Client for Microsoft Networks as the Primary Network Logon client if you want to
take advantage of user profiles for configuring or managing custom desktops on a Microsoft
network, or if you want users to use system policies stored on a Windows NT server.

¢ To share resources with computers running other Microsoft networking products, the computers
must be running a common protocol.

¢ Client for Microsoft Networks can use a LAN Manager domain controller for logon validation.
However, File and Printer Sharing Services for Microsoft Networks cannot use a LAN Manager
domain controller for pass-through validation. To take advantage of the user-level security support
on Microsoft networks, the user must have an account on a Windows NT domain.
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Issues for Peer-to-Peer Networks

In the peer-to-peer networking model, at least one computer must — but each computer can — act as
both a client and a server. As a client in a peer network, the computer can access the network
resources shared on another computer. A peer network can be an appropriate networking solution for
small offices with only five to ten users.

Any computer running Windows 95 can act as both a client and a server on peer networks. If you have
the technical expertise, you can establish the wiring for a small peer network using Windows 95
yourself; otherwise, use the services of a system integrator. The following sections summarize issues
either you or the system integrator need to consider for peer networking with Windows 95. For
technical information about configuring and using File and Printer Sharing for Microsoft Networks, see

Logon, Browsing, and Resource Sharing.
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Issues for Peer-to-Peer Networks
Choosing Thinnet or Twisted Pair for Cabling

Thinnet (also called thin-Ethernet or Thin Coax) is the simplest method of cabling 10 or fewer
connections on a network. Thinnet cabling uses coaxial cable with a BNC connector at each end. The
cable attaches to each computer with a BNC T-connector. The major disadvantage in using thinnet
cabling is that if there is a fault in the cabling at any computer, it affects all computers on the network.
Thinnet cabling is only appropriate for Ethernet topologies.

Unshielded Twisted Pair cabling (called VTP or twisted pair) cabling is based on common telephone
wiring technology, using connectors similar to those inserted in telephone jacks. Twisted-pair cabling is
appropriate if your network has or will have more than 10 computers, and if computers are located in
low-noise environments such as an office — it's not appropriate for manufacturing or warehousing
environments. You can use twisted-pair cabling for Ethernet or token-ring networks.

When cabling the network, make sure not to use twisted-pair wiring that was previously used for
telephone systems or that is more than five years old. To make the network active, you need additional
components such as hubs and concentrators. These components help to isolate cabling failures.
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Issues for Peer-to-Peer Networks
Choosing the Peer Network Components

This section summarizes issues for networking components and organization.

Choosing protocols and other networking components.

Microsoft NetBEUI is a fast protocol, requiring no additional configuration settings; it is a good choice
for peer-to-peer networks. The IPX/SPX-compatible protocol is another alternative for small peer-to-
peer networks. You also need an NDIS 3.1 network adapter driver. For information about these
components, see Network Technical Discussion.

Setting up security and automated backup.

Share-level security is the only security option available on peer-to-peer networks. With share-level
security, you create passwords to control access to shared resources on a peer server. For information
about managing passwords for Windows 95, see Security. If you need to control access to files or to
particular computers based on user identity, create a server-based network.

You can use any backup software that is compatible with Windows 95 to back up files on peer servers
and other computers. To make sure data on the network is backed up automatically, use a server-
based network.

Setting up peer servers.

Each computer that is running File and Printer Sharing for Microsoft Networks can act as a server, so
that other computers can connect to it to use files or printers created on that peer server. Because work
on a peer server can slow down if many users are using services on the peer server, you might want to
dedicate one computer as a print server. In this configuration, users can return to work immediately
after printing, and the dedicated computer can manage the print queue.

For optimal performance on each computer that is extensively used as a file or print server, use the
System option in Control Panel to optimize the performance of the file system for supporting network
server activities. For information, see Performance Tuning.

Managing a peer network.

Most of the remote administration features in Windows 95 rely on user-level security, which requires a
server running Windows NT or NetWare to provide pass-through authentication of users for access to
resources on remote computers. Therefore, on peer-to-peer networks, you cannot use Microsoft
Remote Registry services, or any administrative features that require remote access to the Registry.
However, you can use Net Watcher to manage the file system on remote computers, as described in
Remote Administration.

If you want to take advantage of remote administrative features or user-level security, consider a small
server-based network using Windows NT.
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Installing Client for Microsoft Networks

In Windows 95, Client for Microsoft Networks provides the redirector (VREDIR.VXD) to support all
Microsoft networking products that use the SMB protocol. This includes support for connecting
computers running Windows 95, LAN Manager, Windows NT, Windows for Workgroups, and
Workgroup Add-on for MS-DOS networking software for personal computers running MS-DOS.

Because Windows 95 network redirectors are implemented as file system drivers, Client for Microsoft
Networks provides mechanisms for locating, opening, reading, writing, and deleting files, submitting
print jobs, and making available application services (such as named pipes and mailslots).

If a previous Microsoft network client is running when Windows 95 Setup is started, then Client for
Microsoft Networks is installed automatically. You can also add Client for Microsoft Networks after you
add network hardware to the computer.

|

To install Client for Microsoft Networks
1. In the Network option in Control Panel, click the Add button.

2. In the Select Network Component Type dialog box, double-click Client.

3. In the Select Network Client dialog box, click Microsoft in the Manufacturers list, and then click Client
for Microsoft Networks in the Network Clients list. Click OK.
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Configuring Client for Microsoft Networks

To configure Client for Microsoft Networks, you need to consider the following:

¢ Will Client for Microsoft Networks be the Primary Network Logon client?
e Will users log on to a Windows NT domain for logon a single Windows NT computer, or a LAN
Manager domain validation?

e Will persistent connections to network drives be restored when the user logs on to Windows 95 or
only when the resource is used?

This section describes these options and how to configure the network client.
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Configuring the Primary Client for Network Logon

If you set Client for Microsoft Networks as the Primary Network Logon, the Microsoft network is used to
download system policies and user profiles, and the first logon prompt that appears will be for the
Windows NT network. Also, if more than one network client is installed, the last login script will be run
from Windows NT (or LAN Manager, depending on your network).

-
To make Client for Microsoft Networks the Primary Network Logon client
1. In the Network option in Control Panel, click the Configuration tab.

2. In the Primary Network Logon list, click Client for Microsoft Networks.



Windows 95 on Microsoft Networks
Configuring Client for Microsoft Networks . .
Configuring Logon and Reconnection Options

In the Network option in Control Panel, you can specify network validation and resource connection
options. If you enable logon validation, Windows 95 automatically attempts to validate the user by
checking the specified domain. You must enable this option if you want to access user profiles and
system policies on a Windows NT domain. If logon validation is required on your network and this
option is not configured, you might not be able to access most network resources. If this option is
configured and you (or another user) do not provide a correct password, you might not have access to
network resources.

Note The user’s user name and password must be specified in a user account on the specified
Windows NT domain, LAN Manager domain, or Windows NT computer for logon validation to work.

You can also set logon validation by using system policies. With system policies, you can prevent the
user from accessing resources on the local computer if the correct logon password is not provided. For

more information, see User Profiles and System Policies.

Note Windows 95 does not support using a LAN Manager domain controller as a pass-through
security provider, but LAN Manager can provide logon validation.

[

To enable logon validation for Client for Microsoft Networks

1. In the Network option in Control Panel, double-click Client for Microsoft Networks in the list of
network components.

2. In General properties, check the Log On To Windows NT Domain option if you want to log on to a
Windows NT or LAN Manager domain automatically when starting Windows 95.
If you do not want to log on to a domain when starting Windows 95, make sure this option is cleared.

3. If you select logon validation, you must also specify the domain to be used for validation by typing or
selecting a name in the Windows NT Domain box.
You can specify a Windows NT or LAN Manager domain name or the name of a Windows NT
computer (version 3.1 or 3.5) where you have a user account.



Client for Microzoft Metworks Properties |

eneral |

— Logan walidatian

¥ Logon toWindows NT domain

‘wihen pou log on, vour pazsward will be verified
oh a *Windows NT domain.

Wlindows MT domain:

ISaIesD amain

— Metwork logon options
& Quick logon

whindaws logz vau onta the nebwark,, but netwark,
drives are naot reconnected wntil pou use them.

" Logon and restore network connections

wihen pou log onta the nebwork, ‘Windows
venfies that each netwark. dive 1z ready for use.

Cancel |

You can also specify whether Windows 95 should use “ghosted connections” or reestablish and verify
each persistent connection at system startup.

[

To configure how persistent connections are restored

1. In the Network Option in Control Panel, double-click Client for Microsoft Networks in the list of
installed components.

2. To map the drive letters when you log on without actually establishing a session for each persistent
network connection, in the Network Logon Options area, click Quick Logon.
—Or-
To have Windows 95 verify each persistent network connection at startup by establishing a session
for each persistent connection, click Logon And Restore Network Connections.

Quick Logon works in essentially the same way that Ghosted Connections worked under Windows for

Workgroups 3.11. That is, Windows 95 initializes data structures for mapping local drives and local

printer ports to network resources, but it does not physically attach to the network resource until the

user tries to access it.

When you use Quick Logon (which is the default), Windows 95 can start up and return control of the
user interface faster than if the physical connections are made. Because your computer might not be
attached to the resource when you click a drive icon for the first time (for example, in My Computer),
you might see a slight delay before the contents of that network drive are displayed. This delay is
balanced against a possibly long startup time, depending on the number of persistent network
connections you maintain.

Note Quick Logon requires password caching to function properly. If system policies are used to
disable password caching, users cannot use Quick Logon successfully with peer servers
configured with share-level security.
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Running Windows 95 in a Mixed Microsoft Environment

This section presents some technical information for you to consider if your network includes
computers running Windows NT or earlier versions of Microsoft networking products in addition to
computers running Windows 95.
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Running Windows 95 with Windows NT

Microsoft Windows NT Server networks provide both client-server and peer networking with user-level
security using a domain structure. You can run Windows 95 on a Windows NT network, and you can
install Windows 95 for dual-booting on computers running Windows NT 3.1 or Windows NT 3.5.

The following notes summarize important issues for this configuration:
e Windows 95 and Windows NT versions 3.1 or 3.5 can be installed on the same computer, but not in

the same directory.

¢ You cannot run Windows 95 Setup from within Windows NT. You must run Setup from MS-DOS,
Windows 3.1, or Windows for Workgroups.

e If your computer has any Windows NT file system (NTFS) partitions, they will not be available locally
while the computer is running Windows 95.

For a description of the support for running login scripts from Windows NT Server, see Logon,

Browsing, and Resource Sharing. For information about installing Windows 95 as a dual-boot operating

system with Windows NT, see Setup Technical Discussion.
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Running Windows 95 with Windows NT
Running Windows 95 in a Mixed Environment with Windows NT

In Windows 95, computers are grouped logically in workgroups, where each computer in the workgroup
maintains its own security system for validating local user logon and access to resources. Computers
in workgroups do not share security with other computers, and they do not rely on other computers to
provide security. On Windows NT networks, computers can be grouped in domains, which allow
multiple servers and workstations to be grouped for unified administration. With Windows NT domains,
centralized user accounts are used to validate user logon and access to resources.

Windows 95 and Windows NT use the same workgroup model for browsing network resources, so
computers running File and Printer Sharing for Microsoft Networks can appear in the same workgroup
as computers running Windows NT. Computers running Windows NT will be favored in Browse Master
elections because of the higher version number of the browser software.

Users running Client for Microsoft Networks can access the shared resources on a computer running
Windows NT if both computers are using a common protocol. For resources protected with user-level
security, the user running Windows 95 must have been granted access to those resources. Conversely,
a user running Windows NT can connect to the shared resources on a computer running Windows 95 if
the same conditions are met.



Windows 95 on Microsoft Networks
Running Windows 95 in a Mixed Microsoft Environment
Running Windows 95 with Windows NT
Notes on Windows NT Server Benefits

The Microsoft Windows NT Server operating system is the high-end member of the family of Microsoft
Windows operating systems, providing a powerful, reliable, and scalable operating system to support
the demands of client-server computing.

Windows NT Server provides the ideal platform for the server backbone in a mixed-network
environment. It is especially versatile and powerful for enterprise networks made up of LANs that use a
variety of network types and require dial-in support for network access. Also, on a peer-to-peer network
where the computers are running Client for Microsoft Networks, you can add Windows NT to the
network without changing the networking software on the existing computers.

Windows NT Server is designed to support complex business applications and administrative
requirements. The following list summarizes important features.

Networking and workgroup support.

Windows NT Server provides built-in file and printer sharing capabilities for workgroup computing, and
an open network system interface that includes built-in support for IPX/SPX, TCP/IP, NetBEUI, and
other protocols. Windows NT Server provides administrative tools for controlling network services,
auditing system events, changing hardware configuration and system performance, managing and
backing up disks, and more. Windows NT also provides robust support for server-based and client-
server applications.

Interoperability.

Windows NT Server is compatible with networks such as Windows 95, Banyane VINESe, Novelle®
NetWare®, UNIXe, LAN Manager 2.x, and Microsoft Windows for Workgroups. Windows NT Server can
add value to your current network environment without disruption. Even though networks and
interoperability are complicated, a Windows NT network is easy to use and reliable, with automatic
configuration provided wherever possible, and remote administration available for most administration
tasks.

A single network logon.
Users can access network resources, including client-server applications, using one user account and
one password per user.

Centralized management of user accounts.
The administrator can work from a single computer across divisions, departments, and workgroups.

Advanced data-protection features.
These include disk mirroring, disk striping with parity (RAID 5), and uninterruptible power supply
support.

Remote Access Service (RAS).

Users can access network resources even when they are off-site, traveling, or working at home. Users
can dial in over asynchronous telephone lines or Integrated Services Digital Network (ISDN) lines to
access the network from computers running Windows 95, MS-DOS, Windows for Workgroups, or
Windows NT operating systems. Windows NT RAS also supports X.25 networks.

Access to Applee Macintoshe resources.

When Services for Apple Macintosh is installed on a Windows NT Server, Macintoshes and computers
running Windows 95 can work together to share files, printers, and client-server applications.

Macintosh users can access resources on a computer running Windows NT Server, similar to any other
AppleShare® server.
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Client Access Licenses for Windows NT Server

Windows NT Server and Windows NT Workstation are licensed separately from Microsoft, allowing you
to purchase only the components you need to build a network solution for your organization. For
Windows NT Server, you must have a Server License for Microsoft Windows NT Server for each server
on the network. In addition to a Server License, a Client Access License for Windows NT Server is
required for computers that will access or otherwise use the following basic network services:

¢ File services (sharing and managing files and disk storage)
¢ Printing services (sharing and managing printers)

¢ Remote access services (accessing the server from a remote location through a communications
link)

Microsoft offers two licensing options for Windows NT Server:

¢ “Per Seat” licensing. In this case, the Client Access License applies to a specific workstation (“seat”).
Using this alternative, an unlimited number of computers or workstations can access Windows NT
Server, provided each one is licensed with a Client Access License. After a workstation has been
licensed, it has permission to access all Windows NT Server products installed throughout your
organization.

A Client Access License is required whether you use client software supplied by Microsoft or
software from another vendor. In particular, for each computer running Windows 95, Windows for
Workgroups, Windows NT Workstation, or any client software Windows NT Server supports, a
separate Client Access License is required.

e “Per Server” licensing. In this case, each Client Access License is assigned to a particular server
and allows one connection to that server for basic network services. Under this option, you
designate during setup the number of licenses that apply to this server.

You can convert a Per Server license to a Per Seat license at no cost and without notifying Microsoft.
You cannot, however, switch from a Per Seat option to a Per Server option. Also, all the servers in your
environment are not required to be licensed using the same option — some servers can be licensed on
a Per Server basis and others on a Per Seat basis.

You do not need a separate Client Access License if you access or run server applications only from
Microsoft or other vendors on Windows NT Server. Examples of such server applications include
Microsoft SQL Server, Microsoft SNA Server, Microsoft Systems Management Server, Lotuse Notese,
Btrievee for Windows NT and ORACLE® Server. A Client Access License is required, however, when
using utilities such as Windows NT File and Print Services for NetWare that use the basic networking
services of Windows NT Server.

Note Itis a violation of the terms of the Server License to access Windows NT Server without an
appropriate number of Client Access Licenses. For more information, see your Server License.

Client Access Licenses are available in single-client and 20-client configurations and in volume
quantities through the Microsoft Select licensing program. For more information, contact your Microsoft
reseller. If you have questions, in the United States, contact the Microsoft Sales Information Center at
(800) 426-9400. In Canada, contact the Microsoft Canada Customer Support Centre at (800) 563-
9048. For other locations, contact your local Microsoft subsidiary.
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Running Windows 95 with LAN Manager

Either Windows 95 or Windows NT Server can be installed as upgrades for all versions of LAN
Manager and IBM OS/2e LAN Server, depending on the role you want that computer to serve on the
network. Microsoft recommends that you upgrade these servers, rather than maintain these legacy
systems on your network.

A workgroup in Windows 95 is analogous to a LAN Manager domain in that it’s a logical grouping of
workstations. However, a workgroup in Windows 95 does not share any of the advanced security
features offered as part of a LAN Manager domain. Windows 95 does not support using a LAN
Manager domain controller as a security provider, so only share-level security can be used for
computers running Windows 95 on LAN Manager networks. (User-level security requires a Windows
NT domain.)

To ensure computers running Windows 95 can browse for LAN Manager servers, make sure that at
least one computer running Client for Microsoft Networks sets its workgroup name to the LAN Manager
domain name. After a computer running Windows 95 becomes a member of the LAN Manager domain,
it can distribute the names of LAN Manager servers in that domain to other computers running
Windows 95 on the network. The configuration must be duplicated for each LAN Manager domain.

[
To ensure LAN Manager workstations can see and access resources on computers running
File and Printer Sharing Services for Microsoft Networks
1. Make sure that all the computers are using a common protocol.

2. Make sure that users running LAN Manager clients have been granted access to the resources on
the computers running Windows 95.

3. Set the value of the LM Announce property to Yes on each computer running Windows 95 with File
and Printer Sharing services, as described in “Configuring File and Printer Sharing for Microsoft
Networks” in Logon, Browsing, and Resource Sharing.

The LM Announce setting ensures that the computer running Windows 95 peer resource sharing

services announces its presence to LAN Manager workstations and servers. By default, the LM

Announce property is set to No to reduce broadcast traffic on the network.

Tips for LAN Manager Variations

IBM OS/2 LAN Server supports a domain model and is equivalent to LAN
Manager for interoperating with Windows 95. Just as with Windows for
Workgroups, the Client for Microsoft Networks in Windows 95 does not
support LAN Server aliases.

DEC PATHWORKS is a LAN Manager-compatible network, but it does not
support a domain model for browsing servers and shared resources. DEC
PATHWORKS servers will appear in Network Neighborhood.

For more information about both of these networks, see Windows 95 on
Other Networks.
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Running Windows 95 in a Mixed Microsoft Environment

Running Windows 95 with Windows for Workgroups

Windows 95 uses the same workgroup model as Windows for Workgroups. Because of this, computers
running File and Printer Sharing for Microsoft Networks can be seen by computers running Windows
for Workgroups. The Windows 95 computers will be favored in Browse Master elections because of the
higher version number of the browser software.

A user running Client for Microsoft Networks can access the shared resources on a computer running
Windows for Workgroups if both computers are using a common protocol. A user running Windows for
Workgroups can connect to the shared resources on a computer running File and Printer Sharing for



Microsoft Networks, if both computers are using a common protocol and the user has been granted
access to the resources on the computer running Windows 95.
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Running Windows 95 with Workgroup Add-on for MS-DOS

Computers running File and Printer Sharing for Microsoft Networks can appear in the same workgroup
as a computer running the peer server supported in Workgroup Add-on for MS-DOS. For a list of peer
servers to be available in the workgroup, there must be at least one computer in the workgroup
configured as Browse Master that is running Windows 95, Windows for Workgroups, or Windows NT. A
computer running Workgroup Add-on for MS-DOS cannot be a Browse master.

A user running Client for Microsoft Networks can access the shared resources on a computer running
Workgroup Add-on for MS-DOS if both computers are using a common protocol. A user on a computer
running Workgroup Add-on for MS-DOS can access resources on a computer running File and Printer
Sharing for Microsoft Networks if both computers are using a common protocol, and if the user has
been granted access to the shared resources.
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PROTOCOL.INI: Real-Mode Network Initialization File

For real-mode networking, Windows 95 uses a file called PROTOCOL.INI in the Windows directory to
determine the parameters for the protocol and network adapter drivers. Setup creates and modifies
PROTOCOL.INI from information in INF files if any real-mode networking components are installed,
such as NDIS 2 adapter drivers.

If you typically run Client for Microsoft Networks, the PROTOCOL.INI file on your computer is used to
support Safe Mode Command Prompt Only with networking for system startup.

Caution Never edit PROTOCOL.INI manually. Actual settings are stored in the Registry, and
changes in PROTOCOL.INI will be overwritten automatically. Instead, always use the Network
option in Control Panel and the setup software for your network hardware to configure network
settings.

The information presented in this section is for troubleshooting purposes only.

PROTOCOL.INI also contains network adapter configuration information, such as the 1/0 address,
DMA, and IRQs. The PROTOCOL.INI file contains sections for [Protman] plus separate sections for
each network adapter and network protocol.

Tip for Configuring Adapters with Real-Mode Networking

When multiple hardware adapters are used on a computer, some entries in
PROTOCOL.INI, such as interrupt settings and shared memory addresses,
might need adjustments to avoid hardware conflicts. Because Windows 95
Setup cannot anticipate every possible conflict, watch for error messages
when you start the computer in the real-mode networking.

For example, if a network adapter and a video controller adapter both try to
use the same memory address, you must adjust one of the adapters to a
different address by using either the setup software for the adapter or the
switches on the adapter (or both, which is the typical case). Also, the
PROTOCOL.INI entries must agree with the jumper setting on each
adapter.

[Protman] section.
This section provides the settings for the system component that manages protocols. The following list
shows the format for this section.

[protman] entry = Description

drivername= Entry defines the driver name for the component that
manages protocols.
priority= Entry determines the order in which incoming frames

are processed.

The following shows an example of entries in this section for a computer configured with multiple NDIS
protocols:

[protmans$]
priority=ndishlp$
DriverName=protman$

[Netcard] section.

This section lists the set of parameters for an NDIS network adapter. A [netcard] section is present for
each network adapter configured in the computer, and the specific entries present in this section will
vary depending on the network adapter installed. The following is an example of entries in this section
for an Intele EtherExpress™ 16 or 16 TP adapter:

[EXP16S]
DriverName=EXP16$
transceiver=Twisted-Pair (TPE)



iochrdy=Late
irg=5
iocaddress=0x300

[Protocol] section.

This section defines the settings used by a network protocol. A [protocol] section is present for each
network transport protocol installed on the computer, and the specific entries present in this section will
vary depending on the protocol installed. The following list shows the format for entries common to
each configured protocol.

[protocol] entry  Description

bindings= Indicates the network adapter drivers to which each
transport protocol binds. The netcard name for the
network adapter driver and protocol must appear in the
bindings= entry for at least one of the protocol drivers.
The entry can specify one or more [nefcard] sections
(separated by commas).

lanabase= For NetBIOS protocols only, defines the first LANA
number the protocol is to accept.

The following is an example of entries in this section for IPX/SPX-compatible protocol and Microsoft
NetBEUI:

[nwlink$]
DriverName=nwlink$
Frame Type=4
cachesize=0
Bindings=EXP16$

[NETBEUIS]
DriverName=NETBEUIS
Lanabase=0
sessions=10

ncbs=12
Bindings=EXP16$
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Introduction

This chapter presents information for installing and configuring Windows 95 on Novelle NetWaree
networks.

Note For computers that use Microsoft Client for NetWare, all the files required for networking are
included with Windows 95. However, Windows 95 does not include any Novell-supplied
components required for real-mode NETX and VLM. For information about obtaining updates for
Novell-supplied files, see Obtaining Current Novell-Supplied Files.

For information about configuring Novell-supplied components and running NetWare utilities,
consult your Novell documentation. For information about licensing requirements, see your Novell
NetWare license agreement.
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Windows 95 on NetWare Networks: The Basics

Windows 95 runs on NetWare workstations that use Novell NetWare versions 2.15, 2.2, 3.x, and 4.x
servers. You can use several different networking clients:

¢ The new 32-bit, protected-mode Microsoft Client for NetWare Networks
¢ Novell NetWare 3.x real-mode networking client (NETX)
¢ Novell NetWare 4.x real-mode networking client (VLM)

Note In the Windows 95 Resource Kit, NETX is used to refer to the Novell NetWare workstation
shell for NetWare version 3.x; VLM (Virtual Loadable Module) is used to refer to the workstation
shell for version 4.x.

Whichever client you choose, you can use the built-in features and commands in Windows 95 to
perform most common network operation and administration tasks. Microsoft Client for NetWare
Networks can process login scripts, and also supports all 16-bit NetWare 3.x and most 4.x command-
line utilities for both users and administrators, so that you can use these uitilities in the same way as
with NETX or VLM clients running under MS-DOS or an earlier version of Windows.

Windows 95 provides complete 32-bit, protected-mode software for running on NetWare networks,
including a network client (sometimes called the redirector or requestor), an IPX/SPX-compatible
protocol, network adapter drivers, and administrative tools. With Microsoft Client for NetWare Networks
in Windows 95, users can access NetWare server services, browse and connect to NetWare servers,
and queue print jobs by using either the Windows 95 network user interface or NetWare utilities.

Whichever network client you use, the following networking features are available in Windows 95 to
support computers running on NetWare networks:

¢ Automatic setup and customization of Windows 95 on NetWare workstations, as described in
Custom, Automated, and Push Installations.

¢ Running a shared network copy of Windows 95 for remote-boot workstations and other shared
installations, as described in Server-Based Setup for Windows 95.

¢ System policies to enforce desktop and system settings for individual or multiple computers, as
described in User Profiles and System Policies.

e Backup agents for Cheyenne® ARCserve and Arcadae Backup Exec, plus an agent for Simple
Network Management Protocols (SNMP), as described in Remote Administration.

¢ Complete integration of network resources in Network Neighborhood, and common controls such as
the Open or Save As dialog boxes, as described in Logon, Browsing, and Resource Sharing.

e Password caching for network connections and user-level security with pass-through validation to
NetWare servers, as described in Security.

¢ Printing to NetWare print queues using Point and Print. Also, the Win32-based Microsoft Print
Services for NetWare Networks, available on the Windows 95 compact disc, can be used to despool
print jobs from NetWare print queues to printers connected to computers running Client for NetWare
Networks. For information, see Printing and Fonts.

The following sections describe the different features available, depending on whether you choose to

run Windows 95 using the Microsoft Client for NetWare Networks or using a Novell-supplied NETX or
VLM client.
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Microsoft Client for NetWare Networks: The Benefits

If you are installing Windows 95 to run on a NetWare network, Microsoft recommends that you use the
Microsoft Client for NetWare Networks, which provides a 32-bit, protected-mode redirector. Client for
NetWare Networks can be installed to coexist with Client for Microsoft Networks or a 16-bit network
client, or it can be used as the sole network support for Windows 95. For technical information about
these optional configurations, see Windows 95 Network Architecture.

Architecture for Client for NetWare Network
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Using Client for NetWare Networks provides the following benefits.

A high-performance system using no conventional memory.

Client for NetWare Networks uses only 32-bit protocols, drivers, and supporting files. This client is
designed to be used in a multitasking environment and provides the robust performance available for
all protected-mode components in Windows 95, using no conventional memory space. On large block
transfers over the network, Client for NetWare Networks is up to 200 percent faster than Windows 3.x
with the VLM client. For most network operations that are a mix of reading and writing, Client for
NetWare Networks is 50 to 200 percent faster, depending upon the mix of I/O operations.

Protected-mode peer resource sharing services.

This includes the ability to share resources such as a CD-ROM drive as a network resource. To use
Microsoft File and Printer Sharing for NetWare Networks, the computer must be running Client for
NetWare Networks. For more information, see Logon, Browsing, and Resource Sharing.

Interoperation and logon with NetWare 2.15, 3.x, and 4.x servers.

This includes support for running NetWare login scripts. Client for NetWare Networks can access
servers running NetWare 2.15 and above, NetWare 3.x servers (which are bindery-based), and
NetWare 4.x servers using bindery emulation. Windows 95 provides a script processor for running login
scripts.

Support for packet-burst protocol for faster data transfer.
Client for NetWare Networks with peer resource sharing supports burst-mode NCPs, a sliding window
implementation. This feature can also be disabled, as described in Logon, Browsing, and Resource

Sharing.



Automatic reconnection for lost server connection.

When servers are available again after the loss of a NetWare Core Protocol (NCP) connection,
Windows 95 reconnects automatically and rebuilds the user’s environment, including connection
status, drive mappings, and printer connections. (Novell-supplied AUTO.VLM only reconnects servers.)
This also means that the client is not affected if the server is down or the network cable is not working.

Large Internetwork Packet (LIP) protocol support.

LIP works to increase the speed of data transmission when communication occurs over a router.
Previously, if a server identified a router between itself and the client, the packet size was set to 576
bytes (including 64 bytes of header information). Using LIP, the client and server can negotiate the
packet size used when communication occurs through a router. With LIP, the packets can be setto a
maximum of 4202 bytes, based on the maximum physical packet size of the server. LIP is enabled
between computers running Client for NetWare Networks and NetWare 3.12-4.x servers or any
computer running Microsoft File and Printer Sharing for NetWare Networks.

Support for all documented MS-DOS and NetWare APIs defined by Novell.

This includes support for all NetWare 3.x APIs defined in Novell NetWare Client SDK. NetWare-aware
applications that use only these documented APIs are compatible with Client for NetWare Networks.
For more information, see Client for NetWare Networks Technical Notes.

Enhanced performance and new networking features.
These features, which are made available when using protected-mode networking components, are
described in detail elsewhere in the Windows 95 Resource Kit:

¢ Client-side caching for network information and complete Plug and Play support, as described in
Introduction to Windows 95 Networking.

¢ Remote network access to NetWare networks, as described in Dial-Up Networking and Mobile
Computing.

e User profiles for system configuration, as described in User Profiles and System Policies.

¢ Long filenames on the local computer, on computers running File and Printer Sharing Services for
NetWare Networks, and on NetWare 3.x and 4.x volumes configured to use the OS/2 name space.

For information, see Configuring NetWare Servers to Support Windows 95.
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Novell-Supplied NetWare Clients: The Benefits
Architecture for Novell real-mode clients
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Windows 95 can be installed to use Client for Microsoft Networks in conjunction with a NETX or VLM
client, or a Novell-supplied real-mode network client can be used as the sole network support in
Windows 95. For technical information about these optional configurations, see Using a Novell
NetWare Client.

Windows 95 provides new and improved support over Windows 3.x for computers that use NetWare
clients supplied by Novell, including the following.

Improved network adapter driver support.

Windows 95 networking components can be installed to work with Open Datalink Interface (ODI)
network adapter drivers. This is the preferred configuration with a Novell-supplied NetWare client, and
is also supported with Client for NetWare Networks. You can install Windows 95 to run with the IPX
monolithic protocol stack (IPX.COM), although it is strongly recommended that you upgrade to a newer
NetWare version using ODI drivers. Windows 95 can also run on NetWare networks using Datapoint
Corporation ArcNete network adapters.

Protected-mode IPX/SPX-compatible protocol.

You can use the Microsoft implementation of this protocol for network connectivity with other computers
running the IPX/SPX protocol with Windows 95, Windows NT, or MS-DOS operating systems. Windows
95 also provides protected-mode NetBIOS over IPX to support NetBIOS-compliant applications,
providing better performance and reduced network traffic. Alternatively, you can use the real-mode
Novell-supplied driver, NETBIOS.EXE, in conjunction with the Novell-supplied real-mode client.

Compatibility with native NetWare services and commands.

Users can run native NetWare services and commands without special configuration changes in
Windows 95. This includes support for NDS, NetWare IP, NCP packet signatures, 3270 emulators,
TSRs, and NetWare login scripts. (Microsoft Client for NetWare Networks does not support NDS,



NetWare IP, or NCP packet signatures.)
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In most cases, Windows 95 Setup automatically installs Microsoft Client for NetWare Networks if it
detects NetWare networking components on the computer. To install Windows 95 with Novell-supplied
networking support, you must use a custom setup script that specifies the network client you want, or
choose Custom and then select a Novell-supplied network client. For instructions on how to install
Windows 95 with a Novell-supplied client, see Using a Novell NetWare Client.
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Choosing the Network Client

Microsoft Client for NetWare does not support the use of NetWare domains or the distributed name
server called NetWare Naming Service (NNS). NNS is installed as an add-on product that is supported
by NetWare 3.x servers. NNS uses a domain model for NetWare servers by grouping them and
distributing the domain’s account list to all servers in the domain. Users running NETX or VLM can log
on to servers that run NNS, but cannot use NNS tools while running Windows 95.

You might choose not to use Client for NetWare Networks in these cases:

¢ If you want to take advantage of NetWare NCP Packet Signature for enhanced protection of servers
and client computers using NCP, then you must use VLM, because Client for NetWare Networks
does not support this feature.

¢ If your site needs to use NetWare IP, you should use NETX or VLM. Client for NetWare Networks
does not support NetWare IP, and you cannot use Microsoft TCP/IP to communicate with NetWare
servers using NetWare IP.

¢ If you use 3270 emulators that rely on DOS-helper TSRs or need 3270 emulation for applications in
MS-DOS sessions, you should use NETX or VLM.

¢ If you are using custom VLM components such as PNW or Novell utilities such as NWADMIN or
NETADMIN, you should use VLM.

¢ If your site needs to use NetWare Directory Services (NDS), you should use VLM. Microsoft Client
for NetWare Networks does not support this feature in the release of Windows 95.

Conversely, you might choose not to use the Novell-supplied client and instead use Client for NetWare

Networks in these cases:

¢ If you want the performance advantages of 32-bit, protected-mode network clients and network
adapter drivers, including complete Plug and Play support

¢ If you want to take advantage of the Windows 95 unified logon and user interface for navigating the
network, plus the Windows 95 network management tools

¢ If you want to take advantage of long filenames, client-side caching, automatic reconnections, and
other performance enhancements provided in Client for NetWare Networks

¢ If you want to take advantage of user profiles to manage desktop configurations

¢ If you want to take advantage of Windows 95 peer resource sharing without running another network
client



Windows 95 on NetWare Networks
Windows 95 on NetWare Networks: The Issues
Choosing Protocols on NetWare Networks

The Microsoft 32-bit IPX/SPX-compatible protocol is an NDIS 3.1-compliant, routable protocol that
conforms to the IPX specification, which requires routable datagram packets. This protocol can use
Novell NetWare servers configured as routers (and other IPX routers) to transfer packets across LANs
to access resources on other computers running any IPX/SPX protocol. With the Microsoft IPX/SPX-
compatible protocol, it is not necessary to load the Novell-supplied VIPX.386 driver.

¢ The Microsoft IPX/SPX-compatible protocol is installed automatically if you install Client for NetWare
Networks. However, if you configure Windows 95 to maintain the existing NetWare client and
protocol software, you can later try using the protected-mode protocol provided with Windows 95.
For details about installing and configuring the IPX/SPX-compatible protocol and NetBIOS over IPX,
see Network Technical Discussion.

¢ You can install both protected-mode and real-mode IPX drivers on the same adapter with ODI
drivers. Notice, however, that you cannot install or use the IPX/SPX-compatible protocol to run over
an IPX monolithic configuration or over ArcNet.

Client for NetWare Networks does not support NetWare IP. Microsoft TCP/IP, which is fully compliant
with the standard RFCs specifying TCP/IP, cannot be used to provide TCP/IP support on NetWare
networks. NetWare IP uses other protocol implementations for IP functionality, so that the two protocol
suites cannot communicate with each other.

Although Microsoft TCP/IP cannot be used as the supporting protocol for Client for NetWare Networks
or for Novell-supplied networking clients, Microsoft TCP/IP can be installed to support other networking
clients on the same computer. Use this configuration when TCP/IP-based communications are used on
the internetwork. To connect to the Internet using Microsoft TCP/IP, you do not have to install another
network client in addition to Client for NetWare Networks.
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Configuring NetWare Servers to Support Windows 95

This section presents information about installing Windows 95 source files on NetWare servers,
automating Setup for NetWare workstations, support for long filenames on NetWare servers, and
where to place user profiles and system policy files on NetWare servers.
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Configuring NetWare Servers to Support Windows 95
Installing Windows 95 Source Files on NetWare Servers

The Windows 95 master files can be placed on a NetWare server to be used as source files for
installing Windows 95 locally on NetWare workstations, or to be used as a shared copy for running
Windows 95 across the network. To create a directory structure and place the Windows 95 source files
on a server, you must run Server-based Setup (NETSETUP.EXE), the administrative setup program
provided on the Windows 95 compact disc. (This is roughly equivalent to setup /a in Windows 3.x and
Windows for Workgroups.)

[
To set up Windows 95 source files on a NetWare server
1. On the network administrator’'s computer, log on to the NetWare file server where you want to place
the Windows 95 source files.

This should be a network computer that is running a local copy of Windows 95 and that is used only
by support personnel for network maintenance. Make sure you log on with security privileges that
allow you to create directories and copy files to the file server.

2. On the administrator’s computer, run castoff all to ensure that server-to-workstation or workstation-
to-workstation messages do not affect Setup.

3. Follow the procedures for copying Windows 95 source files to a server in Server-Based Setup for
Windows 95.
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Configuring NetWare Servers to Support Windows 95
Automating Setup for NetWare Workstations

You can create automatic installation procedures for installing Windows 95 on multiple workstations.
The steps include the following:

¢ Creating setup scripts for installing Windows 95 on computers connected to NetWare networks,
specifying the network client and supporting components, plus defining other software components
to be installed

¢ Defining user and computer settings to be used in setup scripts for specific NetWare workstation
configurations

¢ Creating login scripts to set up Windows 95 automatically on NetWare workstations when users log
on

For a complete description of the procedures for preparing and managing automatic installation of
Windows 95 on multiple computers, see Custom, Automated, and Push Installations.
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Configuring NetWare Servers to Support Windows 95
Supporting Long Filenames on NetWare Servers

Computers running Windows 95 can use long filenames on NetWare 3.x and 4.x volumes configured to
use the OS/2 name space, which emulates an HPFS volume. Filenames on such NetWare volumes
have a maximum length of 254 characters and use an 8.3 truncation on the first instance of the
filename. For example:

longfilenameold.tst --> LONGFILE.TST
longfilenamenew.tst —--> LONGFILO.TST

|

To enable long filenames on a NetWare volume
1. At the NetWare server console prompt, type the following lines:

load o0s2
add name space o0s2 to volume sys

2. Then add the following line to the STARTUP.CNF file:
load os2

3. Shut down the file server. Then copy the file OS2.NAM from the NetWare distribution disks or
compact disc to the same disk and directory that contains SERVER.EXE on the NetWare file server.

4. Restart the NetWare file server.
If you have problems with this procedure, contact Novell for more information.

When you use long filenames for files on a NetWare volume while running Windows 95, the following
exceptions occur:

¢ You cannot use a combination of short names and long names for a path used in an MS-DOS
Prompt window

¢ You cannot use cd in an MS-DOS Prompt window to switch directories using first a long filename,
then using a truncated name, or vice versa

¢ You cannot use dir in an MS-DOS Prompt window to check a directory on a NetWare server if you
used a truncated name to switch to that directory

To avoid these problems, use Windows Explorer. Otherwise, avoid long directory names if you do a lot
of work at the command prompt.

NetWare 3.11 servers experience problems with applications that open a large number of files. Error
messages report these problems as sharing or lock violations, or report a “file not found” error when
you know the file exists, or report other errors in opening files. Novell supplies a patch for this problem,
which you can obtain from the Novell forum on CompuServee.

However, if you have not applied the patch, this problem affects how NetWare 3.11 servers handle long
filenames, even if the OS/2 name space is enabled. To avoid such problems, Windows 95 Setup only
enables long-filename support with NetWare servers version 3.12 or higher.

If the NetWare patch has been applied at your site, you can ensure support for long filenames with all
NetWare servers by setting SupportLFN=2 in the following Registry key:

Hkey Local Machine\System\CurrentControlSet\Services\VxD\Nwredir

The possible values for this Registry key are the following:

¢ 0, which indicates that long filenames are not supported on NetWare servers.

¢ 1 (the default), which indicates that long filenames are supported on NetWare servers version 3.12
and greater.

e 2, which indicates that long filenames are supported if the NetWare server supports long filenames.
This can include NetWare 3.11 servers where the patch has been applied.

These values can also be set globally using system policies. The related policy name is Support Long



Filenames under the policies for Client for NetWare Networks.
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Configuring NetWare Servers to Support Windows 95
Supporting Pass-Through Security for Peer Resource Sharing

If computers running Windows 95 will be providing File and Printer Sharing Services for NetWare
Networks, then the NetWare server providing access validation must be configured with a special
WINDOWS_ PASSTHRU account. This special account is used to support pass-through validation for
user-level security.

For more information about configuring and managing pass-through and user-level security for
Windows 95 on NetWare networks, see Security.
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Configuring NetWare Servers to Support Windows 95
Placing Profile and Policy Files on NetWare Servers

User profiles, which consist of the user-specific information in the Registry, can be used to ensure a
consistent desktop for individual users who log on to multiple computers, or for multiple users logging
on to the same computer. User profiles can be used on a NetWare network with computers configured
to use Microsoft Client for NetWare Network. When a user account is created on a NetWare server, a
subdirectory of the MAIL directory is created automatically for that user. Because a Mail directory is
always available for each user, Windows 95 uses these individual directories to store user profiles. If
you want to use user profiles to enforce a mandatory desktop, place the related USER.MAN file in the
users’ MAIL directories.

If you are using system policies to enforce specific desktop or system settings, the appropriate
CONFIG.POL file must be stored in the SYS:PUBLIC directory on each NetWare server that users use
as a preferred server. Windows 95 automatically downloads policies from this file.

For more information about using user profiles or creating system policies, see User Profiles and
System Policies.
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Setting Up Windows 95 for NetWare Networks: An Overview

If you are administering a NetWare network, the move to Windows 95 will involve incremental planning,
testing, and gradual implementation of Windows 95 on many computers on the network. Typically, the
administrator will take awhile to complete the following tasks:

1. Install Windows 95 on a single workstation, and experiment with various configuration alternatives,
including the following:

¢ Windows 95 protected-mode network client vs. Novell real-mode client

¢ Protected-mode NDIS 3.1-compliant network adapter drivers vs. real-mode Open Datalink
Interface (ODI) drivers

¢ Protected-mode IPX/SPX-compatible protocol vs. existing IPX
e Using a sole client vs. adding Client for Microsoft Networks

This task includes experimenting with the typical applications used at your site and working over the
network to assess the performance, reliability, and robustness available under Windows 95.

2. Prepare an implementation strategy, as summarized in Deployment Planning Basics.

3. Test the selected configuration of network clients, protocols, and drivers on a small network. This
could include any combinations of the following:

e Windows 95 installed over an existing 16-bit, Novell-supplied workstation client, using ODI drivers

¢ Windows 95 added to an existing Windows 3.x-and-NetWare installation, using Client for NetWare
Networks and protected-mode network components

¢ Windows 95 as a new installation using all protected-mode components, including both Client for
NetWare Networks and Client for Microsoft Networks, plus peer resource sharing support

4. Create default user profiles, system policies, and setup scripts, and perform other customization
tasks for automatic installation and configuration, based on the inventory and implementation
strategy.

5. Test automatic installation on a small network.
6. Prepare and implement the strategy for rollout on the larger network.

To support Novell NetWare integration with Windows 95, any computer on which you are installing
Windows 95 should be connected to a NetWare server when you start Windows 95 Setup. This
requires that the computer be configured with either an ODI driver (recommended) or the monolithic
IPX driver, in addition to either NETX or VLM to access resources on a NetWare server.

Windows 95 Setup detects whether a Novell NetWare workstation shell is running on the computer. If
Setup finds at least version 3.26 of NET*.COM, it automatically configures networking for NetWare
networks. During the detection phase, Windows 95 Setup also tries to determine whether the computer
is using real-mode TSRs that cannot be replaced (such as DOSNP.COM, TCP/IP client software, or
3720 emulators).

After detection is complete, Windows 95 Setup prepares to install protected-mode networking support
based on Client for NetWare Networks, unless detection has found incompatible software components
or the user specifies that network support should be based on Novell-supplied components. The new
Windows 95 protected-mode components are not installed automatically if detection finds the following:

¢ The computer is using VLM with NetWare 4.x NDS. In this case, Setup leaves all existing networking
components in place.

e Certain TSRs are present that require ODI. In this case, Setup installs Client for NetWare Networks,
but configures it to run over ODI.

¢ Certain TSRs are present that are not compatible with the protected-mode client, but can use the
new implementation of the IPX/SPX-compatible protocol. In this case, the real-mode network client
and adapter drivers are left in place, but Setup installs the new protocol.

e Certain TSRs are present that are not compatible with Client for NetWare Networks or other
protected-mode components. In this case, Setup leaves all existing real-mode networking
components in place.

To install Client for NetWare Networks and other protected-mode networking components, Setup might
perform the following actions:



¢ Comment out NetWare-related TSRs in AUTOEXEC.BAT that are not required with Client for
NetWare Networks or other Windows 95 components

¢ Move certain TSRs from AUTOEXEC.BAT to WINSTART.BAT so that this software can be loaded at
the appropriate time during system startup

¢ Install new 32-bit, protected-mode versions of networking components such as protocols and
network adapter drivers

e Comment out entries from SYSTEM.INI that are not required when using protected-mode
networking components

¢ Configure settings in the Registry related to support for NetWare networks

The actions for software detection and installation of new networking components are defined in a file
named NETDET.INI in the Windows directory. Installation actions are defined in NETDET.INI for the
software listed in the following table. For a complete and current list, see NETDET.INI in your Windows
directory.

Software detected Windows 95 Setup default action

Btrievee Installs Client for NetWare Networks, with all

(BREQUEST.EXE)  protected-mode components

DOSNP.EXE Keeps the real-mode IPX protocol in place

LAN Workplacee Installs Client for NetWare Networks, but keeps the
real-mode ODI network adapter and IPX protocol in
place

Novell NetBIOS TSR Installs the Microsoft IPX/SPX-compatible protocol
and enables NetBIOS support

NACS/NASI Retains all existing Novell-supplied networking
(NASI.EXE) components

For information about the format of entries in NETDET.INI and how to customize this file, see Custom
Automated, and Push Installations.

Windows 95 Setup automatically configures settings for network adapters and protocols. The specific
issues for configuring drivers and protocols depend on whether the computer is using Client for
NetWare Networks or a Novell-supplied workstation shell.
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The redirector provided by Client for NetWare Networks (NWREDIR.VXD) is a file system driver that
supports the NCP file sharing protocol for NetWare 2.15 and above, NetWare 3.x, and NetWare 4 .x.
Client for NetWare Networks also supports Microsoft File and Printer Sharing for NetWare Networks
(NWSERVER.VXD, the NCP peer server provided with Windows 95).

This section describes how to set up and configure Client for NetWare Networks, and provides some
supporting technical notes on supporting files.

For the architectural details of this configuration, see Windows 95 Network Architecture. For
information about logging on to a NetWare server, browsing NetWare resources, and using File and
Printer Sharing for NetWare Networks, see Logon, Browsing, and Resource Sharing.
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Setting Up Microsoft Client for NetWare Networks

When using Client for NetWare Networks, you do not need to load any Novell-supplied drivers or
components. This client runs with the Microsoft IPX/SPX-compatible protocol and NDIS-compliant,
protected-mode drivers, which Windows 95 Setup installs automatically when you select this client.

When Windows 95 is installed with Client for NetWare Networks, Windows 95 Setup automatically
moves any relevant NET.CFG settings to the Windows 95 Registry. You can configure the related
settings using the Network option in Control Panel. You can also configure the network adapter driver
and the IPX/SPX-compatible protocol, as described in Network Technical Discussion.

If you did not install Client for NetWare Networks during Windows 95 Setup, you can switch to this
client any time after Windows 95 is installed, as described in the following procedure. You can also
install Client for NetWare Networks and configure related options when installing Windows 95 using
custom setup scripts, as described in Custom, Automated, and Push Installations.

Tip To display the Network option without opening Control Panel, right-click the Network
Neighborhood icon on the desktop. Then click Properties on the context menu.

o
To add Client for NetWare Networks after Windows 95 is installed
1. In the Network option in Control Panel, examine the list of installed components.

If the computer currently has NETX or VLM installed, then select that NetWare Workstation Shell
client in the list of installed components, and click Remove. Also, select and remove the IPXODI
protocol if it appears in the list.

2. Click Add, and then double-click Client in the Select Network Component dialog box.

3. In the Select Network Client dialog box, click Microsoft in the Manufacturers list, and then click Client
for NetWare Networks in the Network Clients list. Then click OK.

You must shut down and restart the computer for the changes to take effect.

Setup automatically installs and configures all related components. Windows 95 Setup also adds the
value lastdrive=32 to the parameters for the network client in the Registry. This value makes room for
entries in a table to store drive information. For Microsoft networking, the last drive would be set to Z
(or 26), but NetWare allows six additional entries in its drive table. The extra drives are used only by
NetWare-aware applications; these drives are not available to users.
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This section presents information for configuring and using Microsoft Client for NetWare Networks,
including the following topics:

¢ Configuring protected-mode NDIS network adapter drivers for Client for NetWare Networks

¢ Configuring Client for NetWare Networks with ODI network adapter drivers

¢ Running NetWare utilities with Client for NetWare Networks

For information about configuring logon options for Client for NetWare Networks, see Logon, Browsing,
and Resource Sharing.
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Configuring Protected-Mode Network Adapter Drivers for Client for
NetWare Networks

When you install Client for NetWare Networks, a 32-bit, protected-mode, NDIS 3.1-compliant network
adapter driver is installed automatically, unless the computer is running software cited in the table in

Setting Up Windows 95 for NetWare Networks: An Overview. If you configure Client for NetWare
Networks to use ODI drivers instead, you can switch to the protected-mode drivers at any time.

Although it is possible to run Client for NetWare Networks over ODI drivers, Microsoft recommends that
you install a 32-bit, protected-mode network adapter driver to take advantage of the performance
improvements offered by these drivers, as described in Network Technical Discussion.

For a shared installation, you must use protected-mode drivers if the computers will run Client for
NetWare Networks.

Depending on when you install Client for NetWare Networks, you might have to install the 32-bit,
protected-mode network adapter driver before you can install the network client. Setup prompts you to
do this if it is necessary.

[
To switch to a 32-bit, protected-mode network adapter driver
1. In the Network option in Control Panel, double-click the network adapter in the list of installed
network components.
2. In the properties for the adapter, click the Driver Type tab.

3. Click the option named Enhanced Mode (32 Bit And 16 Bit) NDIS Driver, and then click OK. Then
shut down and restart the computer.
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Dri Configuring Client for NetWare Networks with ODI Network Adapter
rivers

Architecture for protected-mode client with ODI drivers
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You might choose to keep existing ODI drivers when using Client for NetWare Networks. The best
reason for doing this is if your users need to run a TSR that requires IPX/SPX support and that is used
by applications created for both Windows and MS-DOS. In this case, the TSR should be loaded by
placing an entry just after the IPXODI statement in either AUTOEXEC.BAT or in WINSTART.BAT
(which is the batch file used to start TSRs to be used by Windows-based applications).

Using an ODI driver instead of an NDIS 3.1 driver with Client for NetWare Networks has the following
drawbacks:

e There is some use of conventional memory, and overall performance on the network is not as good
as can be realized with NDIS 3.1 drivers.

e There are no Plug and Play capabilities for the networking components.

¢ You cannot use this configuration to run a shared installation of Windows 95.

However, you do retain the following benefits from using an ODI driver with Client for NetWare

Networks instead of a real-mode network client:

e Support for long filenames

e Automatic reconnection for lost server connections

¢ Dial-up networking for remote access

¢ Client-side caching for network information

If you want to use the current ODI driver instead of a Windows 95 NDIS network adapter driver, you
can select that driver using the Network option in Control Panel. For more information about using ODI
drivers, see Configuring Windows 95 with ODI Drivers. For information about the related files, see

Obtaining Current Novell-Supplied Files.
o

To use ODI drivers with Client for NetWare Networks
1. In the properties for the network adapter, click the Driver Type tab.

2. Click the option named Real Mode (16-bit) ODI Driver, and then click OK. Then shut down and
restart the computer.



Note Shared installations that use Client for NetWare Networks cannot use real-mode ODI
drivers. In this case, protected-mode networking components can be used.
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This section presents some technical issues you should be aware of when using Client for NetWare
Networks, including a summary of configuration settings and required support files, and configuration

notes, plus notes about NetWare API support and running NetWare utilities with Client for NetWare
Networks.
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Summary of Settings for Client for NetWare Networks

The following table lists the required and possible settings for CONFIG.SYS and AUTOEXEC.BAT files
if you install Client for NetWare Networks.

Configuration File Settings for Client for NetWare Networks

Filename Required settings
autoexec.bat None
startnet.bat1 None
config.sys None

1 The STARTNET.BAT file is a startup batch file created when VLM is installed, and is called

from AUTOEXEC.BAT. This file is not required with Microsoft Client for NetWare Networks.
Notice that LOGIN.EXE is not loaded from any configuration file. Windows 95 Setup removes this entry
automatically. Also, if either NETX or VLM is initialized from AUTOEXEC.BAT or another batch file, then
Client for NetWare Networks will not be loaded. No real-mode drivers are needed if a network adapter
driver appears in the list of installed components in the Network option in Control Panel.

The following table summarizes the minimum settings that you should see in the Network option in
Control Panel if you install Client for NetWare Networks.

Required Network Settings for Client for NetWare Networks

Network Configuration options

component

Client for If the computer will be downloading system policies or

NetWare user profiles from NetWare servers, Client for NetWare

Networks Networks should be selected in the Primary Network
Logon box.

In the General properties for Client for NetWare Networks,
Preferred Server should show the name of the NetWare
server to be used for initial logon. If login scripts are used,
the option that enables login scripts should be checked.

Network adapter In the General properties for the adapter, the driver type
should be Enhanced Mode (32-Bit and 16-Bit) NDIS.1

IPX/SPX- In its Advanced properties, the Frame Type should be
compatible Auto. If any network applications at your site require
protocol support for NetBIOS over IPX, that option should be

checked in the NetBIOS properties.

1 You can also specify 16-bit ODI drivers. You do not need to load such drivers from
CONFIG.SYS or another configuration file.
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Required Support Files for Client for NetWare Networks

The following table summarizes the support files required for Client for NetWare Networks. All of these
files are found in the Windows SYSTEM directory and are provided with Windows 95; no Novell-
supplied components are required. For more information about these components, see Windows 95
Network Architecture.

Required Files for Client for NetWare Networks

File Description

netware.drv Emulates a WinNet driver required by some NetWare-



aware applications that check for this file, such as Lotus
Notese. Notice that this file is supplied with Windows 95,
and is not the same as the similarly-named Novell-

supplied file. (The Windows 95 version is approximately

2K'in size.)
nwlink.vxd Provides the IPX/SPX-compatible protocol.
nwisproc.exe, Optionally, provides the 32-bit login script processor and
nwlscon.exe console used by Client for NetWare Networks.
nwnet32.dll Provides common NetWare networking functions for the
32-bit network provider and print provider.
nwnp32.dll Provides access to NetWare network resources using

Windows Explorer, Network Neighborhood, and so on.
This 32-bit network provider for NetWare networks is the
service provider interface to the Multiple Provider Router.

nwpp32.dll Provides the print provider interface to the print router in
SPOOLSS.DLL. This 32-bit print provider supports the
ability to print to NetWare printing resources.

nwredir.vxd Provides a 32-bit file system driver (redirector) to support
applications that use the NCP file sharing protocol.

1 These files are all supplied on the Windows 95 product disks. The NETWARE.DRYV file in
this configuration is a replacement for an identically named Novell-supplied file.

The following tables summarize entries that are changed automatically in configuration files when
Client for NetWare Networks is installed with Windows 95.

AUTOEXEC.BAT Additions for Client for NetWare Networks

dosagent winagent

AUTOEXEC.BAT Deletions for Client for NetWare Networks
bnetx ipx odihlp
brequest Isl odinsup
emsnetx msipx startnet
emsnet5 netbios vim
emsnet4 net3 xmsnet3
emsnet3 net4 xmsnet4
int2f net5 xmsnet5
ipxodi netx xmsnetxp
SYSTEM.INI Additions for Client for NetWare Networks
[Boot]

networks32=nwnp32
SYSTEM.INI Deletions for Client for NetWare Networks

[386enh] [Boot] [boot.description]
network= network.drv= network.drv=
uniquedospsp=

pspincrements=

timercriticalsection=

reflectdosint2a=

NET.CFG Deletions for Client for NetWare Networks

msipx

Files Renamed in Windows or SYSTEM Directories
nwuser.exe nwgdi.dll vnetware.386
netware.drv nwpopup.exe Vipx.386
netware.hlp

1 Files are renamed filename.ex~.
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Client for NetWare Networks Configuration Notes

This section presents some configuration notes for Client for NetWare Networks.

When Windows 95 attempts to connect to a NetWare server, it first silently tries to use the user’s
logon name and password to make the connection. If you use system policies, you can set a policy
that turns off this behavior for Client for NetWare Networks. For information, see User Profiles and
System Policies.

Client for NetWare Networks is always bound only to the IPX/SPX-compatible protocol. This is the
only protocol this network client can use. If you require an additional protocol for your network, such
as TCP/IP, you must install an additional network client, such as Client for Microsoft Networks.

Notice, however, that you can install Microsoft TCP/IP to connect to the Internet without installing an
additional network client.

Windows 95 automatically provides a real-mode NetWare-compatible network client for use in
emergency startup and recovery situations. It is not a full-featured, robust network client and,
therefore, does not support features such as long filenames, automatic reconnection to servers, and
the packet-burst (burst-mode) protocol. For more information about Safe Mode with Networking, see
General Troubleshooting.

With Client for NetWare Networks, you cannot map drives for individual VM sessions; drive
mappings are always global. This is the equivalent of the behavior specified in earlier versions of
Windows by the SYSTEM.INI setting NWShareHandles=True (when using NETX or VLM). Notice,
however, that with Client for NetWare Networks, each VM can have a different current directory on
network drives, unlike earlier versions of Windows.

If you are using File and Printer Sharing for NetWare Networks, then CONFIG.SYS should not have
a LastDrive= statement.

The NWPopUp messaging utility is not supported with Client for NetWare Networks. You can use
WinPopup to broadcast pop-up messages, as described in Network Technical Discussion.
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Additional Settings for Client for NetWare Networks

This section describes some additional settings that can be added to the Registry for Client for
NetWare Networks or for File and Printer Sharing for NetWare Networks. For information about how to
add Registry values, see Windows 95 Registry.

Setting maximum IPX packet size for the LIP protocol.

You can set a global value for the maximum IPX packet size for the LIP protocol. To do this, add a
Registry entry named MaxLIP and specify a binary or DWORD value that is the greatest value allowed
on any one network segment. This global setting is also used on the local network. For example, if a
client on a token-ring segment (which allows 4K packet sizes) communicates over an Ethernet
segment (which allows 1.5K packets) to a server on another token-ring segment, the size specified for
MaxLIP should be limited to the lowest packet size allowed.

Add MaxLIP as an entry under the following Registry key:
Hkey Local Machine\System\CurrentControlSet\Services\VxD\Nwredir

To continue the earlier example, you would specify a value for 1.5K (0x000005DC in hexadecimal). The
actual optimal value depends on the frame-header size, which is the IPX portion of the packet. You
might want to experiment to get the right size but, in general, specifying a size that is too small is better
than too large, because you want to make sure that the echo packet goes through on the first try.

Turning off support for packet-burst protocol.
If you want to turn off support for the packet-burst protocol (which is enabled by default for File and
Printer Sharing for NetWare Networks), set SupportBurst=0 in the following Registry key:

Hkey Local Machine\System\CurrentControlSet\Services\VxD\Nwserver

Setting the shell version for .OVL files.

The versions of NetWare available for the United States that run on x86-based computers use Novell-
supplied IBM*.OVL (overlay) files to present the NetWare shell. This is the default assumed by
Windows 95. However, other locales use other versions of .OVL files to account for different
architecture. For example, NetWare 3.x J (for Japan) uses the following overlay files for various
computer types.

Overlay file Computer architecture
pc98%$run.ovi NECe PC9800
dosv$run.ovl IBMe PC-compatible
j31$run.ovl Toshibae J3100
fmr$run.ovl Fujitsue FMR
ps55%run.ovl IBM Japan

For real-mode clients, alternate .OVL files are specified in NET.CFG as the SHORT MACHINE TYPE.
For Microsoft Client for NetWare Networks, alternate .OVL files can be specified as the ShellVersion
value in the following Registry key:

Hkey Local Machine\System\CurrentControlSet\Services\VxD\Nwredir

The default value is MDOS\0V7.00\0IBM_PC\0IBM\0, where \0 indicates a binary zero (null value).
This value represents the four concatenated strings returned by the INT 21 function OXEA. You must
replace the last string (0IBM) with the one used to generate the *$RUN.OVL name. The value in the
Registry must have a binary type; however, you can enter the required combination of raw ASCII and
binary data in the Enter Binary Data dialog box.
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NetWare API Support in Client for NetWare Networks

Client for NetWare Networks includes built-in support for MS-DOS-based APIs defined by Novell for
NetWare 3.x, as summarized in the following table.

API for MS- Description

DOS

INT21H Used by applications for NetWare information, bindery
services, and so on

INT64 and Used by applications to submit IPX/SPX requests

INT7A

Client for NetWare Networks supports MS-DOS-based API calls documented in Novell NetWare Client
SDK. If problems occur with applications that make proprietary or undocumented API calls, then you
should use a real-mode Novell-supplied client. Also, please report this problem to both Microsoft and
the application vendor.

The Windows 3.x APIs for NetWare consist of a series of DLLs provided by Novell with the version 3.x
WinNet16 driver for the VLM client. The 16-bit Novell-supplied DLLs for Windows can run with Client
for NetWare Networks. This ensures that Windows-based applications and utilities that are NetWare-
aware will run with Microsoft Client for NetWare Networks.

If any of your applications requires one or more of these DLLs when running on a Novell-supplied client
(NETX or VLM), then you must also run the same DLLs when using that application under Client for
NetWare Networks.

The NetWare DLLs are described in the following list.

API for Description

Windows

nwcalls.dll APIs for NCP communication between the file server and
the client computer

nwgdi.dll NetWare Graphical Device Interface

nwipxspx.dll APIs for IPX/SPX communication

nwlocale.dll APIs for localization of applications

nwnetapi.dll Network API support for NDS

nwpsrv.dll Print server services APls

These Novell-supplied DLLs are not provided with Windows 95. They are provided by Novell with
NetWare versions 3.12 and 4.x, and are updated on CompuServe and other electronic forums. Also,
you must follow the directions provided in your Novell documentation to install these files. For
information about obtaining the most recent files, see Obtaining Current Novell-Supplied Files.
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Running NetWare Utilities with Client for NetWare Networks

In addition to the 32-bit, protected-mode graphical tools built into Windows 95, you can use the 16-bit
command-line utilities provided with NetWare for managing and sharing resources.

With Microsoft Client for NetWare Networks, you can run all NetWare 3.x utilities that reside on the
NetWare server, such as SYSCON. You can run most NetWare 4.x utilities when you are using Client
for NetWare Networks, except those that require NDS, such as NWADMIN, CX, and NETADMIN. You
can also run NetWare 2.x file and printer utilities. However, you cannot use the VLM NWUSER utility
with Client for NetWare Networks.

Tip To use Novell-supplied utilities such as SYSCON, map the SYS:PUBLIC directory in the login
script.

|

To run NetWare 3.x utilities in Windows 95

1. Map a drive to the volume containing the NetWare utilities by using statements in a login script or by
using the Map Network Drive dialog box.
When you use Map Network Drive, you can make this a persistent connection by clicking the
Reconnect At Logon box.

2. From the Start button, point to Programs, and then click MS-DOS Prompt to start an MS-DOS
session.

3. Switch to the mapped network drive, and then run the utilities in the usual way.
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Using a Novell NetWare Client

Windows 95 can run with the NetWare NETX and VLM client software. Before installing Windows 95,
make sure that you have the necessary Novell-supplied files for Windows support, which can be
obtained from Novell.

Caution Novell-supplied components for using the NetWare client with Windows 95 require that
you log on to the appropriate NetWare server before starting Windows 95. As with earlier versions
of Windows, you should not log on to a NetWare server from within Windows 95.

Instead, log on to the server from AUTOEXEC.BAT or from a batch file that is called from
AUTOEXEC.BAT. You should also continue to load the necessary MS-DOS-based TSR programs
using AUTOEXEC.BAT or STARTNET.BAT.

For information about where a logon command should be placed in system startup files, see
Logon, Browsing, and Resource Sharing.

The following section describes how to set up and configure Windows 95 with a Novell-supplied client.
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Setting Up Windows 95 with a Novell-Supplied NetWare Client

To help you ensure successful installation of Windows 95, make sure that the Novell-supplied NetWare
client software is running before you start Windows 95 Setup. To verify that the Novell-supplied
software is running, make sure you can successfully connect to and use resources on a NetWare
server. Running the Novell-supplied software helps to ensure that Setup can detect the network
configuration for successful installation of Windows 95.

Also, if you currently use IPX.COM, you should upgrade to the latest versions of NetWare client
software that use ODI drivers before installing Windows 95. For information about using ODI drivers

versus monolithic IPX.COM, see Configuring Network Adapter Drivers for Novell NetWare Clients.
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Installing Windows 95 with a Novell NetWare Client

This section presents the procedures for installing Windows 95 to run with a Novell-supplied client,
depending on various installation situations:

¢ Installing Novell-supplied NetWare client support during Windows 95 Setup

¢ Installing Client for Microsoft Networks in addition to a Novell-supplied NetWare client

¢ [nstalling a Novell-supplied NetWare client after installing Windows 95 with no network support

Note The method for installing VLM support is different if VLM support was not installed
previously under Windows 3.x, as described in VLM Technical Notes.

Also notice that, if the NetWare client software is not running at the time Windows 95 is installed,
you must configure Windows 95 manually after Setup to work in conjunction with the NetWare
client software.

By default, Windows 95 Setup automatically installs Microsoft Client for NetWare Networks if it detects
NetWare software, except in the cases described in Setting Up Windows 95 for NetWare Networks: An
Overview. You can select the Custom setup type and specify that the Novell-supplied software be
retained during Setup. In this case, Windows 95 will use the existing networking configuration specified
in NET.CFG for protocols, adapter drivers, and other values.

[
To select the Novell-supplied NETX client support during Windows 95 Setup
1. Start the computer as usual, making sure that the Novell-supplied network software is running. Then
run Windows 95 Setup, and select Custom as the Setup type.

2. When the Network Configuration dialog box appears, select Client for NetWare Networks in the list
of components, and then click Remove.

3. Click Add, and then double-click Client in the Select Network Component Type dialog box.

4. In the Select Network Client dialog box, click Novell in the Manufacturers list, and click Workstation
Shell 3. X [NETX] in the Network Clients list. Then click OK.

If you also want to use Client for Microsoft Networks, follow the steps in the next procedure.
5. Click the Next button in the Network Configuration dialog box.

If you want to use only the NETX client, you do not need to specify settings for your network adapter
driver or protocols. Setup automatically adds support for the ODI adapter and IPXODI (or for
IPX.COM) by reading NET.CFG.

6. Continue with Windows 95 Setup.

Note You cannot install Client for Microsoft Networks as an additional network client if you are
installing Windows 95 to run with an IPX monolithic configuration.

|

To install Client for Microsoft Networks with a Novell NetWare client
1. In the Network Configuration dialog box, click Add, and then double-click Client.

2. In the Select Network Client dialog box, click Microsoft in the Manufacturers list, and click Client for
Microsoft Networks in the Network Clients list. Then click OK.

|
To determine whether the correct adapter driver is installed
1. In the Network option in Control Panel, double-click the network adapter (or IPX Monolithic) in the
list of components.
2. In the properties for the network adapter, click the Driver Type tab.

3. Make sure the Real Mode (16 bit) ODI driver is selected.
_I

To install a Novell NetWare client with no previous networking
1. Run the Novell-supplied installation program to install a NetWare client.



2. In the Network option in Control Panel, click Add, and then double-click Client in the Select Network
Component Type dialog box.

3. In the Select Network Client dialog box, click Novell in the Manufacturers list, and click the
workstation shell that you want (NETX orVLM) in the Network Clients list. Then click OK.
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Switching Back to NETX from Client for NetWare Networks

If you install the protected-mode Client for NetWare Networks and later decide to return to your original
Novell NetWare NETX configuration, follow these steps.

Important Be sure to use the Network option in Control Panel to remove Client for NetWare
Networks, and then to configure Windows 95 to use NETX or VLM.

For details about adding or returning to VLM, see VLM Technical Notes.

[
To return to NETX after installing Client for NetWare Networks
1. In the Network option in Control Panel, select Client for NetWare Networks, and then click Remove.
2. Click Add, and then double-click Client.

3. In the Select Network Client dialog box, click Novell in the Manufacturers list, and click Workstation
Shell 3.X [NETX] in the Network Clients list. Then click OK.

Windows 95 automatically installs IPXODI support.

4. Click OK in Network properties, and provide a disk or a location for any files that Windows 95
requests to complete the installation. Then shut down and restart the computer.

Usually, you will have to reinstall Novell-supplied files at this stage, because Windows 95 Setup
previously replaced these files with versions required by Client for NetWare Networks. You must also
make sure that NET.CFG is present and contains correct settings, and that the required settings are
present in CONFIG.SYS and AUTOEXEC.BAT. See your Novell documentation for information about
these required settings.
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This section presents some technical information related to the network adapter drivers used when
configuring Windows 95 to run with Novell-supplied network clients. The topics include configuring
Windows 95 with ODI drivers, monolithic IPX, or ArcNet network adapters, and setting options in
NET.CFG.

NET.CFG, the Novell NetWare configuration file, is an ASCII text file that specifies various settings for
the adapter, protocol, and client. For information about the format and contents of NET.CFG, consult
your Novell documentation.
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Configuring Windows 95 with ODI Drivers

The Open Datalink Interface (ODI) specification was defined by Novell and Apple® Computer to provide
a protocol and a consistent API for communicating with a network adapter driver and to support the use
of multiple protocols by a network adapter driver.

Note Microsoft recommends that you use ODI drivers when running Windows 95 with a Novell-
supplied network client. Novell also recommends using ODI-based client software rather than
monolithic IPX drivers.

Architecture for ODI drivers
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ODI consists of the following components.

An ODI-compliant version of the IPX/SPX protocol.

This component provides the network protocol for communicating between NetWare clients and
servers. With NETX or VLM clients, this must be the Novell-supplied IPXODI.COM (you can also use
the Microsoft IPX/SPX-compatible protocol for other network clients).

The Link Support Layer (LSL).
This component, provided in the Novell-supplied LSL.COM file, sets the foundation for network adapter
drivers to communicate with multiple protocol drivers, and vice versa.

The ODI driver.

Also called the Multiple Link Interface Driver (MLID), the ODI-compliant network adapter driver is
created by the adapter manufacturer. This component usually identifies the name of the supported
adapter in the filename, such as NE2000.COM for the Novell NE-2000 adapter, 3c5x9.COM for the
3Come EtherLinke Ill adapter, and EXP160DI.COM for the Intele EtherExpress™ 16 adapter. Windows
95 supports using such drivers, but these drivers are not included with Windows 95.

For information about required files, see Obtaining Current Novell-Supplied Files.

Tips for Installing Windows 95 with ODI Drivers

Before you install Windows 95 on a computer, the real-mode IPXODI
network should be configured and working properly using your Novell-
supplied installation program. Test to confirm that there are no errors when
loading the Novell-supplied files LSL.COM, IPXODI.COM, the ODI driver,
and NETX.EXE, or when accessing resources on NetWare servers. If these
components are running on the computer when Windows 95 is installed,
Windows 95 Setup detects the drivers, identifies the network adapter, and
automatically configures Windows 95 to run with the ODI drivers.

If Windows 95 Setup cannot identify the ODI driver being used, you might
have to configure the network adapter driver manually. In this case, click
Have Disk in the Select Network Adapter dialog box in the Network option in



Control Panel. You must provide a file for the correct IPXODI support driver
to match the type of network adapter used, using a file supplied by Novell or
the adapter manufacturer.
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Setting Network Adapter Options in NET.CFG

Because a computer using ODI drivers can have multiple ODI drivers and multiple protocols loaded
and bound, the networking software uses NET.CFG to identify the network adapters, protocol
configuration, and binding information. NET.CFG is responsible for configuring the network
environment for a Novell-supplied client, and is used to configure custom parameters for NETX, IPX,
NetBIOS, or the general NetWare environment. To configure any options, edit NET.CFG as described
in your Novell documentation.

Monolithic IPX (IPX.COM) does not require a settings file because there is only one protocol and one
network adapter driver bound together in a specific way. The IPX.COM file contains all network adapter
configuration information.

NetWare began using SHELL.CFG as the configuration filename with monolithic IPX and is now using
NET.CFG for ODI. NET.CFG is the preferred file to use and has some specific uses for ODI. Neither
SHELL.CFG nor NET.CFG is required for a NetWare client computer. If these files do not exist, default
settings are used. If both SHELL.CFG and NET.CFG exist, both are processed (first SHELL.CFG, then
NET.CFG).

If you are using ODI drivers, the Novell-supplied LSL.COM file uses information from NET.CFG to
configure the ODI driver before the NETX workstation shell does. For the LSL driver to load and
initialize information from NET.CFG, the proper NET.CFG file should reside in the same directory as
LSL.COM and the Novell-supplied NETX.EXE network client. To verify that there is not more than one
NET.CFG file present on a computer, type dir /s net.cfg at the command prompt (or from the Start
button, click Find and search for NET.CFG).

Network adapter configuration information is contained in a Link Driver section in NET.CFG, where
you can specify the network adapter’s interrupt, /0 address, memory address, frame types, and
protocols. For example, the following example shows NET.CFG entries for an SMCe Ethercard Plus
Elite 16 adapter:

show dots=on
file handles=60
preferred server=nw 311
link driver smc8000

int 5

port 240

mem d000

frame ethernet 802.3

The following table describes selected information commonly found in NET.CFG under the Link Driver
section. For information not found in NET.CFG, default settings for the network adapter are assumed.
For more information, consult your Novell documentation.

Network Adapter Driver Settings in NET.CFG

NET.CFG Description

setting

DMA DMA channel number. Can assign up to two DMA
channels by designating them DMA #1 x and DMA #2 y.

FRAME Alternate Media Access Control (MAC) layer frame

encapsulations for the network adapter. The default is
ETHERNET 802.3 if not specified. Frame types are the
following:



INT

MEM

NODE
ADDRESS
PORT

PROTOCOL

SLOT

ETHERNET_802.3 ETHERNET_SNAP
ETHERNET_802.2 TOKEN_RING
ETHERNET_II TOKEN_RING_SNAP

IRQ number. Can assign up to two IRQs by designating
them IRQ #1 x and IRQ #2 y.

Memory address in upper memory area (UMA). Can
assign up

to two UMA addresses by designating them MEM #1 x and

MEM # .

New 12-digit MAC address assigned to the network
adapter.

I/O port address. Can assign up to two 1/O port addresses
by designating them PORT #1 x and PORT #2 y.
Protocols to be used with ODI drivers. You do not need to
specify this in NET.CFG if NETX is running only IPX and
no other protocol. If other protocols are running, you must
specify the protocol, protocol ID, and the frame type.

Network adapter slot number (MCA, EISA).
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Configuring Windows 95 for Monolithic IPX

Although the monolithic IPX legacy configuration is supported in Windows 95, Novell recommends that
the ODI client software be used instead of dedicated IPX drivers. Notice particularly the following
exceptions for monolithic IPX:

¢ If you want to install Windows 95 with monolithic support, all networking components must be
installed and working before you install Windows 95.

¢ If you want to use Client for NetWare Networks with ODI drivers, you should first upgrade your
Novell-supplied networking software to a recent version of the ODI client software.

¢ You cannot install any Windows 95 protected-mode networking components if you are using the IPX
monolithic configuration.

¢ You cannot install monolithic support under Windows 95 if the workstation has Novell-supplied VLM
software installed.

Caution Microsoft strongly recommends upgrading to 32-bit, protected-mode software for a
computer running Windows 95 on NetWare networks.

If you must use Windows 95 on monolithic IPX, then configure the real-mode monolithic IPX
network and verify that it is working properly before installing Windows 95. Test to confirm that
there are no errors when loading IPX.COM and NETX.EXE or when accessing resources on
NetWare servers.

Architecture for monolithic IPX
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The monolithic implementation of the IPX protocol, IPX.COM, includes a single driver file that contains
both the IPX/SPX protocol stack and the network adapter driver for communicating with the network
adapter. IPX.COM must be configured for each computer based on the network adapter and its
hardware configuration (IRQ, I/O address, RAM address in the upper memory area, and DMA
channel). IPX.COM is generated from the IPX.OBJ file and a particular network adapter driver file
(netcard.OBJ) using the NetWare SHGEN or WSGEN programs.

_I
To add monolithic IPX after Windows 95 is installed
1. In the Network option in Control Panel, select all installed networking components, and then click
Remove.

2. Click Add, and then double-click Adapter in the Select Network Component Type dialog box.

3. From the Manufacturers list in the Select Network Adapters dialog box, click Novell. From the
Network Adapters list, click Novell IPX Monolithic Driver. Then click OK.

4. Shut down and restart the computer for the changes to take effect.

An entry will appear for Novell IPX Monolithic Driver in the list of installed components in the Network
option in Control Panel. For information about required files, see Obtaining Current Novell-Supplied
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Configuring Windows 95 with ArcNet Network Adapters

Windows 95 supports connectivity to Novell NetWare servers and other computers running Windows
95 over an ArcNet network. To configure Windows 95 to support NetWare over ArcNet, you must use
NETX or VLM with real-mode IPX drivers on ArcNet network adapters, with NetBIOS support. This is
true whether you are using a monolithic IPX driver or an ODI ArcNet driver.

You cannot use the Windows 95 IPX/SPX-compatible protocol or Client for Microsoft Networks with
ODI drivers. If you are running Client for Microsoft Networks to connect to other Microsoft networking
computers on an ArcNet network, you must also install NDIS 2 network adapter drivers and another
protocol used in the network, such as NetBEUI. (Notice that in this configuration, you cannot also
access a NetWare network.)

If the ArcNet driver and NetWare workstation shell are running when Windows 95 is installed, Windows
95 Setup detects the configuration and automatically installs the proper components. However, if the
computer is using a generic ArcNet driver or if Windows 95 is unable to detect an ArcNet driver, you
might have to configure Windows 95 manually to run on an ArcNet configuration. You will also need to
install the ODI ArcNet Support transport with NetBIOS. If Windows 95 Setup can detect the
configuration properly, this network protocol is installed automatically for an ODI ArcNet driver.
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NETX Technical Notes

This section describes specific notes related to using the Novell-supplied NetWare 3.x client software
with Windows 95.
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When running NETX with Windows 95, you keep all the same functionality that you had when running
with MS-DOS or Windows 3.x. You also gain the features described in Windows 95 on NetWare
Networks: The Basics.

If you are using NETX as the network client, you might also choose to install the 32-bit, protected-mode
Client for Microsoft Networks if you want to connect to other Microsoft network computers, such as
computers running Windows for Workgroups 3.x, LAN Manager, or Windows NT.

When you run the NetWare NETX client with Windows 95 in this configuration, you should continue to
load the necessary Novell-supplied client components and MS-DOS-based TSR programs (LSL, ODI
driver, IPXODI, and NETX) in AUTOEXEC.BAT or STARTNET.BAT, just as you did with MS-DOS or
Windows 3.1. Windows 95 Setup automatically adds the configuration settings if they are not present.
For information about required configuration settings, see your Novell documentation.

Notice that this configuration requires a Microsoft Windows NT Client Access license if the computer
will be connecting to servers running Windows NT Server. For information, see Windows 95 on
Microsoft Networks.

Architecture for Novell-supplied NETX with Client for Microsoft Networks

Novell-supplied components appear in bold
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In this configuration, the Novell-supplied version of NETWARE.DRYV is installed and loaded only for
applications that call it directly. Because this driver is not used by Windows 95, all access to NetWare
resources occurs by using the Windows 95 user interface, not the NETWARE.DRYV dialog boxes



provided by Novell. The NW16.DLL component translates 32-bit network calls to 16-bit network calls
that can be passed to VNETWARE.386.

Note You cannot install Client for Microsoft Networks as an additional networking client if you are
using the IPX monolithic configuration.
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This configuration is for use in either of these cases:

¢ The IPX monolithic configuration is used.

¢ You do not need to connect to other computers running Windows for Workgroups 3.x, LAN Manager,
or Windows NT. Of course, you can connect to computers running Microsoft File and Printer Sharing
Services for NetWare.

To use only NETX client support, use the Network option in Control Panel to remove Client for NetWare
Networks and Client for Microsoft Networks, if either of these clients is installed. Then add the Novell
NetWare (Workstation Shell 3.X [NETX]) client, as described in Installing Windows 95 with a Novell
NetWare Client.

Architecture for Novell-supplied NETX as the sole client
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The following table lists the required settings for CONFIG.SYS and AUTOEXEC.BAT files if you use
NETX as the sole network client.

Configuration File Settings for NETX as the Sole Client

Filename Required settings
config.sys lastdrive=drive letter
autoexec.bat1 1sl.com

odi_driver

ipxodi.com
netx.exe
q: ; that is, lastdrive+l



login
c:
1 Or this could be the name of a batch file called from AUTOEXEC.BAT.

The following table summarizes the minimum settings that you should see in the Network option in
Control Panel if you use NETX as the sole client.

Network Settings for NETX as the Sole Network Client
Component Options

NetWare Novell NetWare (Workstation Shell 3.X [NETX]) should
(Workstation appear in the list of installed components. All other settings
Shell 3.X are configured in NET.CFG.

[NETX])

Network In the General properties for the adapter, the option named
adapter Real Mode (16-Bit) ODI Driver should be checked.

Novell IPXODI Settings are configured in NET.CFG.
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Windows 95 uses the value of the LastDrive= entry in the Registry (or CONFIG.SYS) to allocate
enough storage space in the internal memory structures to recognize drive letters for devices. For
example, a setting of LastDrive=Z tells Windows 95 to recognize drive letters from A to Z.

Windows 95 uses all drive letters up to the letter assigned as the last drive. NetWare servers use all the
drive letters following the last drive. For example, if LastDrive=P is specified, you can assign drive
letters D through P for networks other than NetWare (assuming drive C is the only physical hard disk
drive in the system). In this same example, NetWare begins mapping NetWare volumes with Q.

Unlike Windows 95 for Workgroups, Windows 95 does not update the value of the LastDrive= if a
value is already set. If no value is specified in CONFIG.SYS, Windows 95 adds LastDrive=E to the
Registry.
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A NetWare file server does not include the directory entries dot (.) and double dot (..) as MS-DOS and
Windows 95 do. However, the NetWare workstation shell version 3.01 or later can emulate these
entries when applications attempt to list the files in a directory.

|
To turn on the Show Dots feature
¢ If you have problems listing files or deleting directories, add the following line to the beginning of
NET.CFG:

show dots=on

By default, NetWare client software allows you access to only 40 files at a time. When you are running
many applications under Windows 95, it is possible to exceed this limit, so you will want to increase the
settings for file limits.

|

To increase the file access limit
1. Add the following line to the beginning of NET.CFG:

file handles=60

2. Add the following to CONFIG.SYS for the local computer:
files=60
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VLM Technical Notes

VLM, the network client provided with Novell NetWare version 4.x, provides the same support and
behavior under Windows 95 as it does under MS-DOS or Windows 3.1. In addition, you gain the
benefits described in Microsoft Client for NetWare Networks: The Benefits.

If the computer is using VLM, you should still load the Novell-supplied client components and TSR
programs, and log on from either AUTOEXEC.BAT or STARTNET.BAT. Login scripts also work in the
same way they do with MS-DOS and Windows 3.x. After Windows 95 starts, you can use the Windows
95 user interface to make drive and printer connections, or you can run NetWare utilities by running
NWUSER or other commands at the command prompt. Notice, however, that you cannot use NDS
names in Windows 95 dialog boxes.

Installing Windows 95 with the VLM client requires special steps if an earlier version of Windows is not
installed, as described in this section. This section also presents specific notes related to using the
Novell-supplied NetWare 4.x client software with Windows 95.
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Setting Up Windows 95 with VLM

If you install Windows 95 into the existing Windows directory on a computer where VLM is already
configured to run with an earlier version of Windows, then to install VLM support, follow the steps
described in Installing Windows 95 with a Novell NetWare Client.

However, if you are installing Windows 95 into a new directory, or if you are installing it on a computer
that has only the MS-DOS operating system (but no earlier version of Windows), you must follow
special steps to set up the computer properly. This is because Windows support for VLM requires
software supplied only through the Novell-supplied VLM installation program. Follow the instructions
under the procedure in this section that most closely describes your configuration.

Windows 95 Setup tries to detect VLM by looking for an NLS directory. If NLS is present, it begins
installing Windows 95 for VLM. If the NLS directory is not present but you select the VLM client to
install in Setup, Windows 95 Setup asks you to first install VLM using the Novell installation program.
Then you can continue with Windows 95 Setup.

Important Automatic logon for the NetWare network from AUTOEXEC.BAT needs to be
configured before running Windows 95 Setup; otherwise, your login script will not be run under
Windows 95 (and therefore any mapped drives will not be available).

_I
If you already run VLM with Windows 3.x and install Windows 95 over Windows 3.x

e Start the computer as usual, and make sure that the Novell software is running. Then run Windows
95 Setup and choose support for Novell NetWare 4.0, as described in Installing Windows 95 with a
Novell NetWare Client.
—Or-

1. After Setup is complete, in the Network option in Control Panel, select Client for NetWare Networks
(if this has been installed), and then click Remove.

2. Click Add, and then double-click Client.

3. In the Select Network Client dialog box, click Novell in the Manufacturers list, and click the option
named Novell NetWare (Workstation Shell 4.0 and above [VLM)]) in the Network Clients list. Then
click OK.

4. If you want to install Client for Microsoft Networks at this time, you can repeat the steps in the Select
Network Client dialog box to install it. Then shut down and restart the computer.

[
If you already run VLM with Windows 3.1 and install Windows 95 in a new directory, or if you
are running VLM with MS-DOS

1. Start the computer as usual, making sure that the Novell-supplied network software is running. Then
run Windows 95 Setup, and select Custom as the setup type.

2. When the Network Configuration dialog box appears, select Client for NetWare Networks in the list
of components (if this has been installed), and then click Remove.

Note If you were logged into NDS when Setup was started, then VLM appears in this list and you
can skip the following steps.

3. Click Add, and then double-click Client in the Select Network Component Type dialog box.

4. In the Select Network Client dialog box, click Novell in the Manufacturers list, and click Novell
NetWare (Workstation Shell 4.0 And Above [VLM]) in the Network Clients list. Then click OK.

Setup partially configures Windows 95, and then prompts you to run the Novell Workstation Shell
Install program after Windows 95 has been installed.

5. Setup places information in AUTOEXEC.BAT that instructs you to run the Novell Workstation Shell
Install program, after the Copying Files phase is complete. Complete this step to install the Novell-
supplied support for Windows.

Note Setup also places the entry device=vnetbios in SYSTEM.INI, which causes a blue screen to



appear when you restart the computer. You can ignore this screen.

6. Restart the computer again, and let Windows 95 start normally.
In the Network option in Control Panel, you will see that Setup has added Novell NetWare (Workstation

Shell 4.0 And Above [VLM]) as a network client. Information in NET.CFG is used to configure the other
network components.

For information about required files, see Obtaining Current Novell-Supplied Files.
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If you are using VLM as the network client, you might also choose to install the 32-bit, protected-mode
Client for Microsoft Networks if you want to connect to other Microsoft networking computers, such as
computers running Windows for Workgroups 3.x, LAN Manager, or Windows NT. The following
illustration describes this configuration.

Architecture for Novell-supplied VLM with Client for NetWare Networks
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In this configuration, the Novell-supplied version of NETWARE.DRV is not used by Windows 95. It is
installed and loaded only for applications that call it directly. All access to NetWare resources is through
the Windows 95 user interface, not the NETWARE.DRYV dialog boxes. The NWUSER utility calls
NETWARE.DRYV directly to bring up the central NetWare Version 3.0 WinNet16 dialog box.

Notice that this configuration requires a Microsoft Windows NT Client Access License if this computer
will be connecting to servers running Windows NT Server. For more information, see Windows 95 on
Microsoft Networks.
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This configuration can be used if you do not need to connect to other computers that are running
Windows for Workgroups 3.x, LAN Manager, or Windows NT. (Of course, you can connect to a
Windows 95 computer running Microsoft File and Printer Sharing for NetWare.)

The following illustration summarizes this configuration.

Architecture for Novell-supplied VLM as the sole client
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The following table lists the required settings for CONFIG.SYS and AUTOEXEC.BAT files if you use
VLM as the sole network client.

Configuration File Settings for VLM as the Sole Client
Filename Required settings

config.sys lastdrive=drive letter
autoexec.bat startnet.bat

startnet.bat l1sl.com
odi driver
ipxodi.com
vim.exe
f: ; that is, first network drive in
net.cfg
login
c:



The following table summarizes the minimum settings that you should see in the Network option in
Control Panel if you install Windows 95 with VLM as the sole client.

Network Settings for VLM as the Sole Client
Component Options

NetWare Novell NetWare (Workstation Shell 4.X [VLM]) appears in
(Workstation the list of installed components. All other settings are

Shell 4.X configured in NET.CFG.

[VLM])

Network In the General properties for the adapter, the Real Mode (16
adapter Bit) ODI Driver option should be checked.

Novell IPX ODI Settings are configured in NET.CFG.
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Windows 95 uses the value of the LastDrive= entry in the Registry to allocate enough storage space in
the internal memory structures to recognize drive letters for devices. For example, a setting of
LastDrive=Z tells Windows 95 to recognize drive letters from A to Z.

The Novell-supplied NetWare 4.x redirector handles the LastDrive= entry the same way that Windows
95 does. That is, both the NetWare 4.x redirector and Windows 95 allow drive letters to be used to
connect to redirected network drives up through the drive letter specified by the LastDrive= entry.

The NetWare 4.x redirector uses the First Network Drive= entry in the NET.CFG file to identify the first
network drive that can be mapped. For more information about this setting, consult your Novell
documentation.
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This section contains information about obtaining current Novell-supplied files and technical notes on
the IPX/SPX-compatible protocol and Microsoft TCP/IP.
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Obtaining Current Novell-Supplied Files

If your computer is not configured with the necessary NetWare software, or if you don’t have the
support files that Windows 95 Setup requires to configure your computer, several sources are available
for these files.

Important Use the latest available version of Novell-supplied driver files. At the release of
Windows 95, the following were some of the current files posted on the Novell forum on
CompuServe: DOSUP9, WINDR2; WINUP9, and VLMUPS9.

|

To obtain current NetWare software files

¢ Check with your NetWare network administrator or your local Novell representative to see if the
latest client files are available locally.
—Or-
Over the Internet, obtain files from ftp.novell.com.
—Or-
Check the Novell Files forum on CompuServe by typing go novlib at a system prompt. Novell posts
revisions of NetWare client software and drivers on this forum.
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Required Support Files for Novell-Supplied Clients

In addition to the base Novell-supplied NetWare client software required to communicate with a
NetWare server, some additional NetWare support files are necessary for the Novell-supplied
components to work properly in the Windows 95 environment. When Windows 95 is configured to
support a Novell NetWare client, Setup checks to see if the required supporting files for Windows are in
the Windows directory. If the files are not in the Windows directory, Setup asks for a disk or network
drive location for these files.

The required Novell-supplied supporting files for NetWare connectivity under Windows are shown in
the following list.

Novell-Supplied Files for Windows Support
File Description

netware.drv, Windows-compatible network driver and associated help file

netware.hlp to provide access to network redirector functionality from 16-
bit applications. Notice that this must be the version 2.x
WinNet16 driver for the NETX client. Also, the Novell-
supplied version of NETWARE.DRYV for NETX is
approximately 124K in size; for VLM, the size is
approximately 144K or 162K, depending on the version.

nwpopup.exe NetWare messaging utility. Used to receive messages and
alerts from a NetWare server.

vnetware.386 Virtual device driver providing virtualization services for the
NetWare redirector in the Windows environment and across

VMs.

Vipx.386 Virtual device driver providing virtualization services for the
NetWare IPX protocol for the Windows environment and
across VMs.

nw16.dll1 Athunk layer for passing 32-bit calls to 16-bit NETX APlIs.

1 Required for VLM, but not for NETX.
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Obtaining Current Novell-Supplied Files
Required Support Files for ODI Drivers

A computer using Novell-supplied ODI and the IPX/SPX protocol requires certain files, depending on
whether you choose to keep the Novell-supplied client when installing Windows 95 on a NetWare
network.

Required Files for ODI Drivers with Novell-Supplied Client
Windows 95 drivers:

vnetbios.386

Novell-supplied NETX drivers:

ipxodi.com netware.hlp vipx.386
Isl.com netx.exe nnetware.386
netware.drv nwpopup.exe

A network adapter driver such as ne2000.com
Novell-supplied VLM drivers:
netx.vim, version 4.0 or later



VLM client supporting files, version 1.02 or later

Required Files for ODI Drivers with Microsoft Client for NetWare Networks
Windows 95 drivers:

msodisup.vxd1 nwnblink.vxd nwredir.vxd
ndis.vxd nwnet32.dll odihlp.exe
nwlink.vxd nwnp32.dll vnetbios.386
Novell-supplied
drivers:

Isl.com

A network adapter driver such as ne2000.com

1 MSODISUP.VXD is the ODI support layer that maps NDIS 3.1 protocols to an ODI driver,
and ODIHLP.EXE is the real-mode stub that allows LSL to complete its binding process in
real mode.
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Obtaining Current Novell-Supplied Files
Required Support Files for Monolithic IPX

After Windows 95 is installed on a monolithic IPX configuration, the required drivers include the
following files, which must all be supplied by Novell:

ipx.com netware.hlp vnetware.386
netware.drv netx.exe Vipx.386.
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Obtaining Current Novell-Supplied Files
Required Support Files for ArcNet Drivers

This configuration is similar to configuring Windows 95 to run with a monolithic IPX driver, except that
Novell-supplied ODI drivers are used. The drivers used in this configuration include the following files,
which must all be supplied by Novell:

smc8000.com (ODI netware.drv vnetware.386
driver) netx.exe vipx.386
Isl.com

ipxodi.com
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Search Mode with Windows 95 on NetWare Networks

Many applications, when started, also open a number of other files (such as overlay files and data files)
that are used as application resources. To find these files, older NetWare-aware applications, such as
the FILER version 3.x NetWare utility, look for files in NetWare search drives in these ways:

¢ Using the PATH environment to search for executable files

¢ Using a NetWare search path to find supporting files, such as required data files

Under Windows 95, the search mode defines how files are found, depending on the network client you
use, as described in the following table.

Client Search mode

Client for NetWare Search from a drive mapped to the server where
Networks the utility is stored



Novell-supplied NETX Search from any local drive or any network drive

Novell-supplied VLM Search from any network drive. Cannot search
from a local drive

If you see an error message that a supporting file could not be found, the search mode is not set
properly, or you are not opening the application from the correct place. For example, in FILER, the
message might be: “System message library file SYS$SMSG.DAT could not be opened.” In such a case,
you will have to set the search mode.

Note Most newer NetWare-aware applications and utilities, such as SYSCON, do not use search
mode to find auxiliary files.

[

To set the search mode in Windows 95

1. From the File menu in System Policy Editor, click Open Registry. Then click the icon for Local
Computer.
For more information about using System Policy Editor in Registry mode, see User Profiles and
System Policies.

2. Click Network, click Microsoft Client for NetWare Networks, and then click Search Mode.

3. Specify a setting based on the table following this procedure. Then shut down and restart the
computer.

You can also use system policies to define the search mode for multiple computers.

Search Mode has five settings: Modes 1 (also shown as 0), 2, 3, 5, and 7. (Modes 4 and 6 are not used
currently.) Check your application documentation to determine whether the application only reads its
supporting files, or reads and writes to them. The search mode applies to all applications that use it, so
select the mode that works for most programs.

Search Meaning
mode
Oor1 Uses the default search mode. Client for NetWare Networks will

look in the search drives only when no path is specified in the
application and after the default directory has been searched.

2 Causes Client for NetWare Networks not to look in any search
drives to find supporting files. The application will behave as if
you were running it without networking. If the application has a
defined directory path for searching and opening files, the
application searches for the files in that path. NetWare calls this
mode “Do not search.”

3 The same as Mode 1, except that if the application has no
defined directory path to search and open files, Client for
NetWare Networks looks in the search drives only if the open
request is a read-only request. NetWare calls this mode “Search
on Read-Only opens with no path.”

5 Causes Client for NetWare Networks to always look in the
search drives, even if the application specifies a path. NetWare
calls to this mode “Search on all opens.”

7 The same as Mode 5, except that Client for NetWare Networks
looks in the search drives only if the open request is a read-only
request. NetWare calls this mode “Search on all Read-Only
opens.”
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This section presents troubleshooting tips for some common problems that might occur, depending on



whether you are running Microsoft Client for NetWare Networks or a Novell-supplied network client.

For more troubleshooting tips related to system logon and browsing on NetWare networks, and for File
and Printer Services for NetWare Networks, see Logon, Browsing, and Resource Sharing.
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Troubleshooting Client for NetWare Networks

This section discusses some common problems that might occur while installing, configuring, or using
Microsoft Client for NetWare Networks.

As a general troubleshooting step, make sure that the version of NETWARE.DRV is a size of about 2K.
If it is much larger, remove Client for NetWare Networks in the Network option in Control Panel, and
then reinstall it.

No network is available after Windows 95 starts.

Verify that Client for NetWare Networks is installed. Use the Network option in Control Panel to view a
list of installed clients, protocols, and services. Verify that the IPX/SPX-compatible protocol is in the list
of installed components.

The login script does not run.
Make sure the correct preferred server is set and that Enable Login Script Processing is checked in the
properties for Client for NetWare Networks.

NetWare servers can’t be found.

You might not be able to see NetWare servers if you are using an incorrect frame type for the servers.
To ensure that you are using the correct frame type for the server, verify the frame type set in the
Advanced properties for the IPX/SPX-compatible protocol in the Network option in Control Panel. You
can switch the setting from Auto to the specific frame type used on the server.

Client for NetWare Networks supports NetWare 4.x bindery emulation. Be sure that the bindery context
you set for your NetWare server directory includes the Windows 95 users who should have access to
the servers. To view and set your bindery context on NetWare 4.x servers, load the SERVMAN
NetWare loadable module (NLM) and then view and set the SET BINDERY CONTEXT parameter. Or,
you can type set at the command prompt to view the miscellaneous SET parameters. For more
information, see your NetWare 4.x server documentation.

You are asked for a Windows 95 password and a NetWare password at each logon.

Client for NetWare Networks asks for a Windows 95 password after you log on to the network because
the user name and password for your NetWare preferred server differs from your Windows 95
password. If you don’t want to be prompted for a second password, make the passwords the same for
both the NetWare preferred server and Windows 95.

Access to NetWare servers is denied.

By default, Client for NetWare Networks uses the credentials provided for preferred server
authentication to access other NetWare servers. To see files on NetWare servers for which you have
access, synchronize your credentials on all the NetWare servers, using the Novell SETPASS command
at the command prompt.
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Troubleshooting Windows 95 Using Novell NetWare Clients

This section describes some common problems that might occur when running a Novell-supplied client
with Windows 95.

As a general troubleshooting step, make sure that the NETWARE.DRYV file version 3.03.94.280 or later
for VLM is present, plus version 2.02 or later for NETX. If necessary, restore this file from the Novell-
supplied installation source.

¢ Check the version numbers of all Novell-supplied NetWare workstation shell components, including
IPX, NETX, VLM, LSL, IPXODI, and the ODI driver files. Make sure the latest versions are being
used.

To get the version number for the Novell-supplied software you are using, run driver_name i or
driver_name ? at the command prompt. For example, type netx i to get the version number for the
Novell-supplied NET*.COM or NET*.EXE file.

If you are not using the latest software, upgrade as described in Obtaining Current Novell-Supplied
Files.

¢ Check for multiple instances of the NetWare files, specifically the ODI driver and NET.CFG. If there
are multiple instances, remove all but the most recent version.

¢ Verify that IPXODI is binding to the network adapter by running the NetWare NVER utility, using the
same settings as NET.CFG and the same [link driver OD/_driver] name. If IPXODI is not bound to
the network adapter, change the entries in NET.CFG to correct this problem.

¢ For a monolithic configuration, verify that the configuration does not use the /o# switch on IPX.COM
or the config option= statement in SHELL.CFG.

¢ If the user is running a shared copy of Windows 95, verify that the home directory and shared
Windows directory are the first two items in the path.

Setup requires Novell Workstation Shell Installation Program.

If, during installation, Setup fails to load Novell drivers and displays a message that it requires the
Novell Workstation Shell Install Program for installing the VLM network client with Windows 95, follow
the instructions presented in YLM Technical Notes.

You cannot attach to the NetWare file server after installing Windows 95.

Verify the frame type being used by the NetWare server. If the NetWare server is using a different
frame type from the one configured for the computer running Windows 95, the user cannot see the
server. The Novell-supplied IPXODI protocol binds only to the first logical board, which is the first frame
type in the link driver ODI_driver section in NET.CFG.

To correct this problem, manually edit NET.CFG so that the correct frame type is first in the link driver
ODI_driver section.

You cannot see other computers running Windows 95 or NetWare server.

¢ Determine which frame type is used at your site, and then verify that the correct frame type you want
to use on the network are listed in NET.CFG. The frame type that IPXODI will use must be first or
must be set explicitly.

¢ Verify that the correct NET.CFG is being processed by LSL.COM. To do this, check the local drive
for other NET.CFG files. There should be only one, and it should be in the same directory as the
NetWare driver files. If you are loading these files from AUTOEXEC.BAT or another batch file,
modify the batch file to change to this directory, run the necessary ODI drivers, and change back to
the directory you want. This ensures that the current directory is the same as the location of the
LSL.COM file when it is being loaded.

¢ Verify that NET.CFG contains the correct settings for the network adapter. If necessary, restore this
file from a correct backup version, or edit it to include correct settings.

¢ Verify that you are running the latest version of the Novell-supplied ODI drivers and support files.
Check with your network adapter manufacturer to determine whether a newer ODI driver is
available.

¢ \Verify that both client computers are running the same protocols. If the client computers are on



different sides of a router, make sure that an IPX/SPX-compatible protocol is being used on both
computers.

You cannot access the login drive after installing Windows 95.

A common misconception is that users must log on to their NetWare server using the drive letter F.
However, this is not true. For a client computer using the NETX workstation shell, the NetWare login
drive is the next drive letter available after the LastDrive= statement in the Registry.

You can alter the LastDrive= statement to change the login drive, but you must leave enough drives
before the LastDrive= that Windows 95 can use for its own connections.

Computer doesn’t run after installing VLM support under Windows 95.

If a message says that the system cannot find a device file needed to run Windows, make sure that the
VLM client has been installed using the Network option in Control Panel. This step ensures that the
correct VLM information is placed in SYSTEM.INI. (The Novell-supplied installation program for VLM
sets the path in SYSTEM.INI to the Windows SYSTEM directory rather than to VMM32.)
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Introduction

This chapter provides details about installing and running Windows 95 on other networks. This chapter
also includes information about host (that is, mainframe) connectivity for Windows 95.

Note Be sure to read the Windows 95 README.TXT and SETUP.TXT notes on networking. Also
check the Microsoft WinNews forums on online services for specific information about your network
and about particular network adapters.

1 Windows 95 on Other Networks: The Basics
1 Windows 95 on Other Networks: The Issues

= Installing Support for Other Networks: An Overview
] Installing Network Support During Windows 95 Setup
= Installing Client for Microsoft Networks with Other Networks
= Using Real-Mode WinNet16 Drivers
L1 Artisoft LANtastic
I Banyan VINES
1 DEC PATHWORKS
11BM 0S/2 LAN Server
1 SunSoft PC-NFS
| Host Connectivity and Windows 95
1 Using DLC for Connectivity
= Using Gateways for Connectivity
1 Using TCP/IP for Host Connectivity

] Using Terminal Emulation Applications
1 Troubleshooting Connection Problems with Microsoft DLC
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Windows 95 on Other Networks: The Basics

Integrated networking support is a key feature of Windows 95. The new architecture that supports
multiple network providers means that it's easier to install and manage support for a single network or
multiple networks simultaneously using Windows 95 than in earlier versions of Windows. Windows 95
can support configuration on a single computer of as many 32-bit, protected-mode network clients as
you want and one 16-bit, real-mode client using the network provider interface of Windows 95.

Windows 95 includes two protected-mode network clients (Client for Microsoft Networks and Client for
NetWare Networks), plus built-in support for several types of 16-bit, real-mode network clients. In most
cases, you also need to use supporting software from the network vendors in the following list:

e Artisofte LANtastice version 5.0 and later

e Banyane VINESe version 5.52 and later

¢ DECw PATHWORKS™ version 5.0 and later

¢ IBMe OS/2e LAN Server

* Novelle NetWaree version 3.11 and later

e SunSoft™ PC-NFSe version 5.0 and later

Tip for Using Protected-Mode Network Clients from Other Vendors

The network provider interface defines a set of APIs used by Windows 95 to
access the network for actions such as logging on to the server, browsing
and connecting to servers, and so on. Microsoft has made this set of APIs
widely available to network vendors so that they can develop new
protected-mode network providers that are compatible with Windows 95.

For example, when a Banyan VINES 32-bit network provider becomes
available, then Windows 95 can support Microsoft networks, Novell
NetWare, and Banyan VINES connectivity at the same time through the
Network Neighborhood.

Contact your network vendor to determine when protected-mode software
for Windows 95 will be available for your network.

Multiple network support in Windows 95 consists of these components:

e Win32 WinNet API
¢ Multiple provider router and service provider interface

¢ Network providers, including the WinNet16 interface, as described in Using Real-Mode WinNet16
Drivers

For information about the system components that provide multiple network support, see Windows 95
Network Architecture. For information about networking printing and support for printing when using a
16-bit network client, see Printing and Fonts.
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Although you can run any number of 32-bit network clients simultaneously, you can only run a single
16-bit, real-mode network client.

The network software should be installed and running on the workstation when you start Windows 95
Setup to install Windows 95, so that Setup can detect the network and install support for it
automatically.

If your network vendor does not provide a 32-bit, protected-mode client that is compatible with
Windows 95, and if you don’t (or can’t) run Client for Microsoft Networks in addition to your other
network client, you cannot take advantage of the protected-mode networking features of Windows 95.
For example:

¢ You won'’t gain the performance advantages of 32-bit, protected-mode network components,
including Plug and Play networking support, long filenames, client-side caching, automatic
reconnections, and other performance enhancements.

¢ You can’t use the Windows 95 unified logon and user interface for navigating the network, or use the
Windows 95 network management tools.

e You can’t use user profiles for management of desktop configurations.

Specific issues for particular 16-bit network clients— including whether support for a particular network
includes browsing in Network Neighborhood and whether you can also use a 32-bit, protected-mode
client such as Client for Microsoft Networks simultaneously with that network — are presented in the
section describing that network.

If support for your network’s 16-bit client is not included with Windows 95, contact your network vendor
to obtain a Windows 95 INF file.

Support for FTP NFS protocols can be installed by using the Network option in Control Panel. The
required components (client, network provider, and so on) must be obtained from FTP.
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This section describes how to install Windows 95 with network support from another vendor. For
installation details related to your specific network, see the section for that network.
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Installing Network Support During Windows 95 Setup

If you want to install Windows 95 on a computer that already has networking support from a network
vendor other than Microsoft or Novell NetWare, you should be sure the network client from that vendor
is installed correctly under MS-DOS, Windows version 3.1, or Windows for Workgroups.

The network software should be running when you start Windows 95 Setup. If Setup detects a network
adapter but the computer is not running network software when you install Windows 95, then Setup
installs Client for Microsoft Networks by default. Although in most cases the Network option in Control
Panel provides the same controls for adding and removing networking components after Windows 95
Setup is complete, Microsoft recommends that you install networking support during Windows 95
Setup.

Note For computers running multiple network clients, Windows 95 Setup can install but cannot
remove support for networks from other vendors.

_I
To add a network client while running Windows 95 Setup
1. Make sure that the network client from your vendor is already installed under MS-DOS, Windows
3.1, or Windows for Workgroups. The network software should be running when you start Windows
95 Setup.

2. Start Windows 95 Setup as described in Introduction to Windows 95 Setup, and choose the Custom
setup type.

3. When the Network Configuration screen appears during Setup, your network client should appear in
this list automatically, because Setup should detect the network you are running. If the list is correct,
click OK to continue with Setup.

If you need to add the network client manually, click the Add button. Then double-click Client in the
Select Network Component Type dialog box. In the Select Network Client dialog box, click the
appropriate network vendor in the Manufacturers list, and click the name of the client in the Network
Clients list. Then click OK.

Note Support for DEC PATHWORKS 5.x is installed as a protocol together with Client for Microsoft
Networks, so DEC PATHWORKS does not appear in the Select Network Client dialog box. For
information about installing support for this product, see DEC PATHWORKS.

4. Because the network client keeps track of the network adapter and protocols, no protocols or
adapters should be listed in the Network Configuration dialog box.

If you want to install Client for Microsoft Networks in addition to the network client from your vendor,
follow the steps described in Installing Client for Microsoft Networks with Other Networks.
Otherwise, click the Next button and continue with Windows 95 Setup.

5. After Windows 95 is installed, check AUTOEXEC.BAT to make sure that all commands point to the
correct directory for your network software.

On computers running multiple clients, Windows 95 Setup stores all real-mode networking
components, including PROTOCOL.INI, in the Windows directory. On computers running a real-mode
client as the primary network, the networking components are left in place. The settings in
PROTOCOL.INI affect only real-mode NDIS drivers. Changing these values has no effect on protected-
mode NDIS drivers. If you need to change settings in PROTOCOL.INI, use the Network option in
Control Panel whenever possible. For information about PROTOCOL.INI entries, see Windows 95 on
Microsoft Networks.

All the Setup options for installing and configuring network support described in this chapter can be
defined in custom setup scripts for automatic installation. To install Windows 95 using setup scripts, the
Windows 95 source files must be placed on a server using Server-based Setup, and custom setup
scripts must be created, as described in Server-Based Setup for Windows 95. For information about
installing support for another network client in custom setup scripts, see MSBATCH.INF Parameters.
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Installing Support for Other Networks: An Overview

Installing Client for Microsoft Networks with Other Networks

If you want to install the 32-bit, protected-mode Client for Microsoft Networks in addition to a network
client from another vendor, follow these steps. For information about configuring and using this network
client, see Windows 95 on Microsoft Networks.

|

Note Artisoft LANtastic cannot be used together with a 32-bit, protected-mode networking client
such as Client for Microsoft Networks. This client can only be installed as the sole network client on
the computer.

To install Client for Microsoft Networks after another network has been installed

1.

Start Windows 95 Setup as described in Introduction to Windows 95 Setup, and choose the Custom
setup type.

—Or-
After Setup, double-click the Network option in Control Panel.

. In the Network Configuration dialog box, click the Add button. In the Select Network Component

Type dialog box, double-click Client.

. In the Select Network Client dialog box, click Microsoft in the Manufacturers list, and click Client for

Microsoft Networks in the Network Clients list. Click OK.

. Usually hardware detection detects the correct network adapter and selects the corresponding

driver. If you must add a network adapter, follow the steps in Introduction to Windows 95 Networking.

. In the Network Configuration dialog box, double-click the network adapter in the list of components.

Verify the settings in the properties for the network adapter. Then click OK. For information, see
Network Technical Discussion. See also the documentation for your network adapter to verify its
software settings.

Setup automatically installs a protected-mode version of any protocol that the installed network
clients are using. If you need to install another protocol, follow the steps in Introduction to Windows

95 Networking.

. Click Next to continue with Setup.

—0Or-
If you are adding support after Windows 95 has been installed, you must shut down and restart the
computer.
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In addition to multiple 32-bit Windows 95 network providers, Windows 95 can also support a single 16-
bit WinNet driver. This is the basic configuration that must be used for a network product that does not
offer a 32-bit network provider.

If the 16-bit network provider from another network vendor does not provide a browsing scheme,
Network Neighborhood will be empty in Windows 95, indicating that this is not a browsable network.
You must use the Map Network Drive dialog box for network access. Also, notice that a drive
connected through the Windows 95 user interface is accessible in all VMs. A connection made at a
command prompt, however, will be available in that VM only and will not be available throughout the
Windows 95 user interface.

The following list summarizes the components for the 16-bit, real-mode network drivers.

Component Description

WINNET16.DLL Provides a 32-bit to 16-bit thunk and translation between
the 32-bit Windows 95 network provider interface and the
16-bit WinNet API.

winnet16.DRV A 16-bit Windows 3.x network driver that provides a basic
Map Network Drive dialog box.

network. VXD A Windows 3.x virtual device driver that allows virtualized

(or .386) access to the real-mode network software for all virtual
machines (including the winnet16.DRV).

Real-mode This can include proprietary network adapter drivers,

network software protocol drivers, client (redirector), and network utilities
loaded through CONFIG.SYS and AUTOEXEC.BAT (or
other batch file).

Windows 95 on Other Networks

Artisoft LANtastic



Application

| MPR.OLL

| LANTNETDRY

|
| WINNET16.0LL |
|
|

| LANTASL388

LaMtastic
real-mode client

Lo

Met o rk
adapter

Windows 95 can be installed to run with Artisoft LANtastic version 5.x. or later client software. You must
install Artisoft LANtastic by letting Windows 95 Setup detect this client while installing Windows 95. You
cannot install support for this client after installation is complete.

LANTtastic servers will not appear in Network Neighborhood. You can connect to servers at the
command prompt.

Artisoft LANtastic can be configured only as the primary network. Additional 32-bit network providers,
such as Client for Microsoft Networks or Client for NetWare Networks, are not possible in this case.

[
To set up Windows 95 with an Artisoft LANtastic real-mode network client
1. Make sure that the LANtastic server is not running. The LANtastic server cannot be run during
Windows 95 Setup.

2. Make sure that the LANtastic client is already installed under MS-DOS, Windows 3.1, or Windows
for Workgroups. The network software should be running when you start Windows 95 Setup. Then

follow the steps in Installing Support for Other Networks: An Overview. No other steps are required.
.J

To connect to a LANtastic server when running Windows 95
¢ You must type the complete server name and share name in a Map Network Drive dialog box or at
the MS-DOS Prompt.

The following table shows the entries required in configuration files when Artisoft LANtastic real-mode
network support is installed with Windows 95.

Configuration Entries
file
autoexec.bat @echo off
path c:\windows;c:\windows\command;c:\dos;
prompt $p$g
rem 1lh c:\dos\share.exe
call c:\lantasti\startnet.bat

config.sys dos=high, umb
device=c:\windows\himem.sys
device=c:\windows\emm386.exe noems
devicehigh=c:\windows\setver.exe
rem - By Windows 95 Setup - stacks=9,256
files=100
rem - by Windows 95 Setup - buffers=30
fcbs =16,38

protocol.ini [NDISHLPS]
drivername=ndishlp$



bindings=
[PROTMANS]
drivername=protman$

[DATA]
version=v4.00.166
netcards=

system.ini [LANTASTIC]
network irqg=15
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Windows 95 can be installed and run with Banyan VINES version 5.52(5) or later. Banyan VINES
servers do not show up in Network Neighborhood. You can use the Map Network Drive dialog box in
Windows 95 to connect to servers.

Banyan VINES as the primary network.

If real-mode support for Banyan is installed using a Banyan LAN driver, Windows 95 can support
Banyan as the primary network. Banyan is also providing a 32-bit network client to be available after
the release of Windows 95. Contact your vendor’s sales support representative for information about
the availability and features provided with this new client.

Banyan VINES as an additional 16-bit Windows 95 client.

If Banyan is installed with an NDIS 2 network adapter driver, then Banyan can be installed as an
additional 16-bit network client, and you can install 32-bit, protected-mode clients such as Client for
Microsoft Networks or Client for NetWare Networks.

_I

To set up Windows 95 with Banyan VINES real-mode network client support

¢ If you are running on an Ethernet network, make sure that the Banyan VINES client is already
installed under MS-DOS, Windows 3.1, or Windows for Workgroups. The network should be running
when you start Windows 95 Setup. Then follow the steps in Installing Support for Other Networks:
An Overview. No other steps are required.
-Or-

¢ If you are running on a token-ring network, run Windows 95 Setup and choose the Custom setup
type. In the Network Configuration dialog box, add Banyan Token Ring as the network client. Setup
cannot detect Banyan as a token-ring network client.

Note If you are running Banyan VINES with monolithic drivers, you must use the PCCONFIG
utility provided by Banyan to change Banyan drivers to NDIS drivers. Make sure that the section
name matches the driver name.



The following table shows the entries required in configuration files when Banyan VINES real-mode
network support is installed with Windows 95, depending on whether Banyan VINES is installed as the
primary network only (connecting to a Banyan server) or is installed with Client for Microsoft Networks.
These entries are for NDIS drivers.

Banyan VINES as Primary Network
Configuration Entries
file
autoexec.bat cd \banfiles
ban
ndisban ; ndtokban for token ring
redirall
netbind
arswait
z:login
c:
cd\
config.sys device=c:\banfiles\protman.dos /i:c:\banfiles
device=c: \banfiles\ndis2driver @ eg: expl6.dos

protocol.ini [PROTOCOL MANAGER]
drivername=protmans$

[VINES XIF]
drivername=ndisban$ ; ndtokban$ for token
ring
bindings=MSSEE16
[MSSEE16]
drivername=EXP16$
interrupt=5
ioaddress=0x300
iochrdy=late
Banyan VINES with Client for Microsoft Networks

Configuration Entries

file

autoexec.bat c:\windows\net initialize
cd \banfiles
ban
ndisban ; ndtokban for token ring
redirall
c:\windows\net start
arswait
z:login
c:
cd\

config.sys rem device=c:\banfiles\protman.dos /i:c:\
banfiles
rem device=c:\banfiles\ndis2driver eg:
elnkii.dos

protocol.ini [NDISBANS] ; NDTOKBANS for token ring
drivername=NDISBANS ; NDTOKBANS for token
ring
bindings=ELNKIIS$
[NWLINKS]
drivername=NWLINKS
frame type=4
cachesize=0
bindings=ELNKIIS$



[NETBEUIS]
drivername=NETBEUIS
lanabase=0
sessions=10
ncbs=12
bindings=ELNKIIS

[ELNKIIS]
drivername=ELNKIIS
transceiver=external
interrupt=2
iocaddress=0x280
maxtransmits=12
datatransfer=pio word
xmitbufs=2

[PROTMANS ]
priority=ndishlp$
drivername=protman$
[NDISHLPS]
drivername=ndishlp$
bindings=ELNKIIS$
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DEC PATHWORKS

Windows 95 can be installed and run with DEC PATHWORKS version 5.x. You must install Client for
Microsoft Networks plus the DEC PATHWORKS protocol (there is no DEC PATHWORKS real-mode
client). DEC PATHWORKS uses NDIS 2 network adapter drivers. Also, the Windows 95
AUTOEXEC.BAT file must contain a startnet.bat line to refer to the batch file used to start DEC
PATHWORKS.

To install support for DEC PATHWORKS 4.1, you must install support for Windows for Workgroups
3.11 before running Windows 95 Setup. This software is available from the DECPI forum on
CompuServee. This is not necessary for installing support for DEC PATHWORKS 5.x.

If you are running DEC PATHWORKS 5.x, Windows 95 Setup detects the network. And, if you are
using an NDIS, DLC, ODI, built-in DEPCA or Etherworks™ 3 data-link layer, Windows 95 Setup
converts the configuration to NDIS drivers; Setup does not support X.25 or asynchronous data-link
layers.

DEC is providing a 32-bit network client to be available after the release of Windows 95. Contact your
vendor’s sales support representative for information about the availability and features provided with
this new client.

After Windows 95 is installed, you can use Network Neighborhood to browse DEC PATHWORKS
servers running version 5.x. You can also use the standard Windows 95 methods for connecting to
printers. Long filename support is possible only if you are connecting to a DEC PATHWORKS server
version 5.0 or greater.

Also, if you are upgrading from Windows 3.1, you must install additional network components supplied
by DEC; these are provided on the Windows 95 compact disc and installed automatically by Windows
95 Setup.

_I
To set up Windows 95 with DEC PATHWORKS real-mode support
1. In Windows 95 Setup, choose the Custom setup type.

2. Install Client for Microsoft Networks, as described in Installing Client for Microsoft Networks with
Other Networks.

3. In the Network Configuration dialog box, click Add, and then double-click Protocol in the Select
Network Component Type dialog box.

4. In the Select Network Protocol dialog box, click Digital Equipment (DEC) in the Manufacturers list,



and click a DEC PATHWORKS protocol in the Network Protocols list, depending on the server
version number and whether you are running on a token-ring or Ethernet network. Click OK. Then
click the Next button to continue with Setup.

Note For DEC PATHWORKS 5.x, you can use a DECnet™ protocol, or you can use NetBEUI or

Microsoft TCP/IP.

The following table shows the entries required in configuration files when DEC PATHWORKS real-
mode network support is installed with Windows 95.

Configuration
file
autoexec.bat

config.sys

protocol.ini

Entries

c:\windows\net start

@echo off

prompt $p$g

path c:\windows;c:\windows\command;c:\
dos;c:\

set temp=c:\dos

c:\pw\startnet.bat

dos=high, umb

device=c:\windows\himem.sys
device=c:\windows\emm386.exe noems
devicehigh=c:\windows\setver.exe

rem - By Windows 95 Setup - stacks=9,256
files=100

rem - by Windows 95 Setup - buffers=30
fcbs =16,8

[DLLSMAC]
drivername=DLLS$SMAC
lanabase=0
bindings=DEPCAS

[NWLINKS]
drivername=NWLINKS
frame type=4
cachesize=0
bindings=DEPCAS

[NETBEUIS]
drivername=NETBEUIS
lanabase=1
sessions=10
ncbs=12
bindings=DEPCAS

[DEPCAS]
drivername=DEPCAS
maxmulticast=8
maxtransmits=16
adaptername=DE100
interrupt=5
iocoaddress=0x200
ramaddress=0xd000

[PROTMANS]
priority=ndishlp$
drivername=protmans$

[NDISHLPS]
drivername=ndishlp$
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Windows 95 can be installed and run with these versions:

e |IBM OS/2 LAN Server version 1.3 CSD
e |IBM OS/2 LAN Server versions 1.2, 1.3, 2.0, and 4.0

Note If OS/2 LAN Server is installed using an OS/2 LAN Server LAN driver, Windows 95 can
support OS/2 LAN Server as a primary network only. In this case, you cannot also install Client for
Microsoft Networks as an additional network client.

Users can connect to servers using the Map Network Drive dialog box or command prompt. For OS/2
LAN Server servers to appear in Network Neighborhood for browsing, at least one computer in the LAN
Server domain must be running File and Printer Sharing for Microsoft Networks and acting as the
Browse Master (as described in Logon, Browsing, and Resource Sharing). Also, the workgroup name
for the computer running File and Printer Sharing for Microsoft Networks must match the LAN Server
domain name.

When support for OS/2 LAN Server is installed for use with Client for Microsoft Networks, aliasing is
not supported.

If you are using custom setup scripts to install Windows 95 on multiple computers, make sure that at
least one computer running Windows 95 in the LAN Server domain is already configured as the
Browse Master. Also, make sure that the [Network] section of the custom setup script includes a correct
value for workgroup=LANServer_domain.

[
To set up Windows 95 with IBM OS/2 LAN Server real-mode network client support
e Make sure that the OS/2 LAN Server client is already installed. The network should be running when
you follow the steps in Installing Support for Other Networks: An Overview. No other steps are
required. However, you probably want to specify the LAN Server domain name as the workgroup
name under Windows 95.
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Windows 95 can be installed and run with SunSoft PC-NFS version 5.0. SunSoft servers will not
appear in Network Neighborhood. You can use the Map Network Drive dialog box to connect to
servers.

SunSoft PC-NFS as the primary network.
If SunSoft PC-NFS is installed using a SunSoft PC-NFS LAN driver, Windows 95 can support SunSoft
PC-NFS as the primary network. Additional 32-bit network providers are not possible in this case.

SunSoft PC-NFS as an additional 16-bit Windows 95 client.

If SunSoft PC-NFS is installed with an NDIS 2 network adapter driver or with an ODI driver, then
SunSoft PC-NFS can be installed as an additional 16-bit network client, and you can install 32-bit,
protected-mode clients such as Client for Microsoft Networks or Client for NetWare Networks.

If you obtain supporting SunSoft PRO NFS components from the network vendor, you can use
Microsoft TCP/IP with this client.

[
To set up Windows 95 with SunSoft PC-NFS real-mode network client support
e Make sure that the SunSoft PC-NFS client is already installed under MS-DOS, Windows 3.1, or
Windows for Workgroups. The network should be running when you follow the steps in Installing

Support for Other Networks: An Overview. No other steps are required.
The following table shows the entries required in configuration files when SunSoft PC-NFS real-mode
network support is installed with Windows 95, depending on whether PC-NFS is installed as the
primary network only, or installed with Client for Microsoft Networks.

SunSoft PC-NFS as Primary Network
Configuration Entries
file
autoexec.bat set tz=pst8pdt
set path=c:\nfs;c:\dos;c:\net
rem c:\net\net start
c:\lanman\netbind
set nfsdrive=c
set nfspath=c:\nfs
set tn dir=c:\nfs\telnet
c:\nfs\prt *
c:\nfs\net init.
c:\nfs\rtm

config.sys rem device=c:\net\ifshlp.sys



lastdrive=z

device=c:\nfs\pcnfs.sys
device=c:\nfs\sockdrv.sys
device=c:\lanman\protman.sys /i:c:\lanman
device=c:\lanman\nfs-ndis.sys
device=c:\lanman\expl6.dos

SunSoft PC-NFS with Client for Microsoft Networks

Configuration Entries
file
autoexec.bat c:\windows\net start

set tz=pst8pdt

set path=c:\nfs;c:\dos;c:\net
set nfsdrive=c

set nfspath=c:\nfs

set tn dir=c:\nfs\telnet
c:\nfs\prt *

c:\nfs\net init.

c:\nfs\rtm

config.sys rem device=c:\net\ifshlp.sys

lastdrive=z
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Host Connectivity and Windows 95

Host connectivity in this section refers to connecting to legacy IBM mainframe computers, the mid-
range IBM AS/400e computers, DEC VAXe/VMS, UNIX, and HPe® 3000 computers. Host terminal
emulation applications running in Windows 95 require network protocols to connect to their respective
hosts.

The common network protocols used to support host connectivity include the following:

IPX/SPX. The IPX/SPX-compatible transport provided with Windows 95 is compatible with Novell
NetWare IPX/SPX, and can be installed to support host connectivity using terminal emulation
programs and gateways supporting an IPX/SPX interface.

NetBEUI. The NetBEUI protocol provided with Windows 95 supports a NetBIOS programming
interface and conforms to the IBM NetBEUI specifications. It also includes performance
enhancements related to NetBIOS 3.0. Microsoft NetBEUI can be installed on computers running
Windows 95 to provide NetBIOS support for host connectivity using terminal emulation programs
and gateways supporting a NetBIOS interface.

TCP/IP. The TCP/IP protocol provided with Windows 95 is a complete implementation of the most
common and accepted protocol available. It allows connectivity between interconnected networks
with different operating systems and hardware architectures such as UNIX, IBM mainframes, and
Microsoft networks. Usually, host connectivity with the TCP/IP protocol is provided using Telnet
services such as TN3270 connecting to legacy mainframes, TN5250 connecting to an IBM AS/400,
and using gateways supporting a TCP/IP interface. Microsoft TCP/IP supports the Windows Sockets
1.1 interface.

DLC. Data Link Control (DLC) protocol is used primarily to access IBM mainframe computers. This
protocol is not used for general networking with Windows 95. Host terminal emulation programs use
this protocol directly to communicate with IBM mainframe computers.

For information about using Microsoft NetBEUI, the IPX/SPX-compatible protocol, and TCP/IP, see
Network Technical Discussion.

Windows 95 includes a real-mode version of the DLC protocol. This section discusses how to install
the Microsoft DLC protocol for host connectivity, and how Windows 95 upgrades over existing DLC
configurations. This section also provides tips for using terminal emulation applications and
connectivity through gateways.
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Using DLC for Connectivity

For direct connection and communication with a mainframe computer that uses DLC, the DLC protocol
must be installed on the client computer that is running Windows 95. The Microsoft DLC protocol works
with either token-ring or Ethernet network adapter drivers.

Microsoft DLC is also used to provide connectivity to local area printers connected directly to the
network. For example, DLC can be used for printing to a printer such as a Hewlett-Packard HP®
LaserJete 4Si that uses an HP JetDirecte network adapter to connect directly to the network (rather
than to a port on a print server). The DLC protocol must be installed and running on the print server for
the printer. Computers sending print jobs to a print server for a DLC network printer do not need the
DLC protocol — only the print server requires DLC. To take advantage of the DLC protocol device
driver, you must create a network printer in the Printers folder.

The following sections describe how to install the Microsoft DLC protocol and how to configure it with
Novell NetWare ODI drivers and IBM LanSupport.

Note Windows 95 contains the most up-to-date Microsoft DLC protocol. Make sure you are
running the latest version, which is also available from Microsoft Download Service (MSDL) and
CompuServe. For more information about MSDL, see Windows 95 Resource Directory.



Windows 95 on Other Networks
Host Connectivity and Windows 95
Using DLC for Connectivity
Installing and Configuring Real-Mode Microsoft DLC

Architecture for real-mode DLC with NDIS 2 network adapter drivers
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This section describes how to install the real-mode NDIS 2 Microsoft DLC protocol to bind with an
NDIS 2 network adapter driver. This is an NDIS 2 protocol that, when installed, is bound to an NDIS 2

network adapter driver. The Windows 95 protected-mode protocols use the NDIS2SUP.VXD module to

coexist with and run over the real-mode NDIS 2 network adapter drivers.

When you install Windows 95, Windows 95 Setup detects whether the computer already has the
Microsoft DLC protocol installed; if so, Setup migrates the protocol and its settings to Windows 95.
Otherwise, you can add Microsoft DLC as a protocol after Windows 95 is installed.

Note You must install the version of Microsoft DLC provided with Windows 95. You cannot use
the Microsoft DLC INF file from Windows for Workgroups 3.x to install this protocol; Windows 95
uses a new INF file format.

You can also install Microsoft DLC using setup scripts, as described in MSBATCH.INF Parameters.

|

To install the Microsoft DLC protocol on a computer running Windows 95
1. In the Network option in Control Panel, click Add.

2. In the Select Network Component Type dialog box, double-click Protocol.

3. In the Select Network Protocol dialog box, click Microsoft in the Manufacturers list, and then click
Microsoft DLC in the Network Protocols list. Then click OK.

4. Shut down and restart the computer for the changes to take effect.

5. Make sure that there is only one net start entry in AUTOEXEC.BAT, because Setup automatically
adds an entry to support DLC, even if such an entry already exists.

The properties in the following table are set by default for real-mode Microsoft DLC. You can use the
Network option in Control Panel to change these default values, or to set values for other parameters
that you might use, in the Advanced properties for Microsoft DLC protocol.

Value Description

Saps Indicates the number of SAPs that can be opened
simultaneously. The range for SAPs is 1 to 255 inclusive.
The default is 3.

For a description of SAPs, see the IBM Local Area Network



Stations

Swap

Usedix

Technical Reference. For more information about adjusting
the SAPs value, see the entry for Stations.

Indicates the number of link stations that can be opened
simultaneously. The range for stations is 1 to 255 inclusive.
The default is 20.

Each application requires a certain number of SAPs and
stations. Because each SAP or station takes up memory, you
should provide only enough for your application to run.

Turns on address bit-swapping when it is enabled and
Microsoft DLC is bound to an Ethernet driver. The default is
1 (enabled).

Sets the frame format. By default, this value is 0 (disabled),
which is the correct value for 802.3 Ethernet format. Set this
value to 1 for Ethernet DIX 2.0 (Ethertype 0x80D5) format.
Ethernet DIX frames have an extra type-field.

The default values for Swap and Usedix are appropriate for most token-ring LAN environments. If the
computer has an Ethernet adapter, then you should set the correct values for these parameters in the
Advanced properties for Microsoft DLC. If you previously used the IBM DXMEOMOD.SYS driver, use
the following table to map the XMIT_SWAP parameter to set values for the two Microsoft DLC

parameters.

DXMEOMOD.SYS xmit_swap Microsoft DLC parameters

0

3

swap=1
usedix=0
swap=1
usedix=1
swap=0
usedix=0
swap=0
usedix=1

The following example shows some typical settings in AUTOEXEC.BAT and PROTOCOL.INI for
Microsoft DLC with an Intel EtherExpress PRO LAN NDIS 2 network adapter driver on an Ethernet
network. Notice that the [MsdIc$] section is added automatically by Windows 95 when the protocol is

installed.

Sample Configuration File Settings for Microsoft DLC with NDIS 2 Adapters

Filename

autoexec.bat

protocol.ini

Required settings
net init
msdlc.exe
net start

[netbeui$]
DriverName=NETBEUIS
Lanabase=0
sessions=10
ncbs=12
Bindings=EPROS

[nwlink$S]
DriverName=nwlinks$
Frame Type=4
cachesize=0
Bindings=EPROS

[epro$]
DriverName=EPROS
INTERRUPT=10



ioaddress=0x300

[protman$]
priority=ndishlp$
DriverName=protman$
[ndishlp$]
DriverName=ndishlp$
Bindings=EPROS
[data]

version=v4.00.000
netcards=EPROS$, *PNP8132

[msdlc$]
DriverName=msdlc$
stations=20
saps=3

swap=0

usedix=1

Bindings=EPROS
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Using DLC for Connectivity
Configuring Microsoft DLC with ODI Drivers

Architecture for real-mode DLC with ODI network adapter drivers
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For computers that are running Microsoft DLC with ODI drivers using the Novell-supplied
ODINSUP.EXE file, Windows 95 Setup installs over this configuration and leaves entries for ODINSUP
and MSDLC in AUTOEXEC.BAT. Microsoft does not provide direct support for Microsoft DLC used with
ODINSUP.EXE.

If you must run a real-mode network redirector or TSR (NETX.EXE, VLM.EXE, and so on), you need to
configure Microsoft DLC by binding the Microsoft DLC protocol to an ODI network adapter driver, as
shown in the illustration. Otherwise, install Microsoft DLC over NDIS 2 with the protected-mode
Microsoft Client for NetWare Networks.

The following table shows settings used to configure Microsoft DLC with ODI drivers.

Configuration File Settings for Real-Mode Microsoft DLC over ODI Drivers
Filename Required settings

autoexec.bat 1sl ;Novell-supplied component
mlid_driver. com ;Novell-supplied
component
odinhlp.exe ;Windows 95 component
odinsup.exe ;Novell-supplied component

msdlc.exe ;Windows 95 component



net start netbind ;Windows 95 component

net.cfg Protocol ODINSUP

Bind EPROODI
BUFFERED

Link Driver EPROODI
Port 300
Frame Ethernet 802.2
Frame Ethernet 802.3
Frame Ethernet II
Frame Ethernet Snap

protocol.ini [protman$]
priority=ndishlp$
DriverName=protman$
[ndishlp$]
DriverName=ndishlp$
Bindings=
[datal
version=v4.00.000
netcards=

[nwlink$]

Frame Type=4
cachesize=0
DriverName=nwlink$

[msdlc$S]
DriverName=msdlcs$
xstations0=0
xstationsl=0
stations=20
saps=3
xsaps0=1
xsapsl=1
swap=0
usedix=1
Bindings=EPROODI

[EPROODI]
Drivername=EPROODI
INTERRUPT=10
ioaddress=0x300
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Upgrading Existing IBM LanSupport Installations

If you are using DLC support supplied by IBM to connect to host computers, Windows 95 Setup can
detect IBM DLC; it leaves the installation intact and configures Windows 95 to run over that
configuration. Although support for IBM DLC can be installed using the Network option in Control
Panel, the required components must be provided by your network vendor.

This section describes two typical IBM LanSupport configurations, using DXMCOMOD.SYS and
DXMEOMOD.SYS.

DXMCOMOD.SYS, the monolithic IBM DLC driver.
For this configuration, Windows 95 Setup does one of two things:

¢ |f the computer is running NetWare, Setup keeps the DXMCOMOD.SYS driver and related settings,
and installs the Generic ODI driver plus Microsoft Client for NetWare Networks, or keeps the real-
mode client, as described in Windows 95 on NetWare Networks.



¢ [f the computer is running DXMCOMOD.SYS and no other networking components, Setups keeps
the DXMCOMOD.SY'S driver and does not install any Windows 95 networking components.

The following shows a sample configuration for IBM DXMCOMOD.SYS with Microsoft Client for
NetWare Networks.

Example of Configuration Settings for DXMCOMOD.SYS with ODI Drivers
Filename Required settings

autoexec.bat 1sl ; Novell-supplied component
lansup ; Novell-supplied component
odihlp.exe ; Microsoft component
config.sys device=path\dxmaood.sys ;IBM-supplied
component
device=path\dxmcomod.sys ;IBM-supplied
component

DXMEOMOD.SYS, the NDIS driver for IBM DLC.
For this configuration, Windows 95 Setup does one of three things:

Architecture for real-mode DLC with NDIS 2 network adapter and IBM LanSupport
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¢ |f the computer is running DXMEOMOD.SYS and no other networking components, Setup keeps the
DXMEOMOD.SYS driver and does not install any Windows 95 networking components.

¢ |If the computer is running DXMEOMOD.SYS and Novell NetWare, Setup installs an NDIS network
adapter driver plus Microsoft Client for NetWare Networks, and leaves the DXMEOMOD.SYS driver
intact.

¢ [f the computer is running DXMEOMOD.SYS with the IBM DOS LAN Requestor, Setup installs an
NDIS 2 adapter driver, keeps the DXMEOMOD.SYS driver, installs Client for Microsoft Networks, and
removes the IBM DOS LAN Requestor redirector components.

The following shows a sample configuration for IBM DXMEOMOD.SYS with Client for Microsoft
Networks using an NDIS 2 adapter driver. The same basic kinds of settings are used for a computer
running Microsoft Client for NetWare Networks with an NDIS 2 adapter driver.

Example of Settings for DXMCEOMOD.SYS with Client for Microsoft Networks
Filename Required settings

autoexec.bat net start netbind

config.sys device=c:\windows\protman.dos /i:c:\windows
device=c:\windows\epro.dos ;ndis?2
driver
device=c:\1lsp\dxmaOmod.sys ; IBM-
supplied
device=c:\1lsp\dxmeOmod.sys ,,3 ; IBM-
supplied



protocol.ini

device=c:\windows\ndishlp.sys
95

[protman$]
priority=ndishlp$
DriverName=protman$
[ndishlp$]
DriverName=ndishlp$
Bindings=EPROS

[data]
version=v4.00.000
netcards=EPROS, *pnp8132

[netbeui$]
DriverName=NETBEUIS
Lanabase=0
sessions=10
ncbs=12
Bindings=EPROS

[nwlink$]
DriverName=nwlink$
Frame Type=4
cachesize=0
Bindings=EPROS

[EPROS]
DriverName=EPROS$
INTERRUPT=10
ioaddress=0x300

[DXMAIDXCFG]

dxme0 nif=dxmeO.nif
dxmjOmod nif=dxmjOmod.nif
smcdosjp _nif=smcdosjp.nif
smcdosjp2 nif=smcdosjp.nif
smcdosat nif=smcdosat.nif
smcdosat2 nif=smcdosat.nif
smcdosmc_nif=smcdosmc.nif
smcdosmc2 nif=smcdosmc.nif

[ETHERAND]

DriverName=DXMEOS$
Bindings=EPROS

;Windows
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Using Gateways for Connectivity

When your network uses a gateway to communicate with a host computer, the client computer running
Windows 95 communicates with the gateway computer just as it does with any other computer on the
network. The gateway computer translates requests from the client into a form that can be understood
by the host, then communicates with the host, and returns the information to the client. In this
configuration, the client computer can connect to the gateway using any protocol that the gateway
supports. The gateway uses some form of the DLC protocol to communicate with the host.

The following table shows commonly used gateways and the supported operating systems.

Gateway Operating system
Microsoft SNA Server 2.0 and 2.1 Microsoft Windows NT 3.x
NetWare for SAA Novell NetWare 3.x and 4.x
Wall Data Rumba Gateway Microsoft Windows 3.x
Attachmatee Gateway 4.0 or MS-DOS

higher

DCA™ IRMALAN Gateway MS-DOS

EICON MS-DOS and Windows 3.x

Many of the gateways in the preceding table have MS-DOS versions, which run only under MS-DOS,
not under Windows. Windows 95 does not support running the MS-DOS-based gateways in a VM. For
information about support for a particular gateway under Windows 95, contact your gateway vendor.
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Using TCPI/IP for Host Connectivity

Many utilities and terminal emulation programs from other vendors allow direct communication with a
mainframe or host computer using a TCP/IP protocol stack. The protected-mode version of Microsoft
TCP/IP included with Windows 95 relies on the Windows Sockets version 1.1 interface. Any terminal
emulation program or utility that you use to connect to a mainframe or host computer over Microsoft

TCP/IP must support Windows Sockets 1.1.

If you want to connect to a host computer using Telnet or TCP/IP and you are running an application
that emulates an IBM 3270 or 5250, or a DEC VT xx computer terminal, you can use Microsoft TCP/IP.
Before configuring Windows 95 for Microsoft TCP/IP, make sure that the emulation application supports
Windows Sockets 1.1 as a TCP/IP interface option.

If your emulation software requires a TSR to communicate with another vendor’s TCP/IP protocol
stack, you must remove the TSR and reconfigure the emulation software for Windows Sockets in order
to communicate using Microsoft TCP/IP in Windows 95. To determine the proper configuration with
Windows Sockets, see the documentation for the emulation software. If the application does not
support Windows Sockets 1.1, contact the application vendor to obtain a version that does; otherwise,
do not use Microsoft TCP/IP.
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Using Terminal Emulation Applications

Terminal emulation applications offer several different connectivity options for connecting to a host IBM
AS/400, or DEC VAX computer. This section describes configuration and other issues related to using
terminal emulation programs.

Connecting to a NetWare for SAA gateway.

For most emulation applications, configuring Windows 95 with the Microsoft IPX/SPX-compatible
protocol enables connectivity to a NetWare for SAA gateway or to any gateway supporting IPX/SPX
connectivity. If you are using a token-ring network with source routing, use the Network option in
Control Panel to make sure that Microsoft IPX/SPX-compatible protocol appears in the list of network
components. In Advanced properties for the protocol, set the Source Routing property to a 16-entry
cache size.

If this configuration does not work well, configure Windows 95 to use a Novell-supplied real-mode
NetWare client.

Connecting to a Windows NT SNA 2.0 or 2.1 server.

Windows 3.x client software supports connectivity to a Windows NT SNA 2.0 or 2.1 server. The
Windows NT 32-bit client for SNA should not be used; it was designed to work only with client
computers running Windows NT Workstation.

Connecting to an AS/400 with IBM PC Support software.

You can use Windows 95 to connect to an AS/400 using the IBM PC Support software. To do so,
configure the PC Support application for Basic Mode; do not use Extended Mode. If the PC Support
application was configured to connect using DLC, make sure that Microsoft DLC or IBM LanSupport is
already installed on the computer.

You can also use Windows 95 to connect to an AS/400 using the NetWare for SAA gateway and the
IBM PC Support application. Configure the PC Support application for Basic Mode; do not use
Extended Mode. The IBM-supplied DOS16M.386 file is not compatible with Windows 95.

If Windows 95 is configured to use the IPX/SPX-compatible protocol, then you must create a
WINSTART.BAT batch file in the Windows directory and add entries in this file to run PCSWIN.COM
and STRNRTR.EXE (the Novell-compatible router). If you encounter problems using the protected-
mode IPX/SPX-compatible transport with the Novell-compatible PC Support router, then configure
Windows 95 to use the Novell-supplied NETX or VLM client with IPXODI, as described in Windows 95
on NetWare Networks.

Connecting to a host computer using a coaxial adapter.

If you are using a coaxial connection with a coaxial adapter (CUT/DFT) supplied by IBM or another
vendor, use the real-mode drivers provided with the adapter or emulation software for setting up
hardware. No 32-bit drivers are available for connectivity with this type of adapter.

For information about using TCP/IP with IBM 3270 terminal emulation, see Using TCP/IP for Host
Connecitivity.
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Troubleshooting Connection Problems with Microsoft DLC

If you encounter problems using the real-mode Microsoft DLC protocol, check the following items:

When adding the Microsoft DLC protocol, make sure that there is only one net start entry in
AUTOEXEC.BAT. Setup adds an entry for Microsoft DLC, even if an entry already exists. Also, make
sure that AUTOEXEC.BAT is configured properly, as described in Installing and Configuring Real-
Mode Microsoft DLC.

Do not make direct entries or changes in PROTOCOL.INI for Microsoft DLC. Instead, make all
changes in the Advanced properties for Microsoft DLC by using the Network option in Control Panel.
If you make changes directly in PROTOCOL.INI, then the next time you change any values by using
the Network option in Control Panel, all settings in PROTOCOL.INI for Microsoft DLC will be
overwritten.

Some terminal emulation applications use TSRs to communicate with the Microsoft DLC protocol. If
your emulation application uses a TSR that runs from AUTOEXEC.BAT, then make sure that the
entry for the TSR still exists (usually, the TSR entry occurs after the msdlc and net start lines).
Windows 95 Setup removes or comments out many TSRs.

The option named Set This Protocol To Be The Default Protocol in the Advanced properties for
Microsoft DLC does not provide any functionality. This option should not be checked, because
Microsoft DLC does not use LANA settings.

Real-mode Microsoft DLC is an NDIS 2 protocol, so the network adapter must have an NDIS 2-
compatible network adapter driver for use with Windows 95. Windows 95 includes many compatible
drivers, but some Windows 95 drivers for certain PCl and PCMCIA cards do not have a
corresponding NDIS 2 driver to allow loading real-mode Microsoft DLC.
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This chapter describes how to configure and use the Windows 95 logon process, network browsing,
and peer resource sharing capabilities.
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Logon, Browsing, and Resource Sharing: The Basics

This section summarizes key Windows 95 features that you can use to make network logon, resource
browsing, and peer resource sharing easier and more secure for computers running Windows 95 on

your network.
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Unified System Logon Basics

Windows 95 offers a consistent user interface for logging on to and validating access to network
resources. The first time the user logs on to Windows 95, logon dialog boxes appear for each network
client on that computer and for Windows 95. If the user’s password for Windows 95 or for another
network is made the same as the password for the primary logon client, Windows 95 automatically logs
the user on to Windows 95 and all networks using that password every time the user logs on. This
means that, for users, network logon is simplified in that a single logon dialog box is presented each
time the operating system starts. For network administrators, it means they can use existing user
accounts to validate access to the network for users running Windows 95.

Note The Passwords option in Control Panel provides a way to synchronize logon passwords for
different networks so they can be made the same if one is changed. For more information, see

Security.

When a user logs on to other networks with different passwords and chooses to save them, the
passwords are stored in a password cache. The Windows 95 password unlocks this password cache.
Thereafter, Windows 95 uses the passwords stored in the password cache to log a user on to other
networks so no additional passwords need to be typed.

For NetWare networks, Windows 95 provides graphical logon to Novell NetWare versions 3.x, or 4.x if
the network is configured for bindery emulation, plus a NetWare-compatible login script processor. This
means that if you are using Microsoft Client for NetWare Networks, Windows 95 can process NetWare
login scripts. If drive mappings and search drives are specified in a login script, then under Windows 95
the same user configuration is used for network connections as was specified under the previous
operating system, with no administrative changes necessary.

For Microsoft networks, Windows 95 supports network logon using domain user accounts and login
script processing (as supported by LAN Manager version 2.x and Windows NT).
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Network Browsing Basics

Network Neighborhood is the central point for browsing in Windows 95. It offers the following benefits:

Users can browse the network as easily as browsing the local hard disk.

Users can create shortcuts to network resources on the desktop.

Users can easily connect to network resources by clicking the Map Network Drive button that
appears on most toolbars.

Users can open files and complete other actions by using new common dialog boxes in applications.
This new standard provides a consistent way to open or save files on both network and local drives.

The network administrator can customize Network Neighborhood by using system policies, as

described in User Profiles and System Policies. A custom Network Neighborhood can include
shortcuts to commonly used resources, including Dial-Up Networking resources.

In any situation in which you can type a path name for connecting to a server — such as in the Map
Network Drive dialog box or at the command prompt — you can specify the server name with two
backslashes (\\) if your network uses UNC path names. For example, to connect to the server CORP,
volume DOCS, directory WORD, and subdirectory Q1, type the UNC name \\corp\docs\word\q1.

On NetWare networks, you can use the UNC name or standard NetWare syntax. For the previous
example, you would type corp/docs:word\q1. (Notice that, in the NetWare environment, “/” and “\” are
interchangeable.) However, Windows 95 does not support the NetWare 4.0 naming convention of \\\
nwserver_sys\directory path\filename.ext where \\nwserver_sys is the name of the NetWare Directory
Services (NDS) server volume object.
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Peer Resource Sharing Basics

The two peer resource sharing services in Windows 95 — Microsoft File and Printer Sharing for
NetWare Networks and File and Printer Sharing for Microsoft Networks — are 32-bit, protected-mode
networking components that allow users to share directories, printers, and CD-ROM drives on
computers running Windows 95. File and Printer Sharing services work with existing servers to add
complementary peer resource sharing services.

For example, a NetWare network and its users will realize the following benefits by using File and
Printer Sharing for NetWare Networks:

Users can share files, printers, and CD-ROM drives without running two network clients. This saves
memory, improves performance, and reduces the number of protocols running on your network.
(Under Windows for Workgroups, Novell users had to also run a Microsoft network client to take
advantage of peer resource sharing.)

Security is user-based, not share-based. You can administer user accounts, passwords, and group
lists in one place (on the NetWare server) because File and Printer Sharing for NetWare Networks
uses the NetWare server’s authentication database.

Users running VLM or NETX clients can access shared resources on computers running Windows
95. The computer running Windows 95 looks as if it is just another NetWare server if it uses SAP
Advertising, as Using File and Printer Sharing for NetWare Networks. The computer providing File
and Printer Sharing services can handle up to 250 concurrent connections.

You can add secure storage space and printing to the network inexpensively, while using familiar
NetWare tools to manage these resources. You can reduce the load and improve the performance of
NetWare servers by moving selected shared resources to one or more computers running File and
Printer Sharing services. This allows you to manage load balancing for users without adding a new
NetWare server.

You get a scalable, high-performance 32-bit peer server that uses multiple 32-bit threads, the new
Windows 95 VFAT 32-bit file system, 32-bit NDIS drivers, 32-bit IPX/SPX-compatible protocol, and
the burst-mode protocol.

Similar benefits are available when you use File and Printer Sharing for Microsoft Networks. You can
also use either share-level security or, on a Windows NT network, user-level security to protect access
to peer resources.
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Logon, Browsing, and Resource Sharing: The Issues

This section summarizes the issues you need to consider when planning to use logon, browsing, and
resource sharing features in Windows 95.

The network logon issues include the following:

¢ To use unified logon, a logon server (such as a Windows NT domain controller or a NetWare
preferred server) must be available on the network and contain user account information for the user
(unless, of course, the user is logging on as a guest).

¢ The Windows 95 logon processor can parse most statements in the NetWare login scripts. However,
any statements loading TSRs must be removed from the scripts and loaded from AUTOEXEC.BAT.
Because the Windows 95 logon processor operates in protected mode, it is not possible to load
TSRs for global use from the login script. These TSRs should be loaded from AUTOEXEC.BAT
before protected-mode operation begins, or using other methods described in Using Login Scripts.

In some cases, login scripts load backup agents as TSRs. In such cases, protected-mode
equivalents built into Windows 95 can be used, making it unnecessary to load these TSRs.

The network browsing issues include the following:

¢ You can plan ahead to configure workgroups for effective browsing by using WRKGRP.INI to control
the workgroups that people can choose. For information about configuring WRKGRP.INI, see
Custom, Automated, and Push Installations.

¢ If your enterprise network based on Microsoft networking is connected by a slow-link WAN and
includes satellite offices with only Windows 95, then workstations in the satellites cannot browse the
central corporate network. Consequently, they can connect to computers outside of their workgroups
only by typing the computer name in a Map Network Drive dialog box. To provide full browsing
capabilities, the satellite office must have a Windows NT server.

¢ You can use system policies, such as Hide Drives In My Computer or Hide Network Neighborhood,
to limit or prevent browsing by users. For information, see User Profiles and System Policies.

The resource sharing issues include the following:

¢ If you want to configure a computer to share its files or printers, the choice of which File and Printer
Sharing service you install depends on whether users who will be browsing for shared resources are
running Microsoft or NetWare network clients.

¢ If you want to use File and Printer Sharing for NetWare Networks, there must be a NetWare server
available on the network. This peer resource sharing service uses only user-level security, not
share-level security, so a NetWare server must be available to validate user accounts. Also, the
NetWare server must include a Windows_Passthru account (with no password) in its user accounts
database.

¢ If you plan to use File and Printer Sharing for Microsoft Networks with user-level security, then a
Windows NT server or domain must be available to validate user accounts.

¢ [f you plan to use Net Watcher to remotely monitor connections on a computer running File and
Printer Sharing services, that computer must have the Microsoft Remote Registry service installed.
This is also true if you want to use Registry Editor or System Policy Editor to change settings on a
remote computer. For information, see Remote Administration.

¢ If you are configuring a user’s workstation to act as a peer server, you might also want to specify
that this computer cannot run MS-DOS-based applications (which take exclusive control of the
operating system, shutting down File and Printer Sharing services). To do this, you can set the
system policy named Disable Single-Mode MS-DOS Applications.
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There can be two levels of system logon on Microsoft or NetWare networks:

¢ Log on to Windows 95 by using a user name and a password that is cached locally

¢ Log on to a NetWare network or a Windows NT domain for validation, Overview of Logging on to
Windows 95

When other network vendors make 32-bit, protected-mode networking clients available, network logon
will be automatically available for those networks because of the Windows 95 network provider
interface, as described in Windows 95 Network Architecture.

Windows 95 provides a single unified logon prompt. This prompt allows the user to log on to all
networks and Windows 95 at the same time. The first time a user starts Windows 95, there are
separate logon prompts for each network, plus one for Windows 95. If these passwords are made
identical, the logon prompt for Windows 95 is not displayed again.

Logging on to Windows 95 unlocks the password cache file (.PWL) that caches encrypted passwords.
This is the only logon prompt that appears if no other network clients are configured on that computer.

|

To log on to Windows 95 when no other network logon is configured
¢ When the Welcome to Windows dialog box appears after starting Windows 95 for the first time,
specify the user name and password.

Welcome to Windows [ 2] |

Tupe a uzer name and password bo lag on to Windows,
Uszer name: I.-'-‘-.NNIEF' Cancel |

Pazsword: I

Windows 95 uses this logon information to identify the user and to find any user profile information.
User profiles define user preferences, such as the fonts and colors used on the desktop, and access
information for the user. (For more information, see User Profiles and System Policies.)

|

To log on to Windows 95 on a Microsoft network
1. When the Enter Network Password dialog box appears after starting Windows 95 for the first time,
specify the user name and password.

For network logon on a Microsoft network, type the name of the Windows NT domain, LAN Manager
domain, or Windows NT computer that contains the related user account.

This dialog box appears for logging on to Windows NT networks

Enter Metwork Password EH |

Type vour password ba log ok o the Microzaft Metwork.
Cancel |

Lzer name: Ianniep

Pazsword: I

Domair: Im}'dnmain




After the user name and password pair are validated by the network server, the user is allowed to

use resources on the network. If the user is not validated, the user cannot gain access to network
resources.

2. The first time Windows 95 starts, the Welcome to Windows dialog box appears, prompting you to
type the user name and password defined for Windows 95.

|
To log on to Windows 95 on a NetWare network

1. To log on to a NetWare network, type the name of the NetWare server, which is the preferred server
where the related user account is stored.

This dialog box appears for logging on to NetWare networks

Enter Metwork Password EH |

Type vour pazsward ba lag in ta the server.

Cancel |

Lzer name: I.-'l'-.NNIEF'

Pazsword: I

Login Server: IMYSEHVEH

After the user name and password pair are validated by the NetWare server, the user is allowed to
use resources on the network. If the user is not validated, the user will be prompted to type a
password when connecting to a NetWare server during this work session.

2. The first time Windows 95 starts, the Welcome to Windows dialog box appears, prompting you to
type the user name and password defined for Windows 95. Type this information and click OK.

The next time this computer is started, Windows 95 displays the name of the last user who logged on
and the name of the domain or preferred server used for validation. If the same user is logging on
again, only the password for the network server or domain needs to be entered. If another user is
logging on, that user’s unique user name and password must be entered. If the passwords are the

same for the network and Windows 95, the second dialog box for logging on to Windows 95 does not
appear again.
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If you install either Client for Microsoft Networks or Client for NetWare Networks, you can configure a
computer running Windows 95 to participate on a Windows NT or NetWare network.

Before you can use network logon on a computer running Windows 95, however, you must have a
Windows NT domain controller or NetWare server on the network that contains user account
information for the Windows 95 user. For more information about setting up permissions on a Windows
NT or NetWare server, see the administrator’s documentation for the server. For related information,
see Windows 95 on Microsoft Networks and Windows 95 on NetWare Networks.

The validation of a user’s network password at system startup might not be required for accessing
network resources later during that work session. However, system startup is the only time the login
script can run, and it is the only time at which user profiles and system policies can be downloaded on
the local computer. Therefore, proper network logon can be extremely important.

The following sections provide information about configuring network logon for computers on Windows
NT and NetWare networks when using a 32-bit, protected-mode network client. You can also use
system policies to control network logon options, as summarized at the end of this section. For
information about enforcing logon password requirements, see Security.

Tip Logon validation will control only user access to network resources, not access to running
Windows 95. To require validation by a network logon server before allowing access to Windows
95, you must use system policies. For information, see Setting Network Logon Options with
System Policies.

Notice, however, that Windows 95 security cannot prevent a user from starting the computer by
using Safe Mode or a floppy disk. If you require complete user validation before starting the
computer in any way, use Windows NT as the sole operating system.
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Configuring Logon for Client for Microsoft Networks

When the computer is configured to use Client for Microsoft Networks as the Primary Network Logon
client, you can specify Microsoft Windows NT logon options in the Network option in Control Panel.
This section describes how to configure these options.

Network logon automatically validates the user on the specified Windows NT domain during the
process of logging on to Windows 95. If this option is not configured, the user cannot access most
network resources. If this option is configured and the user does not provide a correct password,
Windows 95 operation might seem normal, but the user will not have access to most network
resources.

When you configure network logon options, you can specify whether you want to automatically
establish a connection for each persistent connection to a network resource or verify whether to
reestablish connections at system startup. You can also specify basic network logon options in custom
setup scripts used to install Windows 95.

For complete procedures for configuring network logon and persistent connections for Client for
Microsoft Networks, see Windows 95 on Microsoft Networks. For information about defining network
logon options in custom setup scripts, see Custom, Automated, and Push Installations. For information
about controlling network logon by using system policies, see User Profiles and System Policies.
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Configuring Logon for NetWare Networks

Each Windows 95 user must have an account on the NetWare server before being able to use its files,
applications, or print queues. The NetWare server account contains user credentials (user names and
passwords).

With Client for NetWare Networks, there is no real-mode logon before Windows 95 starts, just the
single, unified logon prompt for Windows 95 that allows users to log on to the system and to all
networks at the same time. The first time a user starts Windows 95, there are two separate logon
prompts: one for Windows 95 and one for the NetWare preferred server. As long as the two passwords
are the same, the second logon prompt for Windows 95 is not displayed again.

If the computer uses a Novell-supplied real-mode network client, network logon occurs in real mode,
and uses all the NetWare configuration settings that were in place before Windows 95 was installed.
There are no required changes.

To configure Client for NetWare Networks for network logon, you need to specify whether Client for
NetWare Networks is the Primary Network Logon client, which means the following:

¢ System policies and user profiles are downloaded from NetWare servers, if you use these features.

e Users are prompted first to log on to a NetWare server for validation when Windows 95 starts
(before being prompted to log on to any other networks).

¢ For this computer, the last login script runs from a NetWare server.

Tip When you start Windows 95 with Client for NetWare Networks configured as the Primary
Network Logon client, Windows 95 automatically prompts you to provide logon information such as
your password on the NetWare server.

You should never run the Novell-supplied LOGIN.EXE utility from a batch file or at the command
prompt when you are using Client for NetWare Networks.

When you designate Client for NetWare Networks as the Primary Network Logon client, you must also
specify a preferred NetWare server. Windows 95 uses the preferred server to validate user logon
credentials and to find user profiles and system policy files. You can change the preferred NetWare
server at any time.

The following procedure describes how to configure Client for NetWare Networks to log on to a
NetWare network. If you use a NETX or VLM client, you can configure the setting for the preferred
server using NET.CFG or using the /ps option in STARTNET.BAT, AUTOEXEC.BAT, or wherever you
start NETX or VLM. For more information, consult your Novell-supplied documentation.

[
To use a NetWare server for network logon
1. In the Network option in Control Panel, select Client for NetWare Networks in the Primary Network
Logon box.

2. Double-click Client for NetWare Networks in the list of installed components.

3. In the Client for NetWare Networks properties, set values for the configuration options, as described
in the following table.

Property Meaning

Preferred Server Designates the name of the NetWare server that
appears automatically in the network logon dialog box.
Windows 95 obtains the NetWare login script from this
server, unless you specify a different NetWare server in
the Enter Network Password dialog box. This is also
the server used to store user profiles and system
policies, if these are used on your network. The
Preferred Server setting is for the computer, not for
individual users.

First Network Specifies the first drive letter that you want assigned to



Drive the first network connection.

Enable Logon Specifies that this computer will process NetWare login
Script scripts when a user logs on to the network.
Processing

Client for NetWare Networks attempts to connect to the preferred server rather than the first server that
responds to the Get Nearest Server broadcast. Client for NetWare Networks also attempts a number of
server connections in case the client computer can’t establish a connection with the preferred server.

Tip for Passwords on Windows 95 and NetWare Servers

After you log on to the network and you are validated by a NetWare server,
Windows 95 automatically supplies the same user name and password for
logging on to Windows 95. You are asked to supply your user name and
password to log on to Windows 95 only if the user name or password is
different from your NetWare user account. Therefore, you might want to
keep your user name and password the same for both the Windows 95 and
the NetWare networks.

Maintaining the same user name and password for both networks also
makes it easier for network administrators to coordinate user accounts. For
more information about passwords, including brief information on changing
passwords on a NetWare server, see Security.

With NETX and VLM clients, network logon occurs in real mode during
system startup. Therefore, the logon prompt for Windows 95 always
appears when these clients are used because the unified logon process is
not available.
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Setting Network Logon Options with System Policies

The network administrator can define system policies to enforce requirements for network logon. For
example, you may want to make sure that users cannot access the local computer without network
validation, or you may want to disable password caching.

For network logon in general, use these policies:
¢ Logon Banner, to specify a caption and other text, such as a legal notice, to be displayed before the

logon dialog box appears.

¢ Require Validation By Network For Windows Access, to specify that each logon must be validated by
a server before access to Windows is allowed.

For Microsoft Client for NetWare Networks, use this policy:
¢ Disable Automatic NetWare Login, to specify that when Windows 95 attempts to connect to a

NetWare server, it does not automatically try to use the user’s network logon name and password
and the Windows logon password to make the connection.

For Client for Microsoft Networks, use these policies:

¢ Log On To Windows NT, to specify that this computer can participate in a Windows NT domain.

¢ Display Domain Logon Validation, to display a message when the domain controller has validated
user logon.

¢ Disable Caching Of Domain Password, to specify that no caching is used for the network password.
However, do not enable the Quick Logon feature when password caching has been disabled using
system policies. The Quick Logon feature requires password caching to function properly.

For information about these policies and others that enforce password requirements, see User Profiles

and System Policies.

If a computer has the Microsoft Remote Registry agent installed, you can use System Policy Editor to

remotely set network logon options on individual computers without using system policies. This is



useful in cases in which you have not previously enforced logon requirements using system policies
but you want to make sure that network logon is configured properly on a specific computer.
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Using Login Scripts
This section summarizes some information about using login scripts on Windows NT and NetWare
networks. For details about using login scripts for push installation of Windows 95, see Custom
Automated, and Push Installations.
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Using Login Scripts with Microsoft Networking

This section summarizes how to use login scripts for Windows 95 on Windows NT networks.

Login scripts are batch files or executable files that run automatically when a user logs on to a
computer running either Windows NT, Windows 95, or MS-DOS. Login scripts are often used to
configure users’ working environments by making network connections and starting applications.

There are several reasons that you might want to use login scripts:

¢ You want to manage part of the user environment (such as network connections) without managing
or dictating the entire environment.

¢ You want to create common network connections for multiple users.

¢ You already have LAN Manager 2.x running on your network, and you want to continue to use login
scripts you have created for that system.

To assign a user a login script, designate the path name of the login script file in the user’s account on
the server. Then, whenever that user logs on, the login script is downloaded and run. You can assign a
different login script to each user or create login scripts for use by multiple users.

To create a batch-file login script, create an MS-DOS batch file. (For more information about creating
batch files, see the Windows NT Server System Guide or your MS-DOS documentation.)

A login script is always downloaded from the server that validates a user’s logon request. For users
with accounts on Windows NT server domains that have one or more backup domain controllers and a
primary domain controller, any one of the domain controllers can authorize a user’s logon attempt. To
ensure that login scripts always work for users, you should be sure that login scripts for all user
accounts in a domain exist on every primary and backup domain controller in the domain. You can do
this by using the Windows NT Replicator service, as described in the Windows NT Server System
Guide.

Home directories on Windows NT networks are used to store user profiles and can also serve as
private storage spaces for users. Typically, users also control access to their home directories and can
restrict or grant access to other users.

To ensure access to user profiles, you should assign each user a home directory on a server. You can
also assign users home directories on their own workstations (although this means that users won’t
have access to their user profiles from other computers); you might want to do this if you don’t want the
user to be able to access files and directories on the rest of the workstation.
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Using Login Scripts on NetWare Networks

On NetWare networks (version 3.x or using the bindery), the system login script named NET$LOG.DAT
is stored in the PUBLIC directory on the server. Individual user scripts are stored in their MAIL
subdirectories. The network administrator can use SYSCON (or NWADMIN for VLM) to edit login
scripts for any NetWare-compatible client running under Windows 95.

Login scripts are stored differently on NetWare 3.x servers (using bindery services) versus NetWare 4.x
servers (using NDS). On a bindery server, the System login script is stored in the NET$LOG.DAT file in
the PUBLIC directory, and User login scripts are stored in the LOGIN file in MAIL subdirectories that
correspond to the users’ internal IDs. On an NDS server, the Container, Profile, and User login scripts
are stored in the NDS database as properties of those objects.

The issues related to running login scripts depend on whether the computer is configured with Client
for NetWare Networks or uses a Novell-supplied network client.
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Running Login Scripts with Client for NetWare Networks

If the computer is running Client for NetWare Networks, the special Windows 95 login script processor
runs the login script after the user completes entries in the network logon dialog box during system
startup. Microsoft Client for NetWare Networks makes only bindery connections. When it connects to a
NetWare 4.x server, the server must be running bindery emulation, so that the login scripts can be
accessed in the same way as on a bindery server. If bindery-type login script files aren’t available, you
must use SYSCON from a NetWare 3.x server to connect to the NetWare 4.x server and create
bindery-type System and User login scripts.

The Windows 95 login script processor runs NetWare 3.x system and user login scripts, using
commands in these scripts, such as MAP and CAPTURE, to make global changes to the system
environment. For example, a script might include SET statements or PATH statements to specify
search drives.

The login script appears in a window if the user’s login script contains the WRITE, DISPLAY,
FDISPLAY, PAUSE, or WAIT commands.

The Login Script Processor window

= Login Script Proceszor for Net'wWare M=l E3

Welcome to <<< TRIKE >>>

Drive F: = TRIKE-S5YS: b

SEARCH1: Z:“PUBLIC [TRIKE-SY¥S: “~PUBLIC]

Attempt to map drive to invalid path in map command ''G:
Drive G: = TRIKEWPUBLIC: ~

Thank vou for wsing Windows ?5% this afternoon. ANNIEP

Drive A: maps to a local disk.

Drive B: maps to a local disk.

Drive C: maps to a local disk.

Drive D: maps to a local disk.

Drive E: maps to a local disk.

Drive F: = TRIKE-SYS:

Drive G: = TRIKE-PUBLIG: ~

Drive P: maps to a local disk.

SEARCH1: = ¥Y:\PUBLIC L[TRIKE-SYS: “~PUBLIC]
SEARCHZ: = H:~ L[TRIKE-5Y¥S5: ~1

SEARCH3: = Z:“\PUBLIC L[TRIKE-~S5Y5: “~PUBLIC]
SEARCH4: = C:sWINDOWS

SEARCHS : = C:sWINDOWS-COMMAND

SEARCHG: = C:sD0S

Any NetWare or MS-DOS command (in conjunction with NetWare login script commands) can be used
in a login script except those that load TSRs. The Windows 95 login script processor operates in
protected-mode, so loading real-mode TSRs from a login script is not possible because login scripts
are run after all real-mode actions are completed at system startup. Any TSR that is run from a login
script is loaded in a single VM, which is subsequently shut down when login script processing is
completed. In these cases, the login script processor displays an error message.

For loading components such as backup agents, protected-mode equivalents in Windows 95 can be
used instead of running TSRs. If you need to run a TSR to support an application, use one of the
options described in the following table.

Loading TSRs with Client for NetWare Networks

What the TSR must support Where to load the TSR

With NDIS 3.1 drivers:



All applications created for MS-DOS  AUTOEXEC.BAT
or Windows, without IPX/SPX support

All Windows-based applications that WINSTART.BAT in the Windows

require IPX/SPX support1 directory
Any MS-DOS-based application that At the command prompt before
requires IPX/SPX support2 running the application

With ODI drivers:

All applications created for MS-DOS  After the entry that loads IPXODI in
or Windows with IPX/SPX support AUTOEXEC.BAT

1 The IPX/SPX-compatible protocol (NWLINK) is loaded after real mode is complete but
before login scripts are processed, so this protocol is available for TSRs loaded from
WINSTART.BAT.
2 The TSR must be loaded in each separate VM for each application that requires that TSR
before the application is loaded. This can be done in a batch file used to run the application.
The network administrator might want to warn users that, in the following circumstances, the login
script processor can display special windows and messages, and that this is not an error condition:

¢ When the login script runs, a message announces that the operating system is processing login
scripts. The user can click a button to see details. However, if any statement in the script writes to
the screen or if there is a PAUSE statement, the Logon Script Processor window appears and
displays all subsequent statements as they run.

e If any #D0OS_command statement is included in the script, a special VM is used to process the
command. An MS-DOS Prompt window appears while the command is running and then closes
automatically when the command is complete.

The following list presents some tips for testing and running login scripts with Client for NetWare
Networks:

¢ In your testing laboratory, run the login script on a NETX computer and check the drive mappings
and printer capture statements. Then run the script under Client for NetWare Networks and make
sure the results are the same.

¢ Insert PAUSE statements frequently in the scripts you are testing so that you can study each
screenful of information as it appears in the Logon Script Processor window.

¢ While testing scripts, check carefully for script errors that appear in the Logon Script Processor
window.

¢ Insert PAUSE statements following any text that you want the user to read during system logon.

Note The Windows 95 login script processor can handle any documented NetWare login script
commands. Any undocumented variations on NetWare commands might not be processed as legal
statements.

You can make persistent connections (using the same drive letter each time) to NetWare volumes and
directories by using the Windows 95 user interface. Using persistent connections eliminates the need
for some NetWare MAP commands in login scripts. However, if persistent connections are made to a
server, you should avoid using the ATTACH command in login scripts. For information about making

persistent connections, see Connecting to Drive and Printer Resources.
Client for NetWare Networks also differs from NETX and VLM in that it does not map the first network

drive to the logon directory of the preferred server. All subsequent connections to NetWare servers
must be made by using Windows 95 tools.
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Using Login Scripts on NetWare Networks

Running Login Scripts with Novell-Supplied Clients

If a computer is running the Novell-supplied NETX or VLM networking client, login scripts are
processed as they were before Windows 95 was installed.

With NETX or VLM, login scripts are run during system startup after real mode at the command prompt
before Windows 95 switches to protected mode. Therefore, all statements and TSRs will run as
expected and be available globally for all applications created for Windows or MS-DOS.

Important Users running a Novell-supplied client should always log on to the NetWare server
before running Windows 95. Otherwise, many operational problems will occur. For example, if a
user instead logs on at command prompt while already running Windows 95, then all the drive
mappings created by the login scripts will be local only to that VM.
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Technical Notes for the Logon Process

The notes in this section provide a brief overview of the logon process in Windows 95.

If user profiles are enabled (using the Passwords option in Control Panel or by setting the related
system policy), then a logon dialog box will always appear at system startup (even if the user’s
password is blank) because the user must be identified so the operating system can load the correct
profile.

If user profiles are not enabled, then what happens in the logon process depends on the setting
specified in the Primary Network Logon box in the Network option in Control Panel. If the Primary
Network Logon setting is for a network provider such as Client for NetWare Networks or Client for
Microsoft Networks, then an Enter Network Password dialog box will always appear at system startup if
the network is active. These network providers cannot allow automatic logon without the user entering
a password because the provider does not know which network password the user wants to use.

On a portable computer that has a network adapter that can be changed (for example, using the
adapter on a docking station versus using a PCMCIA card), the logon dialog box appears when there is
an active network. Only the Windows 95 system logon dialog box appears when the network is not
active.

If the user selects Windows Logon as the value in the Primary Network Logon box in the Network
option in Control Panel, then the Windows logon dialog box will appear first, followed by logon dialog
boxes for any other network providers. In this case, if the Windows password and the passwords for
any other network providers are all blank, then Windows 95 can attempt an automatic or “silent” logon
(opening the user’s password file with a blank password).

You might choose this configuration, for example, for peer servers that are physically secure from user
access when you want such servers to be able to automatically recover from power outages or other
failures without user intervention.

Note The administrator can use system policies to restrict users’ access to the Passwords option
in Control Panel or to require a minimum password length to prevent automatic logon using blank
passwords.
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Browsing Overview

Browsing in Windows 95 is the same for all network providers, whether the network is based on
Windows NT Server, Novell NetWare, another network, or Windows 95 itself.

Users can browse network resources to connect to them. For example, users on NetWare networks
can see NetWare servers and printers, plus computers running File and Printer Sharing for NetWare
Networks. Users on Microsoft networks can find network resources by scrolling through a list of
available workgroups, a list of available computers in a given workgroup, and a list of available
resources on a given computer.

For technical details about network computing with Windows 95 on Microsoft and NetWare networks,
see Browsing on Microsoft Networks and Browsing on NetWare Networks.
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Using Network Neighborhood

When you use Network Neighborhood, you can access shared resources on a server without having to
map a network drive. Browsing and connecting to the resource consists of a single step: clicking an
icon.

For information about what happens internally when Network Neighborhood is used to browse multiple
networks, see the description of the Multiple Provider Router in Windows 95 Network Architecture.

Using Workgroups in Windows 95

On Microsoft networks, computers are logically grouped in workgroups for
convenient browsing of network resources. If share-level security is used,
each computer in the workgroup maintains its own security system for
validating local user logon and access to local resources.

NetWare networks do not use the workgroup concept, so computers
running Windows 95 with VLM or NETX clients cannot be members of
workgroups. However, computers running File and Printer Sharing for
NetWare Networks with Workgroup Advertising enabled can appear in
workgroups.

To set the workgroup for a computer, click the Identification tab in the
Network option in Control Panel and type a name.

For more information about using Network Neighborhood, see online Help.

[
To browse a server quickly without mapping a drive
1. From the Start menu, click Run, and then type the server name. For example:

\\nwsrvl

2. To browse any shared directory in the window that appears, double-click its icon.

3. To browse this server’s workgroup, press BACKSPACE. This is the equivalent of clicking the Up One
Level button on the toolbar.

[
To create a shortcut on the desktop to a network resource
1. In Network Neighborhood, find the network resource for which you want to create a shortcut.

2. Using the right mouse button, drag the icon for that resource onto the desktop.
3. In the context menu, click Create Shortcut Here.

4. Double-click the shortcut icon to view the contents of the network directory in a new window. This
shortcut is available every time you start Windows 95.
As the network administrator, you can use system policies to create a custom Network Neighborhood
for individuals or multiple users. You can create shortcuts using UNC names for any network
connections, including Dial-Up Networking connections, as part of the custom Network Neighborhood
provided when using system policies. However, do not place directories in the custom Network
Neighborhood. Windows 95 does not support this feature, and unpredictable results can occur. In
System Policy Editor, enable the policy named Custom Network Neighborhood:

¢ Use Registry mode to enable this option on a local or a remote computer

¢ Use Policy mode to create or modify a policy file for one or more users

You can also set the following system policies to control users’ access to built-in Windows 95 browsing
features:

¢ Hide Network Neighborhood, to prevent access to Network Neighborhood

¢ No Entire Network In Network Neighborhood, to prevent access to the Entire Network icon in
Network Neighborhood

¢ No Workgroup Contents In Network Neighborhood, to prevent workgroup contents from being



displayed in Network Neighborhood
For more information about specific policies and about using System Policy Editor, see User Profiles
and System Policies.
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Browsing in Common Dialog Boxes

The new common dialog boxes (such as File Open and File Save) are standard in programs that use
the Windows 95 user interface. They provide a consistent way to open or save files on network
resources and local drives. Also, you can browse Network Neighborhood and you can perform most
basic file management tasks by using a common dialog box.

Note Windows-based applications created for earlier versions of Windows do not use the new
common dialog boxes.

In Windows 95, you can create new directories (also called folders) when you are saving a document
(unlike Windows 3.1 in which you had to start File Manager or exit to the MS-DOS command prompt).
This means that you can also create a new directory on a shared network resource when saving
documents, as shown in the following procedure. This procedure can be used in any application that
uses the Window 95 common dialog boxes.

|

To create a new directory on the network while saving a file
1. In the File menu, click Save As.

2. In the Save In list, select a network location. If you need to, you can click Network Neighborhood in
this list to browse for the computer on which you want to save the file.

|
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3. Click the Create New Folder icon, and type text for the new directory label.
4. In the File Name box, type a name for the file, and then click Save.
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Connecting to Drive and Printer Resources

The toolbar is available in every window and includes the Map Network Drive button. If you click this
button, the Map Network Drive dialog box appears. In this dialog box, you can type the name of a
network server and shared directory using the UNC name. For example, the UNC name for the server
CORP and the shared directory DOCS is \CORP\DOCS. On NetWare networks, you can also type any
remote computer name understood by the network (for example, TRIKE/SYS:public).

You can make a persistent connection to any drive (that is, you can store its name and automatically
reconnect to it at startup) by clicking the Reconnect At Logon check box in the Map Network Drive
dialog box. Persistent connections are restored to the same drive letters each time Windows 95 is
started.

You can display this dialog box by right-clicking the Network Neighborhood icon.

Map Network Drive
Diive: [T -
C I
Path: | r ﬂl

¥ Feconnect at lagon

When installing a new printer, you can specify a shared printer resource by using the UNC name or the
Point and Print method. For example, for the shared printer named HP_lll on the server CORP, the
name UNC is \CORP\HP_III. For more information about Point and Print, see Printing and Fonts.
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Browsing with the Net View Command

Browsing network resources at the command prompt is handled by the real-mode networking
components. You can use the net view command to perform most of the same browsing actions as
Network Neighborhood or Windows Explorer, except that it cannot provide a list of workgroups.

For specific notes about using the net commands on NetWare networks, see Browsing on NetWare
Networks.

_I

To display a list of computers with shared resources in a workgroup

¢ At the command prompt, type the following and then press ENTER.
net view [\computername]
—0Or-
net view [/lworkgroup:workgroupname]
Where computername is the name of the computer with shared resources you want to view;
Iworkgroup specifies that you want to view the names of the computers that share resources in

another workgroup; and workgroupname is the name of the workgroup that has computer names
you want to view.
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The Windows 95 browsing scheme for Microsoft networks is based on the scheme currently used for
Windows NT and Windows for Workgroups. The Windows 95 browse service attempts to minimize the
network traffic related to browsing activity, while also providing an implementation that scales well to
support both small and large networks.

This section describes how the browse service designates browse servers and maintains the browse
list.
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Designating a Browse Master for Microsoft Networks

The Windows 95 browse service uses the concept of a master browse server and a backup browse
server to maintain the browse list. There is only one master browse server for a given Windows 95
workgroup for each protocol used in the workgroup; however, there can be one or more backup browse
servers for each protocol for a given workgroup.

The master browse server is responsible for maintaining the master list of workgroups, domains, and
computers in a given workgroup. To minimize the network traffic that the master browse server can be
subjected to when handling browsing services, backup browse servers can be designated in a
workgroup to help off-load some query requests. Usually, there is one browse server for every 15
computers assigned to a given workgroup.

When Windows 95 is started on a computer, the computer first checks to see if a master browse server
is already present for the given workgroup. If a master browse server does not exist, an election
creates a master browse server for the workgroup.

If a master browse server already exists, Windows 95 checks the number of computers in the
workgroup, and the number of browse servers present. If the number of computers in the workgroup
exceeds the defined ratio of browse servers to computers in a workgroup, an additional computer in the
workgroup might become a backup browse server.

The Browse Master parameter in the Advanced properties for File and Printer Sharing for Microsoft
Networks provides a mechanism for controlling which computers can become browse servers in a
workgroup. If this parameter is set to Automatic, the master browse server can designate that computer
as a backup browse server when needed, or that computer can be elected as master browse server.
For information about configuring this parameter, see Using File and Printer Sharing for Microsoft
Networks.

Tip for Using the Net View Command to Check the Browse Server

The net view command is a valuable troubleshooting tool if you suspect the
browse list maintained by a browse server is incomplete or inaccurate. You

can use net view /workgroup: workgroupname at the command prompt to

get the list of known computers directly from the master browse server. The
request is not handled by a backup browse server.

If the list of computers returned by a master browse server is inaccurate,
you could reset this computer by quitting Windows 95. Another computer
will then be promoted to master browse server for the workgroup.
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Building the Browse List for Microsoft Networks

In Windows 95, the browse service maintains an up-to-date list of domains, workgroups, and
computers, and provides this list to applications when requested. The user sees the list in the following
types of circumstances:

¢ [f a user requests a list of computers in a workgroup, the browse service on the local computer
randomly chooses one of the browse servers it is aware of and sends the request.

¢ If a user selects a workgroup to which the computer does not belong, Windows 95 requests a list of
computers defined in the selected workgroup from a browse server in the selected workgroup.

The selected browse server also sends a list of the other workgroups it knows about that are defined
on the network, along with a list of computers in the workgroup to which the user belongs.

The browse list is displayed in the Map Network Drive and Connect Network Printer dialog boxes, or
anywhere that Windows 95 presents lists of resources that can be browsed. The browse list can also
be displayed by using the net view command. The list can contain the names of domains, workgroups,
and computers running the File and Printer Sharing service, including the following:



Computers running Windows 95, Windows for Workgroups, and Windows NT Workstation
Windows NT Server domains and servers

Workgroups defined in Windows 95, Windows for Workgroups, and Windows NT
Workgroup Add-on for MS-DOS peer servers

LAN Manager 2.x domains and servers
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Building the Browse List for Microsoft Networks
dding New Computers to the Browse List

When a computer running Windows 95 is started on the network, it announces itself to the master
browse server for its workgroup, and the master browse server adds that computer to the list of
available computers in the workgroup. The master browse server then notifies backup browse servers
that a change to the browse list is available. The backup browse servers then request the new
information to update their local browse lists. It might take as long as 15 minutes before a backup
browse server receives an updated browse list, and new computers on the network do not show up in a
user’s request for a browse list until then.
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Building the Browse List for Microsoft Networks
Removing Computers from the Browse List

When a user shuts down a computer properly, the operating system informs the master browse server
that it is shutting down. The master browse server then notifies backup browse servers that a change
to the browse list is available. The backup browse servers then request the changes to the browse list.

If a user turns off the computer without shutting down, the computer does not get a chance to send the
message to the master browse server. In this case, the computer name might continue to appear in the
browse list until the name entry times out, which can take up to 45 minutes.
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Technical Notes on Browsing on Microsoft Networks

This section presents some brief notes related to browsing on Microsoft networks.

¢ The Windows 95 browser has been updated to support browsing across TCP/IP subnetworks. To
take advantage of this, the network must use a WINS server or you must use #DOM entries in
LMHOSTS files for name resolution.

¢ Microsoft LAN Manager-compatible networks such as Microsoft LAN Manager for UNIX® and IBM®
LAN Server support browsing of servers and shared directories using the Windows 95 user interface
or net view.

e DECw PATHWORKS™ is an example of a Microsoft LAN Manager-compatible network that does not
support browsing. AT&Te StarLAN is an example of a Microsoft Network-compatible network that is
not based on Microsoft LAN Manager and that does not support remote browsing of servers and
shared directories. These servers do not appear in Network Neighborhood; with Windows 95,
however, users can still access the servers and shared directories through a network connection
dialog box.

e When a known slow network connection is used (for example, the remote access driver), Windows
95 is automatically configured not to designate that computer to be a browse server for the network
connection. The SlowLanas parameter in the Registry identifies the network LANA numbers for
which the local computer will not serve as a master browse server. However, the user can still
request a list of available workgroups and computers on the network across the slow network
connection.
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The Windows 95 user interface includes support for browsing and connecting to network resources on
Novell NetWare and other networks. Except for workgroups, this support is the same whether you use
Client for NetWare Networks or the Novell-supplied NETX or VLM client. After you connect to a
NetWare volume or a computer running File and Printer Sharing for NetWare Networks, you can drag
and drop directories and files to move and copy them between your computer and the NetWare server.

For information about printer connections, see Printing and Fonts.
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Using Network Neighborhood on NetWare Networks

Network Neighborhood is the primary way you can browse the network. When you open Network
Neighborhood on a computer running a NetWare-compatible networking client, all the NetWare
bindery-based servers your computer is connected to are displayed. All computers running File and
Printer Sharing for NetWare Networks that use Workgroup Advertising also appear in Network
Neighborhood.

Clicking the Entire Network icon displays a list of all NetWare servers on the network. This list also
contains a list of workgroups that include computers running File and Printer Sharing for NetWare
Networks. You can view the contents of any server without having to map a network drive.

If your computer has both Client for Microsoft Networks and Client for NetWare Networks installed,
then you will also see a list of computers running Windows for Workgroups, Windows 95, and Windows
NT. The list of NetWare servers is at the beginning of the list of workgroups or domains in the Entire
Network window.

In both the Network Neighborhood and Entire Network views, you can open a server to access its
contents without having to map a network drive. You will be asked for security information, if necessary,
and you can choose to save your password in the password cache so that you will not have to type it
again.

If the computer is running Client for NetWare Networks, drive mappings are limited to the available
drive letters. However, Windows 95 supports unlimited UNC connections. (If the computer is running
NETX or VLM, it is limited to only eight server connections.)

|
To connect to a NetWare server in Network Neighborhood
1. In Network Neighborhood, right-click a NetWare server.

2. In the context menu, click Attach As. Then type a user name and password, and click OK.
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Cancel
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¥ Connect az guest

3. If you want to map a directory on this server, double-click the server icon. Right-click the directory
you want to map, and click Map Network Drive in the context menu. Fill in the Map Network Drive
dialog box, and click OK.

Tip You can also create a shortcut to frequently used resources. For information, see Using
Network Neighborhood. When you double-click a shortcut, you have to supply only a password to
connect to it.

The toolbar on every window includes the Map Network Drive button, which you can use to specify the
name of a NetWare server and volume (or directory) that you want to map to a drive letter.

|

To connect to a directory as the root of the drive



1. In Network Neighborhood, right-click a directory on a NetWare server. In the context menu, click
Map Network Drive.

2. In the Map Network Drive dialog box, make sure Connect As Root Of The Drive is checked, and
then click OK.

With this option enabled, if you switch to this mapped directory in a VM window, you will see the prompt
as drive:\> not drive:\directory>). You cannot go further up the directory tree from the command prompt.

The context menu for a NetWare server shows everything you can do with the related server, volume,
or directory. To view the context menu, in Network Neighborhood, right-click a NetWare server.

The following table describes the commands available on the context menu.

Command Description

Open Connects to that server.

Explore Shows the resources available on that server without
making a connection.

Who Am | Specifies whether the user is logged on or attached to the

server; if a user is logged on and the computer is attached,
specifies that user’'s name.

Log Out Logs the user off the server.

Attach As Presents a dialog box for typing a password to log on to
the server. This dialog box allows the user to connect to

the server by using a different user name from the one
used to log on to the network.

Map Network Presents a dialog box for mapping a network drive to a
Drive drive letter.

Create Shortcut Creates a shortcut on the desktop for the selected server.
Properties Shows the properties for the server. Notice that listing the

properties of a NetWare server creates an attachment
without logging on, thereby using up one of the allowable
connections.

If a computer running File and Printer Sharing for NetWare Networks has been configured to allow
remote administration, and if you have the authority to administer that server, you can use the
administration options in the computer’s properties. To do this, in Network Neighborhood, right-click the
computer’s icon. In the context menu, click Properties, and then click the Tools tab. Use the buttons to
run Net Watcher or System Monitor, or to administer the file system.



Stu Properties

For more information about preparing computers for remote administration under Windows 95, and
about using Net Watcher and other tools, see Remote Administration.
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Managing Connections with Client for NetWare Networks

Client for NetWare Networks is different from NETX and VLM in that it does not map the first network
drive to the logon directory of the preferred server. All subsequent connections to NetWare servers
must be made in the Windows 95 user interface.

With Client for NetWare Networks, you can manage connections to the NetWare network by using
Network Neighborhood and common network-connection dialog boxes such as the Open and Save
dialog boxes. (These are the same techniques used for Microsoft networks.)

With Client for NetWare Networks, you can define persistent connections (which use the same drive
letter each time the computer starts) to NetWare volumes and directories. Using persistent connections
eliminates the need for NetWare MAP commands in login scripts; however, you can still use MAP,
ATTACH, and other commands at the command prompt or in login scripts, as described in the following
section.
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Using Commands to Connect to NetWare Servers

If you are running Client for NetWare Networks, all NetWare commands run in the same way as they
do for a Novell-supplied networking client. The ATTACH and SLIST commands provided with Windows
95 use the same syntax and work in exactly the same way as the counterparts provided by Novell.

The following should be noted about certain Novell-supplied commands:

¢ For the ATTACH command, configure the networking client to use SAP advertising.

¢ You should not use the LOGIN utility to create an attachment to a computer running File and Printer
Sharing for NetWare Networks. Use the ATTACH command instead.

e For the MAP command, drive mappings in Windows 95 are global to all sessions.

You can also use the Microsoft networking net commands at the command prompt or in login scripts to

manage connections on NetWare networks. For example, the net use command can be used to do the

following:

¢ Perform the same functions as the NetWare ATTACH and MAP commands.

e Supply similar functionality to the CAPTURE utility for printing when programs require printing to a
specific port.

You can use the Windows 95 net view command to perform the same function as the NETX SLIST or

VLM NLIST SERVER commands.

The following brief procedures show built-in Windows 95 commands that can be used at the command
prompt or in scripts to manage resource connections.

_I
To view NetWare servers
¢ At the command prompt or in a login script, type net view

For example:

D:\WIN\COMMAND>net view
NetWare Servers

\\386
\\TRIKE
\\WRK

_I
To view volumes on a server
¢ At the command prompt or in a login script, type net view \\servername

For example:
D:\WIN\COMMAND>net view \\trike

Shared resources at \\trike

Sharename Type Comment
SYS Disk
PUBLIC Disk

The net view command creates an attachment without logging on. Viewing a NetWare server or a
computer running File and Printer Sharing for NetWare Networks does not show print queues.
However, viewing a computer running File and Printer Sharing for Microsoft Networks shows both
shared directories and shared printers.

Use the /network parameter to specify the volumes on the particular network you want to view. For
example:

net view \\nwserver_name Inetwork:nw

|



To create a drive connection

Th

At the command prompt or in a login script, type net use drive: \\servername\volume
For example:

D:\WIN\COMMAND>net use 1: \\trike\sys

The password is invalid for \\TRIKE\SYS.

Enter user name for server TRIKE:joed

Enter the password for user JoeD on server TRIKE:

e net use command is equivalent to MAP drive:=servername\volume: and it maps only to the root of

the volume.

Tip To use the next available drive letter when connecting to the volume, replace the drive letter
with an asterisk (*).

By typing the net use command without parameters, you can list the current network connections. For

example:

Status Local Remote Network
— E: \\NW4\SYS NetWare
OK F: \\WINDOWS\DROOT Microsoft
— H: \\NETWARE40\THOR\APPS NetWare

o

To delete a drive connection

Th
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At the command prompt or in a login script, type net use drive: /d
For example:
D:\WIN\COMMAND>net use 1l: /d

e Id switch and the NetWare command MAP DEL drive are equivalent.

To create a print connection

Th
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At the command prompt or in a login script, type net use port: \\servername\queuename
For example:
D:\WIN\COMMAND>net use 1lpt3: \\trikel\pscriptl

is is equivalent to CAPTURE I=port S=servername Q=queuename.

To delete a print connection

Th

At the command prompt or in a login script, type net use port: /d
For example:
D:\WIN\COMMAND>net use lpt3: /d

is is equivalent to ENDCAP L=port#.

The net command in Windows 95 does not support the following:

The functionality of the NetWare MAP ROOT command or search drive mappings.

Any of the command-line options of the CAPTURE command, except the equivalents for specifying
port, server name, and queue name. To use specific CAPTURE options, use the Novell CAPTURE
command.

The functionality of the Novell NetWare print job designations (the J=jobname parameter for the
CAPTURE command).

Note You can still use the NetWare commands SLIST instead of net view, MAP instead of net
use, or CAPTURE instead of net use to connect to a printer.
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Using Windows NT to Connect to NetWare Servers

If your site includes both a Novell NetWare network and a Windows NT Server network, computers
using Microsoft networking will need to communicate and share resources with the NetWare network.
This section summarizes several options using Windows NT.

Windows NT Gateway Service for NetWare.

For Microsoft networking clients that cannot use multiple protocols, you can configure a computer
running Windows NT Server 3.5 as a file or print gateway using Windows NT Gateway Service for
NetWare to connect to and share NetWare resources. Notice that a Microsoft Windows NT Client
Access License is required if the computer will be connecting to servers running Windows NT Server.
For information, contact your Microsoft reseller.

As shown in the following illustration, Windows NT Gateway Service for NetWare acts as a translator
between the SMB protocol used by Microsoft networks and the NCP protocol used on NetWare
networks.
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The file gateway uses a NetWare account on the Windows NT Server computer to create a validated
connection to the NetWare server, which then appears on the Windows NT Server computer as a
redirected drive. When the administrator shares the redirected drive, it looks similar to any other shared
resource on the Windows NT Server computer. A print gateway functions in much the same way as the
file gateway: the NetWare printer appears on the Windows NT network as if it were any other shared
printer.

Because access over the gateway is slower than direct access from the client for computers running
Windows 95 that require frequent access to NetWare resources, Client for NetWare Networks is a
better solution. For information about setting up a Windows NT Server computer with Gateway Service
for NetWare, see Windows NT Server Services for NetWare Networks in the Windows NT Server 3.5
documentation set.

Microsoft File and Print Services for NetWare.

This utility for Windows NT Server provides users running a NetWare-compatible client with access to
basic NetWare file and print services and to powerful server applications on the same Windows NT
Server-based computer. You can use Microsoft File and Print Services for NetWare to add a
multipurpose file, print, and application server to your NetWare network without changing users’
network client software.

Microsoft Directory Service Manager for NetWare.
This utility for Windows NT Server allows you to maintain a single directory for managing mixed
Windows NT Server and NetWare 2.x and 3.x server networks.

For more information about these features or how to obtain Microsoft File and Print Services for
NetWare, or the Microsoft Directory Service Manager for NetWare, contact your Microsoft sales
representative.
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Overview of Peer Resource Sharing

When a computer is running File and Printer Sharing services, other users running a compatible
network client can connect to shared printers, volumes, CD-ROM drives, and directories on that
computer by using the standard techniques for connecting the network resources, as described in

Browsing on NetWare Networks and Browsing on Microsoft Networks.

Using computers running Windows 95 as peer servers allows you to add secure storage space and
printing to the network at a low cost. The peer service is based on a 32-bit, protected-mode
architecture, which means all the Windows 95 benefits for robust, high performance are available. In
addition, administrators can take advantage of features provided with Windows 95, such as Net
Watcher and system policies, to centrally administer peer servers. In addition, user-level security is
available as an additional enhancement beyond the peer server capabilities built into Windows for
Workgroups.

Tip Using Net Watcher, a network administrator can remotely monitor and manage files on any
computer running File and Printer Sharing services if remote administration has been enabled for
that computer. Net Watcher allows an administrator to disconnect users, change access rights, and
administer the file system on remote computers. For more information, see Remote Administration.
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Installing Peer Resource Sharing

If you use custom setup scripts or choose the Custom option as the setup type in Windows 95 Setup,
you can specify that File and Printer Sharing services be installed with Windows 95. Otherwise, you
can add the service later by using the Network option in Control Panel.

Tip For a computer that will share resources with other users on the networks, choose which File
and Printer Sharing service to install based on what other users require:

¢ If most users who need to share these resources are running NETX, VLM, or Client for NetWare
Networks, then install File and Printer Sharing for NetWare Networks.

¢ If most users who need to share these resources are running Client for Microsoft Networks,
Windows NT, Windows for Workgroups, or Workgroup Add-on for MS-DOS, then install File and
Printer Sharing for Microsoft Networks.

J
To install File and Printer Sharing after Setup
1. In the Network option in Control Panel, click Add.

2. In the Select Network Component Type dialog box, double-click Service.

3. In the Select Network Service dialog box, click Microsoft in the Manufacturers list. Then, in the
Network Service list, click the File and Printer Sharing service you want to install.

For information about enabling File and Printer Sharing in custom setup scripts, see Custom

Automated, and Push Installations. For information about controlling peer resource sharing capabilities

using system policies, see User Profiles and System Policies.
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Overview of Security for Peer Resource Sharing

For File and Printer Sharing for Microsoft Networks (but not NetWare), Windows 95 supports share-
level security similar to the security provided with Windows for Workgroups. This level of security
associates a password with a shared disk directory or printer. Share-level security for peer resource
sharing can be implemented in a Windows 95-only peer-to-peer network or on a network supported by
Windows NT or other Microsoft Windows network-compatible servers.

For File and Printer Sharing services on both Windows NT and NetWare networks, Windows 95
supports user-level security by linking a peer server directly to another server for user account
validation. For network administrators, the user account list is centrally controlled at the Windows NT
domain controller or NetWare server; on a Windows NT network, the user account list on a single
server can also be used for validation. The resources on the Windows 95 peer server can be accessed
only by users with accounts in the central database. Users can also be assigned specified access
rights in Windows 95 for particular resources. For information about using and managing security, see

Security.
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The 32-bit, protected mode network client and the File and Printer Sharing service are separate
network processes, but they share connection information and pass requests to each other when
validating a user-level security request.

For user-level security on a computer running either version of File and Printer Sharing service, you
specify the server that contains the database of user accounts that are allowed to connect to this peer
resource sharing server. You can do the following to customize access to a shared resource:

¢ You can use the Windows 95 user interface to specify which users can access the shared
resources, and which rights they have. For details, see Controlling Access to Peer Server
Resources on NetWare Networks.

¢ For File and Printer Sharing on NetWare Networks, you can set up user rights remotely on the
computer running Windows 95 by using NetWare utilities such as FILER.

¢ For File and Printer Sharing on Microsoft Networks, you can set up user rights remotely by using
User Manager for Windows NT.

¢ You can use Net Watcher to monitor, add, and remove shared resources, as described in Remote
Administration.

When a user requests access to a shared resource under user-level security, Windows 95 checks for
the user’s logon name against the list of user accounts maintained on the server. If this is a valid user
logon name, Windows 95 then checks whether this user has access privileges for this resource. If the
user has access privileges, then the requested operation is allowed.

For an example of how pass-through validation works with peer resource sharing, see Security.
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Using File and Printer Sharing for Microsoft Networks

File and Printer Sharing for Microsoft Networks is the 32-bit, protected-mode Windows 95 SMB server
(VSERVER.VXD) that supports all Microsoft networking products that use the SMB file-sharing
protocol, including Windows for Workgroups, Windows NT, LAN Manager, LAN Manager for UNIX,
AT&T StarLAN, IBM LAN Server, 3Come 3+Opene and 3+Sharee, and DEC PATHWORKS. Windows
95 enhances the features of Windows for Workgroups peer services by providing administrative control
over whether peer sharing services are enabled, by adding user-based security capabilities, and by
supporting long filenames.

The following summarizes some requirements for File and Printer Sharing for Microsoft Networks:

e The computer must use Client for Microsoft Networks.

¢ File and Printer Sharing for Microsoft Networks cannot run at the same time as NCP-based File and
Printer Sharing for NetWare Networks.

¢ [f user-level security is used, a Windows NT domain controller must be used for authentication.
The default settings for File and Printer Sharing are correct for most installations. You should need to
change these settings in the following circumstances only:

¢ If you need to set Browse Master properties, as described in Browsing on Microsoft Networks.

¢ If you want LAN Manager 2.x clients on your network to use resources on a computer running File
and Printer Sharing for Microsoft Networks.

Use the Network option in Control Panel to configure the Browse Master and LM Announce parameters
for the File and Printer Sharing service. For information about configuring security in Access Control
properties, see Security.

|

To specify Browse Master settings
1. In the Network option in Control Panel, double-click File and Printer Sharing for Microsoft Networks
in the list of installed components.

2. In Advanced properties for File and Printer Sharing for Microsoft Networks, select Browse Master in
the Property list.

3. Select an option in the Value list, as described in the following table.
Option Description

Automatic  Specifies that this computer will maintain the browse list if
Windows 95 determines that it is necessary. This is the

default.

Yes Specifies that this computer is to be used to maintain the
browse list for computers in this workgroup.

No Specifies that this computer is never used to maintain the

browse list. Use this setting if the computer has little free

memory or is connected by a slow link (such as a dial-up

connection), or if other conditions create special

performance problems.
At least one computer in the workgroup must have the value of Automatic or Yes for this parameter
to ensure the browse list is available to network computers. This parameter is equivalent to the
MaintainServerList= entry in the [network] section of SYSTEM.INI in Windows for Workgroups
3.11.

The LM Announce property controls whether a computer running File and Printer Sharing for Microsoft
Networks can be seen by LAN Manager 2.x clients.

|
To specify LM Announce settings
1. In Advanced properties for File and Printer Sharing for Microsoft Networks, select LM Announce in
the Properties list.

2. Select an option in the Value list, as described in the following table.



Option Meaning

Yes Specifies that you want this computer to announce its
presence to other Microsoft networking computers in the
workgroup, because there is a LAN Manager 2.x domain on
the network. This value must be set to Yes if other
computers in your workgroup need to see this computer
when browsing the network.

No Specifies that you do not want this computer to broadcast

its presence to other computers. Setting this value to No

minimizes the level of network traffic. Other users can still

connect to this computer by specifying its UNC name in a

Map Network Drive dialog box, but the computer will not

appear in browse lists.
This parameter is the equivalent of the LMAnnounce= entry in the [Network] section of SYSTEM.INI in
Windows for Workgroups 3.11. This value should be No unless there is a LAN Manager 2.x domain on
your network.

A LAN Manager 2.x domain is known by browse servers in a workgroup only if at least one computer
running Windows 95 (or Windows NT in the domain) is a member of that LAN Manager 2.x domain.

_I
To make a computer running Windows 95 a member of a LAN Manager 2.x domain
¢ Set the workgroup name for the computer to be the same as the LAN Manager 2.x domain name.

You can share a directory (or other resource) by selecting it in Windows Explorer or in My Computer
and then configuring the related options. The following procedure describes how to share a directory
on a computer where user-level security has been specified in the Network option in Control Panel.
The steps for sharing resources with share-level security are similar to those for user-level security
except that you do not select specific users. Rather, specify the type of access and define a password
for the shared resource.

[
To share a directory (folder) with user-level security
1. In Windows Explorer, right-click the icon for the directory you want to share. In the context menu that
appears, click Sharing.

2. Click the Sharing tab, and then type a share name for the directory.

Tip If you add a dollar sign ($) to the end of the share name, the resource will not appear in Network
Neighborhood or elsewhere when people browse network resources.

3. Click the Add button, and use the Add Users dialog box to specify which users can access the
directory.

For more information about sharing folders on a Microsoft network, see online Help.
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Using File and Printer Sharing for NetWare Networks

If you want to use File and Printer Sharing for NetWare Networks:

¢ The computer must use Client for NetWare Networks, rather than Novell-supplied client software.
¢ Only user-level security (not share-level security) is available.

¢ The service cannot run on the same computer as SMB-based File and Printer Sharing for Microsoft
Networks.

¢ For pass-through validation when user-level security is enabled, there must be a Windows_Passthru
account (with no password) on the NetWare server that is used as the security provider.

A computer configured with File and Printer Sharing for NetWare Networks uses the NCP file-sharing
protocol to share resources with MS-DOS-based Novell NetWare computers, computers running
Windows NT, and computers that have Client for NetWare Networks installed.

File and Printer Sharing for NetWare Networks supports long filenames and is Plug and Play-aware.
This new implementation differs from peer resource sharing in Windows for Workgroups in two
fundamental ways:

¢ File and Printer Sharing for NetWare Networks uses the NCP protocol instead of the SMB protocol.
This means that any NetWare-compatible client (Client for NetWare Networks, NETX, or VLM) can
connect to a computer running File and Printer Sharing for NetWare Networks.

¢ File and Printer Sharing for NetWare Networks uses user-level security. Access to a shared resource
is based on the user’s identity instead of on a password associated with that resource. The user
database for verifying user identity is the bindery on a specified NetWare server.

This feature means that hundreds of NetWare users can, for example, access a shared CD-ROM using
a single NetWare server connection. Also, trustee or other access rights can be defined per-directory
for a shared CD-ROM.

When File and Printer Sharing for NetWare Networks is running on a computer, how that peer server
appears to users browsing the network depends on how the peer server advertises itself:

¢ For another computer running Microsoft Client for NetWare Networks, the resources on the peer
server appear exactly as any shared resources on the network. If the peer server is using
Workgroup Advertising, it appears in a workgroup. A peer server using Service Advertising Protocol
(SAP, the NetWare broadcasting protocol) Advertising will not appear in a workgroup, but it will
appear in the Entire Network list.

e For a computer running NETX or VLM, any shared directories on a peer server that uses SAP
advertising appear the same as volumes on any server. Any shared printers will appear as print
queues. Most NetWare administrative commands work as expected, including RIGHTS, FILER,
SYSCON, MAP, SLIST, VOLINFO, PCONSOLE, and CAPTURE. If the peer server is not using SAP
Advertising, then users running NETX or VLM cannot see or connect to the peer server when
browsing the network.

Sharing Resources on a NetWare Network: An Example

During the beta test phase for Windows 95, one NetWare system
administrator found the peer resource sharing service to be an
administrative lifesaver. A vice president at the company had CD-ROM
hardware problems just when he needed immediate access to a tax
program that was available only on compact disc.

The quick-thinking administrator installed File and Printer Sharing for
NetWare Networks on a computer that had a CD-ROM drive. After making
sure the vice president was assigned access rights, the administrator
mapped a drive on the vice president’s computer to access the shared CD-
ROM.

The Windows 95 peer resource sharing service allowed the administrator to
provide an immediate software solution to a hardware problem that would
have taken much longer to solve.
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Sharing Resources on a NetWare Network

To allow NETX and VLM clients on the network to access resources on the peer server, you must
enable SAP Advertising in the properties for File and Print Sharing for NetWare Networks. The
computer then appears as a server in SLIST listings, and users can map drives to connect to this
computer. To see a list of volumes, users can use the VOLINFO command.

Note Administrative control over File and Printer Sharing for NetWare Networks is coupled with
the printer sharing control — the option controlling the user’s ability to share a local printer. If these
sharing options are not selected in the Network option in Control Panel, then the File and Printer
Sharing service is not loaded. However, if the administrator disables printer sharing or file sharing
by setting the related option in a system policy file, then the File and Printer Sharing service still
runs on the computer, but the related sharing options are not available.
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Configuring Browsing for Resource Sharing on NetWare Networks

After you install File and Printer Sharing for NetWare Networks, you need to choose the method that
computers browsing on the network will use to find this computer. You can browse by using two
options:

e Workgroup Advertising, which uses the same broadcast method as used by workgroups on
Microsoft networks.

e SAP Advertising, which is used by Novell NetWare 2.15 and above, 3.x, and 4.x servers to advertise
their presence on the network. You must enable this option if you want the shared resources to be
available to computers running NETX or VLM.

Note SAP Advertising has a theoretical limit of 7000 systems for browsing, and a practical limit of
about 1500 systems. For a large peer network, use Workgroup Advertising.

For a general discussion of browsing when using NetWare-compatible clients, see Browsing on
NetWare Networks.

_I
To specify the browsing preference
1. In the Network option in Control Panel, double-click File and Printer Sharing for NetWare Networks
in the list of installed components.

2. In Advanced properties, select Workgroup Advertising to define how you want computers running
Client for NetWare Networks to see and connect to this peer server.

-Or-
Select SAP Advertising if you want NETX and VLM clients to be able to connect to this peer server.
If you select Workgroup Advertising, you can set the following values.

Value Description

Disabled This computer will not be added to the browse list, and
it cannot be seen by other members of the workgroup
by using any method for browsing network resources.

Enabled: May Be This computer is added to the browse list and can be

Master promoted to master browse server if the preferred
master is not available.
Enabled: This computer is the master browse server for the

Preferred Master workgroup.

Enabled: Will Not This computer is added to the browse list by the master
Be Master browse server, but it cannot be promoted to master
browse server.

For more information about master browse server options, see Building the Browse List for Microsoft
Networks.

Note If Workgroup Advertising is used, each workgroup must have a master browse server at all
times to track names and addresses for computers in the workgroup.

If you select SAP Advertising, you can set the following values.
Value Description

Disabled This computer will not advertise its presence, and NETX or
VLM clients cannot see it by using SLIST or other browsing
options, and cannot connect to it. Users running Client for
NetWare Networks can see it if Workgroup Advertising is
enabled on the peer server.



Enabled This computer will advertise its presence. It will appear in
the Entire Network list. Users running VLM, NETX, and
Client for NetWare Networks can see it by using any
browsing methods, and they can connect to it as they do for
any server.

By default, computers running File and Printer Sharing for NetWare Networks are placed in and
browsed by workgroups. You can use the Identification properties in the Network option in Control
Panel to specify the workgroup and computer name for the computer.

Although computers that use SAP advertising appear in the list of NetWare servers, you cannot use
them in all the same ways that you use NetWare servers.

When using NETX, you cannot log on to a computer running Windows 95 at the command line,
although you can attach to one and map drives to its directories.

When using VLM, you cannot log on to a computer running Windows 95 at the command line, but
you can run a login /ns command and use the Login button in the NWUSER utility.

If you run SYSCON on a NetWare server, you can change the server to one of the computers
running Windows 95. However, the computer running Windows 95 does not have a bindery, so when
you display all the users (or groups) in SYSCON, you will see the user list (or group list) from the
NetWare server that was selected as the user-level security provider.

If you run VOLINFO on a NetWare server, you can select one of the computers running Windows 95
and display its volume information 